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Abstract

These Application Notes describe the configuration steps required for CallCopy to interoperate
with Avaya Communication Manager using Avaya Application Enablement Services.
CallCopy is a call center quality monitoring and recording solution that can record agent
telephony audio and agent desktop activities.

Information in these Application Notes has been obtained through DeveloperConnection
compliance testing and additional technical discussions. Testing was conducted via the
DeveloperConnection Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

CallCopy is a call center quality monitoring and recording solution that can record agent
telephony audio and agent desktop activities. The compliance testing focused on the recording
of agent telephony audio.

CallCopy uses the Avaya Application Enablement Services (AES) Telephony Services
Application Programming Interface (TSAPI) service to query and monitor incoming calls to
contact center devices on Avaya Communication Manager. Upon notification of an established
call, CallCopy adds a voice recorder to the call to obtain the audio streams. The voice recorders
are administered as line-side DS1 stations on Avaya Communication Manager that terminates to
CallCopy. There is a physical connection between the TN464 DS1 Interface card in Avaya
Communication Manager and the Ai-Logix Terminate T1/E1 card in CallCopy.

0 Ethernet

Simulated
PSTN

Avaya C363T-PWR Avaya C364T-PWR
Converged Stackable Switch Converged Stackable Switch

%1/ \ / | %?w Agents with Avaya
h@_\@' i o 10245, ‘?.1,) 4610SW |P Telephones
i “x o 20.232
& &y T

a, 0
.,@ \o;l"
N o &N
% = _ -

fefort R
Avaya S8700 Servers with Avaya CallCapy Supervisor with
MCC1 Media Gateway AES Server Server CallCopy Player
I I
-~ TSAPICTI Link-—1
Line-Side D51

Figure 1: CallCopy with Avaya Communication Manager using Avaya AES

In the compliance testing, CallCopy used the TSAPI Single Step Conference feature to join the
voice recorders to the agent answered calls. Information such as calling party number and called
party number were obtained through the TSAPI event reports, and associated with the agent call
recordings. The configuration included a supervisor running the CallCopy Player client
software, used for retrieval/review/playback of call recordings captured by the CallCopy server.
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2. Equipment and Software Validated
The following equipment and software were used for the sample configuration:

Equipment Software
Avaya S8700 Servers égiiiggrg?;g i5<:ation Manager 4.0,
Avaya MCC1 Media Gateway
e TN464GP DS1 Interface HWO02 FWO019
Avaya Application Enablement Services 4.0, build 47.3
Avaya C363T-PWR Converged Stackable Switches | 4.5.14
Avaya 4610SW IP Telephones (H.323) 2.7

CallCopy Server on
Alliance Systems V1000 running Windows XP SP2
e Ai-Logix DT6409 Terminate T1/E1

3.4.0.54, with version 3.4.0.125 of
cc_AvayaTSAPIl.exe
Firmware 3.8

CallCopy Player on
Dell Precision 380

3.4.0.54
Windows XP Professional SP2
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3. Configure Avaya Communication Manager

The detailed administration of basic connectivity between Avaya Communication Manager and
Avaya AES are not the focus of these Application Notes and will not be described. The detailed
administration of contact center devices, such as Vector Directory Numbers (VDNS), vectors,
ACD/SKill groups, logical agent IDs, and agent stations are assumed to be in place and not
covered in these Application Notes. For administration of basic connectivity to Avaya AES and
contact center devices, refer to the appropriate documentation listed in Section 10. This section

provides the procedures for the following:

e Verify Avaya Communication Manager License

e Administer TSAPI CTI link
e Administer DS1 Interface card
e Administer line-side DS1 stations

For the compliance testing, the following contact center devices were used. The configuration of

line-side DS1 stations is covered in Section 3.4.

Device Type Device Number/Extension
VDN 22999
Vector 999
Skill group 54101

Logical agent IDs

53001, 53002, 53003

Agent stations

22991, 22992, 22993

Line-side DS1 stations

22661, 22662
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3.1. Verify Avaya Communication Manager License

Log into the System Access Terminal (SAT) to verify that the Avaya Communication Manager
license has proper permissions for features illustrated in these Application Notes. Use the
“display system-parameters customer-options” command to verify that the Computer
Telephony Adjunct Links customer option is set to “y” on Page 3. If this option is not set to
“y”, then contact the Avaya sales team or business partner for a proper license file.

display system-parameters customer-options Page 3 of 11
OPTIONAL FEATURES

Abbreviated Dialing Enhanced List? y Audible Message Waiting? y

Access Security Gateway (ASG)? n Authorization Codes? y

Analog Trunk Incoming Call ID? y Backup Cluster Automatic Takeover? n

A/D Grp/Sys List Dialing Start at 01? y CAS Branch? n

Answer Supervision by Call Classifier? y CAS Main? n

ARS? y Change COR by FAC? n

ARS/AAR Partitioning? y Computer Telephony Adjunct Links? y

ARS/AAR Dialing without FAC? y Cvg Of Calls Redirected Off-net? y

ASAI Link Core Capabilities? y DCS (Basic)? y

ASAI Link Plus Capabilities? y DCS Call Coverage? y

Async. Transfer Mode (ATM) PNC? n DCS with Rerouting? y
Async. Transfer Mode (ATM) Trunking? y

ATM WAN Spare Processor? n Digital Loss Plan Modification? n

ATMS? y DS1 MSP? n

Attendant Vectoring? n DS1 Echo Cancellation? N

3.2. Administer TSAPI CTI Link

Add a CTI link using the “add cti-link n” command, where “n” is an available CTI link number.
Enter an available extension number in the Extension field. Note that the CTI link number and
extension number may vary. Enter “ADJ-IP” in the Type field, and a descriptive name in the
Name field. Default values may be used in the remaining fields. Submit these changes.

add cti-link 4 Page 1 of 2
CTI LINK
CTl Link: 4
Extension: 2204
Type: ADJ-IP
COR: 1

Name: CallCopy TSAPI Link
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3.3. Administer DS1 Interface Card

Administer a DS1 Interface card to be used for connectivity to CallCopy. Use the “add ds1
1b17” command. Note that the actual slot number may vary. In this case “1b17” is used as the
slot number. Enter the following values for the specified fields, and retain the default values for
the remaining fields. Submit these changes.

e Name: A descriptive name.
e Line Coding: “b8zs”
e Frame Mode: “esf”
¢ Signaling Mode: “robbed-bit”
e Slip Detection: “y”
add dsl 1b17 Page 1 of 1
DS1 CIRCUIT PACK
Location: 01B17 Name: CallCopy
Bit Rate: 1.544 Line Coding: b8zs
Line Compensation: 1 Framing Mode: esf
Signaling Mode: robbed-bit
Interface Companding: mulaw
Idle Code: 11111111
Slip Detection? y Near-end CSU Type: other
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3.4. Administer Line-Side DS1 Stations

Add a line-side DS1 station using the “add station n” command, where “n” is an available
extension. Enter the following values for the specified fields, and retain the default values for
the remaining fields.

e Type: “2500”

e Port: An available port on the DS1 Interface card.
e Name: A descriptive name.

e Off Premises Station: “y”

add station 22661 Page 1of 4
STATION
Extension: 22661 Lock Messages? n BCC: O
Type: 2500 Security Code: TN: 1
Port: 1b1701 Coverage Path 1: COR: 1
Name: CallCopy line-side 22661 Coverage Path 2: Cos: 1
Hunt-to Station: Tests? y

STATION OPTIONS
Time of Day Lock Table:

Loss Group: Message Waiting Indicator: none

Off Premises Station?

R Balance Network?

= I QN

Survivable COR: internal
Survivable Trunk Dest? Y

Proceed to Page 2, and set the Auto Answer field to “all”, to allow immediate cut through of all
incoming calls to the idle station. Repeat this section to add all desired line-side DS1 stations.
For the compliance testing, two line-side DS1 stations were added.

add station 22661 Page 2 of 4
STATION
FEATURE OPTIONS
LWC Reception: spe

LWC Activation? y Coverage Msg Retrieval? y
LWC Log External Calls? n Auto Answer: all
CDR Privacy? n Data Restriction? n
Redirect Notification? y Call Waiting Indication: y
Per Button Ring Control? n Att. Call Waiting Indication: y
Bridged Call Alerting? n Distinctive Audible Alert? y
Switchhook Flash? y Adjunct Supervision? y
Ignore Rotary Digits? n
H.320 Conversion? n Per Station CPN - Send Calling Number?
Service Link Mode: as-needed
Multimedia Mode: basic Audible Message Waiting? n
MWI Served User Type:
AUDIX Name:
Coverage After Forwarding? s
Multimedia Early Answer? n
Direct IP-IP Audio Connections? y
Emergency Location Ext: 22661 IP Audio Hairpinning? n
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4. Configure Avaya Application Enablement Services

This section provides the procedures for configuring Avaya AES. The procedures include the
following areas:

e Verify AES license

e Administer TSAPI link

e Administer security database
e Obtain Tlink name

e Administer CallCopy user

e Restart TSAPI service

4.1. Verify AES License

Access the AES OAM web-based interface by using the URL “https://ip-address:8443/MVAP”
in an Internet browser window, where “ip-address” is the IP address of the AES server. The
Login screen is displayed as shown below. Log in with the appropriate credentials.

-

Application Enablement Services

Please log on.

Logon:

Password:
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The Welcome to OAM screen is displayed next. Select CTI OAM Admin from the left pane.

/AVA A Application Enablement Services
y Operations Administration and Maintenance
' $ 0o Home @ Help @Logout

You are here: Home

Welcome to OAM

Home
CTI 0AM Admin
User Management

The AE Services Operations, Administration, and Management {(DAMY Web provides you with tools
for managing the AE Server. OaM spans the following administrative domains:

e CTI OAM Admin - Use CTI 0AM Admin to manage all AE Services that you are licensed to use
on the AE Server,

s User Management - Use User Management to manage AE Services users and AE Services
user-related resources.

Depending on your business requirements, these adminstrative domains can be served by one
administrator for both domains, or a separate administrator for each domain.

The Welcome to CTI1 OAM Screens is displayed. Verify that AES is licensed for the TSAPI
service, as shown in the bottom of the screen below. If the TSAPI service is not licensed,
contact the Avaya sales team or business partner for a proper license file.

AVA A Application Enablement Services
y Operations Administration and Maintenance
04 Home ®Heln @Logout
CTI OAM Home vou are here: LTI OAM Horme
+ Administration
Welcome to CTI OAM Screens
» Status and Control
| [» Maintenance
|+ Alarms [craft] logged in on Mon June 4 12:43:38 E.5.T, 2007
|+ Logs
v Utilities . - .
{ IMPORTANT: AE Services must be restarted for administrative changes to fully take effect.
| » Help Changes to the Security Database do not require a restart,
Service Controller Status
ASAI Link Manager Running
DMCC Service Running
CVYLAN Service Running
DLG Service Rumning
Transport Layer Service Running
TSAPI Service Running
For status on actual services, please use Status and Control.
License Information
You are licensed to run Application Enablement (CTI) version 4.0,
You are licensed for the following services
e DL
o CWLAN
e TS5a4PI
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4.2. Administer TSAPI Link

To administer a TSAPI link, select Administration > CTI Link Admin > TSAPI Links from
the left pane. The TSAPI Links screen is displayed, as shown below. Click Add Link.

/’Z\VAYA Application Enablement Services

Operations Administration and Maintenance
®0aM Home ®Help BiLogout

; You are here: Administration > ink Admin TSAP] Links

i conomtien oSl TSAPT Links

| W Link Switch Connection Switch CTI Link #
i & ﬂumlsglm- [Add Link | [ Edit Link | [ Delete Link |

} CYLAN Links

The Add / Edit TSAPI Links screen is displayed next. The Link field is only local to the AES
server, and may be set to any available number. For Switch Connection, select the relevant
switch connection from the drop-down list. In this case, the existing switch connection
“devcon27S8700” is selected. For Switch CTI Link Number, select the CTI link number from
Section 3.2. Click Apply Changes.

Operations Administration and Maintenance

/AVAYA Application Enablement Services

\ ¥ou are here: > Administration » CTILink Admin > TSAPI Links
o+ Ad i ti - -
: =y Add / Edit TSAPI Links
Metwork Configuration
CTI Link Admin Ha 1 &
ISAP] Links Switch Connection: devcon2? SE700 v
CVLAN Links Switch CTI Link Number: s B
DLG Links .
L i s | Apply Changes ] | Cancel Changes ]

The Apply Changes to Link screen is displayed. Click Apply.

AVAYA Application Enablement Services

Operations Administration and Maintenance

®Ooam Home ®Help @Logout
TSAPI Links

You are here: Administration > CTI Link Admin >

~ Administration
» hNetwork Configuration
witch nnection

Apply Changes to Link

Warning! &re you sure you want to apply the changes?

~ CTI Link Admin These changes can only take effect when the TSAPI server restarts.
ISAPI Links Please use the Maintenance -» Service Controller page to restart the TSAPI server.
CuLan Lk
! DLG Links
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4.3. Administer Security Database

Next, enable the security database on AES, as this functionality is utilized by CallCopy. Select
Administration > TSAPI Configuration from the left pane, to bring up the TSAPI
Configuration screen shown below. Check the Enable SDB checkbox, and click Apply
Changes.

Application Enablement Services
Operations Administration and Maintenance

®04M Home ®Help @Logout

¥ou are here; > Administration > TSAPI Configuration

_ CTI OAM Home
| Administrati H H
-t TSAPI Configuration

v Metwork Configuration

Switch Connections
» CTI Link Admin

TCP Preferred Maming Format é_IF‘ Address _V_j

y DMCC Configuration Extended Warktop sccess O
TSAPT Configuration Auto Admin of LAN Addresses [
» Security Database Enahle SOB

» Certificate Management
| » TREY Configuration

[ Apply Changes ]

Contact center devices of Skill groups, agent stations, and line-side DS1 stations are used by the
CallCopy server and need to be configured in the AES security database. Select Administration
> Security Database -> Devices from the left pane, and add each contact center device by
entering the device extension and clicking on Add Device.

/AVA A Application Enablement Services
y Operations Administration and Maintenance
Hotme @HEH ﬁLD Jaut

You are here: > Administration >  Secunty Database

CTI OAM Home

= Administration

» Network Configuration
Switch Connections

» CTI Link Admin (22661 |[ Add Device

» DMCC Configuration Device ID  Tlink Group Device Type Location

TSAPL Configuration Edit Device ] I Delete Device
+ Security Database
b CTI Users

Waorktops
Devices

Devices
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In the Add / Edit Device screen, enter a descriptive Location and select the proper Device
Type. Select “PHONE” as the device type for agent and line-side DS1 stations, and select
“ACD” as the device type for Skill groups. Retain the default values in the remaining fields, and
click Apply Changes.

Application Enablement Services
Operations Administration and Maintenance

[T Home ®Help @Logout

W jvaya

CTI OAM Home
T Administration Add / Edit Device

v Metwork Configuration

You are here: Administration = Security Database

Switch Connections
b CTI Link Admin LSS -
| » DMCC Configuration Location |DS1-22661 |
TSaP] Configuration g )

~ Security Database

¥ CTI Users

Worktops [ Apply Changes ] ’ Cancel Changes ]
| Devices

Device ID 2266_1 I

Device Type IF' |

The Apply Changes to Device Properties screen is displayed. Click Apply.

— — —— r—

/AVAYA = = __Abplicatio_h Enablement Services

Operations Administration and Maintenance

Home @ Help @Logout

CTI 0AM Home You are here: = Administration =
| = Administration

b Metwork Configuration

Apply Changes to Device Properties

Switch Connectians :
: : Warning! Are you sure you want to apply the changes?
CTI Link Adrmin

TS4PI Configuration

-

A listing of the configured devices used for the compliance testing is shown below. Note that the
total number of devices may vary, as this depends on the number of extensions used.

el

Application Enablement Services
Operations Administration and Maintenance

O Home @ Help @Logout

CTI 0AM Home ‘fou are here: Administration > Security Database

|+ administration

: Devices
v Metwork Configuration
Switch Connections i _
» CTI Link Admin L | [ Add Device
v DMCC Configuration Device ID Tlink Group Device Type Location
TSAPI Configuration ® 22661 Any PHOME D51-22661
s T i o e 22662 Any PHONE DS1-22662
» CTI Users )
'®) Z2a91 Any PHONE station-22991
Worktops _
Dovics. () ejel=l=lr] Any FHONE station-22992
Device Groups O 22993 Any PHOME station-22993
Tlinks O 54101 Any ACD skill-54101
Tlink Groups [ S5t Dor ] [ T ]
{ v Certificate Management I EElEaa
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4.4. Obtain Tlink Name

Select Administration > Security Database > Tlinks from the left pane. The Tlinks screen
shows a listing of the Tlink names. A new Tlink name is automatically generated by the AES
server, upon creation of a new switch connection. Locate the Tlink name associated with the
relevant switch connection, which would use the name of the switch connection as part of the
Tlink name. Make a note of the associated Tlink name, to be used later for configuring the
CallCopy server.

In this case, the associated Tlink name is “AVAY A#DEVCON27S8700#CSTA#AES-
DEVCON2”. Note the use of the switch connection “devcon27S8700” as part of the Tlink

name.

AVAVA : - Application Enablement Services

Operations Administration and Maintenance

$o0sM Home ®Help @ Logout

CTI 0OAM Home You are here: > Administration =
~ Administration _ Tlinks
» Metwork Configuration
Switch Connections
» CTI Link Admin
» DMCC Configuration
TSAPL Configuration [ Edit Tink | [ Delete Tlink
» Security Database
v CTI Users

Wiorktops
Devices
Device Groups
Tlinks

Tlink Groups

Tlink Mame
@ AVAVARDEVCONZTSETO0#CSTA#AES-DEVCONZ
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4.5. Administer CallCopy User

Administer a new user account for the CallCopy server, which is created from the AES User
Management web pages. Select OAM Home, located at the upper right corner of the screen, to
display the Welcome to OAM screen below. Select User Management from the left pane.

—_— __;Application Enabléme“t Services

AVAyA Operations Administration and Maintenance

® oaM Home @HEH ﬂLEu_ljl_lt

You are here: Home

Home

CTI OAM Admi
St Welcome to OAM
User Management

The AE Services Operations, administration, and Management {04l Web provides you with tools
for managing the AE Server, OAM spans the following administrative domains:

e CTI OAM Admin - Use CTI 0AM Admin to manage all AE Services that you are licensed to use

on the AE Server,
& User Management - Use User Management to manage AE Services users and AE Services

user-related resources.

Depending on your business requirements, these adminstrative domains can be served by ane
administrator for bath domains, or a separate administrator for each domain.

The Welcome to the User Management home page screen is displayed, as shown below.

——————————

‘g Application Enablement Services
_'r" AVAyA A Operations Administration and Maintenance

$0aM Home @ Help @Logout

You are here; Uszer Management Home

|| UserManagement Home
gt Welcome to the User Management home page
|+ Service Management
' » Hel ; ; ; - i :
S User Management provides you with the following tools for managing user-related information for
AE Services:

o User Management -- Use the User Management tools to manage all AE Services users (add,
change or delete users).

* Service Management -- Use the Service Management tools for managing the User
Management service itself (for example, synchronizing events between the AE Services user

database and the Security database).

TLT; Reviewed: Solution & Interoperability Test Lab Application Notes 14 of 31
SPOC 6/21/2007 ©2007 Avaya Inc. All Rights Reserved. CallCopy-AES



Select User Management > Add User from the left pane. In the Add User screen shown
below, enter descriptive values for the User Id, Common Name, Surname, User Password,
and Confirm Password fields. For the CT User field, select “Yes” from the drop-down list.
Retain the default value in the remaining fields. Click Apply at the bottom of the screen (not
shown below).

Operations Administration and Maintenance
$oam Home B Help ﬂLl:!_ ot

You are here: > User Management 5 Add User

//AVAVA Applfcation Enablement Services

User Management Home

» User Management iAdd U

| : ser

{ List All Users

. Add User Fields marked with * can not be empty.
| Search Users |

| .

! Modify Default User | * User 1dcallcopy

| Change User Password
| » Service Management
| » Help * Sumame caliCopy

* Cammon Name | CallCopy

* User Password geseses

* Confirm Password eesssss|
Aadmin Note
Avaya Role  pone ¥
Business Category |
Car License

CM Home

Css Home |

CT User vag w

|
|
|
|
|
|
|

Department Number
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Next, administer the permissions for the CallCopy user, which is performed from the AES CTI
OAM Admin web pages. Select OAM Home, located at the upper right corner of the screen, to
display the Welcome to OAM screen shown in Section 4.1. Select CTI OAM Admin from the
left pane, to display the Welcome to CTI OAM Screens shown in Section 4.1.

Select Administration > Security Database > CTI Users > List All Users to get a listing of all
CTI users, as shown below. Select the user ID created for the CallCopy server, and click Edit.

A\/A A Application Enablement Services
f y Operations Administration and Maintenance

Horne @ Help @Logout
= List All Users

You are here: > Administration > Security Database »

CTI OAM Home
| |+ Administration

; CTI Users
» Metwork Configuration
Switch Connections
CTI Link Admi 4
4 SLLElL i : User ID Cormrnon Marme Worktop Name Device 1D
v DMCC Configuration
® callcopy CallCopy MONE MOME

TSAPI Configuration
+ Security Database
» CTI Users

List All Users

Search Users

The Edit CTI1 User screen is displayed next, as shown below. Click Enable next to
Unrestricted Access, followed by Apply Changes. This will provide the CallCopy server with
unrestricted access, which was used for the compliance testing. If unrestricted access is not
desired, then consult the appropriate documentation in Section 10 for guidance on configuring
the user privileges.

CTI 0AM Home You are here: =  Administration =

+ Administration Edit CTI User

» MNetwork Configuration
Switch Connections

: : User ID callcopy
b CTI Link Admin
. Common Mame CallCopy
+ DMCC Configuration A o |
% AR
TSAPI Configuration Kt DNAE L= )
~ Security Database Unrestricted Access
~ LTI Users
L Sl Er Call Origination and Termination | Nane v
Search Users
Worktops : : - =
: Device / Device Mone |
Devices e
Device Groups Call / Device MNone %
Tlinks call / call O
Tlink Groups

» Certificate Management

¢ TR87 Configuration
' » Status and Control [ Apply Changes ] [ Cancel ]

| » Maintenance

Allow Routing on Listed Dewice | None v
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The Apply Changes to CTI User Properties screen is displayed next. Click Apply.

7 Application Enablement Services
” AVAYA o

Operations Administration and Maintenance

[ Haome ®Help iﬁLl:ll_l:l ut
List all Users

Y¥ou are here; Administration > Secu

| CIIOAM Home

| |~ Administration

' v Network Configuration
Switch Connections

Apply Changes to CTI User Properties

YWarning! Are you sure you want to apply the changes?

|y CTI Link adrin
| ==t
|+ DMCC Confiuration Apply

4.6. Restart TSAPI Service

Select Maintenance > Service Controller from the left pane. The Service Controller screen is
displayed, and shows a listing of the services and associated status. Check the TSAPI Service,
and click Restart Service.

/AVAYA : ae Application Enablement Services

Operations Administration and Maintenance

® 0aM Home @ Help @Logout

CTI OAM Home You are here: > Maintenance = Service Controller
'+ Administration
|+ Status and Control

| |« Maintenance

Service Controller

: Service Controller Status
Service Controller 0 ¥ —
BACLie Datonoer ASAL Link Manager unning
HestoforbDatabase [] DMCC Service RUARING
Import SOB [ Cc¥L&N Service Running
» Alarms ] LG Service Running
; LD_EI.S, [] Transport Layer Service Running
» Utilities
v i Runnin
e TSAPI Service g

Faor status on actual services, please use Status and Control.

LStartJ [Stop] [ Restart Senvice l [ Restart AE Server l [ Restart Linux

The following Restart Service screen is displayed. Click Restart to confirm.

/AVAyA Aphiicafion Enablement Services

Operations Administration and Maintenance

’ 0aM Home Help .m Logout

You are here: = Maintenance > Service Controller

|| CTI OAM Home
|+ Administration
. » Status and Control

| |+ Maintenance ;
| Warning! Are you sure you want to restart?

| Service Controller Restarting will cause all existing connections to be dropped and associations lost,

Backup Database @

Restore Database
Import S0R

Restart Service
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5. Configure CallCopy

This section provides the procedures for configuring the CallCopy server. The procedures
include the following areas:

e Launch Admin Portal

e Administer CTI configuration
e Administer CTI monitors

e Administer voice boards

e Create schedule

e Administer Ai-Logix card

Configuration of CallCopy is typically performed by CallCopy installation technicians. The
procedural steps are presented in these Application Notes for informational purposes.

5.1. Launch Admin Portal

Access the CallCopy web-based Admin Portal by using the URL “http://ip-address” in an
Internet browser window, where “ip-address” is the IP address of the CallCopy server. The
USER LOGIN screen is displayed, as shown below. Enter the administrator credentials, and
click Login.

4

& CaLLCory

USER LOGIN

Username:
Password:

Login

ved, Copytight ® 2006, SallCopy, Inc, W

The screen below is displayed next.

I iﬂ\ nnnurl

CaLLCoPyY

= Permissions (2
Settings *
Scheduling kS
Reporting ES
QA 7
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5.2. Administer CTI Configuration

Select Settings > CTI1 Configuration from the left pane. The CTI Settings screen is displayed.
Select “Avaya TSAPI” from the drop-down list for switch platform, and click Next.

CaLLCopry

<«

o .
Settings

Archive Actions

Archiver

CTI Configuration

CTI Manitors

" Permissions &

I ﬂLDgDUtI

CTI Settings
What switch platform are you using? Avaya TSAPI .

Next

The CT1 Settings :: Avaya TSAPI Settings screen is displayed next. Enter the following
values for the specified fields, and retain the default values for the remaining fields. Click Save.

e CTI Connect String: The Tlink name from Section 4.4.

e CTI Username:
e CTI Password:

The user ID from Section 4.5.
The user password from Section 4.5.

ﬂLDgDutI
CTI Settings :: Avaya TSAPI Settings
CaLLCory
©TI Connect String AYAYAXDEYCONZFSS7008
(Exampla: AVAYARAAYA_FCERCETA#MACHINENAME)
-t CTI Username callcopy
-ﬂ’ Settings 7] Monitor Reguest Interval {ms)
Archive Actions
archiver Save
CTI Configuration
CTI Monitors
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5.3. Administer CTI Monitors

Select Settings > CTI Monitors from the left pane. The CTI Monitors screen is displayed. In
the Monitor Values field, enter the extension of a monitored device. A range of extensions can
also be used, as shown below. Click Add below Devices to add these as device extensions.

CaLLCopryY

ﬂ‘.‘ . - 4
e
& Settings ¥
archive Actions
Archiver
CTI Configuration
CTI Monitars
Data Server
Exporter
IF Phones
Loader
Motification
Recorder
Terminaology
Transcoder
WolP Alerting
Voice Boards
Channel Map
Stations

ﬂLDgDut

CTI Monitors

Monitar Yalues
Prefix

Postfix

Devices ¥DMN f Routes Trunks
Add Add Add
Remove Remowe Remove

22991-22993

Save

Repeat this section to add all monitored Skills and agent station extensions. The screen below
shows the devices that were monitored during the compliance testing. Click Save, located in the
upper right of the screen, after all monitored devices have been added.

ﬂLDgDut
C C CTI Monitors Save
ALL OPY Devices ¥DN f Routes Trunks

22991
£ — : 22992
22993
3 = 54101

Settings ¥
Archive Actions
Archiver
ZTI Configuration
ZTI Maonitars
Data Server Add Add add
F;T;.T;;ﬁ;s Remove Remove Remove
Loa_d_er )
Notification Manitar Values
Recorder
Terriinology Prefix
Transcoder .
WoIF alerting Postfix
Voice Boards
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5.4. Administer Voice Boards

Select Settings > Voice Boards from the left pane. The Voice Boards screen is displayed.
Click Add Board to add a new voice board.

ﬂLDgDut

Yoice Boards
Save Add Board Clear Config

Settings ¥
Archive Actions
archiver
ZTI Configuration
ZTI Monitors
Data Server
Expaorter
IP Phones
Loader
Motification
Recorder
Terminology
Transcodér
WoIF Alerting
Voice Boards
Channel Map

The Board 1 Configuration screen is displayed next. Select “Al-Logix DT6409 T1/E1
Terminate Board” as the hardware type. Click Next.

I ﬂLDgDutI

C C Board 1 Configuration
ALL I Y Hardware Type |AI-Lngi:-: DT6409 T1/E1 Terminate Board ¥
Mext

S . . =
Permissions #

© Settings ¥
archive Actions
.ﬂ.rchiver“
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The AI-LOGIX :: Board Options screen is displayed. For the Enable Single Step
Conferencing field, select “Yes” from the drop-down list. For the Span 1 field, select “24 - T1
RBS” from the drop-down list. For each line-side DS1 station in Section 3.4, administer a
corresponding channel under Span 1 as follows:

e Assign Val: The extension of the corresponding line-side DS1 station from Section 3.4.
e Desc: A descriptive text.

For all unused channels, select “Not in use” in the Assign field drop-down list. Scroll down the
screen to select “24 — T1 RBS” from the Span 2 field drop-down list (not shown). Retain the
default values in the remaining fields. Click Save toward the top of the screen.

J1E3

I ﬂLogout
AI-LOGIX :: Board Options Save
CALLCOPY Board is trunk tap Mo w
Enable Single Step Conferencing Yes W
AL ) — = Play a continuous beep Mo “
Continuous Beep: Amplitude / Yolume (dB) -14.1 Fossible VValues: 3.0 o -60.0

Settings Continuous Beep: Tone Frequency (Hz) 1400
Archive Actions Continuous Beep: Interval (seconds) 15
Archiver b |
CTI Configuration Continuous Beep: Tone Duration {ms) 750
CTI Monitars z -
Data Server Board 1 of 1 :: Channel Configuration
Exporter Span 1: |24 -T1RBS ~
IF Fhones
Loader
Motification # Assign Assign Yal Desc Map Trunk Tap
Recor_delr 1 [Anything ~| 22661 #1 line-side DS1 stn N7A (v I3
Terminology
Trareonder 2 [Anything v 22662 #2 line-side DS1 stn C
WoIP Alerting .
Woice Boards 3 |N°t n use v| |N"“‘ puc r
g{li!ﬂ"e' Map 4 |Not in use V| NfA & [~
LM Stations

5.5. Create Schedule

Select Scheduling > Create Schedule from the left pane. The Schedule Wizard screen is
displayed. Click 3. Create A Custom Schedule (Advanced).

I Oozoa]

Schedule Wizard

1. Record The Newxt “N% Calls For An Agent

2. Record All Calls For An Agent During & Time Range
3. Create A Custom Schedule (Advancad)

CaLLCopy

i +
'
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The Schedule screen is displayed next. Enter descriptive values for the Name and Description
fields. Enter “100” for the Target Percent field to enable recording of all calls. In the bottom
section of the screen, select “Device” for Value Type, select “Greater Than” for Comparison,
and enter “0” for Value to enable recording of calls to all monitored devices. These values can
be modified as necessary to correspond to the customer call recording criteria. Retain the default

values for all remaining fields, and click Save toward the top of the screen.

CaLLCopPy

oL o
0! Settings A

& ; ;
Scheduling v

Create Schedule

Find Schedule
Reporting 2

= QA =

ﬂLogout

Schedule -
Name:

Owner:

Capture All

CALLCOPYSYSTEM ¥

Description:

Save

DevConnect Test

ISchedule Requirements
Yalue Type

Comparison

Start Date: o6/06/2007 |3 End Date: 06/06/2008
Type: Target Percent: 100
Direction: Priority: 50
Min Record Length: {(sec) 10 Max Record Silence: (sec) 45
Max Record Length: (sec) 6000 Retention Days: 30

Archive Action: Purge v|
Audio Capture: Yes v Screen Capture: Yes v
Disk Location: E:\Recordings Comparison: AND W

¥Yalue

Case Sensitive?

1.| pevice ~ Greater Than b o r

2. . e 3

3. =

4. [

5. [

All vights reserved, Copyright @ 2006, CallCopy, Inc, Wersion 3.4.0,.54
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5.6. Administer Ai-Logix card

From the CallCopy server, select Start > Settings > Control Panel > Smart Control. The
AudioCodes USA Inc SmartWORKS screen is displayed. Select the Digital Network tab.
Select “ESF” and “B8ZS” from the Framing and Line Coding field drop-down lists
respectively. For the Signaling Protocol fields, select “NONE” to enable software to control the
signaling. Retain the default values in the remaining fields, and click Apply.

TLT; Reviewed:
SPOC 6/21/2007

System I Board | R | Parameters | Digital Metwork |
Board T1E1 Option
[Eloard 0, Smart TERM DTE409TE Dual T1 T " E
—Trunk Settings
Trunk Frarming Line Coding LB S
0 |esfr =] |Bszs | [oaB | [mone |
1 jesF x| |Bazs x| {0dB | JnonE ~]
—Protacal Zettings
Trunk Signaling Protocal “ariart
0 I VI Aelvaniced |
1 | HONE = | =l Alvanced |
—MFAS Settings
Trunk MFAS Inclex Trunk Indesx Trunk Type
0 I vI I vI I vi
Hpply | OK Cancel
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6. Interoperability Compliance Testing

The interoperability compliance test included feature and serviceability testing. The feature
testing focused on verifying CallCopy on the following:

e Handling of TSAPI messages in the areas of query, monitor, event report, and single step
conference call control services.

e Proper use of event reports to associate call recordings with correct agents in basic, transfer,
and conference scenarios.

e Proper call recordings that can be retrieved and played back.

The serviceability testing focused on verifying the ability of CallCopy to recover from adverse
conditions, such as busying out the CTI link and disconnecting the Ethernet cable for the CTI
link.

6.1. General Test Approach

The feature test cases were performed both automatically and manually. Upon start of the
application, CallCopy automatically requested device query and monitoring of calls to all
administered Skills and agent stations. For the manual part of the testing, incoming calls were
made to the monitored Skill group to trigger event reports to CallCopy for call recordings.
Manual call controls from the agent telephones were exercised to verify remaining scenarios
such as conference and transfer, and the proper utilization of these event reports to start/stop the
call recordings.

The serviceability test cases were performed manually by busying out and releasing the CT1 link,
and by disconnecting and reconnecting the LAN cables.

6.2. Test Results
All feature test cases were executed and passed.

There was an observation from the compliance testing. A patch, version 3.4.0.125 of
cc_AvayaTSAPIl.exe, is needed in order for CallCopy to re-request monitoring of devices when
the CTI link has been down for 30 seconds or longer.
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7. Verification Steps

This section provides the tests that can be performed to verify proper configuration of Avaya
Communication Manager, Avaya Application Enablement Services, and CallCopy.

7.1. Verify Avaya Communication Manager

Verify the status of the administered CTI link by using the “status aesvcs cti-link” command.
Verify the Service State is “established” for the CTI link number administered in Section 3.2, as
shown below.

status aesvcs cti-link

AE SERVICES CTI LINK STATUS

CTI Version Mnt AE Services Service Msgs Msgs

Link Busy Server State Sent Rcvd

4 4 no AES-DevCon2 established 125 104

15 4 no devconaes01 established 27 37

16 no down 0 (0]
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7.2. Verify Avaya Application Enablement Services

From the AES CTI OAM Admin web pages, verify the status of the TSAPI link by selecting
Status and Control > Services Summary from the left pane. Select the radio button for TSAPI
Service, and click Details.

S Y
/AVAVA Application Enablement Services |

Operations Administration and Maintenance |

You are here: Status and Contral =

| CTI OAM Home

;;» Administration Services SUI’I‘II’I‘IEI‘Y

| |= Status and Control

I éjrl:i:che:?azr:nfnj:maw Service Status  Since Cause
i_. Miai e ance ) CWLAN Service OMLIME  2007-06-03 22:06:07 MNORMAL
B e ) DLG Service ONLINE 2007-06-03 22:06:00 NORMAL
! + Logs &  TSAPI Service OMLIME  2007-06-03 2Z2:06:08  NORMAL
: » Utilities ) DMCC Service OMLIME  2007-06-03 22:06:08  MORMAL

The TSAPI Link Details screen is displayed. Verify that the Conn Status is “Talking”, as
shown below.

AVAYA Application Enablement Services

Operations Administration and Maintenance
®04M Home Q Q ogout

¥ou are here: > Status and Contral = Services Summary

CTI OAM Home
» Administration TSAPI Link Details

'+ Status and Control

Switch Conn Summar STEIET T

Services Summary Switch conn [CWED Conn Service| Switch Number of

: Bt Name fgpe Status SiCe State ¥ersion |Associations (e sxane
Maintenance Number Rate

i3
| Al
.: Loarsms 1 devcon27S58700 Talking 21?503603?005 Online
v Utilities
i + Help
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7.3. Verify CallCopy

Prior to the verification, generate a few call recordings by making calls to the monitored Skill
group with available agents. From the supervisor PC running the CallCopy Player client
software, select Start > All Programs > CallCopy Player > CallCopy Player to bring up the
screen below.

File Search Records Help

13, % | @ | |§| @ Home ﬁ Widea @ Messages

¥ i i B2 VoicePart | Agent | Recorded | Length | Group | Gate £ AN

Dates

“ Agents

&l

; Groups

* Gates

EE
Bookmarks

'~ l'agin

T r{’?% Ugernarme:
Categories -\ﬂ»
R

Password: |

Server. i vI

|| Save Login Information

@ X Cancel| o 0K |

In the Login dialog box, enter the appropriate credentials for Username and Password. For the
Server field, select the appropriate name or IP address for the CallCopy server that was created
as part of installation, and click OK.

5;)% Llsemame:l
?r!"‘ F'asswu:urd:l

LU 57 45.20.232 -]
lw| Save Login Infarmation
@ X Cancel | " OK |
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The Logon Status dialog box is displayed next, click Yes to download the call recordings.

@g Logging In

Download Call List?

6] Downloading Call List

The CallCopy screen is displayed again with a listing of call recordings. Verify that the Device
column shows the proper agent station extension, the ACD column shows the associated logical
agent ID, the Hunt Group column shows the Skill group extension, the CallerID (ANI) column
shows the calling party number, and that the Number Called column shows the called party
number. Double-click on a call recording entry and verify the proper recording of the entire call.

i=' CallCopy - 192.45,20.232

File  Search Records Scheduling Help
) %_T‘lﬂgﬁ Video | 2B Qualiy 94’ Scheduling @ Meszages (@] Feporting
& Lﬁ@'% Device |ACD | Recorded Length | HuntGroup | CallerlD ANI) | Murnber Called
22091 53001 080507143504 02:28 54101 22881 22999
2209% 53003 080507 143340 01:11 54101 22881 22999
Dates =
[4  Juns 2007 k|
SMTWTFS
7z 20 A 2
246789
1011121231415 16
171819 20 21 22 23
24 25 26 27 28 29 30
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8. Support

Technical support on CallCopy can be obtained through the following:

e Phone: (888) 922-5526
e Web:  http://www.callcopy.com/support
e Email: support@callcopy.com

9. Conclusion

These Application Notes describe the configuration steps required for CallCopy 3.4.0.54 to
interoperate with Avaya Communication Manager 4.0 using Avaya Application Enablement
Services 4.0. All feature and serviceability test cases were completed.

There was an observation from the compliance testing. A patch, version 3.4.0.125 of
cc_AvayaTSAPI.exe, is needed in order for CallCopy to re-request monitoring of devices when
the CTI link has been down for 30 seconds or longer.

10. Additional References
This section references the product documentation that are relevant to these Application Notes.

e Administrator Guide for Avaya Communication Manager, Document 03-300509, Issue 3.1,
February 2007, available at http://support.avaya.com.

e Avaya MultiVantage Application Enablement Services Administration and Maintenance
Guide Release 4.0, Document ID 02-300357, Issue 6, February 2007, available at
http://support.avaya.com.

e Avaya TSAPI Integration, Version 3.4 R1, May 2007, available from the CallCopy 3.4.0.54
installation CD.

e Avaya Single Step Conferencing Configuration, available from the CallCopy 3.4.0.54
installation CD.

e CallCopy System Administrator Guide, Version 3.1 R1, November 2006, available from the
CallCopy 3.4.0.54 installation CD.
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