AVAYA

Avaya Solution & Interoperability Test Lab

Application Notes for Interoperability Testing of
AudioCodes Mediant 2000 Gateway to Provide Connectivity
between the Public Switched Telephone Network (PSTN),
Avaya Aura™ Session Manager and Avaya Aura™
Conferencing Standard Edition — Issue 1.0

Abstract

These Application Notes describe the configuration steps required to integrate AudioCodes
Mediant 2000 Gateway to provide connectivity between the Public Switch Telephone
Network, Avaya Aura™ Session Manager and Aura™ Aura Conferencing Standard Edition.
This configuration provides a rich set of conferencing options available on the Avaya Aura™

Conferencing Standard Edition to participants associated with the Public Switched Telephone
Network.
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1. Introduction

These Application Notes present a sample configuration for a network that uses Avaya Aura™
Session Manager to connect Avaya Aura'™ Conferencing Standard Edition and AudioCodes
Mediant 2000 Gateway using SIP trunks. SIP trunks connect Avaya Aura™ Conferencing
Standard Edition and AudioCodes Mediant 2000 Gateway to Avaya Aura'™ Session Manager,
using its SM-100 (Security Module) network interface. All inter-system calls are carried over
these SIP trunks. Avaya Aura™ Session Manager is managed by Avaya Aura™ System
Manager via the management network interface.

The AudioCodes Mediant 2000 Gateway serves as a gateway between TDM and IP networks.
AudioCodes Mediant 2000 Gateway supports multiple hardware interfaces and control protocols.
Capacity can be scaled upward by adding additional interface modules. During compliance
testing, AudioCodes Mediant 2000 Gateway was configured as a SIP to line E1 gateway.

Avaya Aura™ Conferencing Standard Edition is a fully integrated audio and data conferencing
solution. Avaya Aura'™ Conferencing Standard Edition consists of a number of components
which provide booking engines, account management utilities, data sharing functionality, billing
outputs, directory server integration capabilities, and audio management for all calls. In Avaya
Aura™ Conferencing Standard Edition, the media server and the application server reside on a
single server. Avaya Aura'™ Conferencing Standard Edition is managed by either Avaya Aura™
Conferencing Manager or Avaya Aura™ System Manager, if one already exists. These
Application Notes focus on TCP connectivity and alternative methods such as TLS is not
covered in these Application Notes. These Application Notes do not describe how to install or
license Avaya Aura ™ Conferencing Standard Edition, installation and licensing details can be
found in reference [1]. Ensure the Avaya Aura'™ Conferencing Standard Edition has the latest
released patches installed, details can be found in reference [4]. Using Avaya Aura™
Conferencing Manager or Avaya Aura™ System Manager the IP addresses of the Conferencing
virtual machines need to be specified and connections between the virtual machines need to be
established, details can be found in Chapter 3 of reference [1]. These Application Notes do not
describe how to schedule a conference by Client Registration Server Front End, installation
details can be found in reference [2].
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The sample configuration shown in Figure 1 was used to compliance test AudioCodes Mediant
2000 Gateway, Avaya Aura'" Session Manager and Avaya Aura'" Conferencing Standard

Edition.

AudioCodes
Mediant 2000
Media Gateway

10.10.9.83

Simulated
PSTN

E1QSIG

siP
Phone 1
SIP trunk / Entity Link
H.323 Ethernst 9]
Phone 2
SIP trunk / Entity Link
=
/ Management i
" Avaya Aura™ h:::agnma!!!l Avaya Aura™
135.64.186.38 Mgt: 135.64.186.39
Avaya Aura™ Signaling: 135.64.186.40
Conferencing Standard Edition
Bridge: 10.10.9.74
Figure 1 — Test Configuration used in these Application Notes
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2. Equipment and Software Validated

The following equipment and software versions were used for the sample configuration provided
in these Application Notes.

Equipment Software
Avaya Aura'™ Session Manager 6.0, Load 600020

Avaya Aura™ System Manager 6.0, Load 600020
Avaya Aura™ Conferencing Standard | Avaya Aura’™ Conferencing Standard Edition

S8510 Server

Edition Server (S8800) Server 6.0.0.0.262 + Release Patches
AudioCodes Mediant 2000 Gateway | 5.80A.039.005
Avaya 9620 IP Telephone (SIP) 2.5.5.18

Avaya 9630 IP Telephone (H.323) 3.10
Table 1: Hardware and Software Versions

The solution was tested with the GA versions of the products shown in Table 1. However, a pre-
GA build of System Manager was used to capture screens. Therefore, screen captures shown in
these Application Notes may not precisely match the final version of the product. Known
differences in screens will be noted in the text accompanying the screen capture.
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3. Configure Avaya Aura"™ Conferencing Standard Edition

This section describes the procedure for configuring the Conferencing Standard Edition to
interoperate with Session Manager via SIP trunking. The procedures include the following areas:
e Loginto Avaya Aura™ System Manager
e Configure SIP Connectivity
e Configure Dialout
e Map DNIS Entries

3.1. Loginto Avaya Aura™ System Manager

Access the System Manager using a Web Browser and entering https://<ip-address>/smgr,
where <ip-address> is the IP address of System Manager. Log in using appropriate credentials
and accept the subsequent Copyright Legal Notice.

AVAyA Avaya Aura™ System Manager 6.0
Log On
Username : Zadm_in
Password : [seeeses
| Log On | [ Cancel ]
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3.2. Configuring SIP Connectivity

Configure settings that enable SIP connectivity between the Conferencing bridge and other
devices by configuring the SIP System Settings by selecting Elements = Conferencing =
Media on the left panel menu. From the right panel menu select the media server to configure by

selecting the tick box and select Configure.

AVAYA

Avaya Aura™ System Manager 6.0

Home / Elements / Conferencing / Media / Select

~ Elements

Client Registration

Select Media Server(s) to configure

Select server(s) to configure

Audio Conferencing
[ Eridged 0 (10.10.5.74 - online)]

Data Conferencing
Features
Configuration

Web Applications

Services

Application Management

Inventory d

welcome, admin Last Logged on Today at May 31, 2010 8:29 AM

Help | About | Change Password | Log off

Disable Refresh ] [ Configure

Disable Refresh ] [ configure ]

From the right panel menu select Configuration.

Avaya Aura™ System Manager 6.0

AVAYA

Conferencing
Client Registration
PRisetics Eonforensing Media configuration sub-pages

Action

Configuration
Web Applications
Services
Application Management

Inventory -

= tlements Conferencing: Media

Data Conferencing | Description
Media Features Configure the media server features such as audio/vides quality, SRTP, etc.
Features Configuration Configure the system settings for the media server such as SIP configuration, codec selection, Ad-hoc conference factory, etc.

Welcome, admin Last Logged on Today at May 31, 2010 8:23 &AM

Help | About | Change Password | Log off

Help
Features help

Configuration help

From the right panel menu select SIP.

AVAYA

Avaya Aura™ System Manager 6.0

Conferencing

Client Registration

General | Media Codecs | SIP

Audio Conferencing Expand All | Collapse All

Data Conferencing
»
ol General

Features
Media Codecs *

Configuration
Web Applications
Services
Application Management
Inventory

*Regquired

Home / Elements / Conferenang / Media / Configuration
¥ Elements . . "
Configuration System Settings

Today at May 31, 2010 8:29 A

welcome, admin Last Logged on

Help | About | Change Password | Log off

Cancel

Save
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From the SIP menu on the right panel menu verify the following options:

SIP Listener URI  <sip:6000@10.10.9.74:5060;transport=tcp>

Depending on the SIP signalling protocol, TCP or UDP, configure the following line to
populate the From Header Field in SIP INVITE messages:

Note: The user field 6000, defined for this SIP URI must conform to RFC 3261. For
consistency, it is selected to match the user field provisioned for the Response Contact
entry (see below).

Response Contact  <sip:6000@10.10.9.74:5060;transport=tcp>

Depending on the SIP signalling protocol, TCP or UDP, configure the following line to
provide SIP Device Contact address to use for acknowledging SIP messages from the
Enterprise Standard Edition:

Session Refresh Timer

Min Session Refresh Timer Allowed

1800
1800

Click the Save button.

AVAYA

~ Elements

Conferencing

Client Registration
Audio Conferencing
Data Conferencing
Media

Features

Configuration
Web Applications
Services

Application Management

Inventory
¥ Events

b Groups & Roles
Licenses

¥ Routing

b Security

» Conferencing Manager Data

F Users

Home / Elements / Conferencing / Media / Configuration

Avaya Aura™ System Manager 6.0

Configuration System Settings

General | Media Codecs | SIP
Expand All | Collapse All

General *

Media Codecs *

SIP =
[s1p Listener URT [<sip:5000@10.10.9.74:5060; trand
|Respnnse Contact <5|p:6000@10‘10.9.74:5060;tran5|
|Sessiun Refresh Timer 11_8_0_0 [:_
Min Session Refresh Timer Allowed 1800 [:;*
*Required

Welcome, admin Last Logged on Teday at May 31, 2010 8:25 AM

Help | About | Change Passv

Save Cancel

Save Cancel
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3.3. Configure Dialout

To enable Dial-Out from the Conferencing Bridge to the Session Manager, configure the
telnumToUri by selecting Elements = Conferencing = Audio Conferencing on the left panel
menu. From the right panel menu select the conferencing server to configure by selecting the tick
box and select Configure.

AVAyA Avaya AL,I - i System Manager 6 O Welceme, admin Last Logged on Teday at May 31, 2010 8:29 AM

Help | About | Change Password | Log off

Home / Elements / Conferenang / Audio Conferenang / Select
~ Elel s . .
— Select Conferencing Server(s) to configure [ Disable Refresh | [ Corfigure |

Conferencing

Client Registration

Bidio Conforencing Select server(s) to configure

Bridge Features

[¥ Bridgep 0 (10.10.9.74 - anline)

Conference Features

Call Routing

Disable Refresh | [ Configure ]

System Config
General Config
Data Conferencing

Media
Web Applications
Services

Application Management

Inventory

From the right panel menu select Call Routing.

AVAyA Avaya Aura i System Manager 6 O welcome, admin Last Logged on Today at May 31, 2010 8:29 AM

Help | About | Change Password | Log off

TEements Conferencing: Audio Conferencing

Conferencing

Client Registration

IRAdis € onlet e Audio Conferencing Configuration

Bridge Features Action Description | Help

Conference Features Bridge Features CDnFigu‘re cenferencing bridge features | Bri‘dge Features help

Call Routing Conference Features Configure conferencing defaults and features Conference Features help

System Config Configure incoming call routing and outgsing call settings Call Routing help

General Config System Config Configure networking and system settings System Configuration help
Data Conferencing General Config Configure general conferencing =ettings General Configuration help
Media

Web Applications
Services

Application Management

Inventory
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From the Call Routing menu on the right panel menu select the Edit button for Telnum to URI

option.

AVAYA

Conferencing

Client Registration

Audio Conferencing
Bridge Features
Conference Features
Call Routing
System Config
General Config

Data Conferencing

Media

Web Applications

Services

Application Management

Inventory
b Events
b Groups & Roles

Licenses

¥ Routing

Avaya Aura™ System Manager 6.0

Home / Elements / Conferencing / Audio Conferenang / Call Routing
~ Elements

Audio Conferencing: Call Routing

Call Routing | Dial-out | Blast Dial Settings
Expand all | Collapse All

Call Routing =

Number of digits to match * \|4 !E!

Call Branding
Telnum to URIT

URI to Telnum

Dial-out ¥
Blast Dial Settings *

*Required

Welcome, admin Last Logged on Today at May 31, 2010 8:28 AM

Help | About | Change Password | Log off

Save Cancel

Cancel

From the right panel menu select the default Telnum to URI mappings and select Edit.

AVAYA

~ Elements

Conferencing

Client Registration
Audio Conferencing
Bridge Features

Conference Features
Call Routing
System Config
General Config
Data Conferencing
Media
Web Applications
Services

Application Management

Inventory

Home / Elements / Conferenang / Audio Conferencng / Call Routing / Telnum Mapping

Avaya Aura™ System Manager 6.0

Telnum to URI mappings

[Telnum te URT mappings]

1Item Refresh

Welcome, admin Last Logged on Taday at May 31, 2!

Help | About | Change Password | Log off

Done

| TelNum URL

| Comment

e - 51

defautt |

Select : None
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From the right panel menu complete the following options; under Audio Conferencing: Telnum
to URI Mapping.

e Telnum *
e URI sip:$0@135.64.186.40:5060;transport=tcp

To route outbound calls from the Conferencing to the Software Asset
Card.

e Comment A descriptive comment

Click the Save button.

AVAyA Avaya Aura i System Manager 60 welceme, admin Last Logged on Today at May 31, 2010 8:29 &M

Help | About | Change Password | Log off

Home / Elements / Conferenang / Audic Conferendng / Call Routing / Telnum Mapping / Entry

~ Elements

Conferencing

[Audio Conferencing: Telnum to URT Mapping]

Client Registration

Audio Conferencing

¥ Telnum '_“
Bridge Features

¥ e
Conference Features URI |sip:$0135.64.186.40

Call Routing Comment kuuteical\sitqf,";ssei

System Config
General Config
Data Conferencing *Required
Media
Web Applications
Services

Application Management

Inventory

From the right panel menu select Done.

AVAyA Avaya Aura _ System Manager 60 welcome, admin Last Logged on Today at May 31, 2010 8:29 &M

Help | About | Change Password | Log off

Home / Elements / Conferencing / Audio Conferendng / Call Routing / Telnum Mapping

¥ Elements You have saved changes to the configuration which are not committed yet.

Telnum to URI mappings

Conferencing

Client Registration

Audio Conferencing

Hridge Featiires Telnum to URI mappings

Conference Features

Call Routing

System Config 1Item Refresh

General Config Tellum | urt | Comment

Data Conferencing (o) =ip:$0135.64.186.40:5060;transport=tcp Route_calls_to_Asset Card

et Select : None
Web Applications
Services

Application Management

Inventory
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From the right panel menu select Save.

ne, admin Last Logged on Today at June 11, 2010 3:35 PM

AVAyA Avaya Aura™ Conferencing Manager 6.0 ) T

Home / Elements / Conferencing / Audio Conferending / Call Routing

~ Elements You have saved changes te the configuration which are not committed yet.

Conf i . . i
i, Audio Conferencing: Call Routing

Client Registration

Audic Conferencing Call Routing | Dial-out | Blast Dial Settings
Bridge Features Expand All | Collapse All

Conference Features B
= Call Routing #
Call Routing

System Config Number of digits to match * !El_!%

General Config
Call Branding
Data Conferencing

Media Telnum to URL

Web Applications URI to Telnum
Services

Application Management

Inventory

From the right panel menu select Apply Changes.

o o Welcome, admin Last Logged on Today at May 31, 2010 8:28 &M
™ ¥ !
V yA AVaVa AU ra S‘/Stem Manager 60 Help | About | Change Password | Log off
Home / Elements [/ Conferencing / Apply Changes
~ Elements
Apply Changes Disable Refresh ] [ Apply Changes ] [ Discard Changes ] [ Add more changes
Conferencing
Client Registration
Audio Conferencing Impact of changes
BERK bty Host name / IP address Impact of | SRELEE
changes State
Conference Features
10.10.9.72
Call Routing
i Hdepangas NONE Powered on
System Config &
General Config 1010973
Data Conferencing NONE Powered on
e No changes
Media
Web Applications 10.10.8.75
Services ) e Mo changes NONE I
Application Management
ok g 10.109.74
Inventory
& Changing "bridge.telnumToUriEntries[0].comment”. NONE Powered an
} Events e Changing "bridge.telnumTolUriEntries[0].telnumCaonversion”.
b Groups & Roles
Licenses
» Routing
} Security Disable Refresh ] I Apply Changes I [ Discard Changes ] [ Add more changes
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To enable Dial-Out from the Conferencing Bridge to the Session Manager, configure the
Originator Dial Out by selecting Elements - Conferencing = Audio Conferencing on the
left panel menu. From the right panel menu select the conferencing server to configure by
selecting the tick box and select Configure.

R Welcome, admin Last Logged on Today at May 31, 2010 8:28 AM
AVAyA AVaya ALl ra S\/Stem Manager 6 0 Help | About | Change Password | Log off

Home [ Elements / Conferencng / Audio Conferendng / Select

~ Elements

Conferencing

Client Registration
Select server(s) to configure
[ Eridges.0(10.10.6.74 - online)]

Bridge Features

Select Conferencing Server(s) to configure Disable Refresh | [ Configure

Conference Features

Call Routin
< Disable Refresh | [Configure_]
System Config

General Coenfig
Data Conferencing
Media
Web Applications
Services

Application Management

Inventory

From the right panel menu select Conference Features.

8 Welcome, admin Last Logged on Today at June 15, 2010
AVAyA Avaya Aura™ Conferencing Manager 6.0 1:33 PM

Help | About | Change Password | Log off

Home / Elements / Conferencing / Audio Conferencing

|~ lements | Conferencing: Audio Conferencing

Conferencing

Client Registration

e e e Audio Conferencing Configuration

Bridge Features Action Feahraa | Help

Conference Features Bridge Features Configure conferencing bridge features Bridge Features help

Call Routing Cenfigure conferencing defaults and features Conference Features help

System Config Call Routing Configure incoming call routing and outgoing call settings Call Routing help

General Config System Config Configure networking and system settings System Configuration help
Data Conferencing General Config Configure general conferencing settings General Configuration help
Media

Web Applications
Services

Application Management

Inventory

MD; Reviewed: Solution & Interoperability Test Lab Application Notes 12 of 59
SPOC 07/01/2010 ©2010 Avaya Inc. All Rights Reserved. ACM2K-SM-CSE60



From the right panel menu select Conference Settings.

5 Welcome, admin Last Logged on Today at June 15, 2010
AVAyA Avaya Aura™ Conferencing Manager 6.0 1333 PM

Help | About | Change Password | Log off

Home / Elements / Conferenang / Audio Conferencing / Conference Features
~ Elements
A

- udio Conferencing: Conference Features
Conferencing

Client Registration e y - "
Conference Defaults | Conference Settings | Conference Error Behaviour | Conference Features | Adhoc Conferencing

Audio Conferencing Expand All | Collapse All
Bridge Features

Conference Defaults *

Conference Features

Call Routing
System Config Conference Settings *

General Config

Data Conferencing Conference Error Behaviour #
Media

Web Applications Conference Features ¥
Services

Conbea Uk anenk Adhoc Conferencing *

Inventory

From the Conference Settings drop down menu on the right panel menu select the following
parameter, leaving the remaining parameters at their default values.
e Originator Dial Out Select All

Click the Save button.

ne, admin Last Logged on Today at June 15, 2010

AVAYA Avaya Aura™ Conferencing Manager 6.0
Help | About | Change Password | Log off

Home / Elements / Conferencing / Audio Conferencing / Conference Features
¥ Elements
A

; udio Conferencing: Conference Features
Conferencing

Client Registration " ;. o "
Conference Defaults | Conference Settings | Conference Error Behaviour | Conference Features | Adhoc Conferencing

Audio Conferencing Expand All | Collapse All
Bridge Features

Conference Defaults *

Conference Features

Call Routing
System Config |C0nference Settings » |

General Config Scan Time

Data Conferencing

Scan Attempts {1-3)

Media
Web Applications Auto Hang-Up [
=HELAES 5 Warning Tones [ ]
Application Management
Originator Dial Out |AH VI
Inventory
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From the right panel menu select Apply Changes.

o o Welcome, admin Last Logged on Today at May 31, 2010 8:25 &M
™
V yA AVaVa AU ra S‘/Stem Manager 6 0 Help | About | Change Password | Log off
Home / Elements / Conferencing / Apply Changes
~ Elements
Apply changes Disable Refresh ] [ Apply Changes ] [ Discard Changes ] [ Add more changes
Conferencing
Client Registration
Audio Conferencing Impact of changes
Bridge Features P ‘ irlzl::gc;suf | gteartv:r
Conference Features
10.10.8.72
Call Routing
o iEahang NCNE Powered on
System Config
General Config 1010973
Data Conferencing NONE Powered on
® Mo changes
Media
Web Applications 10.10.8.75
Services F & Mo changes NONE Powered en
Application Management
1010874
Inventory
e— & Changing "bridge.originatorDialOut". NONE Powered an
» Groups & Roles
Licenses
» Routing
» Security Disable Refrash ] | Apply Changes | [ Discard Changes ] [ Add more changes J
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3.4. Map DNIS Entries

To map DNIS entries, run the Call Branding utility by selecting Elements > Conferencing 2>
Audio Conferencing on the left panel menu. From the right panel menu select the conferencing
server to configure by selecting the tick box and select Configure.

Welcome, admin Last Logged on Today st May 31 :
AVAyA Avaya Aura™ System Manager 6.0 Help | About | Change Password |

Home [ Elements / Conferencng / Audio Conferendng / Select

~ Elements

Conferencing

Client Registration
Select server(s) to configure
[ Eridges.0(10.10.6.74 - online)]

Bridge Features

Select Conferencing Server(s) to configure Disable Refresh | [ Configure

Conference Features

Call Routin
< Disable Refresh | [Configure_]

System Config
General Coenfig
Data Conferencing

Media
Web Applications
Services

Application Management

Inventory

From the right panel menu select Call Routing.

Welcome, admin Last Logged on Today at May 31, 129 AM
AVAyA AVaya Aura ™ S\/Stem Manager 6 O Help | About | Change Password | Log off

T lements Conferencing: Audio Conferencing

Conferencing
Client Registration

Hiidlio Conterencing Audio Conferencing Configuration

Bridge Features Action Description Help

Conference Features Bridge Features Configure conferencing bridge features Bridge Features help

Call Routing Conference Features Configure cenferencing defaults and features Conference Features help

System Config Configure inceming call routing and eutgeing call settings call Routing help

General Config System Config Configure networking and system settings System Configuration help
Data Conferencing General Config Configure general conferencing settings General Configuration help
Media

Web Applications
Services

Application Management

Inventory
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From the Call Routing menu on the right pane select the Edit button for Call Branding option.

2010 8:2% AM

AVAyA Avaya Aura - System Manager 6 0 Welcome, admin Last Logged on Today at May 31,

Help | About | Change Password | Log off

Home / Elements / Conferenang / Audio Conferenang / Call Routing

e Audio Conferencing: Call Routing

Client Registration = N
Call Routing | Dial-out | Blast Dial Settings
Audio Conferencing Expand All | Collapse All

Bridge Features

i -
Conference Features =L Routing

Call Routing Number of digits to match * |4 1*-:'\
System Config

Call Brandin
Gonaral Config
Data Conferencing Telnum to URL

Media
URI to Telnum
Web Applications

Services

Application Management

Dial-out *
Inventory
b Eventis
» Groups & Roles Blast Dial Settings *
Licenses
» Routing *Required

Cancel

From the right panel menu select the Add button to create a new call branding entry.

AVAyA Avaya Aura™ System Manager 6.0 S e iaisgiceasismin

Help | About | Change Password | Log off

Home / Elements / Conferenang / Audio Conferenang / Call Routing / Call Branding

call Branding Entry table
Conferencing
Client Registration
Audio Conferencing Add |
Bridge Features
Conference Features 1 Ttem  Refresh
Call Routing DDI Name Organization Name

System Config i [) | 2277

General Config
Select : None
Data Conferencing
Media
Web Applications

Services -

Application Management

Inventory
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In this sample configuration for Call Branding Details select the following parameters, leaving
the remaining parameters at their default values.
Under Call Branding Details

e DDI 7111

e Name A descriptive name
e Organisation Name A descriptive name
e OnEntry Select Scan call flow from the drop down menu.

Click the Save button.

Welcome, admin Last Logged on Today at May 31, 2010 8:29 AM
AVAYA Avaya Aura™ System Manager 6.0 -

Help | About | Change Password | Log off

Home / Elements / Conferenang / Audic Conferenang / Call Routing / Call Branding / Add

¥ Elements

Call Branding Add entry
Conferencing
Client Registration
Risdlo Coideranclig Call Branding Details
DO1 7111
Bridge Features L | =
Conference Features Iwame SIL*TEStI
Call Routing [eraznization name Avayal
System Config Resarvation Group fo =

General Config Message Mumber 11

Data Conferencing

Message Set Number \1_ =
Media Use Conf Message Set ]
Web Applications On entry [Scancallflow] =]
Services On failure | Direct to enter queue |
Application Management S ofarancaifionmi i ‘VD” —
N ERly; Conference Room End a =
» Events £
S G ik Conference Security Codi
T SelectPhone NumheriDescription!Lucatiun!
» Routing Add

From the right panel menu select Done.

R Welcome, admin Last Legged on Today at June 11, 2010 3:35 PM
AVAYA Avaya Aura™ Conferencing Manager 6.0

Help | About | Change Password | Log off

Home / Elements / Conferenang / Audio Conferencing / Call Routing / Call Branding

~ Elements You have saved changes to the configuration which are not committed yet.

Conferencing call Branding Entry table
Client Registration
Audio Conferencing
Bridge Features Add || Edit

Conference Features

Call Routing 2 Items Refresh

System Config | DI | Name | Organization Name | Reservation Group
General Config @ | 7u1 SIL_Test Avaya =

Data Conferencing O

Mcin Select : None

Web Applications

Services

Application Management

Inventory
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From the right panel menu select Save.

AVAyA Avaya Aura et System Manager 6 0 welcome, admin Last Logged on Today at May 31, 2010 8:22 AM

Help | About | Change Password | Log off

Home / Elements / Conferendng / Audio Conferencing / Call Routing

~ Elements 4 . }
Audio Conferencing: Call Routing

Conferencing

Client Registration 5 oo o
Call Routing | Dial-out | Blast Dial Settings
Audio Conferencing Expand All | Collapse all
Bridge Features
Call Routing *

Conference Features

Call Routing Number of digits to match + [4 3]
System Config

= Call Branding
General Config

Data Conferencing Telnum to URI

Media

URI to Telnum
Web Applications

Services

Application Management .
Dial-out ¥

Inventory

b Eventis
} Groups & Roles Blast Dial Settings *

Licenses

} Routing *Required

From the right panel menu select Apply Changes.

a ﬁ welcomne, ad Last Logged on Today at May 31, 2010 8:29 AM
™ )
v yA AVaYa Aura SYStem Manager 6 0 Help | About | Change Password | Log off
Home / Elements / Conferendng / Apply Changes
~ Elements
Applv Changes Disable Refresh ] [ Apply Changes ] [ Discard Changes ] [ Add more changes
Conferencing
Client Registration
Audio Conferencing Impact of changes
Bridge Features
5 Host name / IP address Impact of ‘ Server State
changes
Conference Features
10.,109.72
Call Routing
+ No changes NONE Powered on
System Config
General Confi
< 10.10.8.73 NONE Powered on
Data Conferencing
= 10.10.9.75
Media
E e NONE Powered on
Web Applications .
Services - 10.10.9.74
Application Management + Changing "bridge.callBrandingEntries[0].confSCodeNum” from " "
Tavemiory  Changing "bridge.callBrandingEntries{o].ddi" from "2772" to "1111
+ Chanaing "bridge.callBrandingEntriss 0].name" from "null’ to "
Events + Changing "bridge.callBrandingEntries[0].onFailure” from "DEFAULT .
+ Changing "bridge.callBrandingEntries[0].organizationhame” from " NONE Powered;on
Groups & Roles + Changing "bridge.callBrandingEntriss[0].useConferanceMessageset” fro se”.
= s Changing "bridge.callBrandingEntris=[1]" from "null” to "CallSrandingEntry[dd esGroup = 0, messageNumber = 1,
Licenses messageSetNumber = 1, useConferenceMessageSet = true, onEntry = SCAN, onFailure = DEFAULT, name = 'null’, organizationName =
z ‘null’, confSCodelum = ', room3tart = 0, roomEnd = 0, phaneMumbers = []]".
Routing
Security
Conferencing Manager Data
Users
Disable Refresh ] I Apply Changes I [ Discard Changes ] [ Add more changes
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4. Configure Avaya Aura™ Session Manager

This section provides the procedures for configuring Session Manager. Session Manager is

configured via the System Manager. The procedures include the following areas:
e Loginto Avaya Aura™ System Manager

Administer SIP domain

Administer SIP Entities

Administer Entity Links

Administer Time Ranges

Administer Routing Policies

Administer Dial Patterns

Administer Session Manager

4.1. Loginto Avaya Aura™ System Manager

Access Avaya Aura™ System Manager using a Web Browser and enter https://<ip-
address>/SMGR, where <ip-address> is the IP address of System Manager. Log in using
appropriate credentials and accept the subsequent Copyright Legal Notice.

AVAyA Avaya Aura™ System Manager 6.0
Home f Log On
Log On
Username : admin
Password : sssssss
[ Logon | [ cancel |
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4.2. Administer Domains
Add the SIP authoritative domain for the communications infrastructure by selecting Routing >
Domains on the left panel menu and click New to create a new domain entry. Select the
following parameters, leaving the remaining parameters at their default values.

e Name  The authoritative domain name (e.qg., silstack.com)

o Type Select sip

e Notes  Description for the domain (optional)

Click Commit (not shown) to save changes.

AVAyA Avaya Aura™ System Manager

6.0

welcome, admin Last Logged on at April 28,
2010 z:08 FM

Help | | Change Password | Log off

Horme / Routing / Domains

b Elements Domain Management

r Events -

F Groups & Roles

Licenses
¥ Routing 1 Item | Refresh Filter: Enahle
I | Name Type Default | Notes
Locations | [0 silstack.com sip | ] )

Adaptations
Select : all, None

SIP Elements
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4.3. Add Locations

Locations can be used to identify logical and/or physical locations where SIP Entities reside, for
purposes of bandwidth management. Locations are added to the configuration for both Mediant
2000 and Conferencing Standard Edition. To add a location, select Routing = Locations on the
left panel menu and click New (not shown). Select the following parameters, leaving the
remaining parameters at their default values.
Under General:

e Name: A descriptive name (e.g., Dublin Stack)

e Notes:  Descriptive text (optional)

Under Location Pattern:
e IP Address Pattern: A pattern used to logically identify the location (e.g.,10.10.9.*
and 135.64.186.%)

e Notes: Descriptive text (optional)

Click Commit to save changes.

AVAVA Avaya Aura™ System Manager 6.0 f g

Help | | Change Password | Log off

Home / Routing / Locations / Location Details

Location Details Cancel

} Elements

b Events

b Groups & Roles
Licenses * Name: ,D_lehﬂ Stack |
~ Routing r
INutes: |
Domains
:
z Managed Bandwidth:
Adaptations =
SIP Elements * Average Bandwidth per Call: | 80| |_}§I_J_ir_:;_"§§5__~£_|
Element Links
Time Ranges Location Pattern
Dial Patterns
. 2 Items Refresh Filter: Enable
Regular Expressions e T R |
Defaults | ‘ IP Address Pattern | Notesl

+ Security 0O |*[oaoe~
} System Manager Data 0 |*[135.64.186.%
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4.4, Add SIP Elements

Note that the “SIP Elements” menu option shown in the screen below was changed to “SIP
Entities” in the GA release. For the purposes of these Application Notes, the terms “Element”
and “Entity” are interchangeable. SIP Elements must be added for Session Manager and for each
SIP-based telephony system supported by it using SIP trunks. In the sample configuration, a SIP
Element is added for Session Manager and Mediant 2000. To add a SIP Element, select Routing
- SIP Elements on the left panel menu and click New (not shown). Select the following
parameters, leaving the remaining parameters at their default values.
Under General:

e Name: A descriptive name.

e FQDN or IP Address: IP address of the Session Manager or the signaling interface on

the telephony system.

o Type: Select between SessionManager for Session Manager,
Gateway for Mediant 2000 and SIP Trunk for Conferencing

e Location: Select one of the locations defined previously.

e Time Zone: Time zone for this location.

The following screen shows addition of Session Manager. The IP address used is that of the
Software Asset Card.

Click Commit to save changes.

AVAyA Avaya Aura™ System Manager

6.0

Welcormne, admin Last Logged on at April 28,
2010 2:06 PM

Help | | Change Password | Log off

Home f Routing / SIP Eleme

} Elements SIP Element Details
" Events
b Groups & Roles £ | i
7 * Mame: SessionManager |'>
Licenses |
¥ Routing | * FQDN or IP Address: |135.64.186.40 |
Domains | Type: |Seccion Manager |

Locations

Motes: [
Adaptations

SIP Elements

Element Links

[ Location: |Dubiin stk v|»

TiE RARGES Outbound Proxy: | v
Policies | Time Zone: !.-_E_L_,IED"[_JB,lfDub“I"I ] |_ V_:
Dial Patterns Credential name:
Reqgular Expressions
Defaults SIP Link Monitoring

b Security SIP Link Monitoring: iUse Session Manager Configuration :|

b System Manager Data

b Users
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Under Port, click Add, select the following parameters, leaving the remaining parameters at
their default values. Note that the adding of ports only applies when the SIP Element is a Session

Manager.
e Port Port number on which the system listens for SIP requests.
e Protocol Transport protocol to be used to send SIP requests.

e Default Domain  The domain used for the enterprise (e.g., silstack.com).

Click Commit (not shown) to save changes.

E-:-rt‘|
|ﬂu:|d | Remove

4 Items Refresh Filcer: Enable
] Port . Protocol | Default Domain Motes

= = Ll SRS L N
R EL , |TCP % | |silstack.com w |

The following screen shows addition of Mediant 2000. Select the following parameters, leaving
the remaining parameters at their default values.
Under General:

e Name: A descriptive name

e FQDN or IP Address: IP address of the Mediant 2000

o Type: Select Gateway for Mediant 2000

e Location: Select one of the locations defined previously

Click Commit to save changes.

i Wwelcorne, admin Last Logged on at June 11, 2010 1:05 PM
AVAyA Avaya Aura™ System Manager 6.0 O ——————

Home / Routing [/ SIP Elements f SIP Elements Details

b Elements SIP Element Details
hEvelts
b Groups & Roles -

|* Narme: AudioCodesM2K | 4

Licenses

[* FQDN or 1P address: [10.10.9.83]

~ Routing

Sl

Locations

Notes: sudinoCodesMediant2000
Adaptations

SIP Elements

Adaptation: v
Element Links e
Time Ranges Location: | Dublin Stack | ¥
Policies Time Zone: |Europe/Dublin N |
“
Dial Patterns Override Port & Transport with DNS SRY: []

Reqgular Expressions . .
d A * SIP Timer B/F (in seconds): 4

Defaults
Credential name:
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The following screen shows addition of Conferencing Standard Edition (Bridge _6.0). Select the
following parameters, leaving the remaining parameters at their default values.
Under General:

e Name: A descriptive name

e FQDN or IP Address:  IP address of the Conferencing Bridge

o Type: Select SIP Trunk for the Conferencing Bridge
e Location: Select one of the locations defined previously

Click Commit to save changes.

AVAyA Avaya Aura - System Manager 6 0 ':—'ﬁlccms_. admin Last Logged on at June 1, 2010 12:21

Help | | Change Password | Log off

Home / Routing / SIP Elements / SIP Elements Details

» Elements SIP Element Details Cancel

b Events

General
¢ Groups & Roles - 5
= * Name: Bridge_6.0 i
Licenses
- Routing [* FQDN or TP Address: [10.10.9.74] |
Domains ype:

Locations . E
Notes: [Bridge Conferencing 6.0

Adaptations

SIP Elements ) ==
Adaptation: ¥

Element Links

| Location: | Dublin Stack |« |»

Time Ranges

Policies Time Zone: |Eurupe,-’Duinr1 v

Dial Patterns i Override Port & Transport with DNS SRV: []

Regular Expressions * SIP Timer B/F (in seconds): '4

Defaults A

- Credential name:
b Security -
» System Manager Data Call Detail Recording: | both V]
F Users
SIP Link Monitoring

Help SIP Link Monitoring: |Use Session Manager Configuration V!
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45. Add Element Links

Note that the “Element Links” menu option shown in the screen below was changed to “Entity
Links” in the GA release. For the purposes of these Application Notes, the terms “Element” and
“Entity” are interchangeable. A SIP trunk between a Session Manager and a telephony system is
described by an Element Link. To add an Element Link, select Routing = Element Links on
the left panel menu and click New. Select the following parameters in the rows that are

displayed:
e Name An informative name
e SIP Element 1 Select SessionManager
e Protocol Transport protocol to be used to send SIP requests
e Port Port number to which the other system sends its SIP requests
e SIP Element 2 The other SIP Element for this link, created in Section 4.4
e Port Port number to which the other system expects to receive SIP requests
e Trusted Whether to trust the other system

Click Commit to save changes. The following screen shows the Element Links used in the
sample network.

‘Welcome, admin Last Logged on at June 11, 2010 1:05 PM

Avaya Aura . SyStem Manager 6 D Help | | Change Password | Log off

AVAYA

Home f Routing / Element Links

» Elements Element Links

» Events
MNew t [ Mare Actions ~ ] [ Commit

» Groups & Roles

Licenses

~ Routing 28 Items Refresh Filter: Enable
Domains I | Name SIP Element 1 Protocol  Port SIP Element 2 Port Trusted
Locations O asmed-asms2 SessionManager  TCP 'ﬁD_ﬁ_D_” asm 5.2 .5_060_
Adaptations IO AudioCodesMZK SessionManager  TCF 5060 AudioCodesM2K 5060 |
SIRElementy [ _Erdge 6.0 SessionManzger  TCP 5060 Bridge_6.0 5060 e i
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4.6. Administer Time Ranges

Before adding routing policies (see next section), time ranges must be defined during which the
policies will be active. In the sample configuration, one policy was defined that would allow
routing to occur at any time. To add this time range, select Routing > Time Ranges on the left
panel menu, then click New. Select the following parameters, leaving the remaining parameters
at their default values.

e Name: A descriptive name (e.g. Always)

e Mo through Su  Check the box under each of these headings
e Start Time Enter 00:00

e ENndTime Enter 23:59

Click Commit to save this time range.

AVAyA Avaya Aura ™ System Manager 6 ) O \;\t;\come, admin Last Logged on at April 28, 2010 2:06

Help | | Change Password | Log off

Home / Routing § Time Ranges

+ Elements Time Ranges

¥ Events

Mew uplic e More Actions = | [ commit
¥ Groups & Roles
Licenses
¥ Routing 2 Items  Refresh Filter: Enable
Domains I | [ Name Mo Tu 1 We [ Th . Fr T Sa . Su Start Time . End Time . Notes
Locations O 247 ' ) ) ' R ' [oo.o0| ' 53:53  Time Rangs 24/7
Adaptations 0 Always [oo:o0l 23:59

SIP Elements
Select ; all, Mone
Element Links

Time Ranges
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4.7. Administer Routing Policies

A routing policy must be created to direct how calls will be routed to a system. Note that the
“Policies” menu option shown in the screen below was changed to “Routing Policies” in the GA
release. To add a routing policy, select Routing -> Policies on the left panel menu and then
click New (not shown). Select the following parameters, leaving the remaining parameters at
their default values.
Under General:

e Name  Aninformative name (e.g., Bridge 6.0)

Note that the phrase “SIP Element as Destination” shown in the screen below was changed to
“SIP Entity as Destination” in the GA release. For the purposes of these Application Notes, the
terms “Element” and “Entity” are interchangeable. Under SIP Element as Destination, click
Select, and then select the appropriate SIP Element to which this routing policy applies. Under
Time of Day, click Add, and then select the time range configured in the previous step. The
following screen shows the Routing Policy Details for Conferencing. Click Commit to save
changes.

weleorse, admin Last Logped en at June 1, Z0L0 12:2L
AVAW\ Avaya Aura™ System Manager 6.0
Halp Change Password | Log off
Home / Routing / Polides [ Policy Details
Rouling Policy Details Cancel
¥ Mame: Bridgs 6.0
Disabled: [
Domains
Locations Hotess
Adaptations
SIP Elements [SIIJ Element as I]c-':-:Linalinu]
Element Links
Time Rangeas
Name FQDN or IP Address Type Hotes
. .
I Bridpe_6.0 10.10.9.74 SIF Trunk Sridge Corferencing 6.0
Dial Patterns
Regular Expressions
Defaults .
. - [(Remove | [ view GapsiDveraps |
fetom Mg Dt 1Item Refresh Filter: Enable
b lisers " " " E
[] | Ramking | - | Mame:. Mon Tue Wed Thu Fri | Sat  Sun Sl £ Motes
el Io b 2477 00:00 sajgy TmeRange
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Select the following parameters, leaving the remaining parameters at their default values.
Under General:
e Name  Aninformative name (e.g., AudioCodesM2K)

Under SIP Element as Destination, click Select, and then select the appropriate SIP Element to
which this routing policy applies. Under Time of Day, click Add, and then select the time range
configured in the previous step. The following screen shows the Routing Policy Details for
Mediant 2000. Click Commit to save changes.

i Welcorne, admin Last Logged on at June 11, 2010 1:08 PM
AVAyA Avaya Aura™ System Manager 6.0 N —
Home / Routing / Policies

b Elements Routing Policy Details

¥ Events

b Groups & Roles

¥ Routi
sElh Disabled: []
Domains
Locations Mokes:
Adaptations
SIP Elements |SIP Element as Destinationl
Element Links
Time Ranges .
Name ‘ FODN or IP Address Type Notes
| AudioCodesMZK 10,109,583 Gateway AudioCodesMediant2000
Dial Patterns
Regular Expressions
Defaults i :
¥ Security [ Remaove ] [ Wiew Gapsf/Overlaps ]
b Svstom ManaoenData 1 Item Refresh Filter: Enable
b Users - - -
| | Ranking 1 . | Name 2 . | Mon | Tue ‘ Wed ‘ Thu ‘ Fri | Sat | Sun | Start Time End Time | Notes
Help IO I 247 = = - = - g 00:00 ~ 29:5%  TimeRange 4/ ]
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4.8. Administer Dial Patterns

A dial pattern must be defined that will direct calls to the appropriate telephony system. In the
sample network, the 4-digit extension 7111 will be used as the number that resides on
Conferencing. Select Routing - Dial Patterns on the left panel menu and then click New (not
shown). Select the following parameters, leaving the remaining parameters at their default
values.

Under General

e Pattern Dialed number or prefix i.e. 7111

e Min Minimum length of the dialed number i.e. 4
e Max Maximum length of the dialed number i.e. 4
e SIP Domain Select ALL

e Notes Comment on purpose of dial pattern

Navigate to Originating Locations and Routing Policies and select Add.

AVAYA Avaya Aura™ System Manager 6.0 i admin e tossRgenstne g e

Help | | Change Password | Log off

Home { Routing / Dial Patterns / Dial Pattern Details

b Elements Dial Pattern Details

b Events

b Groups & Roles
Licenses [atterm: [rii]
¥ Routing —_—
Domains p
Locations L
Adaptations Emergency Call: []
SIP Elements | SIP Domain: |-ALL-| ~|

Element Links

3 Notes:
Time Ranges
Policies
|0riginating Locations and Routing Policies|
Regular Expressions &
Defaults 11Item Refresh Filter: Enable

b Securi e
I Originating Routing Routing Routing Routing
» System Manager Data (] Originating Location Name 1 Location Policy Rank 2 . Policy Policy Policy
Notes Name Disabled  Destination Notes
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Under Originating Location select all locations by checking the box next to ALL and under
Routing Policies select the Routing Policy created in Section 4.7. Click Select to confirm the
chosen options and return to the Dial Pattern screen (shown above). Click Commit to save
changes shown in the previous screen.

Welcome, admin Last Logged on at June 1, 2010 12:21
AVAyA Avaya Aura™ System Manager 6.0 P

Help | | Change Passwaord | Log off

Home [ Routing [/ Dial Patterns [ Dial Pattern Details / Locations and Policy List

¥ Elements Originating Location and Routing Policy List

b Events
» Groups & Roles

Licenses

¥ Routing |Originating Location
Domains
= 2 Items ' Refresh Filter: Enable
Locations
Adaptations | ‘ Name Notes
SIP Elements I -ALL- Any Locations
Element Links [ Dublin Stack
Ti R
EIIN B RO ¥ Select : All, None
Policies
Dial Patterns|
Regular Expressions =
Defaults Routing Policies
b Security :
13 Items Refresh Filter: Enable
} System Manager Data
} Users | ‘ Name Disabled | Destination Notes
[0 AudioCodesM2K AudioCodesM2K
Help [0 Branchcm Branch €M
I Bridge 6.0 Bridge_6.0
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4.9. Administer Avaya Aura™ Session Manager

To complete the configuration, adding the Session Manager will provide the linkage between
System Manager and Session Manager. Select Elements - Session Manager - Session
Manager Administration on the left panel menu. Then click Add (not shown) and fill in the
following parameters, leaving the remaining parameters at their default values.
Under General:

e SIP Entity Name  Select the name of the SIP Entity added for Session Manager

e Description Descriptive comment (optional)

e Management Access Point Host Name/IP

Enter the IP address of the Session Manager management interface

Under Security Module:
e SIP Entity IP Address IP Address of Software Asset card

e Network Mask Enter the network mask corresponding to the IP address of
Session Manager

e Default Gateway: Enter the IP address of the default gateway for Session
Manager

Click Commit to add this Session Manager.

welcome, admin Last Logged on at april 28, 2010 6:06 PM
™
A\/AYA Avaya Aura™ System Manager 6.0 TR S e e
Home f Elemen n Manage ion Manager Administration / Edit Session Manager
mc g Add Session Manager
onferencing
Presence i i i E
General | Security Module | NIC Bonding | Monitoring | COR | Personal Profile Manager (PPM) - Connection Settings | Event Server |
Application Management Expand All | Collapse all
Endpoints
seneral =
Feature Management | SIP Entity Name [SessionManager| |
Inventory | Description |Enterprise 45M 1|
T lat: 3
HLHLUES *Management Access Point Host Name/fIP [135.64 186,39 |
= 5 i
Dashboard Direct Routing to Endpoints _E__rja_b_\_e_ i

Session Manager

Administration

Communication Profile Security Module =

Editor

[s1P Entity 1P Address 135.64.185.40]

Metwork Configuration =
| *Network Mask 1255.255255224'

Device and Location

Configuration |*Default Gateway 135,64, 186,33 |

Application Configuration *Call Control PHB 46

System Status #QOS Priority |6
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4.10. Add Avaya Aura'™ Communication Manager as a Feature Server

In order for Communication Manager to provide configuration and Feature Server support to SIP
phones when they register to Session Manager, Communication Manager must be added as an

application.

4.10.1. Create an Application Entity

Select Elements = Inventory - Manage Elements on the left panel menu. Click on New (not
shown). Select the following parameters, leaving the remaining parameters at their default

values.

e Name A descriptive name i.e. FeatureServer

e Type Select CM

e Node Enter the IP address for CM SAT access
Navigate to the Attributes section and enter the following:

e Login Login used for SAT access
Password used for SAT access
e Confirm Password Password used for SAT access

e Password

Click on Commit to save.

AVAyA Avaya Aura™ System Manager 6.0

Home [ Elements f Application Management / Applications f Applications Details

¥ Elements
New CM Instance

Conferencing

Session Manager

El8achta Application | Port | Access Point | SHMP Attributes | Attributes |

Application Management Expand &ll | Collapse all

Endpoints . .

iAe Application =

Feature Management
Discovered Inventory
Discovery Management Description
Synchronization

Tompiatos -

Welcorne, admin Last Logged on at April 29, 2010 9:07 4M
Help | About | Change Password | Log off

Help

Application Instance Fields
Attributes| ®

Is SSH Connection
* Port 5022
Alternate IP Address
RSA SSH Fingerprint (Primary IP) |
RSA SSH Fingerprint { Alternate IP)
Is ASG Enabled ]
ASG Key
Confirm ASG Key

Location

*Required

* ¥ersion & none Ovi Ova
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4.10.2. Create a Feature Server Application

Select Elements - Session Manager - Application Configuration = Applications on the
left panel menu. Click on New (not shown). Select the following parameters, leaving the
remaining parameters at their default values.

e Name A descriptive name

e SIP Entity Select the CM Application Entity defined in Section
4.10.1

e CM System for SIP Entity  Select the CM Application Entity defined in Section
4.10.1

Click on Commit to save.

Welcome, admin Last Logged on at June 2, 2010 11:25 AM
™
AVAyA AVaya Aura SyStem Manager 6.0 Help | About | Change Password | Log off
Home [/ Elements [ Session Manager / Application Configuration / Application Editor
Conferencing Application Editor
Presence . = .
Application Management Application Editor
Eoiomt |Name FeatureServerl
SIP AS 8.1 = - e
|*SIP Entity Featu:'eSe:'vE"l b
Feature Management —
*CM System, L - View/Add
LTI for SIP | Featureserver [v| M
Templates Entity ; B Systems
Dashboard
SR T Application Attributes (optional)
Administration - :
Name Value
Communication Profile R —
Application Handle
Editor
URI Parameters
MNetwork Configuration
Device and Location
Configuration -
|” Application Configuration] *Required
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4.10.3. Create a Feature Server Application Sequence

Select Elements = Session Manager - Application Configuration - Application
Sequences on the left panel menu. Click on New (not shown). Enter a descriptive name in the
Name field. Click on the + sign next to the appropriate Available Applications and they will
move up to the Applications in this Sequence section. Click on Commit to save.

Home § Elements ssion Manager f application Configuration S application Seguence Editor

T Elements

Application Sequence Editor

Conferencing
Presence
Sequence Name
Application Management q
Endpoints Name [Aop Sequencel
SIP AS 8.1 Description
Feature Management
INeantony Applications in this Sequence |
Templates
Dashbhoard e
Session Manager
Sequence
Administration | order (first to Name SIP Entity Mandatory Description
last)
Communication Profile 2
Editor
Network Configuration Selact : All, Mone
Device and Location
Configuration 1 | Available Applicationsl
| Application Cunfiguratiunl
Applications 1 Item | Refresh Filter: Enable
Sl e B e Name SIP Entity Description
LinnlieikUsers EeatureServer FestureServer
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4.10.4. Synchronize Avaya Aura™ Communication Manager Data

Select Elements = Inventory = Synchronization = Communication System on the left
panel menu. Select the appropriate Element Name from the list. Check the Initialize data for
selected devices box. Then click on Now. This may take some time.

welcome, admin Last Logged on at June 1, 2010 7:54 PM
AVAYA Avaya Aura™ System Manager 6.0 PR ————

Home [ Elements / Inventory / Synchronization / Communication System

synchronize CM Data and Configure Options

Conferencing

Ererice Synchranize CM Data/Launch Element Cut Through | Configuration Optians
Application Management Expand All | Collapse All
Endpoints =
Synchronize CM Data/Launch Element Cut Through #
SIP AS 8.1
Feature Management :
& 2 Items | Refresh Filter: Enable
Element Name FQDN/IP Address Last Sync Time Last Translation Time Sync Type Sync Status Location Sof
M. El it
anage Elements
June 2, 2010 a
Discovered Inventory O £MESs0 135.64,186.70 10:00:35 AM ég;%ﬂ pmiTUEIUN 2, Incremental  Completed ROL
+01:00 %
Discovery Tone T O0I0

10:00 prm TUE JUN 1,

EeatureServer 4 5 :00:27
[ Svnchronization] | FeatureServer  135.64.186.55 10:00:27 AM Sl Incremental  Completed | RO

Communication System| | | >

L e . Select : All, None

Templates
|@ Initialize data for selected devices

Session Manager

O Incremental Sync data for selectad devices
AR () 5ave Translations for selected devices
b Groups & Roles

Licenses
» Routing
b Security |ﬂow | [ Schedule ] l Cancel ] [ Launch Element Cut Through ]
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4.11. Add Users for SIP Phones

Users must be added via Session Manager and the details will be updated on Communication
Manager. Select Users = Manage Users on the left panel menu. Then click on New (not
shown). Select the following parameters, leaving the remaining parameters at their default
values.

Under General:

e |ast Name Any name
e First Name Any name
AVAYA  avaya Aura™ System Manager 6.0 R e

b Elements

T New User Profile

F Groups & Roles

: General | Identity | Communication Profile | Roles | Override Permissions | Group Membership | Default Contact List | Private Contacts |
Licenses Expand &ll | Collapse All

} Routing

» System Manager Data * Lastname: Test]

¥ Users

Public Contact Lists Middle Name: |

Shared Addresses Description: |

System Presence ACLs
[l administrator
Help [ commurication User
agent
User Type: []Supervisor
[ resident Expert

Help for Edit User
Help for Mew Private Contact

Help for Edit Private Contact [Jservice Technician
Help for Delete Private Contact ClLobby Phane

Help for adding contact into Status: Offline

contact list

Update Time : April 258, 2010 4:04:3

Help for editing contact from
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Navigate to the Identity section, select the following parameters, leaving the remaining
parameters at their default values.
e Login Name  The desired phone-extension-number@domain where domain was
defined in Section 4.2
e Password Password for user to log into SMGR
e Shared Communication Profile Password
Password to be entered by the user when logging into the phone

Identity| =

* Login Name: |34002@silstack.com |

* Authentication Type: '“E-asi.c v

SMGR Login Password:

* Password: ssesss

* Confirm Password: eeesss

Shared Communication Profile Password: ssssssss

Confirm Password: ssssssss

Localized Display Name:

Endpoint Display Mame:

Honorific:
Language Preference: L w |
Time Zone: | v|
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Navigate to and click on Communication Profile section to expand that section, use the default
values. Then click on Communication Address to expand that section, click New and enter the
following:

e Type Select Avaya SIP

e Fully Qualified Address  Enter the extension-number@domain

Click on Add.

lcommunication Profile| =

MNEw - Done Cancel

Name

(& Primary

Select : None

* Mame: Primary

Default :

|Cummuni£atiun Address| =

[Eew]
Type . Handle . Domain
Mo Records found
* Fully Qualified Address: |34002 w '_s_i!_s_te_l_ck._cqn_'! v
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Navigate to and click on Session Manager Profile section to expand. Select the following
parameters, leaving the remaining parameters at their default values.

e Primary Session Manager

Select SessionManager

e Origination Application Sequence Select App Sequence
e Termination Application Sequence Select App Sequence
[ ]

Home Location

Select Dublin Stack

| Session Manager iifrﬂfi!el "

* primary Session Manager

SessionManager v
E— 6 0

Secondary Session Manager

Primary Secondary

(Mone) v |

|0rigination Application Sequence

App éequence" l/

ITermination Application Sequence

| App Sequence v_:l

Survivability Server

(Mone) v |

|* Home Location

| Dublin Stack "]

Primary Secondary

Maximum

3

Maximum

Click on Endpoint Profile to expand that section. Select the following parameters, leaving the
remaining parameters at their default values.
e System Select the CM Entity created in Section 4.11
e Extension Enter a desired extension number
e Template Select a telephone type template

Click on Commit to save (not shown).

IEndpnirst Prﬂfiiel ¥

* System

Use Existing Endpoints []

|* Extension Q34DI32| [ Endpoint Editor

[Template | DEFAULT 9630S1P_CM 6.0 |

Set Type

Security Code

* port Q500006

VYoice Mail Number

Delete Endpoint on Unassign of Endpoint M
from User
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5. Configure AudioCodes Mediant 2000 Gateway

The following sections describe the configuration steps required to implement E1/PRI QSIG
trunks on the Mediant 2000, using the web interface. It is assumed that basic hardware and

software installation has been performed, details can be found in reference [10]. This section
focuses on the following configuration areas:

Access Web Configuration Interface
Administer TDM Bus Settings

Administer PSTN Trunk Settings
Administer SIP Protocol Parameters
Administer Audio Codecs

Administer DTMF Signaling

Administer Proxy & Registration
Administer Routing Tables

Administer SIP General Parameters for TCP
Save the Configuration

5.1. Access Web Configuration Interface

Access the Mediant 2000 GUI using a Web Browser and entering http://<ip-address>, where
<ip-address> is the IP address of Mediant 2000. Log in using appropriate credentials and accept
the subsequent Copyright Legal Notice.

 Adcress | €] hepi10.10.9.85/ | RYee funks
Enter Network Password g]
@ Thiz zecure wWeb Site (at 10.10.9.83] requirez pou to log on.
Fleaze type the Uzer Mame and Pazsword that you use for Bealm.
ser Mame |Admin ﬂ
Pagsword | “““““
I Save this password in vour password list
0K | Cancel
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The Mediant 2000 Home Page screen is displayed.

EBifl?Network Settings
f*'-'lf_?Media Settings
HIEHpSTH Settings
EI{'-:L?PI’DtDCN Configuration
Hid pdvanced Applications

General Information

IP Address 1010953
Subnet Mask 2552552550
Default Gatewway Address 101091
Firmwvare “ersion 5604039005
Protocol Type SIP

Fa i i Burn Device Actions - = Home Hel
" Mediant 2000 | Submit ; [y n &= Log off
€ S AudioCodes ! 4 © & @ -
|G@nfiguration Managemert ggti:;nosﬁcs ( IMadrant 2000 Home F!agel
Scenarios Search
® Basic O Full 1 |

2
= o0 Eooooooooﬂ oo Eo@ooooooﬂ CXe)

Trunk Status

QO Disable

O Active - OK

O RA&l&larm

Q@ LOS fLOF Alarm

Select Configuration and set the mode to Full on the left panel menu. The menus on the left can
be expanded as necessary to configure the appropriate features, as described in the following

Faum i i Burn Device Sotions - | & Home Hel
- Mediant 2000 Submit | ] B &= Log off
£ = AudioCodes ! 7, ) o @ -
r (— Mediant 2000 H P ™
Eaniguﬁaﬂonl Management ?gti:;nosﬁcs i it
Scenarios Search
O Basic [E Full - g
FNetwork Settings E 2 G
I Media Settings = NG Eoooooooo II Ensooooooﬂ ® 0
F@psT Settings
7 Configuration
\( sigtran Configuration
- Security Settings
’;El'j_Pmtocol Canfiguration
&-:U:?ndvancad Applications T . "
(@@ oM T General Information Trunk Status
IP Scddress 1010983 @ Disable
Subnet Mask 255.255.2550 © Actve-OK
Detault Gateway Address 101091
Firmware Yersion 5.504039.005 el
Pratocal Tyne P @ LOS/LOF Alarm
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5.2. Administer TDM Bus Settings

Select TDM Configuration - TDM Bus Settings on the left panel menu. In the sample
configuration the internal clock of the Mediant 2000 provides the clocking for the E1 PRI trunk.
Select the following parameters, leaving the remaining parameters at their default values.

e PCM Law Select SelectA-Law.
e TDM Bus Clock Source: Select Network
e TDM Bus Local Reference Select 9, first trunk that will take the clocking.

Click on Submit to save changes.

Fa i Burn Device Actions - = Home Hel
. Mediant 2000 Sbmit [’ P = Log off
€ S AudioCodes : 7 e & @ TG
|Canfiguration Management gtgt\gznos‘tics (_TDM'BL'S e
[ § Basic Parameter List a
| Scenatios Seatch
O Basic ©Full bl
- %|PCM Law Select | ALaw v Fl
e ) ; — —
'__L'ENEtWDrk Settings TODM Bus Clock Source Metwark v =)
Hi¥Media Setti .
e e .|ngs & TDM Bus PSTN Auto FallBack Clock Dizable w [F]
HLIPSTN Settings : P = =2
'*ITIL-A_!‘_SS? e % TDM Bus PSTN Auto Clock Reverting | Disable e ]
:-*-L?Sigtran Configuration % Idle PCM Pattern 255 O
:-*:-'L._JSecurity Settings % Idle ABCD Pattern DHDE v F
TL_‘.‘P"D':OCUI € ontiguisto %' [TDM Bus Local Reference q | (]
*idadyvanced Applications
S TDM Configuration v 4
ITDM Bus Settings Sini:;;‘l-wit
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5.3. Administer PSTN Trunk Settings

Select PSTN Settings - Trunk Settings on the left panel menu. Click Stop Trunk, which will
enable editing of the parameters.

Fam i i ) Burn Device Actions - (7% Home Hel
. Mediant 2000 Submit 5] @, e @ Log off
L ol AudioCodes . 4 © b L2 .
!Oonfiguraﬁon| Management ?B‘\l;;nusﬂcs ( Trunk-Settings
Basic ParameterList a
Soenatios Search
P a

O Basic & Full

o General Settings -
+ ]

: {Network Settings Trunk ID a

HMedia Setting . . .

PP Trunk Configuration State Active

SLEPSTH Settings

Trunk Settings Eratacoliype
_CAZ State Machines . @

=3 . . w Trunk Configuration

Hd =527 Configuration R

-*LA_Sigtran Configuration chis RIS

:.*-.'L;Securlty Settings Auto Clock Trunk Priarity

'-*"'\'_;Prntncnl Configuration Line Code

|0 advanced Applications Line Build out Loss o
FSTOM Configuration -

- -
St,ikimit Stop 'frunk

Select the following parameters, leaving the remaining parameters at their default values.
Under General Settings:

e Protocol Type: Select E1 QSIG

Trunk Settings-

e Basic Parameter List
¢ 10 i
1]

|Genera| Settingsl b
Trunk ID g
Trunk Configuration State Inactive
|F'ru:utu:u:0| Type | E1 Q5IG VI
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Under Trunk Configuration:
e Clock Master:
e Line Code:
e Framing Method:

Select Recovered
Select HDB3
Select E1 Framing MFF CRC4 EXT

Trunk Settings-

5110 il
u]

Basic Parameter List

0
w | Trunk Configuration |
|CI|:|c:k Master | Recovered VI
Auto Clock Trunk Priority EI _
[Line Code |HODB3 v
Line Build Out Loss DdE v
Trace Level ND Trace v:
Line Build Out Overwrite :__EIFF ~ |

IFraming Method

| E1 FRAMING MFF CRC4 Ex<T vI

Under ISDN Configuration:

e ISDN Termination Side: Select User side
e Q931 Layer Response Behavior:  Select 0x0
e Outgoing Calls Behavior: Select 0x400
e Incoming Calls Behavior: Select 0x800
e General Call Control Behavior Select 0x0
Trunk Settings

a

S0l

Basic Parameter List

- I ISDN Configuration -

ISDM Termination Side | User side b

931 Layer Response Behavior DHD _ Lﬁ

Qutgaoing Calls Behavior :_Dr:dDEI i L_i

Incoming Calls Behavior DHSDD j Li

General Call Control Behavior |0=0 i LZ

MNFAS Group Number D

IUA Interface 1D |1

WFAS Interface 1D | 255 _ W

D-channel Canfiquration 'F'FIIM:AFW *
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Click on Apply Trunk Settings to save all of the above changes and put the trunk into service.
Successful trunk configuration will be indicated by the green status indications for the trunk
board, as shown in Section 5.1.

& AudioCodes

‘ Configuration ‘ Managemert g‘gtll;;nosncs

Mediant 2000

Scenarios Search

O Basic © Full

# B Metwork Settings
#HiDMedia Settings
=Ip=TH Settings

Trunk Settings

CAS State Machines
#id =57 configuration
#lidsigtran Configuration
+idsecurity Settings
#I¥Protocol Configuration
#\i advanced Applications
I ToM Configuration

i ) B Device Acti = H Hel
‘f Sumit @ Lt evice Actions W \:} ome \@a elp t Lag off
( Trunk Settings
= Biasic Parameter List 4
5110 i
o o
-~
w [SDN Configuration
ISDN Termination Side User side b
Q931 Layer Response Behavior 0:0 Lj
Outgoing Calls Behavior UMDU | L‘_’
Incoming Calls Behavior 04800 [
General Call Control Behavior |0 | li
NFAS Group Mumber .U ]
IUA Interface 1D 1
NFAS Interface 1D 25 v
App\;‘Trunk
Settings

5.4. Administer SIP Protocol Parameters

To configure SIP parameters used when signaling with Conference Standard Edition, select
Protocol Configuration = Protocol Definition = SIP General Parameters on the left panel
menu. Select the following parameters, leaving the remaining parameters at their default values.

Under SIP General:

e SIP Transport Type:

Select TCP

Click on Submit to save changes.

£ & AudioCodes

! Configurstion ‘ Management ?gtlgsgnosﬂcs

Scenatios Search

O Basic @ Full

*dnetwork Settings
HidMedia Settings
+HpsTH Settings
F =557 configuration
""JSlgtran Caonfiguration
=l s ecurity Settings
_lapplications Enabling
\Media Realm Configuration
=P rotacol Definition
| |51P General Parameters
L IDTHF & Dialing

#\@proxies, Registration, IP Groups
{a-_?(:oders and Profile Definitions
HI 1P advanced Parameters
i C?Manipu\atiun Tables
Hidpauting Tables
*-L?Tr’unk Group
FdDigital Gateway

Hd pdvanced Applications

FITDM Configuration

5

Mediant 2000 & Submit @ Burn Device &ctions ¥ \ﬁ, Home \.®’ Help @ | og off
pa” ph i e ~d
r SIP-General-Pararneters
Basic Parameter List a
+ | SIP General | i
MNAT IP Address |0.0.0.0
PRACK Mode | Supported e
Channel Select Mode Cyclic Ascending R
Enable Early Media | Enable v
183 Message Behavior Progress b
Session-Expires Time o
Minirmurn Session-Expires :SU
Session Expires Method | ReINYITE w
Asserted [dentity Mode :Dlsabl_eﬁ v
Fax Signaling Method MoFax v
Detect Fax on Answer Tone Initiate T.38 on Preamble R
b
| SIP Transport Type TCF v -
Submit
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5.5. Administer Audio Codecs

Select Protocol Configuration - Coders And Profile Definitions > Coders on the left panel
menu. Select the following parameters, leaving the remaining parameters at their default values.
Configure Coder Name that is compatible with Conferencing Standard Edition. Conference
Standard Edition only supports G.711A-law and G.711U-law.
Note: The first coder is the highest priority coder and is used by the Mediant 2000 whenever
possible. If the far end SIP User Agent cannot use the coder assigned as the first coder, the
gateway attempts to use the next coder and so forth. Click on Submit to save changes.

& AudioCodes

‘ Configuration ‘ Managemert ?[a)t,l;;nosﬂcs

Soenarios Search

O Basic I Full

®idnetwork Settings

# D Media Settings

#HpSTH Settings

:*-h?SS? Configuration

# sigtran Canfiguration

?\__JSecurit Settings
_Applications Enabling

Media Realm Configuration
B rotacal Definition

I\ Spraxies, Registration, IP Groups
=il coders And Profile Definitions
L Caoders

|Coder Group Settings
_Tel Profile Settings
1P Profile Settings
Bl@51p Advanced Parameters
'*JManipulat\Dn Tables
'i“_?Routing Tables
'*'f'_.?Trunk Group
Hi¥pigital Gateway
#id advanced Applications
#L3TDM Canfiguration

i # Submit ) Burn Device Actions - & Home Help
Mediant 2000 v @ & \Q{ &) Log ot
( Coders Table

Coder Hams Packetization Time Rate Payload Type | Silance Suppressian

5T el - 20 | |las v | Disalest v

371U ~| 20 v 54 ~| [ Disatest v

w | v v

¥ v w |

| v A ~

N4
Submit
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5.6. Administer DTMF Signaling

To configure Out Of Band, select Protocol Configuration - Protocol Definition >DTMF &
Dialing on the left panel menu. Select the following parameters, leaving the remaining

parameters at their default values.
e Declare RFC 2833 in SDP:
e 1% Tx DTMF Option:
e RFC 2833 Payload Type:

Click on Submit to save changes.

Select Yes
Select RFC 2833
Select 101

Mediant 2000

3 AudioCodes

[Gonfigursiion| Managemeri S s

SoEnarios Search

O Basic @ Full

# i Network Settings

# dmedia Settings
HUWPSTN Settings

®iF 557 Configuration
o

(i sigtran Configuration

et [rFC 2835 Payload Type

il security Settings
Sliprotocal Configuration

Llapplications Enabling

Media Realm Configuration

=|iprotacol Definition

| P General Parameters
#i¥proxies, Registration, IP Groups
®¥coders And Profile Definitions
+l@s1p Advanced Parameters

o, Submit @ Burn Device Adlions \_ﬁ; Home \g/ Help ) Log off
— - o st —
( DTMF & Dialing
Bagic Parameter List a
-
Max Digits In Phane Mum 5
Inter Digit Timeout for Overlap Dialing [sec] |4
Declare RFC 2833 in SDP Yes |
1st Tx DTMF Option | RFC 2833 v
2nd Tx DTMF Option v
101 ]
% Digit Mapping Rules |
Default Destination Number [1000 |
Special Digit Representation | Special >l
Submit

To configure In Band, select Protocol Configuration - Protocol Definition > DTMF &
Dialing on the left panel menu. Select the following parameters, leaving the remaining

parameters at their default values.
e Declare RFC 2833 in SDP

Click on Submit to save changes.

Select No

Mediant 2000

f 3 AudioCodes

‘ Configuration ‘ Marna gement ?g%;‘;ms‘ms

Senarios Seanch

O Basic & Full

;JNetwnrk Settings

#idMedia Settings

FpsTH settings
Hid5s7 Configuration
#lsigtran Configuration
Sl < e i

il ting
=@ protocol Configuration

_Applications Enabling

guration

oF, Submit (@) Burn Device Ations ¥ \ﬁd Home \§, Help &= Log off
( DTMF & Dialing
Basic ParameterList &

-

Max Digits In Phone Murm 5

Inter Digit Timeout for Overlap Dialing [sec] 1

I Declare RFC 2833 in SDP No bt

1st T DTMF Cption | RFC 2833 »

2nd Tx DTMF Option v

RFC 2833 Payload Type 101
4 Digit Mapping Rules [

Default Destination Number 1000

Special Digit Representation Special v_'

Media Realm Con
P General Parameters
HidProxies, Registration, IP Groups

i caders And Profile Definitions
®Ids1p Advanced Parameters

v

Submit
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5.7. Administer Proxy & Registration

Select Protocol Configuration = Proxies, Registration, IP Groups = Proxy & Registration.
Select the following parameters, leaving the remaining parameters at their default values.
e Use Default Proxy Select No

Click on Submit to save changes.

7% | " Mediant 2000 Submit 5y Bum Device Actions W |5 Home [ Help &= | og off
f &l AudioCodes alie L ¢ < & L2 o

P —— ?S‘éémm ( isasisatiicainmasion

Bagic Parameter List a

Scenarios Search

- ~
= Use Default Prox Mo e
O Basic & Full L I
Proxy Mare
Hnetwork Settings o) Redundancy Made Parking v
[e=l
imedia settings Proxy IP List Refresh Time B0
HEIPSTN Sett
S o Enahle Fallback to Rauting Tabls Disable »
# =57 Configuration :
*JS\gtran R Prefer Routing Table Mo w
HJ S ecurity Settings Always Use Proxy Disable v
Sl protocal Configuration Redundant Routing Made Fouting Table v
_lapplications Enabling SIP ReRouting Made Standard Mode v
Media Realm Configuration Enable Registration Disable v
Hidpratocol Definition _ ) 1 b
=l proxies, Registration, IP
Groups — —
| lproxy & Registration [ Register ] [ Un:Renister

L_IProxy Sets Table Submit I

IIP Group Table
L_lAccount Table
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5.8. Administer Routing Tables

To configure the tables used for routing calls between the E1 and SIP interfaces, select Protocol
Configuration > Routing Tables - Tel to IP Routing on the left panel menu. Since use of a
SIP proxy was disabled in Section 5.7, the Tel to IP Routing needs to be configured. All calls
from the PSTN are routed to the Software Asset Card of the Session Manager based on the
dialed number. Select the following parameters, leaving the remaining parameters at their default

values.
e Src. Trunk Group ID

Click on Submit to save changes.

Select *, wild card entry
Select *, wild card entry

e Dest. Phone Prefix

e Source Phone Prefix Select *, wild card entry
e Dest. IP Address

e Port Select 5060

e Transport Type Select TCP

135.64.186.40, IP Address of Software Asset Card

ra - . 3 suamit (@) Burn
£ 3 AudioCodes Mediant 2000 v Q

Device Actions. hd

-
i, Home

@, Hee

B | og off

| contiouration| Management ?S"g;msms ( Tel to-IF-Routing

Scenarios Search

Cpasic @ Full

#ilNetwark Settings )
#Media Settings

Basic ParameterList a

-

A

Routing Index
Tel To IP Routing Mode

1-10 b

Route calls before manipulation % |

EIEpsTH Settings
#ds57 Configuration

Sre, Trunk

Group ID Dest. Phone Prefix

Source Phone Prefiz |

>

Dest. IP Address

Dest.
Transport Type | IPGroup
D

#d sigtran Configuration

135.64.186.40

5060

TCP v ~| 1

@ ting
=@ protacel Configuration

Mot Configured s v

_lapplications Enabling
L_IMedia Realm Configuration

A e m =

Mot Configured % v/

#li protocal Definition

#\ & proxies, Registration, 1P
Groups

#I Coders And Profile Definitions
U sIP Advanced Parameters
oF

BEo [uls| eneral Parameters
[_TIF to Trunk Group Routing
Internal DMS Table

v
b3

v

Submit
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To configure routing from SIP to E1, select Protocol Configuration = Routing Tables 2> IP
to Trunk Group Routing on the left panel menu. Select the following parameters, leaving the
remaining parameters at their default values. These values specify that all SIP calls are to be

routed to the E1 PRI interface.

e Dest. Host Prefix:
Source Host Prefix:
Dest. Phone Prefix
Source Phone Prefix:
Source IP Address:
Trunk Group ID

Select *, wild card entry *
Select *, wild card entry *
Select *, wild card entry *
Select *, wild card entry *
Select *, wild card entry *
Select 9, defined in Section 5.3

Click on Submit to save changes.

'3 AudioCodes

| Configuration | Management gt[a)l‘l;sgms“cs

Mediant 2000 Device Actions -

# Submit Burn Help
v © @

@/ Hotme

@ Log off

( IF To Trunk Group Routing Table

Scenatios Search

O Basic & Full

#INetwork Settings
| BB media settings
EilipsT Settings
"*“L‘?SST Configuration
:}‘L?S\gtran Configuration
|Eice v Settings
| Tapplications Enabling
E ﬁMed\a Realm Configuration
EElierotocol Definition
# B rrovies, Registration, 1P
Grc_ups

BHz1F Advanced Parameters
g

pIahles

aninula
Elilrouting Tables
|Routing General Parameters

1P to Trunk Group Routing

El coders And Profile Definitions

Basic Parameter List &

[

| &

Routing Index 112 v

IP To Tel Routing Mode

| Route calls before manipulation w|

Dest. Host Prefix Source Host Prefix Dest. Phone Prefix Source Phone Prefix

_[ Trunk
Group
il

Source 1P Address

~
>

N

Submil

MD; Reviewed:
SPOC 07/01/2010

Solution & Interoperability Test Lab Application Notes
©2010 Avaya Inc. All Rights Reserved.

50 of 59
ACM2K-SM-CSE6G0




5.9. Administer SIP General Parameters for TCP
Select Protocol Configuration - Protocol Definition > SIP General Parameters on the left
panel menu. Select the following parameters, leaving the remaining parameters at their default
values.

e SIP Transport Type Select TCP

e SIP TCP Local Port Select 5060

e SIP Destination Port Select 5060

Click on Submit to save changes.

?E AudiuCodes Mecdiant 2000 { Submit 9 Burn Device Actions W \_ﬁ’ Home \QI Help t- Loy off
‘Conﬂguraﬂon‘ i gtgtlgsgnos“cs ( SIP General Parameters
Basic Parameter List a
Scenatios Search
[ s1P Transport Type [Tce v] ~
&k ohul SIP UDP Local Part 5080
Hilinetwark Settings |51P TCP Local Port 5060 |
E@medis settings SIP TLE Local Port 5051
FLAPSTH Settings Enable S1PS | Disable v
e Conoien Enable TCP Cannection Reuse Enable -
+| @ sigtran Configuration
H ¥ security settings TEbTimea 10
SIP Destination Port 5060
L_lapplications Enabling Use user=phone in SIF URL Yes |
__Media Realm Configuration Use user=phone in From Header | Ne ~|
Use Tel URI for Asserted Identity “D\s‘ab‘le | &
) _ DTMF & Dialing J
'*-LfPr’oxies, Registration, IP Groups St
®liS coders And Profile Definitions
HIIs51P Advanced Parameters
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5.10. Save the Configuration
Click on Burn on the Mediant 2000 Toolbar.

Fa

¢ & AudioCodes

Canfigurstion | Management

Status
& Diagnostics

Mediant 2000 Device Actions -

ﬁ Submit |@ Buml

(— ‘Mediant 2000 Home Page -

@ Home @ Help

""', Log off

Scenarios Search

O asic & Full

il network Settings
Media Settings
HLIPSTN Settings

c o

2 _
4 oo Hooooooooﬂ b Hooooooooﬂ

Click OK to confirm the message below.

Ta

'3 AudioCodes

Status
|camgurstnan Management | & hiagnostics

Mediant 2000 @ Submit @ Burn Device Actions el ﬁ Home ie Help — Log off
. o b 4 el

r ‘Mediant 2000 Home Page

SCENAtos Search

CiBasic & Full

I_ﬁILi:Networ’k Settings
Media Settings

I psTH Settings

a 557 Configy,

Sigtran Confl
Security Se P
protocol Co 2,

Microsoft Internet Explorer

00

HOGOOOOOOH

Saving configuration ko Flash memary may cause some temporary degradation in voice quality,therefare, it is recommended to perform it during
low-traffic periods. Are you sure you wank to Burn configuration 7

TITTET =T, o & oo
Detault Gateway Address 101081
Firmwvare Wersion 5804 039 005 1 GENET
Protocal Type SIP © LOZ/LOF &larm

Click OK to confirm the message below.

raw.

£ ol AudioCodes

Canfiguration || Management

Status
& Diagnostics

Mediant 2000 Device Actions -

ﬁ Submit @ Burn

@_ Home @ Help

""", Log off

( Mediant 2000 Home Page -

Seenatios Seatch

) pasic @ Full

B petwork Settings
HidMedia Settings
FlpsTH Settings
‘:'L!SS? Configuration
IL?Sigtran Configuration
s ecurity Settings
—'Il-fProtDcDI Configuration

#H ¥ advanced applications
\HUFToDM Configuration

e o

c B o0
3 |eC 00000000 o0 ©000006GO0GC

Microsoft Internet Explorer

] The new configuration was successfully saved to Flash memory.,
LY

Trunk Status

L O  Dizable
O Active - OK
Default Gatewsay Address 101081
=
Firmware ‘ersion 5a04 033005 © Rl Alarm
Protocal Type SIP © LOZ/LOF Alarm
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6. Verification Steps

The following steps were used to verify the administrative steps presented in these Application

Notes and are applicable for similar configurations in the field. The verification steps in this

section validated the following:
e The Conferencing Standard Edition configuration

e Session Manager

6.1. Avaya Aura'” Conferencing Standard Edition

Verify all Virtual Machines are in a running state. Access the System Platform using a Web
Browser and entering https://<ip-address>/webconsole, where <ip-address> is the IP address of
System Platform. Log in using appropriate credentials.

AVAYA

Login

Avaya Aura™ System Platform
Web Console

User Id admin

Copyright ® 2009 Avaya Inc. All Rights Resarved.
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Verify all Virtual Machines are in a Running State.

AVAYA

Home

¥ Virtual Machine Management
~ Server Management

v User Administration

Virtual Machine Management

Virtual Machine List

Previous successful login: Mon May 17 19:19:50 IST 2010

System Domain Uptime: 10 days, 2 hours, 42 minutes, 43 seconds

Current template installed: Conferencing Standard Edition Template 6.0.0.0.126 (crs 6.0.0.0.126, smgr 6.0.0.0.127,

bridge 6.0.0.0.125, awc 6.0.0.0.126, webportal 6.0.0.0.125)

Name  Version
O awc 6.0.0.0.126
9 o= 6.0.0.0.126
@ webportsl| 5.0.
@ Domain-0f6.0.0.1.6
O cdom £.0.0.1.6
@ Lridee 6.0.0.0.125
@ smar 6.0.0.0.127

Maximum

1P
Address  Memory
10.10.8.72 4.0GB

10.10.5.73 4.0GB

125 10.10.8.75 4.0GB

10.10.8.70 512.0MB

10.10.8.71 1024.0 MB

10.10.8.74 4.0GB

10.10.8.76 4.0 GB

Maximum Virtual
CPUs
1

i

Avaya Aura™ System Platform

Failover status: Not configured

CPU Time State

5h 8m 57s | Running

11h 11m
Sis
35m 46s

18h 42m
37s
15h 42m
53s

Sh 14m
16s

Sm 46s

Running
Running

Running

Running

Running

Running

admin

Failed legin attempts since: 0

About | Help | Log Out

Application
State

Copyright @ 2005 Avaya Inc. All Rights Reserved.

6.1.1. Conferencing Standard Edition Services

Using System Manager as shown below, check the Service State between the Conferencing
bridge and other devices by configuring the SIP System Settings by selecting Elements >
Conferencing = Services on the left panel menu. From the right panel menu ensure the

Conferencing Services are in an Active Service State.

AVAYA

¥ Elements
Client Registration
Audio Conferencing
Data Conferencing
Media
Web Applications

Application Management

Inventory

b Events -

» Groups & Roles

Licenses

Home [ Elements / Conferenang / Services

Avaya Aura™ System Manager 6.0

Conferencing: Services

Disable Refresh

4 Items Refresh

welc

ome, admin Last Logged on Today at May 31,

AM

Help | About | Change Password | Log off

[ | Name
) MX&0Bridge
O |mxsoawc

0 |mxsocrs

] MX60WebPortal

Select : All, Nona

Address

135.64.186.145
135.64.186.13%
135.64.186.147

135.64.186.148

Server State
i Powered on

Powered on

Powered on

Powered on

| Service(s) Service State
Audio Conferencing il -"-‘Tctl\.e
Data Cenferencing Active
Client Registration Active
Web Applications Active
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6.2. SIP Monitoring on Avaya Aura™ Session Manager

Verify that none of the links to the defined SIP entities are down, indicating that they are all
reachable for call routing by selecting Elements = Session Manager = System Status = SIP
Entity Monitoring on the left panel menu. From the right panel menu select the SIP elements
created in Section 4.4

Welcome, admin Last Logged on at May 23, 2010 4:3% FM
M ’ N ’
AVAyA AVaya Aura SyStem Manager 6.0 Help | | Change Passward | Log off
Home / Elements [ Session Manager [ System Status / SIP Entity Monitoring
SIP Entity Link Monitoring Status Summary
Conferencing This page provides a summary of Session Manager SIF entity link monitoring status.
Presence = = R
e Entity Link Status for All Session Manager Instances
Application Management
Endpoints
SIP AS 8.1 Session Manager | Entity Links | Entity Links Partially | SIP Entities - Monitoring Not | SIP Entities - Not
Name | Down/Total . Down | Started . Monitored
Feature Management 2 i
SessionManager2 1/1 1] 1] 0
Inventory
SessionManager 5/17 0 0 1
Templates
All Monitored SIP Entities
Dashboard
:
Session Manager
Administration 16 Items Filter: Enable
Communication Profile
SIP Entity Name
Editor .
AudioCodesM2K
MNetwork Configuration
Branch CM
Device and Location e
SR Enterprise Evolution CM
Application Configuration e
System Status 5 IMG1010
System State MX 5.2 Mick
Administration MX52
IS!P Entity Monitoring MX Davidd
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Click on the SIP Entity Name Bridge 6.0, shown in the previous screen, and verify that the
Conn. Status and Link Status are Up.

AVAYA

~ Elements

Conferencing

Presence

Application Management

Endpoints

SIPAS 8.1

Feature Management

Inventory

Templates

Session Manager
Dashboard
Session Manager
Administration
Communication Profile
Editor
Network Configuration
Device and Location
Configuration
Application Configuration
System Status

System State

Administration

SIP Entity Monitoring

Home / Elements / Session Manager / System Status / SIP Entity Monitoring / SIP Entity Link Status

Avaya Aura™ System Manager 6.0

SIP Entity, Entity Link Connection Status

010 8:57 AM

Welcome, admin Last Logged on at May

Help | | Change Password | Log off

This page displays detailed connection status for all entity links from all Session Manager instances to a single S1P entity.

All Entity Links to SIP Entity:|Bridge 6.0

[ Refresh ] [ Summary View ]

1 Item Filter: Enable

Details l Session Manager Name | SIP Entity Resolved IP | Port | Proto. Conn. Status Reason Code Link Status
Show SessionManager 10.10.9.74 5060 TCP Up 200 0K Up

Click on the SIP Entity Name AudioCodesM2K, and verify that the Conn. Status and Link

Status are Up.

AVAYA

~ Elements

Conferencing

Presence

Application Management

Endpoints

SIP AS 8.1

Feature Management

Inventory

Templates

Session Manager
Dashboard
Session Manager
Administration
Communication Profile
Editor
Network Configuration
Device and Location
Configuration
Application Configuration
System Status

System State
Administration

SIP Entity Monitoring

Home [ Elements / Session Manager / System Status / SIP Entity Monitoring / SIP Entity Link Status

Avaya Aura™ System Manager 6.0

SIP Entity, Entity Link Connection Status

This page displays detailed connection status for all entity links from all Session Manager instances to a single SIP entity.

All Entity Links to SIP Entityj]AudioCodesM2K

Welcome, admin Last Logged on at May 31 10

2:57 AM

Help | | Change Password | Log off

[ Refresh ] l Summary View ]

1ltem Filter: Enable

Details l Session Manager Name | SIP Entity Resolved IP | Port ‘ Proto. | Conn. Status | Reason Code Link Status
Show SessionManager 10.10.9.83 5060 TCR Up 200 0K Up
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6.3. Verification Scenarios

Verify end to end signalling/media connectivity between the Mediant 2000 and Conferencing
Standard Edition via the Session Manager, this is accomplished by:
e Placing a call from two endpoints into conference ensuring one of the callers is a
moderator.
e Verify both callers are in the same conference and there is two way speech between the
callers.
e [Initiate dial out by dialing *1 xxxx on the moderator phones touch pad, where xxxx is the
extension for an endpoint. Follow the instructions provided by the Conferencing bridge.
e After answering the call, on the moderator phone dial *2 to join the new participant into
the conference.
e Verify both callers are in the same conference and there is two way speech between the
callers.
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7. Conclusion

As illustrated in these Application Notes, Avaya Aura™ Conferencing Standard Edition can
interoperate successfully with Avaya Aura™ Session Manager and AudioCodes Mediant 2000
Gateway.

8. Additional References

This section references the product documentation relevant to these Application Notes.
Avaya Aura™ Conferencing Standard Edition 6.0
[1] Implementing Avaya Aura™ Conferencing Standard Edition, Doc ID 04-603508, June
2010, available at http://support.avaya.com.
[2] Operating Avaya Aura™ Conferencing Standard Edition, Doc ID 04-603510, June
2010, available at http://support.avaya.com.
[3] Using Avaya Aura™ Conferencing Standard Edition, Doc ID 04-603509, June 2010,
available at http://support.avaya.com.
[4] Avaya Aura™ Conferencing Standard Edition Release Notes, Doc ID 04-603528, June
2010, available at http://support.avaya.com

Avaya Aura™ Session Manager 6.0

[5] Avaya Aura™ Session Manager Overview, Doc ID 03-603323, available at
http://support.avaya.com.

[6] Administering Avaya Aura™ Session Manager, Doc ID 03-603324 available at
http://support.avaya.com.

[7] Installing and Upgrading Avaya Aura™ Session Manager 6.0, Doc ID 03-603324, available
at http://support.avaya.com.

[8] Installing and Upgrading Avaya Aura™ System Manager 6.0, available at
http://support.avaya.com.

[9] Maintaining and Troubleshooting Avaya Aura™ Session Manager 6.0, Doc 1D 03-603321,
available at http://support.avaya.com.

AudioCodes Mediant 2000 Gateway
[10] Technical support and System Deployment Guides are available at
http://audiocodes.com
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™ are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya Solution &
Interoperability Test Lab at interoplabnotes@list.avaya.com
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