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Abstract

These Application Notes describe the configuration steps required for the DuVoice DV2000
Hospitality Voice Messaging System to operate with Avaya SIP enabled enterprise solution.
The Avaya SIP enabled enterprise solution consists of Avaya Communication Server 1000,
Avaya Aura® Session Manager, and various Avaya endpoints. In the compliance testing SIP
trunks were used in between the DuVoice DV2000 Messaging System and Avaya Aura®
Session Manager. DuVoice DWV2000 uses rlogin through ELAN to access Avaya
Communication Server 1000 to provide Property Management System features such as check
in/out, room clean status, do not disturb, guest name change, and move room.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required for the DuVoice DVV2000 to
operate with Avaya SIP enabled enterprise solution. The Avaya SIP enabled enterprise solution
consists of Avaya Aura® Communication Manager, Avaya Aura® Session Manager, and various
Avaya endpoints.

DuVoice DV2000 is a hospitality application that provides voicemail, automated attendant,
wake-up call features. And DV2000 provides Property Management System (PMS) features such
as check in/out, room clean status, do not disturb, guest name change, and move room.

In the compliance testing SIP trunks were used in between the DuVoice DV2000 server and
Avaya Aura® Session Manager, Avaya Communication Server 1000, the DuVoice server with a
physical connection to the Local Area Network (LAN).

For the voicemail coverage scenarios, voicemail messages were recorded and saved on the
DuVoice server. Standard SIP messaging was used to activate/deactivate the MWI, to transfer
the call via automated attendant or to schedule wakeup calls when requested manually by the
guests.

InnDesk is a Web based used by the hotel staff to manage wakeup calls. InnDesk was used to
schedule wakeup call, to view failed wakeup call. Not all capabilities of InnDesk were tested,
only capabilities related to wake up services.

Hospitality Tester is Window base application, used to check in/out room, update guest name,
move room, set/clear DND. The Hospitality features are enabled by a PMS data link to Avaya
Communication Server 1000. The data link used between Avaya CS1000 and DV2000 is Rlogin
via ELAN of Communication Server 1000.

Please note that DuVoice DV2000 will be referred as DVV2000 for rest of the document.

2. General Test Approach and Test Results

Feature functionality testing was performed manually. Inbound calls were made to the Avaya IP
Telephones (i.e. the guest telephones) over PRI and SIP trunks, as well as from other local
extensions (analog, digital, and IP Telephone). A Hospitality Tester was used to launch changes
to telephone message waiting lamps and phone privileges during room check in / checkout /
move requests, receive room status updates, and activate/deactivate DND.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and standards-based interfaces pertinent to
the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute a full product performance or feature testing performed by
third party vendors, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a third party solution.
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2.1. Interoperability Compliance Testing

To verify SIP trunk interoperability, and PMS interface the following areas were tested for
compliance:

Automated Attendant

Incoming trunk calls to DVV2000 Voice Messaging System answered by Auto Attendant

Incoming trunk calls to DV2000 Voice Messaging System answered by Auto Attendant,
originated from a PSTN extensions

Transfers to Staff Extensions
Transfers to Guest Extensions
Remote Disconnects

Invalid Options

Voice Mail

Incoming trunk calls to DuVoice Voice Messaging System for voicemails. Verifying
message waiting indicator (light on/off) on different types of end-point (Analog,
UNSTim, Digital and SIP phones).

Guest to Guest Voice Messaging

Staff Voice Messaging

Voicemail retrieval

Voicemail retrieval from a simulated PSTN extension
Call Blocking

Wake-up call

PMS

Schedule wake-up calls from guest extensions

Schedule wake-up calls from InnDesk

Wake-up calls retries

Wake-up call failed coverage (routes to front desk after expiration of 4 retries)

Check in/out with guest name.

Verify MWI light

Verify Controlled Class of Service On/Off
Room change

Guest info update

DND On/Off

Update room status.
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2.2. Test Results
All executed test cases were completed successfully. Here is a list of observation:

1. Make an incoming trunk call, unplug the cable for 30 or 60 second, the call will not be
disconnected.

2. Perform feature move the guest whom has the new message in their mailbox. The new
message is successfully moved to the new mailbox but there is no MWI light lit on the
phone of the new room.

3. If a guest requests their phone to have Do Not Disturb ON, they will not able to receive
the wakeup call, as DVV2000 will received a busy signal when trying to make a call to
guest.

2.3. Support

Avaya: For technical support on the Avaya products described in these Application Notes visit
http://support.avaya.com.

DuVoice: For technical support on DuVoice products visit the online support site at
http://www.duvoice.com/
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3. Reference Configuration

Figure 1 below illustrates the test configuration diagram that has an Rlogin via ELAN IP for
PMS connected from DV2000 server to ELAN of CS1000 Call server. And the test configuration
simulates an enterprise site with Avaya SIP-enabled enterprise solution connected to the DVV2000
server via the Local Area Network (LAN).

The transport protocol between the Avaya Aura® Session Manager and the DuVoice Server is
SIP over UDP. The transport protocol between Avaya Aura® Session Manager and Avaya
Aura® Communication Server 1000 across the enterprise IP network is SIP over UDP.

A Xe ¢ icator SIP endpoint )
vaya one-» " Lommunicator STE endpoin Avaya IP Deskphones 1140 SIP - 1110 UNIStim

SE-a—f—f-si?:s_s,_ Staff Extensions: 54008 54331
= % Avaya Aura® System Manager 6.3 = = =
Avaya IP Deskphones 2904 UNS ' AR, : :
Operator Extension: 54000 Avaya Aura® Session Manager 6.
10£10.97.198

.10.98.80

\
Stimulated PSTN extension

Avaya Call Server 1000E Rls 7.6

Du Voice DV2000
Extension 39810

54473

Room extensions: 54474
Avaya 3904 Digital Deskphones

SIP Trunk
ELAN

Figure 1: Test Configuration Diagram
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4. Equipment and Software Validated
The following equipment and software were used for the sample configuration provided:

Equipment

Software

Avaya S8800 Server running Avaya Aura®
Session Manager Server

6.3 (Build No 6.3.2.0.632023)

Avaya S8800 Server running Avaya Aura®
System Manager Server

6.3 (Build No: 6.3.0.8.5682-6.3.8.1627)

Avaya Communication Server 1000E/CPPM

Avaya Communication Server Release
7.6 Q+ Deplist 1 (created: 2012-09-20)
and Service Update 1 (Created: Sept 19,

2012)
Avaya IP SIP Phone 1140 4.3
Avaya Digital phone 3904 N/A
Avaya Analog M8003 N/A
Avaya IP Unistim Phone 2004, 1110 0604DCN
Avaya one-X® Communicator for CS1000 6.1
DuVoice NaNo Server DVV2000 5.20.026

5. Configure Avaya Communication Server 1000

This document assumes that the CS1000 system used for the compliance test was already
installed and configured. This section just provides necessary procedure to configure for CS1000
to work with DV2000. For more detail on how to administer the CS1000 system, please refer to

Section 10.

Please note that Avaya Communication Server 1000 will be refered as CS1000 for rest of this

document.

5.1. Configure Property Management System Interface (PMSI)

The Property Management System Interface is an optional software package that allows the
CS1000 system to interface directly with a customer-provided Property Management System
(PMS) through Rlogin via Embedded LAN (ELAN). This provides an effective means of
information between the PMS and the CS1000 system.
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https://devsmgr.bvwdev.com/ASM/faces/pages/dashboard/dashboard.xhtml?resourceType=com.avaya.ems.SessionManager&resourceId=*&clientTZ=240&clientTZName=America/New_York

This section provides the procedure how to check the software package and to configure the
Property Management System Interface on the CS1000. Log in the CS1000 Call Server and
execute the following overlay (LD) commands.

1. Use overlay LD 22 to check all necessary software packages that are required for the PMS

feature on the CS1000.

Prompt Response Comment

REQ PRT Request: Print

TYPE PKG Type: package

DNDI 9 Do Not Disturb Individual package
DNDG 16 Do Not Disturb Group package
MWC 46 Message Waiting Center package
CCOS 81 Controlled Class of Service package
BGD 99 Background Terminal package
RMS 100 Room Status package

MR 101 Mange Registration package

AWU 102 Automatic Wake UP package

PMSI 103 Property Management Service Interface

2. Use overlay LD 17 to create a TTY port number for a PTY connection on the CS1000. This
PTY port was used for DuVoice DV2000 to connect to the Call Server via ELAN.

Prompt Response Comment

REQ CHG Request: Change

TYPE ADAN Action Device and Number
ADAN NEW TTY 7 Add anew TTY port
CTYP PTY Card type: Pseudo TTY
DNUM 7 Device number for 1/0 port
PORT 7 Port number

FLOW NO Flow control capability
USER BGD PMS Output message type

3. Use overlay (LD) 17 to enable the PMS interface in the CS1000 system.

Prompt Response Comment
REQ CHG Request
TYPE PARM System Parameters
PMSI YES Modify properties management system interface
MANU PMS1 PMS interface
PMCR 20 Number of call registers used for PMSI
PORT 7 Port number
XTMR 2 PMS acknowledgment time
XNUM 1 Number of retransmissions per message
PMIN YES Minor alarm when link is not responding
PTMR 0 Polling time for PMSI
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4. Use overlay (LD) 15 to enable the Controlled Class of Service (CCOS) feature in the
customer data block.

Prompt Response Comment

REQ CHG Request change

TYPE CCs Controlled class of service
CUST 0 Customer

CCRS UNR Restricted Service

ECC1 FRE Enhance Level 2

ECC2 UNR Enhance Level 2

Use overlay (LD) 15 to enable Automatic Wake Up feature in the customer data block. Note

that RAN routes 16, 17, and 18 below were used just for example and they need to be defined
in LD 16 before it can be used in the Automatic Wake Up feature.

Prompt Response Comment

REQ CHG Request change

TYPE AWU Type of data block: Automatic wake up
CUST 0 Customer 0

AWU YES Automatic wake up

RANF 16 Music route

RAN1 17 Primary RAN route

RAN2 18 Secondary RAN route

6. User overlay (LD) 15 to enable Do Not Disturb feature in the customer data block.

SPOC: 2/21/2014
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Prompt Response Comment
REQ CHG Request change
TYPE FTR Features and options
CUST 0 Customer 0
DNDL YES Do not disturb lamb
7. Use overlay (LD) 15 to enable Message Waiting Indicator feature in the customer data block
(CDB).
Prompt Response Comment
REQ CHG Request change
TYPE FTR Features and options
CUST 0 Customer 0
OPT MCI Options: Message center included
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8. Use overlay (LD) 10 and 11 to administer analog, digital and IP phone.

Prompt Response Comment

REQ CHG Request change
TYPE 1165 Type of set
CUST 0 Customer ID
ECHG YES Easy change
ITEM CLS CCSA MWA Class of service
ITEM KEY 1 RMK Room status key
ITEM KEY 2 WUK Wakeup key

With definitions for class of services:
- CCSA: Controlled Class of service Allowed.
- MWA: Messaging Waiting Indicator Allowed.

5.2. Configure Username in Unified Communications Management
(UCM)

In order to integrate DV2000 logs in to the Call server via Rlogin with the dedicated PTY port 7
above they must use a dedicated username created in the Unified Communications Management
(UCM). This special username has to be named like pty7 which is matched with port 7 in the
PTY port above.

Log in to the UCM by using administrator privilege; enter the user name admin in the User 1D
field and the password in to the Password field. Click Log In button.

UserlD: admin

Password: esssssssssssss

Loglin
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The Avaya Unified Communications Management homepage is displayed as per the screen shot
below. Click on the Administrative Users in the left navigation pane. Below screenshot shown
user pty7 had been created. Continue to next section for detail step on how to create new user.

P % n N o = 1 X
LpFavaritss 3 Avaya AUra® System Manager R - B 7 gmn - Page~ Ssfety ~ Took v v

AVAYA Avaya Aura®System Manager 6.3 Help | Logout

= Network Host Mame: devsmgr buwdevcom  User Name: admin
Elements
w2000 Bchoes Administrative Users
Comorata Dirsctory
IFSec

Select 3 User ID 10 manags the propedies and rodes of local and edemally authenticated users. Refer 10 password and authentication server policies for

Humbzring Groups additional ceafiguration requirements. Refer 16 Active Sessions for currently logged in users and session management fundions
Patchas
SNUP Profies | Add I © | E Bafrazh
Secure FTP Token
ACcount o
Soaware Deploymant [ UseriDa Nacoe Roles Tive Status
w Uger Senices ! admin Default secunty administrator Networkadministrator Local Enabled
Adminstrative Users Sustenm Adnyinistrator
= Bxtemal Authentication i a@ra seraces administrator F/aya_sernces_admirssirator Avava Senices Extemal Enabled
SALIL Configuration [ Administratos
Password 3 avava seraces maintenance and suopod waya_sensces_mamlenance_and_support Avava Senices Extemal Enabled
=gy & Mainiznance 204
Roles Suoport
Poicles ¢ o For RSI Shadow CMS Communication Local Enablec¢
Active Sess0ns (] Manager admin
S ph? PTY7 CS1000 Agmind Local Enablec
] CS1000_Admin2
£81000 £OT2 2
Natworkadministrator %
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The Administrative Users page is displayed in the right. Click on Add button to add a new user
name (not shown). The Add New Administrative User page is displayed. Enter pty7 in the
User ID field and select Local radio option. Enter a descriptive name in the Full Name field and
a password in the Temporary password and Re-enter password fields. Click on Save and
Continue button to go to next page.

Add New Administrative User

Step1:ldentify the new user.

Enter the user's fullname and select an authentication type and User ID. Locally authenticated users alzo reguired a temporary
password.

User D PT].-’? (1-31) (Allowed characters are a-z, A-Z, 0-9, -
and _J

Authentication Type: @ Local
External
Full Mame: PMSPTY7

Temporary password. eesseess
Re-enter password: eesssss
The user will be required to change this password when logging in.

Allowed characters in the password are: a-z4-Z0-90 (== =["_@!5%&+"7"\; The length of your password must be
atleast 4 characters.

Note: The new user must be saved before you may assign roles.

Save and Continue Cancel |
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In the Step2: Assign Role(s) page, assign CS1000_Admin2 and Network Administrator roles
to this user as shown below. Click on Finish button to save and complete.

Add New Administrative User

|Step2: Assign Role(s) |
Selected roles authorize the user for associated features and element permissions.

Roles
Snmp Manager -
|2 CS1000_AdminZ All elements of type: General OAM and Security Administration (call
CS51000 server and related elements)

All elements of type:
Call Server

All elements of type:
Deployment Manager
All elements of type:
IPSec Manager

All elements of type:
Linux Base

All elements of type:

Meadia rard
4 b

Finish | Cancel |

The temporary password of the new pty7 user must be changed before it can be used to Rlogin to
CS1000 Call server. To change the temporary password, launch the UCM webpage and use the
pty7 username and its temporary password to log in. Enter a new password in both New
Password and Confirm Password fields and click on the Change button to change it to new

one.

You must change your temporary password to continue
Mew Password:
Confirm Password:

Change Cancel
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5.3. Configure Avaya Communication Server 1000 for DuVoice
Messaging system
This section describes the procedure for setting up CS1000E. The steps include setting up
e Node properties.

e Route, Route List Block (RLB) and Distant Steering Code (DSC).
e Endpoints/Telephones.

The values used in this guide may be unique to the example shown. User will have to use values
unique to their site, where this solution is being deployed e.g. site’s IP address, extension
numbers, etc. CS1000E configurations are performed through Unified Communications Manager
(UCM), Element Manager (EM) and Command Line Interface (CLI) via a telnet session to the
Call Server.

It may not be necessary to create all the items above when creating a connection to Session
Manager since some of these items would have already been defined as part of the initial Avaya
Aura® Session Manager and Avaya Communication Server 1000 installation. This includes
items such as certain SIP domains, Node, Route, Route List Block and Distant Steering Code.
However, each item should be reviewed to verify the configuration.

5.3.1. Node IP (SIP Gateway) Configuration

This section only describes the configuration of the SIP Gateway application running on the
CS1000E signaling server. In the solution test, Node ID 511 is configured, that has the SIP
Gateway application enabled on it. For additional information on Nodes configuration refer to
Section 10.

To configure the SIP Gateway from EM, navigate to System = 1P Network ->Nodes: Servers,
Media Cards and click on the Node ID 511 as shown below.

AVAYA CS1000 Element Manager
—UCM Hetwork Services 4 | Managing: Uzername: admin
—Home System » IP Metwark » IP Telephony MNodes
_Links IP Telephony Nodes

- Virtual Terminals Click the Mode 1D to view or edit its properies.

+ Alarms

- Maintenance Add. I Impart... | Export... | Delete

+ Core Equipment

- Peripheral Egquipment [~ Hode D= Components Enahled Applications ELAM IP
etwork _ @ 1 LTPS, Gateway { SIF Gw, }
-Modes: Senvers, Media Card H3230Gw )
-3 5 I— ﬁ 1 L

- Media Gateways SIF Line

- Zones Showe [ Modes [ Component servers and cards v IPvE address
-Host and Route Tables
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Click on the link Gateway (SIPGw) link as shown below.

ﬁVﬁYﬂ C51000 Element Manager
- UCM Metwork Serices & Managing: 135.90.97.7F Usemame: admin
- Mo Sysiem = IF Hebwork 3 B Tefepbooy Hedes = Hode Detais
- Links MNode Details {(ID: 511 - LTPS, Gateway | SIPGw })
- Virtieal Tenminals
- Syalem -
+Alanms : ) : 5
= Mairenance Subnel mask: [255 255 265 192| « Subnel mask: 255 255 255 192«
- Core Equigment b
-Lioops
- Zuperinaps

= MEOLINEP Cards

- ConferencaTDSMuReque IP Telephony Hode Properties Applicatiens (click o edt configuration)

- Tone Sendars and Oetactors » Woice Galewar WEW) and Codecs * SIFLine
= Peripheral Equipment . * TErmins
- IP Mebsark - .
c « SHTP + Farse 5
= Maintenancs and Repaorts » Mumbeing Zones & Presence Publishsr
- Media Galeways . 1 Aferm ! o AT C o |FLledis Serdces

- Zones o

- Haost and Rowla Tables 4
= Metwork Address Translatior * Fleguied Vakes

- 08 Thresholds

-Farsonal Directanas Associated Signaling Servers & Cards
=Unicoda Mama Direclory
Intertaces T
:Enulneere-c'-.'aluee | Salect to add )| b Print | Refresh
+ Emargency Sanaces
» Geagraghic Redundancy [} Bogtnama = Tipe Deploved applicationg ELa P TLAN 1Pt Rale
+ Software EIP Ling, LTPE, Gateway
- Customers [ cppm Signaling_Semer (SIPMI23), PD, Presence 19778 1351097150 Leader
- Routes and Trunks Fublishar. IF Meadia Serdces
- Roules and Trunks Show:
= DChanngls

Hede: Daly servens) that are not part of any other P telephony sede and Sepleyed applcation(s]} thei maich the serdcais) selected for This node are

B mace aendabis it e serers kst

- Dialireg and Hurnbering Plans

In the General section enter the SIP domain name as bvwdev.com, Local SIP port as 5060,
Gateway endpoint name as cppm3 and Application node ID as 511.

AVI\YI\ ©51000 Element Manager
- UICM Hetwork Serices e Mananlnn:-!]'.:rn Usermamie: admin
N & Sysiem = IF Habwork = B Teisphony Hodas = Hods Deials = Wirtsal Trunk Gateway Configurabon
- Lifiks Mode ID: 511 - Virtual Trunk Gateway Configuration Details
- Virlal Tenminals
- Syatem
" SIP Gateway Setlings | SIP Gateway Sardces
- AlaTmS General | I
= Mainfanance Virk gateway application: B Enable galeway serdce an this node pic
- Core Equipment
-Loops
- Zuperioaps Genaral Wirtual Trunk Network Health Monitor -
=MEDLANEP Cards
- Conferanca TOSMuRireque Wirke gatewsy application: | SIF Gateway (SIPGw] o~
- Tone Sendars and Detectors - O] Menitar IP addresses listed below)
= Peripheral Equipmen SIP domain namea: | bwwedey.com | _ N
T nfomnation will be captured for the IP addresses listad
b o T R PP
- Maintenance and Reports Local SIF port Ionitar 1P
- Media Galeways
- Zones Gatgway endpoint nama: [Cppm3 | )
- Host and Rowts Tablss Monitor addresses
= Hetesark Address Translaliar , .
- Q08 Thresholds Gateway passiord |
- Personal Directanes . _—
- Unicode Mama Diraclor Application nede 10 (511 | in-saes
+ Intertaces
- Engingsred Values Enable failsafe NRS: []
+ Emargency Saraces T i
» Geagraghic Redundancy e "
= Softwars o W
- Customers ) Kisbe: Cranges made on this pags will ROT ke I
- Routes and Trunks Feaures Al rangited us the Hode & Blso sxved, canczl
PM; Reviewed: Solution & Interoperability Test Lab Application Notes 14 of 42

SPOC: 2/21/2014 ©2014 Avaya Inc. All Rights Reserved. DV2000CS1K



In Proxy Server Route 1, verify Primary TLAN IP address, which is the IP address of the Session
Manager. Rest of the fields is left at default.

Mode ID: 511 - Virtual Trunk Gateway Configuration Details

General | SIP Gabeway Sattings | SIP Gatawsy Sendces
Sharesd Bandeidih Managamsi;
] Enabda Shared Bandwidih Management
Froxy Or Redirect Server:
Proxy Sereer Route 1

Primary TLAN IP addréss 0.97 198

& =N have siser Py = freal e

Fort (5060

Transport profocal | UDP »

Gpticns: [ Support ragistration
[ Primary CDS proc

In the SIP URI Map verify the following information: UDP field is configured as udp. The rest of
the fields are left as default.

S URI Maps
Publiz E. 164 damain names Privale dormain names
Haliona UDE: udg
Subscriber CDF: cdg.udp
Spedal numbar. |PublicSpecial [ Spenal numbar: PrivateSpecis
Linkmgwn: PublicUnknoan Yacant numbar: Privatelnknoean
Uitkrigur: UnkneanUnknden

5.3.2. Route, RLB and DSC Configuration

This section explains the steps to configure a routing entry that will access the Office-LinX
server from the CS1000E using the RLB and DSC values. After logging into the UCM, click on
the EM link of the respective CS1000E (Not Shown). In the EM navigate to Routes and Trunks
- Routes and Trunks. Click on Add route.

= TOOEs, SEIVErS, Medla Card

- Maintenance anld Repaorts Routes and Trunks
- Media Gateways

-Zohas
- Host and Routa Tables
- Metwark Address Translation + Customer: 0 Total routes: & Total trunks: 123 Add route |
- QoS Thresholds
- Perzsonal Directories
- Unicode Marma Directory
+Interfaces
- Engineerad Values
+Emergency Services
+ Geagraphic Redundancy
+ Softwara
- Custorners
-Routes and Trunks
- Routes and Trunks
—TO-Channels
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Below is the configuration of the Route 1 used during the compliance test. The values that are
circled in red are to be configured by the user. The values shown are examples used during the

solution testing.

Customer 0, Route 1 Property Configuration

- Basic Configuration

Route ¢31z block (ROEB) (TYPE

Customer number (CUST

Route number (ROUT

Designatee field for tunk (DES)| SIP

Trunk tspa ITKTP

Incoming and ougoing runk (ICOG) - | Incomeng and Outgoing (140) v

Access coos for the trunk route (ACQOD) | 300
Trunk type M211P (M211P

The route Is for a virual trunk route (VIRK): [T ]

« Zene for codec selection and bandaidih
managament (ZONE

- Nods 1D of signaling sarver of this routy
(NODE

- Protocol ID for she route (FCID) | | SIP (S% v

- Frint comredation 1D m COR for the route

(CRID “

v -~
0000 (0 - 8000

511 (0-99%2

To configure the RLB using EM navigate to Dialing and Numbering Plans - Electronic Switched
Network ->Network Control & Services - Route List Block (RLB).

- Metwork Address Translation
- QoS Thresholds
- Persaonal Directaries
- Unicode Mame Directory
+|ntetfaces
- Engineered Yalues
+ Emergency Services
+ Geographic Redundancy
+ Software
- Customers
- Routes and Trunks
- Routes and Trunks
-[D-Channels
- Digital Trunk Interface
- Dialing and Humbering Plans
- Electronic Switched Metwork
- Flexible Code Restriction
- Incoming Digit Translation

Electronic Switched Network (ESN)

- Customer 00
- Hetwork Control & Services |

Metwark Control Parameters (MCTL)

ESM Access Codes and Parameters (ESH)
Ciigit mManipulation Block (OGT)

Home Area Code (HMPA)

Flexible CLID Manipulation Block (CMDHE)
Free Calling Area Screening (FCAS)

Free Special Murmber Screening (FEME)
Route List Block (RLE) |

Incaming Trunk Group Exclusion (TGE)
Metwork Attendant Services (MAS)

| - Coordinated Dialing Plan (CDP)|
- Local Steeting Code (L SC)

"f'}';';ﬁ;lates [~ Distant Steering Code (DSC)]
_ Bannrte - Trunk Steering Code {TSC)

Enter the value of the route list index and click on to Add button to continue the configuration as
shown below. During the solution testing the value of 1 was added.
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Route List Blocks

Please @mer a roue st index PR lg Add

{ Aoute List Block ndex - 1 |

The Route Number 1 being selected to the RLB created. Route 1 is selected since it was the route
number assigned while adding a route. Below is detail of RLB 1

Route List Block

General Properties

Mumber of Altemate Routng Alempls |5 sy
In®al Set |0 9-24
Sat Minimum Facilay Raswiction Leved -1 2
Overlap Langth: D 0.24
Edengad Local Calls

Route List Indax

Please choose the | Data Entry Indéx1 [ 10 Add

- Data Entry ndex - 0

Route Number. 1

Expénsive Route. N

Faoiity Restriction Level 0

Digit Manipulation index 0

ISL D-Channel Down Digt Manipulation index 0

<

Freq Calling Area
Frea Spacial Number Soresning indax 0
Business Network Extensicn Reute: NO

ereerdng Incex 0

[ Submit ] [ Refresh | [ Datete | [ Cancal

To configure the DSC using EM navigate to Dialing and Numbering Plans - Electronic Switched
Network - Coordinated Dialing Plan (CDP) - Distant Steering Code (DSC). In the Distant
Steering Code List page, select Add from the drop down list as shown below.

Distant Steering Code List

Display )
Please enter a distant steering code to Add |

Enter the value of the DSC and click on the to Add button (Not Shown). As shown below 53 was
added during the solution testing. The value 3981 was configured since the pilot DN of the DV2000
was 39810.
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Flexible Length number of digits indentifies length of the directory number (DN). During solution
testing value of 5 was configured.

Route List to be accessed for trunk steering code is selected as 1 from the drop down list. This
value is selected based on the RLB created in above step.

Distant Steering Code

Distant Steering Code

Flgrible Length number of ".|gr‘.'.[—:] 9-18

Display. | Local Steering Code (LSC) v

Remote Radio Paging Access: [

Route Listto be accessed for trunk stearing :mel:]

Collect Call Blocking: [7]

Maxieum 7 digh NPA cede allowed

Maximum 7 digit NiOL cede allowed

For additional information on Route, RLB and DSC configuration, refer to Section 10 of these
Application Notes.

5.3.3. Endpoint/Telephone Configuration

This section explains the provisioning of an endpoint/telephone for Guest or Staff that was
configured for the solution testing. Endpoint/Telephone can be configured using the CLI of the
CS1000E from overlay LD 11/20. Refer to Section 10 for further information regarding
add/configuration of endpoints/telephones.

Below are values that are shown in red are to be configured by the user. The FDN and HUNT
value of 39810 was used during the solution testing as the pilot DN of the DV2000.

Id 11

REQ: prt

TYPE: 1165

TN 096 0 00 17
FDN 39810

CLS UNR FBA WTA LPR MTD FNA HTA TDD HFA CRPD

MWA LMPN RMMD SMWD AAD IMD XHD IRD NID OLD VCE DRG1

POD SLKD CCSA SWD LNA CNDA

CFTD SFA MRD DDV CNID CDCA MSID DAPA BFED RCBD

ICDD CDMD LLCN MCTD CLBD AUTU

GPUD DPUD DNDA CFEFXA ARHD CLTD ASCD

CPFA CPTA ABDD CFHD FICD NAID BUZZ AGRD MOAD

UDI RCC HBTD AHD IPND DDGA NAMA MIND PRSD NRWD NRCD NROD
RCO O
HUNT 39810

KEY 00 SCR 54312 0 MARP
CPND
CPND_LANG ROMAN
NAME DN 54312
XPLN 13
DISPLAY FMT FIRST, LAST
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6. Configure Session Manager

This section provides the procedures for configuring Session Manager as provisioned in the
reference configuration. Session Manager is comprised of two functional components: the
Session Manager server and the System Manager server. All SIP call provisioning for Session
Manager is performed through the System Manager Web interface and is then downloaded into
Session Manager.

The following sections assume that Session Manager and System Manager have been installed
and that network connectivity exists between the two platforms.

In this section, the following topics are discussed:
e S|P Domains
e Locations: Logical/physical location that can be occupied by SIP Entities.
e SIP Entities corresponding to Communication Server 1000 and Session Manager.
e Entity Links, which define the SIP trunk parameters used by Session Manager when routing
calls to/from SIP Entities.
e Routing Policy, which control call routing between the SIP Entities.
e Dial Patterns, which govern to which SIP Entity a call is routed.

It may not be necessary to create all the items above since some of these items would have already
been defined as part of the initial Session Manager installation. This includes items such as certain
SIP domains, locations, SIP entities and Session Manager itself. However, each item should be
reviewed to verify the configuration.
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6.1. Configure SIP Domain

Launch a web browser, enter “https://<IP address of System Manager>/SMGR” in the URL,
and log in with the appropriate credentials.

Create a SIP domain for each domain for which Avaya Aura® Session Manager will need to be
aware in order to route calls. For the compliance test, this includes the enterprise domain.

Add a domain, navigate to Routing = Domains, and click on the New button (not shown) to
create a new SIP Domain. Enter the following values and use default values for remaining
fields:

e Name: Enter the Authoritative Domain Name, which is bvwdev.com.

e Type: Select SIP

Click Commit to save. The following screen shows the Domains page used during the
compliance test.

ﬁVﬁy& Avaya Aura® Systerm Manager 6.3 Lazt Logged on at August 30, 2013 2050 Y
Help | dbaut | Change Passwerd | Log off admi
Routing ¥ Home
Routing P
o A Help 3
omains
Locations
Adaptations
SIP Entities
1 ltem | Refresh Filter: Enable
Entity Links
Marna Type Notes
Time Ranges
* | brswdercom =g Tha main demnain |
Routing Policies
Dial Patterns
Regular
Expressions Commit || Cance |
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6.2. Configure Locations

Locations are used to identify logical and/or physical locations where SIP Entities reside, for
purposes of bandwidth management or location-based routing. Navigate to Routing =
Locations, and click on the New button (not shown) to create a new SIP endpoint location.

In General section, enter the following values and use default values for remaining fields.
e Enter a descriptive Location name in the Name field.
e Enter a description in the Notes field if desired.

In Location Pattern section, click Add and enter the following values:
e IP address Pattern: Enter the IP Pattern to identify the location.
e Notes: Enter a description in the Notes field if desired.

The following screen shows the Locations page used during the compliance test. Click on the
Commit button.

Home § Elements / Routing / Locations

General

* Mame:  Belleville

Motes:  Belleville DevConneck Location

Dial Plan Transparency in Survivable Mode

Enabled: |_

Listed Directory Mumber:

Assoclated CH 5IF Entity:

Lecation Pattern

5 [bema  Refrash Filbar: Enable
[ | 1P Address Pattecn o | Mobas
D *19.33.5.0 IP Phans Mat 10.33.5.0
O +w.acsro
O *fi0.10.28.0 1P Phena Mat 10,10.58.0
r‘ '
O *ho.ac.iss.- For remake aciess Fihe

ot | | San :tll
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6.3. Configure Adaptation module

Session Manager can be configured with adaptation modules that can modify SIP messages
before or after routing decisions have been made. A generic adaptation module
DigitConversionAdapter supports digit conversion of telephone numbers in specific headers of
SIP messages. Other adaptation modules are built on this generic, and can modify other headers
to permit interoperability with third party SIP products.

To view or change adaptations, select Routing - Adaptations. Click on the checkbox
corresponding to the name of an adaptation and Edit to edit an existing adaptation, or the New
button to add an adaptation. Click the Commit button after changes are completed. The
following screen shows a portion of the list of adaptations in the sample configuration. The
adaptations named CS1000 and DuVoice Outgoing Adaptations were configured and used in the
compliance test.
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6.3.1. Settings for DuVoice Outgoing Adaptation:

In the General section, enter the following values. Use default values for all remaining fields:
e Adaptation Name: Enter a descriptive name for the adaptation.
e Module Name: Enter DigitConversionAdapter.
e Module parameter: Enter odstd=x where X is the IP address of the DuVoice server.

The odstd=10.10.98.80 module parameter enables the outbound destination domain to be
overwritten with the IP address of the DuVoice server. For example, for outbound calls from
Avaya to DuVoice, the Request-URI will contain IP address 10.10.98.80 as expected by
DuVoice.

Click Commit to save.

The DuVoice Outgoing adaptation shown below will later be assigned to the DuVoice SIP
Entity. This adaptation uses the DigitConversionAdapter.

Adaptation Details Cormimi| [ Camcs]

General

* Adaptation name: |Duvoice Oubgoing

Module name:| | Signlonversionfdagtar +

Hodule parameter;| jodstd=10, 10,93, 50

Egress URI Parameters:

Mobes: Duvoice Adaptation

Digit Conversion for Incoming Calls to SM

0 [tems  Refresh Filter: Enable
Matching Fleoma Dalais Insari Addreass ba Bdaptation
Pattern Min  Max | context Digsts Digits madify Data e

Digit Conversion for Outgoing Calls from SM

lﬁl R :-.-r:_l

0 [tems  Refresh Filter: Enable
Matching Min | Max Pheoma Delate Insert Addrass bo Adaptation o
Pattern Contaxt Digats Digits madify Data
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6.3.2. Settings for CS1000 Ad

aptation:

In the General section, enter the following values. Use default values for all remaining fields:
e Adaptation Name: Enter a descriptive name for the adaptation, example CS1000.
e Module Name: Select CS1000Adaptor.
e Module parameter: Enter fromto=true, adaptation will modify From and To headers of

the message.

In Digit Conversion for Incoming calls to SM, add item for DVV2000 pilot number, as following:

Min: Enter 5.

Max: Enter 5.

Phone Context: cdp.udp
Delete Digits: Enter 0

Click Commit to save.

Address to modify: Select both.

Matching Pattern: Enter a matching pattern, 398.

The CS1000 adaptation shown below will later be assigned to the CS1000 SIP Entity. This

adaptation uses the CS1000Adapter.

Adaptation Details

General

Cormmiz| | Cancel

= Adaptation name:| C51000
Module name:| CS10C0d2dapier o
Module parameter:| fromto=trus
Egress WRT Paranseters:
Notes:
Digit Conversion for Incoming Calls to 5M
'Tﬂl Ramave
2 [tams Rafresh Filjgr= Enat
[] | Hatehing Pattarn . | Hin | Max | goone ::u'l":l' Insert Digits ;‘n‘;;;' = Adaptation Data Hats
O Afs=e s +s cdp.dp = ath w
0O == Jb JE ! -
€ *
Salect = A0, Nora
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6.4. Configure SIP Entities

A SIP Entity must be added for Session Manager and for each network component that has a SIP
trunk provisioned to Session Manager. During the compliance test, the following SIP Entities
were configured:

e Session Manager itself.
e Communication Server 1000
e DuVoice DVV2000

Navigate to Routing = SIP Entities, and click on the New button (not shown) to create a new
SIP entity. Provide the following information:

Enter the following values and use default values for remaining fields.

e Enter a descriptive name in the Name field.

e Enter IP address of SIP Entity that is used for SIP signaling in the FQDN or IP
Address field. Enter IP address of Communication Server, Session Manager, or
DV2000.

e From the Type drop down menu select a type that best matches the SIP Entity. For
Communication Server, select Other. For Session Manager, select Session Manager.
For DuVoice DV2000, select Other.

Select Adaptation for Communication Server and DV2000 entities.
Enter a description in the Notes field if desired.

Select the appropriate time zone.

Accept the other default values.

Click on the Commit button to save configuration for each SIP Entity.
The following screens show the SIP Entities page used during the compliance test.

Session Manager SIP Entity:

SIP Entity Detalls |Commiz][Cancel]

General

Name:| DevSM

* FQDN or 1P Address:| 10/ 10.97.193

Type:

Notes: SIP Entity for Session Manager
Location:  Selleville v
Dutbound Proxy: v
Time Zone: AmescaTororie v

Credential name:

SIP Link Monitoring

SIP Link Monitoring: Use Session Marager Cenhiguration v
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Communication Server SIP Entity with Adaptation CS1000:

PM; Reviewed:
SPOC: 2/21/2014

LIF Untity Details

General

" Name

© FQDN ar TP Address

CS1K_CPPM2

10.10,97.149

Type:

Hoties:

SIP Entity For CS51K Bottom

ﬁlfﬂljh“i{ll+

C51000 o

Location:

Timvie Fane:

Belayille W

AmanicalTorents .

Override Porl & Transpoerl wilh DNS @
S5Rv: ¢

* SIP Timer BYF (in seconds):
Credential name:
Call Detail Recording:

ComimPrafile Type Pralersnos:

Loop Detection
Loop Detection Mode:

SIP Link Monitoring

SIF Link Monitering:

Supports Call Admissian Controk

Shared Bandwidth Hanager:

4

= W

Ot W

Use Sepsan Manager Configuration =

Solution & Interoperability Test Lab Application Notes
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DuVoice DV2000 SIP Entity with Adaptation DuVoice Outgoing:

LSIP Entity Datails | Commit| [ Carcsl

General

* Name:| Dulfosce

* FQDN or TP Address:| 10].10,98,50

Type:

Hotes:

Adaplation:| DuVeics Outgaing L

Locatian: b
Time Zone:  AmernicaFortaleza o,

Owverride Porl & Transperl with DNS O
SRw: ¢

* BIP Timer BSF (in seconds) 4
Credential name:
Call Detail Recording: nor= e

CommProfile Type Pralerance: b

Loop Detection
Loop Detection Mode:  OFf W

SIP Link Monitoring
SIF Link Monitoring: Use Sesson Fanager Sonfiguration w

Supports Call Admission Controk ]

Shared Bandwidth Hanager: :I
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6.5. Configure Entity Links

Entity Links define the connections between the SIP Entities and Session Manager. In the
compliance test, the 2 entities links are defined: one to Communication Manager (Avaya G450
with S8300D Server) and one to Messaging. Add an entity link, navigate to Routing 2 Entity
Links, and click on the New button (not shown) to create a new entity link. Provide the

following information:

e Enter a descriptive name in the Name field.
e Inthe SIP Entity 1 drop down menu, select the Session Manager SIP Entity.

In the Protocol drop down menu, select the protocol to be used.

In the Port field, enter the port to be used, UDP or TCP — 5060

In the SIP Entity 2 drop down menu, select an entity for desired entity.
In the Port field, enter the port to be used (e.g. 5060).

Check the Trusted box.

Enter a description in the Notes field if desired.

Click on the Commit button to save each Entity Link definition. The following screen shows an
Entity Links page used during the compliance test between Session manager and Communication

Server 1000.
Entity Links -\';rn'. :;r :be.l1
1 [tam  Refrest Filt=r: Enabils
[] | same SIP Emtity 1 Protocal Part SIP Entity 2 Part c‘",',:,'f:"" D;:r"u:::* Naotes
0 +[oe i i W uce e v[E51k_crema wl  v[s080 buated W | O
et

Repeat the steps to define Entity Links between Session Manager and DV2000.

Entity Links -\';r'n'. |::r :se-|1
1 [tem  Refrash
[] | wame SIP Entity 1 Protocsl  Port S1P Entity 2 Part by | gt
i3] & | DawSh (M D | *|=0E0 U Dusize b 5060 bruatsd it O
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6.6. Configure Routing Policies

Routing policies describe the conditions under which calls will be routed to the SIP Entities. Two
routing policies must be added: one for Avaya Aura® Communication Manager and one for
Messaging. To add a routing policy, navigate to Routing ->Routing Policies in the left-hand
navigation pane and click on the New button in the right pane (not shown). The following screen
is displayed. Fill in the following: In the General section, enter the following values. Use default
values for all remaining fields:

e Name: Enter a descriptive name.
e Notes: Add a brief description (optional).

In the SIP Entity as Destination section, click Select. The SIP Entity List page opens (not
shown). Select the appropriate SIP entity to which this routing policy applies and click Select.
The selected SIP entity displays on the Routing Policy Details page as shown below. Use
default values for the remaining fields. Click Commit to save. The following screens show the
routing policy for Avaya Aura® Communication Manager.

The following screen shows the Routing Policy used to Communication Server 1000
Communication Manager.

Routing Folicy Datails CoImamire |CL:E|.
General
Y Name: To-CRPM3I
Disabled: []
" Retries: 0
HWaotes: |Route to CS51K SIPGw Bottomn
SIP Entity as Destination
Hanee FODN or TP Address Type Hotes
| CE1K_CPOM3 10.97.145 Othar S[P Entity Fer C81K Baltem
Dial Pallerns
hd_d *.EI'I:
5 [bems | Refrash Iter: E
] Fatterm Min Max Ermnergency Call ST1P Domain Diriginating Location Haotes
[ | taca 11 it Dwred @y LM Eallavilla FSTH dial pattar tndamad in CS1HEoL bo Dawsi
[ | 415235 H| s IR TR Eallavilla Routing for @ dial plam used in CSL Bottom
L} 5 Brwred e -&LL- Dial Pattarn far CS1K S[FGw Bottom
(| ] e o Eallavilla
[ | s1z08 12 12 Brwred WL Eallavilla ESTH dial pattars twndamad in CS1KEoL ba DawsM
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Repeat the steps to define routing policies to DV2000.

Routing Policy Details | Commit] [Cancel]
General
* Mame: Roube_to_Duvoice
misabled: [
* Retries: (¢
Motes:
SIP Entity as Destination
LEE ] FQODN or IF Address [ Type [ Motes
Duvaics f10.88.80 - .
Dial Patterns
1 [tam Refrash Fiker: Enabls
[] | Pattern - Min Max Emergency Call £1P Damain Briginating Lacatian Mates
O [ zse 5 5 v cam Ealleville
Tel=ct : A, Mon=
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6.7. Configure Dial Patterns
Dial Patterns define digit strings to be matched for inbound and outbound calls. In addition, the
domain in the request URI is also examined. In the compliance test, the following dial patterns
are defined from Session Manager.

e 54xxx — SIP endpoints in Avaya CS1000

e 39810 -DV2000 Pilot Number.

To add a Dial Pattern, select Routing - Dial Patterns, and click on the New button (not shown)
on the right. During the compliance test, 5 digit dial plan was utilized. Provide the following
information:

In the General section, enter the following values. Use default values for all remaining fields:
e Pattern: Enter a dial string that will be matched against the Request-URI of the call.

e Min: Enter a minimum length used in the match criteria.

e Max: Enter a maximum length used in the match criteria.

e SIP Domain: Enter the destination domain used in the match criteria.
e Notes: Add a brief description (optional).

In the Originating Locations and Routing Policies section, click Add. From the Originating
Locations and Routing Policy List that appears (not shown), select the appropriate originating
location for use in the match criteria. Lastly, select the routing policy from the list that will be
used to route calls that match the specified criteria. Click Select.

Default values can be used for the remaining fields. Click Commit to save. See screenshot in
Section 6.6 for detail of dial pattern for each SIP entity.

PM; Reviewed: Solution & Interoperability Test Lab Application Notes 31 0f42
SPOC: 2/21/2014 ©2014 Avaya Inc. All Rights Reserved. DV2000CS1K



7. Configure DuVoice DV2000 Application

This section describes details the essential portion of the DuVoice DV2000 configuration to
interoperate with Avaya Session Manager and Avaya Communication Server 1000. These
Application Notes assume that the DuVoice DV2000 has already been properly installed by
DuVoice services personnel.

At the time of taking the screenshot all setup has been in place. This section will capture the detail of
the configuration had been in place on DV20000 for review.
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7.1. Administer PMS Pass-through Connectors

From the DuVoice server, select Start - All Programs - DuVoice = System Configuration.
Below is the System Configuration window.

|E3 System Configuration e — S— -
Password Define Ports Integrations Locations Features Tools Help
Device | Extension Hunt Group | PBX Template Default Mailbox Location | SIP U... | SIP Rea... Server Enable Register
iSIP Line1 39810 AVAYA SMCS1000 991 Default Location 1351097.198 Mo
SIP Line 2 39810 AVAYA_SMCS1000 991 Default Location 135.1097.198 Mo
SIP Line 3 39810 AVAYA_SMCS1000 991 Default Location 135.1097.198 Mo
SIP Line 4 39810 AVAYA_SMCS1000 991 Default Location 135.1097.198 Mo
Ready

Open PMS Pass-through by select menu Features = Connectors. In the Connectors window,
and select TCP Socket, in TCP Socket enter the information of rlogin that create in Section 5.1
as following:

¢ TCP/IP Port: Default port is 513.

e Server Address: Enter the ELAN IP address of Communication Server 1000

e Enable Handshake: Do not check this option.

e Enable Response: Make sure this option is uncheck.

e User name: Enter user pty7

e Password: Enter password of pty7 user. In compliance test the password is
DevConnect@123.

Below is screenshot of TCP Socket detail.

Connectors = .
- - * -
- Systemn Details TCP Socket
- Cisco G I
. COMTROL =nere ACM-only
-+ HTNG Server ) TCP/IP Port 513 | Enable database swap
- HTTP Mame Service
- Inventory Server Server Address | o . w7 .78
- IP Office _ - Mortel-anhy
- LDAP Keep Alive Interval (sec) 15 =
= PM5 Pass-through Usemame
TCP Socket Post4ransmit Delay (msec) |1500 _%l ||:-ty?"
i Serial .
[ Enable Handshake (ENG-AC
.- Room Status Server ane rEnesnaRe L K Password
. ShoreTel [~ Enable Response [ACK/NAK}| |DevConnect@123
- SIEMENS
. SIP
OK | Cancel
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7.2. Verify the System Configuration and SIP Line Setting

Select Start = All Programs=>DuVoice->System Configuration. The System Configuration
screen is displayed:

'B System Configuration > _— -

Password Define Ports  Integrations  Locations  Features Tools  Help

Device | Extension Hunt Group | PBX Template | Default Mailbox Location | SIP U... | SIP Rea... Server Enable Register
SIP Line 1 39810 AVAYA_SMCS1000 991 Default Location 10.97.198 No

SIP Line 2 39810 AVAYA_SMCS1000 991 Default Location 10.97.198 No

SIP Line 3 39810 AVAYA_SMCS1000 991 Default Location 10.97.198 Neo

SIP Line 4 39810 AVAYA_SMCS1000 991 Default Location 10.97.198 No
Ready

Double click on SIP Line 1. Under the Port Configuration tab, verify the following values. Use
default values for all remaining fields:

e Extension number:  Verify that the extension number is set to the DuVoice pilot
number, during compliance test, extension 39810 is used as pilot

number for DVV2000.
ePBX integration file: Verify that the PBX integration file is set to AVAYA_SMCS1000.
SIP Line 1 C — r -

Pott Corfiguration | SIP Configuration | SIP |

| PEX Port Integration
Serial Integration

Bxdension number |33
|H|:||'|e J
Hurt group extension is a member of

| PEX integration file |;_~.j..,r;_~.}(;.~.._5 MCS1000 j | Advanced...

Port Owner / Location Information
Extemal IVR filename |

Assigned location: |Defauh Location j Dietails...

Application: | Default ﬂ

Owner mailbox number: (397

QK | Cancel Help
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Under the SIP tab verify SIP setting:

e Server address: Verify that the Registrar address is set to the IP address of Session
Manager.

e Port: 5060

e Dialogic IP Address: Verify it set to IP address of DuVoice device.

¢ SIP trunk: Verify that SIP Trunk is not checked.

Leave other fields as default.

R - ==

Port Configuration I SIP Configuration  SIP |

Location v

Server address | 110.97.198 Port |5Dsu

Dizlogic IP Address | 135 . 10 . %8 . 80

Register expire time IEI-EDD _I? seconds

[~ SIP Trunk

Optional Backup server

Server address

[T Default to pimary on restart.

QK I Cancel Applhy Help

Repeat this section for each remaining Voice Port Number 2-4 for the sample configuration.
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7.3. Administer MWI

From the DuVoice server, select Start - All Programs->Mailbox Administration, the
Mailbox Administration screen is displayed. Select Templates-> Notifications....

B) Mailbox Administration - Demonstration System - NOT FOR RESALE

| File Configuration Mailbox |Templates | Help

- Distribution List Mailbox Call Routing... Type | Description
é----Gru:uup 0 Tese w0 Taromn., tandard Operator

- Guest a9 ] Systern Main Greetings
.QA 99g Message Delivery... Systemn  Disconnect

. Standard 9000 || Motifications... | tandard Fax Storage

Cannn e Sl

In the Notifications window, double click on MWI On. In The MWI On window, verify SIP
method is selected as shown below.

MWI On . |
Notffication ]
Diefinition Schedule
Evert: - Days of the week this template is active:
Addrezz: ||'.,'|1,'|,.I| ﬂ ||3l ﬂ [Su M [Tu W [Th [F [Sa
Technique |Message Waiting Indicator orj Time period during which this

niotification is active:
[v Light for every message
Starting at: |12:00 AM ——

Method: ||S|F' j

Initial Delay 0 El: minutes.
Retry Interval 1 El: minutes.
Do not excesd 5 3: attempts.

QK | Cancel

Perform the same for MWI Off notification.

Endingat: |12:00 AM —-

7.4. Administer Mailboxes

From the DuVoice server, select Start 2 All Programs->Mailbox Administration.

The Mailbox Administration screen is displayed. Below is the Mailbox window with the list of
Guest mailbox used during compliance test:
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B Mailbox Administration - Demanstration System - NOT FOR RESALE

= [ [E] [

|Fi|e Configuration Mailbox Templates Help

£

- Distribution List
.. Group

[+ Guest

QA
.. Standard
- System

- Settings
- Language

Mailbox | Extension | First name | Last n... | Type Description Location Cos |
0 54331 Operator Standard Operator Default Location  Standard Standard

991 991 Systemn Reserved Systemn  Main Greetings Default Location  System Might Menu Action
999 999 Systern Reserved System  Disconnect Default Location  Systemn Disconnect

9000 9000 Systermn Reserved Standard Fax Storage Default Location  FaxMailbox  Fax Action Menu
54000 54000 Room Guest Default Location  Guest Standard

54008 54008 Room phuong  Guest Default Location  Guest Standard

54331 54331 Room Guest Default Location  Guest Standard

54473 54473 Room Guest Default Location  Guest Standard

54474 54474 Room Guest Default Location  Guest Standard

To add new mailbox, right click on the Mailbox window, the Create Mailbox screen is
displayed next. For Mailbox Number, enter the first voicemail user extension, in this case
“54333” was created. For Mailbox Type, select “Guest” for guest users and “Standard” for front
desk and staff users.
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The Mailbox 54333 screen is displayed next. Enter desired values for Password, First Name,
and Last Name, and retain the default values in the remaining fields.

Create Mailbox 54333 [

(- Owner Settings Owner Settings
- Advanced
... Address List Crwner Infarmation Froperties

. Mailbox Statistics Bxension |EEEE] Description |
.. Message Delive s
9 ry Password Cos: |G|_|egt j Details ...

- Motifications

- Single Digit Actions First Name:  |Room Location: | pefaut Location | Detais...
- 5peed and Volume Last Name Language |Defaurt j
Greeting Cptions

| I+ Hide from Cirectory

v Tutorial Complete
Browse. ..

I~ Call Blocking On

| I@I ’5' lTl Cancel Help

Repeat this section for all voicemail users.

7.5. Verify Port Activity

From the DuVoice server, select Start = All Programs = Activity Monitor. The Activity
Monitor screen is displayed. Verify that all configured ports are IDLE and ready to accept calls.

B Activity Manitor - sn: 10676 ver. 5.20.026 ]
File View Service Tools Help
Bv A&
Al QL CE | Date | Time |_Summary | Calls Inl Calls Qut
- 1 2813-11-12 18:22:22 Idle 51 a
- Lines 2 2813-11-12 18:22:22 Idle 55] a
. 3 2813-11-13  18:14:59 Idle 43 41
- Services 11 115: Idle 4 18,
System 2815-11-13 11:38:22 Running.
UeMail send 281s-11-13 11:20:22 Disabled
UsMail reply  20123-11-13 11:22:29 Mot enabled. Mewt check in 288 seconds.
121 2812-11-12 11:208:16 HMewt check in &8 seconds.
REI 2813-.11-13 11:29:84  Idle
4 r |4 T
The system is running. Total hours: 5832 Calls in: 202 Calls out: 203
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8. Verification Steps

8.1. Verify Property Management System Interface

The following steps might be used to verify the connection between Avaya CS1000 switch and
DuVoice DV2000.

To verify the DVV2000 can successfully Rlogin to ELAN of Communication Server 1000 with the
“pty7” user, in CS1000 use overlay LD 37 to print all status of TTY ports. The TTY port 7
should be shown as “ENBL”.

»>1d 37

I0DODD

. 5tat

TTY D D5EL

TTY 1 DSEL

TTY 2 D5EL

TTY 3 DSEL

TTY 4 ENEL

TTY 5 D5EL

TTY & : DSBEL DES:
TTY 7 : ENBL DES:
TTY & : DSBL ( MGC CDR
TTY 9 : D5BL DES:
TTY 10 : ENBL DES:

To verify the ELAN connection for PMS, from the Hospitality Tester do a room check-in with
guest name for an extension and verify that the CPND name is updated on this extension. The
screen below shows the DuVoice DV2000 terminal console with the check-in command sent to
the switch.

S AESHR =l

Gl FID| TID| Date-Time | Filter | Data
Zaan Z2B13-1.. ERROR RLoginPortitopen(1825) Unable to_connect to server [18.10.97.72:E13:ptw7]; Unable...
Z... 4... 2B13-1... ERROR Failed initialization [1@.18.%97.78: E121; err = 7
Z2..e do.. 2B12-1... FFF... Settings: [16.18.97.73:512:1ptuy, HORTEL]
Zeew 4ua. PAIZ-1... ERROR FELoginPort::openi 1825) Unable to connect to server [168.10.97.78:513:ptw¥]; Unable...
2.v. 4... 2013-1... ERROR Failed lnLtLallzatlon [1A.18.97.72:5131; err = 7
Zevw do.. 2813-1... FFF... Settings: [16.18.97.78:513:ptuy, MORTELI
Zeaw tawe 2813-1... STATUS Standard Access: B of @
Zeaw tawe 281371000 STATUS Administrator Access: @ of &
Zeaw tawe 2813-1... STATUS Standard Access: B of @
Z2ove do.. 2B18-1... STRATUS Administrator Access: @ of &
2eew 4o.. 2812-1... ERROR FELoginPort::openi18258) Unable to connect to server [16.10.97.72:E13:ptu¥]; Unable...
2.u. 4.0 2813-1... ERROR  Failed initialization [168.18.97.78:5131; err = 7
Z2ee. lo.. 2813-1... STHTUS Standard Hoocess: 8 of A
Zeaw lowe 2813-1... STRTUS HAdministrator Hoocess: B of &5
Zeaw laws 2813-1... STATUS Standard Access: B of @
Zeaw lawe 2813-1... STATUS Administrator Access: @ of &
Zeww oo 2B13-1... FFF... Settings: [16.18.97.73:512:ptuy, MORTELI]
d... 4... 2613-1... STATUS Built on Oct 16 2813 Uersion: 5.20.H27
4... S... 2B18-1... FFF... Settings: [168.18.97.72:512:ptuwy, MORTELI]
4... 3... 2013-1... ERROR ELoginPort::open( 1825 Unable to connect to server [18.18.97.78:513:ptu7]; Unable...
4... 3... 2013-1... ERROR Failed lnLtLallzatlon [1A.18.97.72:5131; err = 7
4.0 Zewa 2813-1... FFF... Settings: [18.18.97.72:513:ptw?, MORTEL]
doee Bawe 2813-1... STATUS Built on Ocot 16 2613 Uersion: 5.28.827
dove Z2awe 281371000 FFF... Settings: [125.18.97.73:E131ptuT, FIORTEL]
4o, 2... 2818-1... STRATUS Connected to [1835.168.97.78]1 on port [E13]
4o, 4.0 2818-1... STRATUS Standard Aocess: of @ =
4.0 4.0 2B15-1... STRATUS Administrator Access: B of & T
d4... 4000 2813-1... STHTUS Standard Aococess: B of
d4... 4000 2813-1... STHTUS Administrator Access: B of
doue Z2awe 281371000 STATUS Port 5133 Te [{B2:5E CP 54888 1111, Room™ CH IM<@2»{@2x]
doue 2aae 281371000 STATUS RLOgLnPDrt triPacket(1148) R¥: [<B23SE CF  S4008 1111, Room™ CH IN<B2X{@8:]
dvi. duu. 2BL3-1... STATUS Standard Aocess: © of @
4o 4.0 2818-1... STRATUS Administrator Access: @ of &
4o, 4.0 2818-1... STRATUS Standard Access: B of @
4., 4.0 2B18-1... STATUS Administrator Access: B of &
.. ZHIS-T. .. STHIOS Fort 5157 I L HZ bl: CF S54dHH "Fhuong, ngyen CH INIH3 XS]
E P E i =3 »  HLogunFort: = £l 451 R E LCF Al Phuong, Mauven ] M -
4 i 3
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Verify Automated Attendant features:
Place an incoming trunk call to the DV2000 pilot number, when asked enter a valid guest
extension (defined in the DuVoice server) to be transferred to. Verify that the transfer
takes place, ring back and speech path in both directions.

Verify Voice Mail features:
Place a call to reach a guest, do not answer the call. Verify the caller hears the system
greeting, leave a voice message. Verify the MWI is turned on at the guest telephone.
Make a call from the guest extension to the hunt group pilot number, Verify the greeting
is played and that the message can be retrieved. Verify the MWI is turned off.

Verify Wakeup call feature:
From a guest extension call the DV2000 pilot number to schedule a wakeup call. Verify
that the wakeup call takes place at the scheduled time.

8.2. Verify SIP Entity Links

Navigate to Elements - Session Manager - System Status - SIP Entity Monitoring (not
shown) to view more detailed status information for one of the SIP Entity Links.

Select the SIP Entity for DevACEsrv from the All Monitored SIP Entities table (not shown) to
open the SIP Entity, Entity Link Connection Status page.

In the All Entity Links to SIP Entity: DuVoice table, verify the Conn. Status for the link is
“Up” as shown below.

SIP Entity, Entity Link Connection Status

Thiz page displays detailed connection status for all entity links from all
Session Manager instancss to a single S1P entity

all Entity Links to SIP Entity: Duvoice

Status Detalls for the selected Sesslon Manager:

| Summary View

1Items | Rafrash Filtar: Enable
Sesgion Manage Hane ::’Emw Pont Prota, Dy Conin Status Reason Code Link Staties
_)| DewSh .10.93.80 S0e0 uop FALSE ue 200 08 up

9. Conclusion

These Application Notes describe the procedures for configuring DuVoice DV2000 to
interoperate with Session Manager and Communication Server 1000. All interoperability
compliance test cases executed against such a configuration were completed successfully.

10. Additional References
Product documentation for Avaya products may be found at http://support.avaya.com
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[1] Hospitality Features Fundamentals, Release 7.0, Issue 04.01, Date June 2010.
[3] Software Input Output Reference — Administration Avaya Communication Server 1000,
Release 7.6, Issue 04.02, Date Apr 04, 2013.

Product documentation for DuVoice DV2000 products may be found at
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are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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