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Abstract

These Application Notes describe the configuration steps reqdoedAvaya Aurd
Communication Manager 6.3 wiiN® StarGate using a SIP trunk.

Information in these Application Notes has been obtained through DevConnect com
testing and adtonal technical discussionslesting was conducted via the DevConn
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

2N® StarGatdrom 2N Telekomunikacean be supplied in two versions, with ISDN or with a
VolIP interface. Th@N® StarGatealsohas two ISDN ports which can connect the gateway
between a PSTN network and a PBX without the need for another ISDN port from the PBX
(using DialThru mode). TheN® StarGate is designed to maximize cost savings on GSM/UMTS
calls. In DialThru mode it connects between a PSTN network and a PBX, when it acétignati
identifies whether the call is to GSM, VoIP or PSTN and setbetsheapest route. The PBX

can be configured to use tABI® StarGate GSM/UMTS feature to route calls when the primary
PSTN access (i.e. PRI or SIP) is not available. Up to 32 GSM/UMaBnels are available

2. General Test Approach and Test Results

The general test approach was to configur@ti®e StarGate (2N StarGat&) communicate with

the Avaya Aur§ Communication Manager (Communication Manager) as implemented on a

C ust ome res. $esting fecmsedson verifying that calls could be routed via the 2N StarGate
from the communication Manager to the Public switched Telephone Network (PSTN) and vice
versa. Various call scenarios were performed to simulate real call types as wouldrvedbs

a customer premises including the use of H323 and SIP telephones on the Communication
Manager. See Figure 1 for a network diagram. The interoperability compliance test included both
feature functionality and serviceability tests

DevConnect Commnce Testing is conducted jointly Byaya and DevConnect membefse
jointly-defined test plan focuses on exercising APId@rstandardsased interfaces pertinent

to the interoperability of the tested pratliand their functionalitie®evConnect Cmpliance
Testirg is not intended to substitulid! productperformance or feature testipgrformed by
DevConnect membersor is it to be construed as an endorsement by Avaya of the suitability or
completeness@d Dev Conne cdutiome mber ' s

2.1. Interoperability Compliance Testing

The testing included:

Verification of the Board and Module status of the 2N StarGate

Calls to the PSTNrom Communication Managemcluding Busy numbers
Calls to Communication Manager from the PSTi¢luding Busy numbers
Ensuing proper disconnects

Observing DTMF

Hold/Unhold

Long Call Duration (one hour +)

Restarting the 2I$tarGate

= =4 -8 -8 _9_9_4_2

2.2. Test Results

Tests were performed to insure full interoperability betw2iéf StarGate and Communication
Manager. The tests were all functionaheture and performance testing was not included. All
the test cases passed successfully.

MC; Reviewed: Solution & Interoperability Test Lab Application Note 20f 25
SPOC 03/25/2014 ©2014 Avayalnc. All Rights Reserved. 2N_SG_@163_SIP



2.3. Support
Technical support from 2N Telekomunikace can be obtained through the following:
Phone: +420 261 301 111

E-mail: sales@2n.cz
Web: http://support.2n.cz/ (écount required)
MC; Reviewed: Solution & Interoperability Test Lab Application Note 30f25
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3. Reference Configuration

Figure 1illustrates the network topology used during compliance testing. The Avaya solution
consists of a Communication Manager, System Manager, Session Manager and an Avaya G430
Gateway. The Communication Managgeconfigured to communicate to the 2N StarGate via a

SIP Trunk configured on the Session ManagerEthernetcable is connected from a VolP port

on the 2N StarGate to thie Network. A variety of Avaya 96XX H323and SIP Desk phones

were used to generatgound/outbound calls via the 2N StarGfaten/to the GSM/UMTS

Service ProviderThe System Manager was used to administer the Session Manager which had
the SIP Trunk configured and the SIP Desk Phone registered.

Note: A number ofSubscriber Identity Made' €SIM’ )Srom the GSM/UMTS Service

Provider is inserted on the GSM board of the 2N Star@ateng compliance only one SIM was
used, therefore only one inbound/outbound call could be made simultaneously. Also an antenna
was connected to the same lab#rat the SIM was inserted.

Avaya Aura® Session
Manager 6.3

Avaya G430

Avaya Aura® System TELECOMMUNICATIONS

Manager 6.3

Avaya Aura® Communication
Manager 6.3

VolP connection

Avaya 9640G ZN StarGate | ‘
RS R T

H323
S

E '_‘.'j::ll._l._'l:LleLl‘_.l:LL:L I_'Ll.l i
) el —
Avaya 9640G |
SIP |
| Antenna
I L e e e e ]
GSMfUMTS
Network

Avaya 96200
H323

Figure 1: Avaya Aur& Communication Managemd2N Telekomunikace Reference
Configuration
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Avaya Equipment

Software / Firmware Version

Avaya Aur& Communication Manager

R6.3Build R016x.03.0.124.0
Update 03.0.124-20850

Avaya Aurd System Manager

R6.3Build 6.3.0.8.56826.3.8.1814
Update 6.3.3.5.1719

Avaya Aur& Session Manager

R6.3Build 6.3.3.0.633004

Avaya 96xx Deskphones
- H323962M
- H323 9640G
- SIP9640D

3.101S
3.105S
2.6.10.1

2N TelekomunikaceEquipment

Software / Firmware Version

2N® StarGate

Firmware version 1.17.0.20.2
Bootware version 1.20
Firmware version of VolP board 4.2.1.0

5. Configure Avaya Aura® Communication Manager
Configuration and verification operations on the Communication Manager illustrated in this

section were all performed usi@jo mmu ni cat i on

Manageihes SAT

information provided in this section describes¢bafiguration of the Communication Manager
for this solution. It is implied a working system is already in plackiding a Node for the

Session manager and prdeéor all other provisioning information such as initial installation and

configuration, plese refer to the product documentatiorsiection 10 The configuration

operations described in this section can be summarized as follows: (Note: during Compliance

Testing all inputs not highlighted in Bold were left as Default)

1 Configure signalinggroup
1 Configure Trunk Group
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5.1. Configure signaling-group

A signalling group is required before a trugioup can be configuretlse theadd signaling
group command followed by next available signalggup number to configure the following:

1 Group Type: Entersip

1 Transport Method: Entertcp

1 Near-end Node Name Enterprocr

1 Far-end Node Name: EnterSM63RPSIG (this is the Node of the
Session Manager)

1 Near-end Listen Port: Enter5060

1 Far-end Listen Port: Enter5060

1 Far-end Domain: Enterdevconnect.localThisis the domain
configured on the Session Manager)

add signaling - group 1 Page 1of 2
SIGNALING GROUP
Group Number: 1 Group Type:  sip
IMS Enabled? n Transport M ethod: tcp
Q SIP?n
IP Video? n Enforce SIPS URI for SRTP? y

Peer Detection Enabled? y Peer Server: SM
Prepend '+' to Outgoing Calling/Alerting/Diverting/Connected Public Numbers? y

Remove '+' from Incomin g Called/Calling/Alerting/Diverting/Connected Numbers? n
Near - end Node Name: procr Far - end Node Name: SM63RPSIG
Near - end Listen Port: 5060 Far - end Listen Port: 5060

Far - end Network  Region: 1

Far - end Domain: devconnect.local
Bypass If IP Threshold Exceeded? n

Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n
DTMF over IP: rtp - payload Direc tIP - IP Audio Connections? y
Session Establishment Timer(min): 3 IP Audio Hairpinning? n
Enable Layer 3 Test? y Initial IP - IP Direct Media?
H.323 Station Outgoing Direct Media? n Alternate Route Timer(sec): 6
MC; Reviewed: Solution & Interoperability Test Lab Application Note 6 of 25
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5.2. Configure Trunk Group

This section describes the Trunk Group configuration used during compliance. ddd the
trunk -group command followed by next available Group number and configure the following:
Page 1

1 Group Type: Entersip
1 Group Nane: Enter an informative name for the trufgkg To SM6.3 SIP
T TAC: Enter a TAC number i.&01
1 Service Type: Enterpublic-ntwrk
1 Signaling Group:  Enterl (This is the Signaling Group configured$ection 5.}
add trunk - group 1 Page 1of 21
TRUNK GROUP
Group Number: 1 Group Type: sip CDR Reports: y
Group Name: To SM6.3 SIP COR: 1 TN: 1 TAC: 701
Direction: two - way Outgoing Display? n
Dial Access? n Night Service:
Queue Length: 0
Service Type: public - ntwrk Auth Code? n
Member Assignment Method: auto
Signaling Group: 1
Number of Members: 30
MC; Reviewed: Solution & Interoperability Test Lab Application Note 70of 25
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6. Configuring Avaya Aura® Session Manager

A number of configurations are required to enable the Session Manager to route waksnbet

the Communication Manager and 2N StarGate. All configurations of the Session Manager are
performed using System Manager. The configuration operations described in this section can be
summarized as follows:

Logging on to System Manager

Create 2N StarGa as a SIP Entity

Create an Entity Link foEN StarGate

Create a Routing Policy f@&N StarGate

Create a Dial Pattern f@N StarGate

= =4 =4 -8 A

Note: It is implied a working system is already in place. During Compliance testing a SIP Entity
and an Entity Link fothe Communication Manager were created. Also a Routing Policy and a

Dial Pattern to route calls to the Communication Manager were created and are outside the scope
of this Application Note.

6.1. Logging on to Avaya Aura® System Manager

Log on by accessing th@owserbased GUI of System Manager, using the URL

“http:// <fgdn>/ adA@Reser/ SMGRY :;, / Whiep e :

“<fgdn> is the fully qualified domain name of
the“<ipaddress>" is the | P address of Avaya A
Once the System Manager Web page opens Log in with the appropriate credentials and click on

the Log on button.

M,AyA Avaya Aura ® System Manager 6.3
Log On
Recommended access to System Manager is via FQDN. %
Go to central login for Single Sign-On
If IP address access is your only option, then note that User ID: |
authentication will fail in the following cases:
Password:
« First time login with "admin” account
» Expired/Reset passwords
Use the "Change Password” hyperlink on this page to
change the password manually, and then login. I
d Passvord
Also note that single sign-on between servers in the Supported Browsers: Intarnt Explorar 8., o or 10 or Firafox 15,0, 16.0 or 170, Cooeesesss
MC; Reviewed: Solution & Interoperability Test Lab Application Note 8 of 25
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6.2. Create 2N® StarGate as a SIP Entity
Once logged in sele&outing from under théelementscolumn.

Lest Logged on at November 7, 2013 11:24 AM
Help | About | Change Password | Log off admin

Avaya Aura® System Manager 6.3

AVAYA

Administrators
Manage Administrative Users

Directory Synchronization
Synchronize users with the enterprise
directory

Groups & Roles
Manage groups, roles and assign roles
to users

User Management

Manage users, shared user resources
and provision users

Communication Manager
Manage Communication Manager 5.2
and higher elements
Communication Server 1000
Manage Communication Server 1000
elements
Conferencing
Manage Conferencing Multimedia
Server objects
IP Office
Manage IP Office elements
Meeting Exchange
Manage Meeting Exchange and Avaya
Aura Conferencing 6.0 elements
Messaging
Manage Avaya Aura Messaging,
Communication Manager Messaging,
and Modular Messaging
Presence
Presence

Routing
Session Manager Routing
Administration

Session Manager
Session Manager Administration,
Status, Maintenance and Performance
Management

Backup and Restore
Backup and restore System Manager
database

Bulk Import and Export
Manage Bulk Import and Export of
Users, User Global Settings, Roles,
Elements and others

Configurations

Manage system wide configurations
Events

Manage alarms,view and harvest logs

Geographic Redundancy
Manage Geographic Redundancy

Inventory
Manage, discover, and navigate to
elements

Licenses
View and configure licenses

Replication
Track data replication nodes, repair
replication nodes

Scheduler

Schedule, track, cancel, update and
delete jobs

Security
Manage Security Certificates

Shutdown
Shutdown System Manager Gracefully

Software Management
Upgrade and Patch Management for
Communication Manager devices and
1P Office

Templates
Manage Templates for Communication
Manager, Messaging System and IP
Office elements

MC; Reviewed:
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A SIP Entity must be added for tB&l StarGate. To add a SIP Entity, sel&P Entities on the
left panel menu and then click on tNew button (not shown).

Note: A SIP Entity was already configured for the Communication Manager and was called
CM63.

Enter the following fo2N StarGate SIP Eity:

UnderGeneral:

1 Name Enter an informative name (e.gN StarGate

1 FQDN or IP Address enter the IP address of the signalling interface of the
StarGate Gateway

1 Type SelectSIP Trunk from the dropdown box

1 Location Selectlocation from the dropdowrbox, during compliance
testing DevConnectRP was used.

1 Time Zone Select TimeZone for this location from the dropdown box

1 SIP Timer Enter4

Once the correct information is entered click @@mnmmit Button.

Note: During compliance testingdaptation was kft blank

AVAYA Avaya Aura® System Manager 6.3 el Tk S| o o S
Routing *| Home
Routing ‘
Domains Help ?
S —— SIP Entity Details Commit|||Cancel
P
SIP Entities * Name: |2N StarGate
Entity Links * FQDN or IP Address: 10.10.16.226
Time Ranges Type:
Routing Policies Notes:
Dial Patterns
Regular Expressions Adaptation: | v
Defaults Location: | DevConnectRP |+
Time Zone: |Europe/Dublin v
Override Port & Transport with DNS SRvV: [
* SIP Timer B/F (in seconds): 4
Credential name:
Call Detail Recording: egress v
MC; Reviewed: Solution & Interoperability Test Lab Application Note 100f 25
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6.3. Create an Entity Link for 2N® StarGate

The SIP trunk between the Session Manager and the 2N StarGate requires an Entity Link.
To add an Entity Link, sele&ntity Links on the left panel menu and click on thew button
(Not shown) Enter tfollowing:

1 Name An informative name, (e.@gtarGate_5060_TCH.

1 SIP Entity 1 SelectSM63 from theSIP Entity 1 dropdown box.

1 Protocol SelectTCP from the Protocol drop down box

1 Port Enter5060

1 SIP Entity 2 Select2N StarGatefrom theSIP Entity 2 dropdown box
(configured inSection6.2)

1 Port Enter5060as the Port.

1 Connection Policy Check thelrusted check box.

Click Commit to save changes. The following screen shows the Entity Links used.

AVAVA Avaya Aura® System Manager 6.3 Last Loggad on st Novembar 7. 2013 11:24 AM
Help | About | Change Password | Log off admin
Routing *| Home
Routing (i Home / Elements / Routing / Entity Links
Domains Help 7
Locat Entity Links
ocation
Adaptations
SIS 1 Item Refresh Filter: Enable
Entity Link: -
oy le [0 mName SIP Entity 1 Protocal | Port SIP Entity 2 Port C"P"f,m“ New Notes
Time Ranges Gley Service
Routing Policies O *|StarGate_soso_Tce| *[sms3 v TCP ¥ *[s060 *[2N StarGate v *[5080 trusted % o
Dial Patterns
Select : All, None
Regular Expressions
Defaults
MC; Reviewed: Solution & Interoperability Test Lab Application Note 110f 25
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6.4. Create a Routing Policy for 2N® StarGate

Create routig policies to direct calls to the 2N StarGate via the Session Manager. To add a
routing policy, selecRouting Policieson the left panel menu and then click on e button
(not shown). IrRouting Policy Detailsenter an informative name in thhlamefield (example,
To GSM) and enteB in theRetriesfield. In SIP Entity as Destination,click the Selectbutton.

A Routing Policy was also configured to direct calls to the Communication Manager, but is
outside the scope of this Application Note.

® st Logged on at November 7, 2013 11: AM
AVAyA AVaya AU ra SyStem Manager 63 Help \fgéﬁtg\gcgangg 'Password | Iiogznff azt?]mi‘n
Routing *| Home
- Help ?
Domains
— Routing Policy Details
Adaptations General
SIP Entities | + name: [Ta Gom |
Entaviinks Disabled: [J
Time Ranges.
Routing Policies
Dial Patterns Notes:
Regular Expressions . . .
Defaults SIP Entity as Destination
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Once theSIP Entity List screen opens, check tAN StarGateradio button. Click on th8elect
button to confirm the chosen options and then return to the Routing Policies Details screen and

select theCommit button (Not shown) to save.

i st Logged on at November 7, 13 11: Al
AVAyA AVaya AU ra SyStem Manager 63 Help \fﬁéﬁtg\g[ﬁangetlgassw%rd | Eg;nff aZ:Im?
Routing *| Home
Routing il Home / Elements / Routing / Routing Policies
. Help ?
D
L:;::;::s SIP Entities
Adaptations.
SIP Entities SIP Entities
Entity Links 9 Items Refresh Filter: Enable
Time Ranges Name FQDN or IP Address Type Notes.
Routing Policies | (_9_ 2N StarGate 10.10.16.226 SIP Trunk
MC; Reviewed: Solution & Interoperability Test Lab Application Note 130f 25
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6.5. Create a Dial Pattern for 2N® StarGate

A dial pattern must be created on the Session Manager to route calls to and from the 2N
StarGate. During compliance testing a number of patterns were used. The example below only
shows 086, the remaining numbers are created the same avegnfigure the Dial Pattern to

route calls to the StarGate Gateway, seleat Patterns on the left panel menu and then click

on theNew button (not shown). A Dial Pattern was also configured to route calls to the
Communication Manager, but is outside #tope of this Application Note.

UnderGeneral carry out the following for each number

1 Pattern Enter 086
1T Min Enter 10 as the minimum length of dialed number
1 Max Enter 10 as the maximum length of dialed number

1 SIP Domain Selectdevconnect.locafrom the drop down box
Click the Add button inOriginating Locations and Routing Policies

AVA A Avaya Aura® System Ma nager 6.3 Last Logged on st November 7, 2013 11:24 AM
Help | About | Change Password | Log off admin
Routing *| Home
Routing il Home / Elements / Routing / Dial Patterns
Domains Help ?
Dial Pattern Details
Locations
Adaptations
eneral
SIP Entities * pattern: 086
Entity Links -
Min: 10

Time Ranges
* Max: |10

Routing Policies

Dial Patterns Emergency Call: [J

Regular Expressions Emergency Priority:
Defaults Emergency Type:
SIP Domain: JEETEAREET v

Notes:

Originating Locations and Routing Policies

1Item Refresh Filter: Enable
W | T e Cee i':ritgmatirlg Location :Dutmg Policy Rank ";:IE'"Q gl:;:ingt!’nllty 5o:ting Policy
otes ame Dieahind | Destination otes
MC; Reviewed: Solution & Interoperability Test Lab Application Note 140f 25

SPOC 03/25/2014 ©2014 Avayalnc. All Rights Reserved. 2N_SG_@163_SIP



In Originating Location check theDevConnectRPcheck box. UndeRouting Policiescheck
theTo GSM check box. Click on th8electbutton to confirm the chosen optiongdahen be
returned to the Dial Pattern screen (shown previously), sale€ommit button to save.

® st Logged on at November 7, 124 A
AVAyA AVaya Aura SyStem Manager 6 3 Help \;?é:tg\gcﬁangé SEISSW%FG | Eg;fulf% ;;m’iwn
Routing *| Home

Routing AlHome / Elements / Routing / Dial Patterns
Help ?
Originating Location

Domains
Locations
Adaptations

SIP Entiti iginati i
ST Originating Location

Entity Links
[ apply The Selected Routing Policies to All Originating Locations

Time Ranges
Routing Policies 1 Item Refresh Filter: Enable

N Name Notes
Dial Patterns g

Regular Expressions
Defaults Select : All, None

Routing Polidcies

8 Items Refresh Filter: Enable
[J  Name Disabled | Destination Notes
[0 csikrel CS1KPGL
[0 nrs NRS
[0 Toaaccessip AACCE3CMSIP
O TocMs.3 CM63
ToCS1KRP CS1kRP
ke
Ta GSM 2N StarGate
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7. 2N® StarGate configuration

To access th2N StarGateopen a web browser and navigatdtip://<IP address of the2N
StarGate> and log in using the apppriate credentials and click on tlogin button.

2N® StarGate

B Username
B Password

Once logged inclick on Gateway configuration.

r

TELECOMMUNICATIONS

Gateway control
® Firmware/Licence

Firmware/Licence
Firmware

Firmware version:

Bootware version:

Firmware version of VolP hoard:

Ethernet

MAC a
MAC addr VolP hoard:

Gateway |

1.17.0.20.2
1.20
4.2.1.0

7C-1E-B3-00-B9-CF
7C-1E-B3-00-C7-53

Information for gateway licence

M202-1550870016
DSS1G729 SIP TUN
390 hours (no limit)
Unlocked

No

(all)

1
.| Gateway

A 4
MC; Reviewed: Solution & Interoperability Test Lab Application Note 16 of 25
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When theSystem parametergpage opens, enter the following:

9 Saving call data(CDR) SelectSuccessful outgoingrom the dropdown box

1 Gateway ID (CDR) SelectOff from the dropdown box

1 General selection of SIM  SelectAccording to SIM group from the dropdown box.
Using the scroll bar on the right side of the page scroll dov@thers section.

r 3
) .| Gateway

TELECOMMUNICATIONS Gateway |

System parameters

Gateway configuration

= System parameters General

Saving call data (CDR): Successful outgoing v
Gateway ID (CDR).

General selection of SIM: According to GSM group v
Number for remote control (PRI1):
MNumber for remote control (PRIZ):

Automatic log-out of GSM module

Enable automatic log-out:
Log-out hour:

Log-in hour:

Minimum logged-in modules:

Summeriwinter time

rtime [dd.mm]:

System restart

MC; Reviewed: Solution & Interoperability Test Lab Application Note 170of 25
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During compliance testing the SIM did not require® herefore th&®IN: box was left empty.
Enter# in theEnd of dialling box. Click on theSave Settingscon on the bottom of the page to
save the configuration. SelééblP parametersto continue with the StarGate configuration.

r &
I Gateway

| SMS | ULtils

TELECOMMUNICATIONS Gateway | SIM Client

Enable system restart:
Gateway configuration Time of system restart [hhimm]:
= System parameters

Others

PIN:
End of dialling {empty=off):

List of emergency numbers

Only 0123456789#+ characters are allowed
Use xX for any character
Use _ for any following characters to end

-~
[—
v

3B
4
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When theVolP parameters page open®nter the following in th&IP protocol settings
section:

1 Use CLIP from INVITE field SelectContact from the dropdown box

1 Use DIAL from INVITE field SelectINVITE from the dropdown box

1 USE SIP over TCP forcalls Check the Check box
Using tre scroll bar on the right side of the pageroll down to theCodec Priority section.

r 3
) .| Gateway

TELECOMMUNICATIONS Gateway |

VolIP parameters

Gateway configuration
VolIP functions

= VolP parameters
Day of dele! ics on YolIP (every month):
Default nu digits to VolP:

SIP protocol settings

»ing group Use CLIP from INVITE field: Contact
ng grouy INVITE ¥,

ding to
CP for regi

a
!
a
@
a
e
a
o0 |
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In the Codecpriority section, enter the following:

1 Priority 1
91 Priority 2
1 Priority 3
91 Priority 4

SelectG711a (8)from the dropdown box
SelectG711u (0)from the dropdown box
Sdect G729 (18)from the dropdown box
SelectG723 (4)from the dropdown box

Using the scroll bar on the right side of the pageoll down to théP addressessection.

r

TELECOMMUNICATIONS

control

Codec priority

Gateway configuration

= VolP parameters
: Priority 3:
Priority 4:

IP addresses

VoIP board

P

n other IP addr

G711a (8)
G711u (0)
G729 (18)
G723 (4)

0.10.16.225
0.10.16.214

Gateway

Gateway | SIMClient | SMS

ﬂ

| vtis | |

~
050 | Set default port
Set default port
Set default port
e v

S
@
N
R
<= )=z

8,
]
s3]
o
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In thelP addressessection, enter the following:

T
)l
T
1

VoIP board Enter the IP address assigned to the VolP board durning
installation

SIP proxy (IP->GSM) Enter the IP address of the Session Manager and Port
number

SIP proxy (GSM->1P) Enter the IP address of the Session Manager and Port
number

Ring tone to VolP SelectFrom GSM from the dropdown box

Click on theSave Settingscon on the bottom of the page to save the configuration. S&bett
modesto continue with the StarGate configuration.

r 3

M Gateway

TELECOMMUNICATIONS Gateway

Gateway configuration

= VoIP parameters o o 0.10.16.225

0.10.16.214 B-050 | Set default port

10.16.214

3 Set default port
b

: ST
5060 | Set default port
5475 | Set default port

pooo |
pooo |
pooo |
pooo |
pooo |
pooo
pooo
pooo |
]
pooo
pooo |
pooo |
00|

From GSh

2

RrE)
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Once thePort modespage opensselectRoute all incoming calls to VolPfrom theGSM
dropdown box, and also selé&bute all incoming calls to GSMfrom theVolP dropdown box.
Click on theSave Settingscon on the bottom of the page to save the configuration.

r 3
I Gateway

TELECOMMUNICATIONS Gateway

Port modes

Gateway configuration
m parameter GSM: Route all incoming calls to VolP
IP parameter ISDN PRI1: Route all incoming calls to GSM
ISDN parameter ISDN PRIZ: Route all incoming calls to GSM
* Port modes VolP: Route all incoming calls to GSM

A
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8. Verification Steps

This section provides tests that can be performed téy\arect configuration of the Avaya
and 2N StarGate solution.

8.1. Verify 2N® StarGate activity

Log in to the 2N StarGate and click Modules statusand verify that something similar to the
screen shot below is seen. During compliance testing only one SdMisea. Théollowing
screershows that module 02 was used and has signal strengffiiaiBm.

r - Y
Gateway

TELECOMMUNICATIONS Gateway | SIM Clier

Gateway control

Modules status

00 W Unknown Control Unknown Caontral

02 TP r1em Control ( Unknown  Control

04 QI unknown Contral Unknown  Control

: m; . e 06 QR unknown Control ( Unknown  Control
Module control 08 G unknown Control Unknown Control
10 QR unknown Control ( Unknown Control

12 G unknown Control Unknown Control

Wi‘ Unknown Caontrol Unknown Caontral

Wi‘ Unknown Caontral Unknown Caontral

W Unknown Control ' Unknown Contral

A 4

8.2. Verify Calls via the 2N® StarGate

Place a call from a DeskhBne on the Communication Manager via the 2N StarGate to an
external number, ensure the call @npleted and veriffjwo-way audio is heard.

Place a call from an external numivéa the 2N StarGate to a Deskdhe on the
Communication Manager, ensure the call is completed and wenfyway audio is heard.
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9. Conclusion

A full and comprehensive set t#ature functional test cases were performed d@magpliance
testing.2N® StarGate is considered compliant with Avaya AUEmmmunication Manager 6.3.
All test cases have passed and met the objectives outliig=tiion 21.

10. Additional References

Thesedocuments form part of the Avaya official technical reference documentation suite.
Further information may be had framttp://support.avaya.coor from your Avaya
representative.
[1] Administering Avaya Aura® Communima Manager, Release 6.3, October 2013,
Document Number 6300509, Issue 9.0.
[2] Avaya Aura® Communication Manager Feature Description and Implementation,
Release 6.3, May 2013, Document NumberB85205, Issue 10.0.
[3] Administering Avaya Aura® Session MaeagRelease 6.3, Issue 3 October 2013
[4] Administering Avaya Aura® System Manager, Release 6.3, Issue 3, October, 2013

Product Documentation f&\® StarGatecanbe obtained from 2N'elekomunikacet
http://www.2n.cz/
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ®
™ are registered trademarks or trademar
are the property of their respectio@ners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presentechaiit express or implied warranty. Users are responsible -
their application of any products specified in these Application Notes.

Please amail any questions or comments pertaining to these Application Notes along wit
full title name and filenamdgcated in the lower right corner, directly to the Avaya
DevConnect Program devconnect@avaya.com
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