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Abstract

These Application Notes describe the procedures for configuring Integrated Research
PROGNOSIS IP Telephony Manager R9.6 to interoperate with Avaya Modular Messaging
R5.2.

PROGNOSIS IP Telephony Manager is a performance management solution for multi-vendor
IP telephony solutions. PROGNOSIS IP Telephony Manager provides visibility of Avaya and
other vendor’s IP Telephony solutions from a single console. Targeted at multi-site enterprises
and managed service providers of IP telephony solutions, PROGNOSIS IP Telephony
Manager offers a multi-customer, multi-PBX perspective, enabling a significant reduction in
complexity when managing complex IP telephony environments.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the compliance tested configuration used to validate Integrated
Research PROGNOSIS IP Telephony Manager (IPTM) with Avaya Modular Messaging.

The Integrated Research PROGNOSIS IP Telephony Manager is based on the Integrated
Research PROGNOSIS product-family architecture for the scalable monitoring of business
critical systems. The Integrated Research PROGNOSIS product consists of:

One or more Integrated Research PROGNOSIS Monitoring Nodes (Server Nodes). These
are servers used by the Integrated Research PROGNOSIS product to collect, relay and
store information collected from Communication Manager.

The Integrated Research PROGNOSIS IP Telephony Manager GUI is a Microsoft
Windows client program which is used to connect to a PROGNOSIS Monitoring Node
and display the information collected by the Monitoring Node. The PROGNOSIS GUI
may either be installed on a Monitoring Node or on a separate computer.

The Integrated Research PROGNOSIS IP Telephony Manager product uses two methods to
monitor a Modular Messaging system.

Windows Management Instrumentation (WMI) - The Integrated Research PROGNOSIS
[P Telephony Manager uses WMI to monitor the activities and processes running on the
Avaya Modular Messaging Application Server (MAS).

Simple Network Management Protocol (SNMP) — The Integrated Research PROGNOSIS
IP Telephony Manager uses SNMP to monitor events and processes running on the
Avaya Modular Messaging Storage Server (MSS).
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2. General Test Approach and Test Results

The general test approach was to use the IPTM GUI to display the status and activities, current
and historical, of the Modular Messaging MAS and MSS.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

2.1. Interoperability Compliance Testing
For feature testing, the IPTM GUI was used to verify the correct status of the MSS and MAS,
under the following conditions:
e Established SNMP and WMI connection to MSS and MAS respectively
e Voicemail Port Utilization
e TUI activity
e Incoming call activity
e CPU, memory, processes, network and storage statistics for MSS and MAS
e MSS and MAS availability
e Incorrect connection credentials
e Message Waiting Indication (MWI) statistics
e Real-time update of graphical and statistical presentation

2.2. Test Results

All test cases passed successfully.

2.3. Support

For technical support on Integrated Research PROGNOSIS IP Telephony Manager, contact the
Integrated Research Support Team at:
e Hotline: +61 (2) 9921 1524

e Email: support@prognosis.com
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3. Reference Configuration

Figure 1 illustrates the test configuration used to verify interoperability of Integrated Research
PROGNOSIS IP Telephony Manager with Modular Messaging. The solution consists of
Communication Manager running on an S8800 server with a G650 Media Gateway connected by
a SIP trunk to Session Manager which is controlled by System Manager each running on an
S8800 server. A SIP connection between Session Manager and the Modular Messaging
Application Server completes the connectivity for routing between Communication Manager and
Modular Messaging. The MAS and MSS are each hosted on an S3500 server. A 9641G one-X
H323 Deskphone and 9650C H323 Deskphone were used as endpoints in the compliance test.
IPTM is hosted on a VMware server with network connectivity to the MAS and MSS Servers.

Avaya Modular Messaging Application
Server/Messaging Storage Server
(10.10.16.26 and 10.10.16.25)

Avaya Aura® Session Manager
[10.10.16.201)

PROGNOSIS IP Telephony Manager
Avaya Aura® System Manager 10.10.16.161
(10.10.16.56)

SIP

Avaya AuraZ Communication Manager
{10.10.16.47)

Simulated PSTN

Avaya G650 Media Gateway

Figure 1: Avaya Aura® Communication Manager, Avaya Aura® Session Manager, Avaya
Aura® System Manager and Avaya Modular Messaging with PROGNOSIS IP Telephony
Manager Configuration
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment/Software

Release/Version

Avaya Aura® Communication
Manager running on Avaya S8800
Server

R6.0.1 SP6
R0O16x.00.1.510.1-19350

Avaya G650 Media Gateway:

running on Avaya S8800 Server

e TN2602AP HW8 FW61

e TN799DP HWO01 FW040
Avaya Aura® Session Manager R6.1 SP6
running on Avaya S8800 Server 6.1.6.0.616008
Avaya Aura® System Manager R6.1 SP6

Build Number 6.1.0.0.7345-6.1.5.606 Software
Update Revision Number 6.1.10.1.1774

Avaya Modular Messaging running
on S3500 Servers

5.2 Patch &
MAS -9.2.150.13

VMware Server

ESXi 4.1
Integrated Research PROGNOSIS IP Telephony
Manager 9.6

5. Configure Avaya Aura® Communication Manager

It is assumed that Communication Manager is already configured and stations on
Communication Manager are able to access and use Modular Messaging. No special
configuration is required on Communication Manager for the use of PROGNOSIS IP Telephony

Manager with Modular Messaging.

6. Configure Avaya Aura® Session Manager

It is assumed that Session Manager is already configured with the relevant routing information
for successful routing between Modular Messaging and Communication Manager. No special
configuration is required on Session Manager for the use of PROGNOSIS IP Telephony

Manager with Modular Messaging.
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7. Configure Avaya Modular Messaging

While it is assumed that a functioning Modular Messaging solution is already in place with
mailboxes configured and connectivity to Communication Manager established via Session
Manager. The configuration required to interoperate with PROGNOSIS IP Telephony Manager
can be summarized as follows:

e Configure Active Directory user and password

Enable WMI connectivity
Configure SNMP Community
Configure SNMP Query Originators

7.1. Configure Active Directory user and password

In order for PROGNOSIS IPTM to connect to the MAS to collect WMI information, a username
and password must be configured on Active Directory with the correct access rights. By default
Modular Messaging is provisioned with a user with sufficient privileges. Login to the Windows
MAS server using the relevant administrator credentials and click Start 2 Programs -
Administrative Tools = Active Directory Users and Computers as shown below.

w wWindows Catalog

Programs

f“ Windows Update
&

Documents
Settings

Search

Help and Suppaort

Eun...

@l Administrative Tools
Skartup

P & Internet Explorer
R fvava Modular Messaging  + B

¥

b

e
g
e,
©)
7
2
©)

:
§

Shut Do, .

Log OFff devcuser, .,

distart | [ & |
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A screen will appear displaying the administered users, locate and select the user with the
description Modular Messaging Technical Support Account.

@ Active Direckory Users and Computer

-1 Saved Queries

E@ devcavaya.local
-] Builtin
D Campukers

¥ [&5) Domain Contrallers
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D ForeignsecurityPrincipals

ﬁECert Publishers
ﬂ Customer accounk
ﬂ devcuser
€T CHCP Administratars
CIOHCP Users
ﬁEDns.ﬁ.dmins
ﬁEDnsUpdatePraxy
Darnain Adrins
ﬁEDDmain Computers
ﬁDnmain Controllers
ﬁEDnmain Guests
ﬁEDDmain Users
ﬁEnterprise Admins

%Guest

!ﬁHeIpServicesGruup
€715 _wea
€% 1USR_AvAYA-FRD...

ﬂ prognosis
!ﬁRAS and TA5 Servers
ﬁﬁchema Admins

%3 SUPPORT 35594540

ﬁEGroup Policy Creato...

£ Twam_avaYaA-FRD. .

€7 50LServer2005M55. .,
€7 S0LServer 2005MS5. .
€7 50l Server2005M55. .
€7 S0LServer200550L.

Security Group - Domain Local
User

ser

Security Group - Domain Local
Security Group - Domain Local
Security Group - Domain Local
Security Group - Global
Security Group - Global
Security Group - Global
Security Group - Global
Security Group - Global
Security Group - Global
Security Group - Global
Security Group - Global

User

Security aroup - Domain Local
Security Group - Domain Local
ser

User

User

Security aroup - Domain Local
Security Group - Global
Security Group - Domain Local
Security Group - Domain Local
Security Group - Domain Local
Security Group - Domain Local
|ser

| Mame Tyvpe Descripkion
'ﬂ ASFRET [ser Account used For running the ASP.MET worker |

Members of this group are permitted to publish
Modular Messaging Cusktomer account

Built-in account For administering the computer /i
Members who have administrative access to DH
Members who have wiew-only access bo the DH
DS Administratars Group

D3 clients who are permitted ko perform dynar
Designated administrators of the domain

All workstations and servers joined ko the doma
All domain contraollers in the domain

all domain guests

All dornain users

Designated administrators of the enterprise
Members in this group can modify aroup palicy F
Biuilt-in account For guest access to the compute
Group For the Help and Support Center

113 Worker Process Group

Biuilt-in account For anonymous access ko Inkern
Built-in account For Inkernet Information Service

Servers in this group can access remote access
Designated administrators of the schema

Members in the group have the required access
Members in the group have the required access
Members in the group have the required access
Members in the group have the required access
This is a wendor's accounk For the Help

ﬂ-iTeInetChents
€73 WINS Users
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Right click on the user and select Properties (not shown), the properties box will appear, click

the Account tab and note the User logon name and click Cancel.
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Technical support Properties

b ember Of I Dviakin I E nviranment I

Rermate cantral | Termninal Services Profile I
General I Addiess  Account | Frofile I Telephones I Crganization

Lzer logon name:

Seszionz
COk+

I @idevcavaya.local

I1zer logon name [pre-windows 20007

[

|DEUE.W.&YM Immsuppnrt

Logon Hours. . LogOnTo.. |

[T sccount iz locked out

Account optionz:

[~ User must change password at nest lagon
[~ Uszer cannat change passward

¥ Password never expires

[ Store password using reversible encryption

—Account expires

0 plever

€ Endef. |05 Apil 2012

| k. I | Cancel I

Apply

Solution & Interoperability Test Lab Application Notes

©2012 Avaya Inc. All Rights Reserved.

8 of 24
ProgMM52



Right click on the user again, and select Reset Password if the password for this user is not

known.

ﬁDDmain sers

Security Group - Global

Al domain users

Designated administrators of the enterprise
Members in khis group can modify group policy f
Built-in account For guest access ko the compub

oup for the Help and Support Center

T

ﬁEnterprise Admins Secu Copy...
ﬁGrDup Policy Creato... Secl addroa group. ..
o Guest User  Disahble Account
ﬁHelpServicesGrDup Seu:\[ Reset Password, ..
€015 _wes Sect e

€ WSR_AvAYA-FRD...  User  open Hame Page
€ rwaM_avAYAFRD.. User  =ord mai

ﬁ prognosis ser

€7RAS and 145 Servers  Secu Al Tasks
ﬁﬁchema Adrnins Secu o

€150 Server2005M55. . Secu popr

€5l SQLServer2005MSS. . Secu popane

€7 S0l Server2005MSS...  Secu

€7 50 Server200550L. .. Secu  Properties

-

a}:: SUPPORT _5335345a0 Help

5 Wiorker Process Group
Suilt-in account For anonymous access to Interr
Builk-in account For Inkernet Information Serwvice

fervers in this group can access remoke access
Designated administrators of the schema

Members in the group have the required access
Members in the group have the required access
Members in the group have the required access
Members in the group have the required access
This is a wendor's account for the Help and Sup

odular Messaging Technical support account

On the page which appears, enter a password sufficient to meet the Active Directory
requirements and click OK.
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7.2. Enable WMI connectivity

The MAS server must be configured in order to enable PROGNOSIS IPTM to connect for WMI
information. Click on Start = Run enter wmiadap.exe /f in the Open box and click OK.

Run I

- Type the name of a program, folder, document, ar
Internet resource, and Windows will open it Faor you,

B I wrniadap,exe [ j

| 0k, Cancel | Browse, ., |

5

i 5tart| @ e |
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7.3. Configure SNMP Community

An SNMP Community must be added so that PROGNOSIS IPTM can connect to the MSS for
server information and statistics. Click SNMP = Add enter public in the Community field and
select read-only, click Save when done.

AVAYA

Help Log Off

Mail Delive H
LSO -/ Add New SNMP Community
Name Server Lookup

w Software Management
Messaging Software Displa
Server Software Display . -
Software Installation Community ||:uu|:u|||:
Software Verification - =
Software Remowval Apply To Ireaﬂ_@n—}’j
Software Update
Advanced Installation

¥ Security
Change My Password Back || Save | Help |
Password Rules
Administrative Roles
Local Administrators
AAA Configuration
ASG Login Administration
ASG Login Display
ASG Login Violation
Subscriber Access
PPP Configuration
Certificate Management
Avaya Root Certificate
Security Warning

* Alarming
Alarming Configuration
SNMP MIB II Parameters
Query Originators
SNMP Trap Destinations
SAL Destinations
SNMP Community
SNMP USers
HTTPS Servers
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7.4. Configure Query Originators

A query origination must be added so that the IP address of the server hosting PROGNOSIS
IPTM can connect to the MSS for SNMP information. Click Query Originators = Add, the
Add New Query Originator screen will appear, in the IP Address or Hostname enter the
details of the PROGNOSIS IPTM server and select the Community created in Section 7.3 from
the drop down box, click Save when done.

AVAYA

Help Log Off

Alarm Origination
LDAP Connection . .
SMTP Connection

UL GEbein Add New Query Originator
IMAP4 Connection
Mail Delivery

Ping Another Server
Mame Server Lookup
Software Management

Messaging Software Displa . ;
Server Software Display Community Ipubllc :Iv
Software Installation
Software Yerification
Software Removal
Software Update I_I
Advanced Installation 2 ek I Sl 2 e I
Security

Change My Password
Password Rules
Administrative Roles
Local Administrators
AAA Configuration

ASG Login Administration
ASG Login Display

ASG Login ¥Yiolation
Subscriber Access

PPP Configuration
Certificate Management
Avaya Root Certificate
Security Warning
Alarming

Alarming Configuration
SMMP MIB II Parameters
DQuery Originators

SMMP Trap Destinations
SAL Destinations

SHMMP Community

SMMP Users

IP_ Address or Host Hame [10.10.16.161
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8. Configure Integrated Research PROGNOSIS IP Telephony
Manager

For the purposes of the compliance test PROGNOSIS IP Telephony Manager service and client
was hosted upon a Microsoft Windows XP SP2 PC and was provided installed by Integrated
Research. The configuration required to connect to the Avaya solution can be summarized as
follows:

e Define MAS and MSS IP addresses

e Configure WMI connection to MAS

e Configure SNMP connection to MSS

8.1. Define MAS and MSS IP addresses

In order for PROGNOSIS IPTM to connect to the MAS and MSS the corresponding IP addresses
must be defined. Login to the PROGNOSIS IPTM client in the Managed Nodes pane, which is
displayed and removed by clicking F4, double click on the name of the PROGNOSIS IPTM
Server, in this case \TEST-0CB921C2Cé6, double click on Configurations, right click on
AVAYA_PBX and select Properties.

¥ PROGHOSIS

File wiew Options Tools Help

&
x|
- ﬁ My Displays & Configurations L
+- ] Auto-Saved Documents
il 1y Custom Display
+-2 IP Telephony Manager hdt
==l
= 2% TEST-0CD921CZCH | ~

+ gg Analysts

= }' Configurations
" APPRESPONSE
o AN AILABILITY
o ANAY A _DEFIMITY
o ANAN A | EGACY

AN AN LEP

" DISPRAN

" EXTRACTOR
" FILEMGR

« HOSTS

" IPT_REPORTS
" J2EE

o TN

" LwhIC

" MORARNAGER
o AT

" METDIAG

" METWORK
" MODEGROUP
« PASSWORDS
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Click on the Configuration tab and scroll down to the bottom of the screen, enter the following
at the bottom of the configuration page and click Start:

ADD MAS (\MAS_ID, ip=IP_OF MAS)
ADD MSS (MSS_ID, ip=IP_OF_MSS)

In this case:

ADD MAS (\MASI1, ip=10.10.16.26)
ADD MSS ( MSS1, ip=10.10.16.25)

Note: The MAS and MSS IDs are for reference purposes only and need not reflect the actual
hostname configured on the respective servers. PROGNOSIS IPTM uses only the IP addresses to
connect to the MAS and MSS servers.

P PROGNOSIS

File Wiew Options Tools Workspace Window Help

= W =
2=l
~ 51 My Displays & Configurations A AYAYA PBX on MTEST-OCD921C2C6
+-(_] Auto-Saved Documents ——
1“ My Custom Display General | Modes ta Run On  Configuration
= ﬁ IP Telephony Manager
+-(] Aleatel W’
+-(] Avaya ! PEXNAME suffix
+.(] Cisco ! The.—PBX suffix is a recommended convention.
i D Common ! It is not compulsory.
+-{_]] Management Reporter ,
+-{_] Microsoft ’
+-{_] Hetwork Diagnostics | Mewimm rmber of FEXs
+-(_] Hortel ! The limit of 10 iz imposed as a safety precaution only.
4 D SBC ! To monitor more than 10 PBXs from a single PROGHNOSIS server,
H D Telephony ! contact Support to discuss the options awvailable.
+-(_] Virtualization
+-27] Web Publishing !
+-(_] windows
Jld UcC - Configuration ! PBX login
wUCC-WeIcome ! PROGNOSIS requires a read only (or better) login for each PEX.
! Each PEX login recquires an "dwaya-sat:<node-name>" entry in the PASSWORDS config.
]
ADD MaS ( YMAS1, ip=10.10.16.Z26)
ADD M55 ( MS51, ip=10.10.16.25)
2l
o BVAYA ISP ~
o BVAYA_PEX v
& CIsCo_Ucs < b3
+ DEZ
+ DEMS
‘/ DISPRAN I Start | Cloze Save bz Help
L FHTRACTAR
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8.2. Configure WMI connection to MAS

In order for PROGNOSIS IPTM to connect to the MAS for WMI information, the username and
password configured in Section 7.1 must be defined. In the Managed Nodes pane, right click on
PASSWORDS and select Properties.

* PROGNOSIS

File Miew Opkions Tools Help

& | E

2=
-5 My Displays & Configurations Y
+-[_] Auto-Saved Documents
il 1y Custom Display

+- &1 IP Telephony Manager hd

2=

[= 3% TEST-0CD921C2CH | ~
+ - Analysts

[ = & Configurstions |
~ APPRESPONSE
N ANAILABILITY
N AVAYA DEFIMTY
N AVAYA_LEGACY
~ ANVAYA_LSP
N ANVAYA_PEX
& CISCO_UCS
+ DBz
~ DBMS
~ DISPhAAR
~ EHTRACTOR
~ FILEMGR
~ HOSTS
~ IPT_REPORTS
~ JZEE
~ SV
~ LYHC
~ MOMANAGER
~ MAT
~ METDIAG
~ METWORK

¥ PROGNO
WaTN=tl  Properties...

i

RCP; Reviewed: Solution & Interoperability Test Lab Application Notes 15 of 24
SPOC 6/1/2012 ©2012 Avaya Inc. All Rights Reserved. ProgMM52



At the screen which appears click on the +.

P PROGNOSIS

File Wiew Options Tools Workspace Window Help

H &8 8

=53 My Displays & Configurations
+-(_] Auto-Saved Documents
{ld My Custom Display

+- IP Telephony M

~ PASSWORDS on ATEST-0CD921C2C6

= General | Modes to Run On | Configuration  Pazswords

N AWAY A PBY
& CIsCo_Ucs
+ DEZ

+ DEMS

+ DISPMARN

+ EXTRACTOR
+ FILEMGR
 HOSTS

+ IFT_REPORTS
 JZEE

o JMan
 LYHC
 MEMANAGER
 HAT

+ METDIAG

" METWIORK
+ MODEGROUR
+ PASSWORDS
+ PROGNOSIS
+ PUBLISH

+ RTCP_MONTOR
 SEC

+ SCHEDULE
+ SECURITY
+ SMMPTRARS
+ SYSMON
A

oA hetakacas
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~ Pazsword
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ﬂ [~ T
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Enter WMI:AVAYA_PBX:MAS _ID in this case WMI:AVAYA_PBX:MASI in the Entry
Name column, and the user credentials created in Section 7.1, where DEVCAVAYA is the
Active Directory Domain Name and click Start.

¥ PROGNOSIS

File Wiew Options Tools ‘Workspace ‘Window Help

H &8 =

= ﬁ My Displays & Configurations
+-(_] Auto-Saved Documents
1“ My Custom Display
= ﬁ IP Telephony Manager '

- 38 TEST-0CDI21C2CE
+ §g Analysts
= j’ Configurations

+ APPRESPONSE
o BWAILABILITY
 AVAYA_DEFINTY
o BWAYE | EGACY
o BWAYE LS
o BWAYE_PEY
& CIsCo_UCs
+ DB2
+ DEMS
+ DISPMAN
+ EXTRACTOR
+ FILEMGR
+ HOSTS
+ IPT_REFORTS
 JZEE
MR
+ LvHC B
+ MEMARNAGER
AT
" NETDIAG
+ METWIORK
+ MODEGROUP
+ PASSWORDS

< PASSWORDS on XTEST-0CD921C2CH

General | Modes to Run On | Configuration  Passwords

+ -
Password
Entry Mame only Uszername Pazsward
L ,L“.,OMMAND:PROGNOSIS ﬂ = HERERRD
avaya-sat: EXAMPLE-PEX [l exarmple prevess)
[Tt avvae, permast [ DEWVCAVAYAWmmsupport wnnen

+ PROGHOSIS
ra

Start | Cloze Save bz Help
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8.3. Configure SNMP connection to MSS

In order to collect SNMP information from the MSS, the SNMP string configured in Section 7.5
must be defined. Using the same method specified in Section 8.2 add an entry containing
snmpV2c:AVAYA_PBX:MSS _ID in this case snmpV2¢c:AVAYA_PBX:MSSI1, place a tick in
the Password Only column and enter the community string specified in Section 8.2 as the
password, click Start when done.

¥ PROGNOSIS

File Wiew Options Tools ‘Workspace Window Help

[~ =
2=l
= ﬁ My Displays & Configurations M

+-(_] Auto-Saved Documents
1“ My Custom Display General | Modes to Run On | Configuration  Paszswords

- PASSWORDS on A\TEST-0CD921C2C6

= ﬁ IP Telephony Manager '

2=l
- 39 \TEST-DCD921C2CH -~ R Password T Ra—
+ §g Analysts Only
|- & Configurations COMMAND: PROGNOSIS ~ = e
+ APPRESPONSE avaya-sat EXAMPLE-PBX  example
o AVAILABILITY __lAMLaYAYA PEICMAS] [ DEWCAWAYAMmEUpnod
o VA A DEFINTY SMMpY 20 A AY A_PEH:MSS IS
o BVAYA |EGACY
o BVAYA LS
o BVAYA PEY
& CISCo_Ucs
+ DEZ
+ DEMS
+ DISPMARN
+ EXTRACTOR
+ FILEMGR
 HOSTS
+ IFT_REPORTS
 JZEE
o JMan
 LYHC
+ MEMANAGER
 MAT
+ METDIAG
" METWIORK
+ MODEGROUP

5 E:gGNo;ES I Start | Cloze Save As.. Help

£ rionicu
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9. Verification Steps

This section provides the tests that can be performed to verify proper configuration of Modular
Messaging and PROGNOSIS IP Telephony Manager.

9.1. Verify Modular Messaging Port Status

From the MAS server, click Start 2 Programs - Avaya Modular Messaging Port Monitor
and verify the status of the voicemail ports is accurate according to activity on Modular
Messaging. In the image below, no applications provided by Modular Messaging are being
accessed and all the ports are idle and waiting for a call.

.‘.i" AYAYAMAS] - Port Monitor

File Miew ChangeState Options Help

LA - | v | S %
Part | State Pt | State

#‘ Port 1 ldle. “wiaiting for call. For 04:38:41 %_H Paort 16 Idle. ‘W aiting for call. For 13:32:53
T'j' Port 2 ldle. “waiting for call. For 15:20:27 %ﬂ Paort 17 Idle. ‘waiting for call. For 13:30:38
7'_1!|| Port 3 ldle. “waiting for call. For 13:39:05 'l_ﬂ Port 18 Idle. ‘W aiting for call. For 13:31:08
7'_1!|| Fort 4 Idle. “whaiting for call. For 13:33:20 'l_ﬂ Port 19 Idle. ‘waiting for call. For 13:30:08
T‘j' Port&  Idle " aiting for call. For 133703 ,lﬂ Faort 20 Idle. "W aiting for call. Far 13:29:38
T‘j' Port & Idle. ‘W aiting for call. For 133741 T[H Faort 21 Idle. "W aiting for call. Far 13:28:56
T'j' Port 7 Idle “Waiting for call For 04:38:17 %_H Faort 22 Idle. W aiting for call. Far 13:27:56
#‘ Port 2 Idle. “Waiting for call. For 13:36:03 %_H Port 22 Idle. W aiting for call. For 13:.27:26
#‘ Port 3 ldle “waiting for call. For 15:14:24 %_H Port 24 Idle. ‘W aiting for call. For 13:26:41
T'j' Port 10 Idle. “wfaiting for call. For 13:35:03 %ﬂ Port 25 Idle. ‘Waiting for call. For 13:28:26
7'_1!|| Port 11 Idle. “waiting for call. For 13:34:24 'l_ﬂ Port 26 Idle. “waiting for call. For 13:26:11
7'_1!|| FPort 12 Idle. “whaiting for call. For 06:00.52 'l_ﬂ Port 27 Idle. “waiting for call. For 13:25:11
T‘j' Port 13 Idle. " aiting for call. For 133323 ,lﬂ Faort 28 |dle. W aiting for call. Faor 04:40:47
T‘j' Port 14 |dle. " aiting for call. For 13:31:38 T[H Faort 29 Idle. Waiting for call. Faor 13:24:41
T'j' Port 15 Idle. “Waiting faor call. For 13:32:23
Ready [ [
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9.2. Verify Integrated Research IP Telephony Manager Status

From the PROGNOSIS IPTM client click UCC Welcome, in the page which appears click on
the double chevron next to Modular Messaging (highlighted in the screen below).

¥ PROGNOSIS

File Edit Wiew Contral Bar  Options
H & (i)

Tools

Sk

- ﬁ My Displays & Configurations
+-_] Auto-Saved Documents
1" My Custom Display
- % IP Telephony Manager
+-_] Alcatel
+-_]] Avaya
+-_] Cisco
+-_] Common
+-_] Management Reporter
+-_] Microsoft
+-_7] Hetwork Diagnostics
+-{_7] Hortel
+-{_]] SBC
+-_] Telephony
+-_] Wirtualization
+-7] Web Publishing
+-_ ] Windows

CC - Canfiguration
il UcC - welcome

Foavinn now

;IzlI

Warkspace Window Help

X 4 88 © B

Connected to: \TESTOCD9Z21C2

UCC Ecosystem
All

|

Alcatel-Lucent
QmniPCH Enterprise

| |

Avava
SMGR IS
Ch
51000
mModular Messaging

E¥ e |

Cisco
CLUCM I3 &4
CLICM 5+
LICCH
cLUC
CME
LICE C-Series

I# P I % e ¥

|2

Microsoft Lyne

|2

=1=1

|2
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In the Avaya Modular Messaging — Welcome window that appears, verify that both the MAS
and MSS servers are visible with their corresponding IP addresses and Yes in the Cont column.

P Ay -Modular, Messaging - Welcome

Connected to: \TESTOCDIZ1C2

Avava Modular Messading - Welcome

IP A

Marme

Avaya Modular Messaging Application Servers

Click on MAS1 = Ports, verify the port usage is displayed and corresponds to true activity
through Modular Messaging and the Port Status field shown in Section 9.1. Place a call into
Modular Messaging and verify that the channels in use increase accordingly.

Tl AV-MAS Yoice Mail Ports

Avaya Modular Messaging Voice Mail Ports

YMAS1
Voice Mail Poris Status VYoice Mail Ports
Port Name Status Calls In | Calls Out Duration

Fort 1 Idle i i 45714
Port2 Idle 0 0 15:38:00
Port3 Idle 0 0 13:57:38
Port4 Idle 0 0 13:56:53
Forts Idle ] ] 13:55:36
Fort i Idle ] ] 13:56:14
Port7 Idle 0 0 4:56:50
O 1die (200 O Disabling (@) Fort g Idle 1] 1] 13:84:36
O Busy () Portg Idle 0 0 15:32:57
B bisabled (0) Port10 Idle 0 0 13:53.36
Port 11 Idle ] ] 13:52:57
Top 5 Ports by Calls {Last Interval) Port12 Idle 0 0 6:18:25
Port13 Idle 0 0 13:51:56
! Port14 Idle 0 0 13:50:11
08 Port15 Idle ] ] 13:50:56
o Fort16 Idle 0 0 13:51:26
04 Port17 Idle 0 0 13:48:11
Port18 Idle 0 0 13:49:41
B Port19 Idle 0 0 13:48:41
0 ; ; ; ; ; Fort 20 Idle ] ] 13:48:11
02:46:00 0z:47:00 02300 02 :49:00 0z:a0:00 0z2:541:00 Port 1 Idle ] ] 13:47:29
B Fort 1 B Fots Port22 Idle 0 0 13:46:29
O Fortz Port23 Idle 0 0 13:45:59
OFort3 Port 24 Idle ] ] 13:45:14

O Faort g
Port 25 Idle ] ] 13:46:59
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Place a call into Modular Messaging and verify that the Voice Mail Ports status is displayed
accordingly.

[Tl AV-MAS Voice Mail Ports

Avaya Modular Messaging Voice Mail Ports

WMAS1
Voice Mail Ports Status Voice Mail Ports
Port Hame Status Calls In | Calls Out Duration
Port1 Busy 1 0 2
Port 2 Idle 0 0 15:41:00
Port 3 Idle 0 0 13:69:38
Port 4 Idle 0 0 13:58:53
Port s Idle 0 0 13:67:37
Port & Idle 0 0 13:58:14
Port? Idle 0 0 4:58:50
O Idle (28 [ Disabling () Port & Idle a 0 13:66:36
O Busy (1) Paorta Idle 0 0 15:34:57
B pisabled () Port10 Idle 0 0 13:55.36
Part11 Idle 0 0 13:54:57
Top 5 Ports by Calls {Last Interval) Port12 Idle 0 0 B:2125
Part 13 Idle 0 0 13:53:56
! Part 14 Idle 0 i 13:82:1
0.8 Paort 15 Idle 0 0 13:52:56
0.6 Part 16 Idle 0 0 13:63:26
na Port17 Idle 0 0 13:81:11
Paort 18 Idle 0 0 13:81:41
L2 Port1a Idle 0 0 13:50:41
o : ; ; : ! Part 20 Idle 0 0 13:60:11
0z:45:00 0z:4a:00 0z:50:00 0z:51:00 0z:52:00 0z:53:00 Port 21 Idle 0 0 13:49-79
O Fortd B rots Part 22 Idle 0 0 13:48:29
OrPort2 Port 23 Idle i 0 13:47:58
[ Padt8 Port 24 Idle 0 0 13:47:14
O Porta
Part 25 Idle 0 i 13:48:59
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Return to the Avaya Modular Messaging — Welcome screen and click on MSS1 verify the
presence of MSS details accurately reflecting the status of the MSS.

M Server G

Avaya Modular Messaging Storage Server Statistics

MSS1 Network
W CPU Busy: 0 % W Tot Mem Used: 21 % (371 MB £ 4108 MB)
100 100
20 4 30 4
60 4 &0 4
40 40 4
20 4 20 4
o T T T T T T T T T o T T T T T T T T T
02:53:50 025420 025450 025520 02:55:50 02:56:20 02:56:50 02:57:20 025750 02:58:20 02:53:50 02:5420 025450 02:55:20 02:55:50 02:56:20 02:56:50 02:57:20 02:57:50 02:58:20
CPU Details Memory Details
Systern % | User % | Nice % | Idle % | 10 Read | 10 Write Swap Size
1} 1} 1} 100 81.61 0.00 44 a71r2026mMB 0 072079 MB
Software/Processes Storage
PID Name €PU % | Mem (MB) j
1 init Joe E. 2 Real Memory 43.04 87272026 MB
2 migration/0 0 47 35.20 146474158 M
3 ksoftirgds0 1} 8 tboat 20.20 20499 MB
4 migrationf1 1} 11 fmsgrsoftware 12.89 13071008 MB
4 ksoftirgd! 1] 1 Memory Buffers 942191 /2026 MB
B eventsl 1] 10 'm=gfmedial T7.95 4466796128 M
T eventsi 0 12 fear 696 235673937 MB
8 khelper o 8 Imsoidatabase 235 8874156 MB
9 kthread 1} 7 fhackup 1.82 3074945 MB
10 kacpid 1] 3 Swap Space 0.00 072080 MB
33 khlockd/o 1} 5 Isys 0.00 0r0MB
34 khlockdn 0 j B fprocihusiush 000 0rome

10. Conclusion

These Application Notes describe the procedures for configuring the Integrated Research
PROGNOSIS IP Telephony Manager to interoperate with Avaya Modular Messaging. In the
configuration described in these Application Notes, PROGNOSIS IP Telephony Manager
established SNMP and WMI connections to Avaya Modular Messaging servers to view the
status and statistics of the Messaging Application Server and Message Storage Server. During
compliance testing, all test cases were completed successfully as mentioned in Section 2.2.

11. Additional References

The following Avaya documents are available from http://support.avaya.com
[1] Avaya Modular Messaging Admin Guide Release 5.2 with Avaya MSS

The following PROGNOSIS documents were provided by Integrated Research.
[2] IPTM Avaya Modular Messaging Certification Test Plan v0.3.doc
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Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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