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Abstract

These Application Notes describe the configuration steps for Enghouse Interactive
Communications Portal 9.0 using CTI Media Gateway to successfully interoperate with Avaya
Aura® Session Manager R6.3 and Avaya Aura® Communication Manager R7.0.
Communications Portal is an IVR application that connects to Session Manager as a SIP
Entity.

Readers should pay attention to section 2, in particular the scope of testing as outlined in
Section 2.1 as well as the observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps for Enghouse Interactive
Communications Portal 9.0 to successfully interoperate with Avaya Aura® Session Manager
R6.3 and Avaya Aura® Communication Manager R7.0.

Enghouse Interactive Communications Portal (formerly Syntellect Communications Portal) is an
open, standards-based platform with integrated application development and management
components.
e Voice self-service solutions, such as interactive voice response (IVR), interactive voice
and video response (IVVR), outbound dialing, and speech-enabled self-service systems.
e SMS, email, standards-based voice mail.
e Contact center solutions, including outbound dialing, intelligent routing applications and
screen pop applications.
e Unified communications solutions, including standards-based voice-mail systems and
applications that combine traditional voice, IP telephony, video messaging, SMS, email,
and fax communication.

2. General Test Approach and Test Results

The IVR application telephony functionality of Communications Portal 9.0 (CP) was the only
module tested. This IVR application (CP script) connects to Session Manager as a SIP Trunk
entity and can be integrated with Communication Manager by passing SIP calls to and from the
PBX. Session Manager directs the call over SIP trunks to CP scripts which in turn handles the
call depending on the digits dialed using SIP signaling. Communications Portal utilizes CTI
Media Gateway driver to perform all telephony functions on the server. This CTI Media
Gateway facilitates the Communications Portal connectivity to Session Manager.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.
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2.1. Interoperability Compliance Testing

The interoperability compliance test included both feature functionality and serviceability
testing. The feature functionality testing focused on placing various calls to the Communications
Portal IVR:

Basic Inbound/Outbound — Tests inbound calls to Enghouse Interactive
Communications Portal.

Call Hold — Tests held calls to/from Enghouse Interactive Communications Portal.

Call Transfer — Tests transferred calls to/from Enghouse Interactive Communications
Portal.

IVR Functionality — Tests of various IVR features like is ANI/DNIS detection, leaving
voice message/voice mail (Recording), DTMF collection, Barge-in and Trombone
Referral on the Enghouse Interactive Communications Portal.

Failover/Service — Tests the behaviour of Enghouse Interactive Communications Portal
when there are certain failed conditions.

The serviceability testing focused on verifying the ability of Communications Portal to recover
from disconnection and reconnection to the Avaya solution.

2.2. Test Results

All functionality and serviceability test cases were completed successfully, however the
following was observed only when shuffling was on (Direct IP to IP Audio Connections set to

Y).

From a H.323 or SIP IP desk phone on Communication Manager calling to the
Communications Portal IVR system playing an announcement via SIP trunk (Session
Manager), then pressing Hold/Resume in quick succession leads to the loss of RTP. This
is due to the reINVITE being sent by Communication Manager before the ACK is
received by Communications Portal and a “491 request pending” is received. This may be
causing this issue, simply due to a delay and the reINVITE/ACK sequence going out of
sync. Note that is not an issue if Hold/Resume is used in a “normal” fashion or when
shuffling is off (Direct IP to IP Audio Connections set to N).
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2.3. Support
Technical support can be obtained for Enghouse Interactive as follows:

USA
e Email: scpsupport@enghouse.com
e Website: http://enghouseinteractive.com/support.php
e Phone: +1 800.788.9730 Self-Service
e Phone: +1 800.872.2272 Live-Service

EMEA
e Email: supportenvox@syntellect.com
e \Website: http://enghouseinteractive.co.uk/support/contact_support/
e Phone: +44 203 357 3001
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3. Reference Configuration

The configuration in Figure 1 will be used to compliance test Enghouse Interactive
Communications Portal 9.0 with Session Manager and Communication Manager using SIP
signalling over SIP trunks to route calls from Communication Manager to Communications
Portal 9.0.

B 9600 Series
¥ H323
Sai Deskphone

G450 Media Gateway

Avaya Aura®
Communication
Manager R7 )
Ed 9600 Series
SIP
|| Deskphone

Avaya Aura® Session
Manager 6.3 SP11

Devconnect Lan

CTl Connect Media
Avaya Aura® System Gateway

Manager 6.3 SP12

Communication Portal
9.0 on Windows 2012
R2 Server

Figure 1: Connection of Enghouse Interactive Communications Portal 9.0 with Avaya Aura®
Session Manager R6.3 and Avaya Aura® Communication Manager R7.0
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment/Software

Release/Version

Avaya Aura® System Manager running on a
Virtual Platform

R6.3 SP12
Build 6.3.0.8.5682-6.3.8.4903
Software Update Revision 6.3.12.9.3022

Avaya Aura® Session Manager running on a R6.3 SP11

Virtual Platform 6.3.11.0.631103
® o R7.0 SP6

Avaya Aura™ Communication Manager RO17x.00.0 411

running on a Virtual Platform

Update: 7.0.0.1.0-SP1

Avaya G430 Gateway

36.14.0/1

Avaya 9630 H323 Deskphone

H.323 Release 3.2

Enghouse Interactive Communications Portal
running on Windows 2012 Server
CTI Connect Media Gateway

Communications Portal 9.0 PRC5
CTI Connect Media Gateway 8.2
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5. Configure Avaya Aura® Communication Manager

The configuration and verification operations illustrated in this section were all performed using
Communication Manager System Administration Terminal (SAT). The information provided in
this section describes the configuration of Communication Manager for this solution. For all
other provisioning information such as initial installation and configuration, please refer to the
product documentation in Section 10.

The configuration operations described in this section can be summarized as follows:
e Verify System Parameters Customer Options.
e System Features and Access Codes.
e Administer Dial Plan.
e Administer Route Selection for Communications Portal calls.
e Configure SIP Trunk.

Note: The configuration of PSTN trunks and routes are outside the scope of these Application
Notes.

5.1. Verify System Parameters Customer Options

The license file installed on the system controls these attributes. If a required feature is not
enabled or there is insufficient capacity, contact an authorized Avaya sales representative. Use
the display system-parameters customer-options command to determine these values. On
Page 2, verify that Maximum Administered SIP Trunks has sufficient capacity. Each call that
receives IVR treatment from Communications Portal uses a minimum of one SIP trunk. Calls
that are routed back to stations commissioned on Communication Manager, or calls that are
routed back to Communication Manager to access the PSTN, use 2 SIP trunks.

display system-parameters customer-options Page 2 of 11
OPTIONAL FEATURES

IP PORT CAPACITIES USED
Maximum Administered H.323 Trunks: 12000 250

Maximum Concurrently Registered IP Stations: 18000

Maximum Administered Remote Office Trunks: 12000

Maximum Concurrently Registered Remote Office Stations: 18000
Maximum Concurrently Registered IP eCons: 414
Max Concur Registered Unauthenticated H.323 Stations: 100

Maximum Video Capable Stations: 18000

Maximum Video Capable IP Softphones: 18000

Maximum Administered SIP Trunks: 24000

Maximum Administered Ad-hoc Video Conferencing Ports: 24000

N

O WO OO o oo
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On Page 3, ensure that both ARS and ARS/AAR Partitioning are setto y.

display system-parameters customer-options
OPTIONAL FEATURES

Abbreviated Dialing Enhanced List?
Access Security Gateway (ASG)?

Analog Trunk Incoming Call ID?

A/D Grp/Sys List Dialing Start at 01?2
Answer Supervision by Call Classifier?
ARS?

ARS/AAR Partitioning?

ARS/AAR Dialing without FAC?

KKK KK BK

Page 3 of 11

Audible Message Waiting?
Authorization Codes?

CAS Branch?

CAS Main?

Change COR by FAC?

Computer Telephony Adjunct Links?
Cvg Of Calls Redirected Off-net?
DCS (Basic)?

KKK BB BKRK

On Page 5, ensure that Uniform Dialing Plan is set to y.

display system-parameters customer-options

Page 5 of 11

OPTIONAL FEATURES
Multinational Locations? n Station and Trunk MSP? y
Multiple Level Precedence & Preemption? n Station as Virtual Extension? y
Multiple Locations? n
System Management Data Transfer? n
Personal Station Access (PSA)? y Tenant Partitioning? y
PNC Duplication? n Terminal Trans. Init. (TTI)? y
Port Network Support? y Time of Day Routing? y
Posted Messages? y TN2501 VAL Maximum Capacity? y
Uniform Dialing Plan? y
Private Networking? y Usage Allocation Enhancements? y
SJW; Reviewed: Solution & Interoperability Test Lab Application Notes 8 of 41
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5.2. System Features and Access Codes

For the testing, Trunk-to Trunk Transfer was set to all on page 1 of the system-parameters
features page. This is a system wide setting that allows calls to be routed from one trunk to
another and is usually turned off to help prevent toll fraud. An alternative to enabling this
feature on a system wide basis is to control it using COR (Class of Restriction). See Section 10
for supporting documentation.

display system-parameters features Page 1 of 19
FEATURE-RELATED SYSTEM PARAMETERS
Self Station Display Enabled? n
Trunk-to-Trunk Transfer: all
Automatic Callback with Called Party Queuing? n

Automatic Callback - No Answer Timeout Interval (rings): 3
Call Park Timeout Interval (minutes): 10
Off-Premises Tone Detect Timeout Interval (seconds): 20

AAR/ARS Dial Tone Required? y

Music (or Silence) on Transferred Trunk Calls? no
DID/Tie/ISDN/SIP Intercept Treatment: attd
Internal Auto-Answer of Attd-Extended/Transferred Calls: transferred
Automatic Circuit Assurance (ACA) Enabled? n

Abbreviated Dial Programming by Assigned Lists? n

Auto Abbreviated/Delayed Transition Interval (rings): 2
Protocol for Caller ID Analog Terminals: Bellcore

Display Calling Number for Room to Room Caller ID Calls? n

Use the display feature-access-codes command to verify that a FAC (feature access code) has
been defined for both AAR and ARS. Note that 8 is used for AAR and 9 for ARS routing.

display feature-access-codes Page 1 of 10
FEATURE ACCESS CODE (FAC)
Abbreviated Dialing Listl Access Code:
Abbreviated Dialing List2 Access Code:
Abbreviated Dialing List3 Access Code:
Abbreviated Dial - Prgm Group List Access Code:
Announcement Access Code:
Answer Back Access Code:
Attendant Access Code:
Auto Alternate Routing (AAR) Access Code: 8

Auto Route Selection (ARS) - Access Code 1: 9 Access Code 2:
Automatic Callback Activation: *25 Deactivation: #25
SJW; Reviewed: Solution & Interoperability Test Lab Application Notes 90f41
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5.3. Administer Dial Plan

It was decided for compliance testing that all calls beginning with 43 with a total length of 4
digits were to be sent across the SIP trunk to Session Manager and therefore to Communications
Portal. In order to achieve this, automatic alternate routing (aar) would be used to route the calls.
The dial plan and aar routing analysis need to be changed to allow this.

Type change dialplan analysis, in order to make changes to the dial plan. Ensure that 43 is
added with a Total Length of 4 and a Call Type of udp.

change dialplan analysis Page 1 of 12
DIAL PLAN ANALYSIS TABLE
Location: all Percent Full: 2

Dialed Total Call Dialed Total Call Dialed Total Call

String Length Type String Length Type String Length Type
4 ext

ext

udp

ext

ext

dac

fac

fac

fac

fac

H X O 00 Jo Ul dWwWwN
w
W Wk P Wb D

5.4. Administer Route Selection for Communications Portal Calls

As digits 43xx were defined in the dial plan as udp (Section 5.3) use the change uniform-
dialplan command to configure the routing of the dialed digits. In the example below calls to
numbers beginning with 43 that are 4 digits in length will be matched. No further digits are
deleted or inserted. Calls are sent to aar for further processing.

change uniform-dialplan 8 Page 1 of 2
UNIFORM DIAL PLAN TABLE
Percent Full: O

Matching Insert Node
Pattern Len Del Digits Net Conv Num
43 4 0 aar n

n

Use the change aar analysis x command to further configure the routing of the dialed digits.
Calls to Communications Portal begin with 43 and are matched with the AAR entry shown
below. Calls are sent to Route Pattern 1, which contains the outbound SIP Trunk Group.

change aar analysis 4 Page 1 of 2
AAR DIGIT ANALYSIS TABLE
Location: all Percent Full: 1
Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Reqd
43 4 4 1 unku n
SJW; Reviewed: Solution & Interoperability Test Lab Application Notes 10 of 41

SPOC 10/6/2015 ©2015 Avaya Inc. All Rights Reserved. EHCPOMG_CM70




Use the change route-pattern n command to add the SIP trunk group to the route pattern that
AAR selects. In this configuration, Route Pattern Number 1 is used to route calls to trunk
group (Grp No) 1, this is the SIP Trunk configured in Section 5.5.

change route-pattern 1

Pattern Number: 1 Pattern Name: SIPTRK
SCCAN? n Secure SIP? n

Grp FRL NPA Pfx Hop Toll No. Inserted

No

1

o Ul W N

BCC VALUE

(@]

1

o O Ul i W N -
KKK KKKKK
KKK KKKKK
KKK KKKKK
KKK KKKKK
KKK KKKKK

2

M

4

W

898 B3B8B8885

TSC CA-TSC

85 8 B838B B8B83

Mrk ILmt List Del Digits

Dgts

ITC BCIE Service/Feature PARM No.

Page 1 of

DCS/

QSIG

Intw
n

0B B3B3

Numbering

Request Dgts Format
Subaddress

unre
rest
rest
rest
rest
rest
rest

IXC

user
user
user
user
user
user

LAR

none
none
none
none
none
none
none
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5.5. Configure SIP Trunk

In the Node Names IP form, note the IP Address of the procr and the Session Manager
(SM63vmpg). The host names will be used throughout the other configuration screens of
Communication Manager and Session Manager. Type display node-names ip to show all the
necessary node names.

display node-names ip Page 1 of 2
IP NODE NAMES
Name IP Address
AES63VMPG 10.10.40.30
PGDECT 10.10.40.50
SM63vmpg 10.10.40.34
default 0.0.0.0
procr 10.10.40.31
procro6 H

In the IP Network Region form, the Authoritative Domain field is configured to match the
domain name configured on Session Manager in Section 6.2. In this configuration, the domain
name is devconnect.local. The IP Network Region form also specifies the IP Codec Set to be
used. This codec set will be used for calls routed over the SIP trunk to Session manager as ip-
network region 1 is specified in the SIP signaling group.

display ip-network-region 1 Page 1 of 20
IP NETWORK REGION

Region: 1

Location: 1 Authoritative Domain: devconnect.local
Name: Default region
MEDIA PARAMETERS Intra-region IP-IP Direct Audio: yes
Codec Set: 1 Inter-region IP-IP Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? n

UDP Port Max: 3329
DIFFSERV/TOS PARAMETERS
Call Control PHB Value: 46
Audio PHB Value: 46
Video PHB Value: 26
802.1P/Q PARAMETERS
Call Control 802.l1p Priority: 6
Audio 802.l1p Priority: 6
Video 802.1p Priority: 5 AUDIO RESOURCE RESERVATION PARAMETERS
H.323 IP ENDPOINTS RSVP Enabled? n
H.323 Link Bounce Recovery? y
Idle Traffic Interval (sec): 20
Keep-Alive Interval (sec): 5
Keep-Alive Count: 5
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In the IP Codec Set form, select the audio codec’s supported for calls routed over the SIP trunk
to Communications Portal. The form is accessed via the change ip-codec-set n command. Note
that IP codec set 1 was specified in IP Network Region 1 shown above. Multiple codecs may be
specified in the IP Codec Set form in order of preference; the example below includes G.729,
G.711MU (mu-law) and G.711A (a-law), which are supported by Communications Portal.

change ip-codec-set 1 Page 1 of 2

IP Codec Set

Codec Set: 1

Audio Silence Frames Packet
Codec Suppression Per Pkt Size (ms)
1: G.729 n 2 20
2: G.711MU n 2 20
3: G.711A n 2 20
4:
5:
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Prior to configuring a SIP trunk group for communication with Session Manager, a SIP signaling
group must be configured. Configure the Signaling Group form shown below as follows:

Set the Group Type field to sip.

Set the Transport Method to the desired transport method, for compliance testing this
was set to tls.

The Peer Detection Enabled field should be set to y allowing the Communication
Manager to automatically detect if the peer server is a Session Manager.

Specify the node names for the procr and the Session Manager node name as the two
ends of the signaling group in the Near-end Node Name field and the Far-end Node
Name field, respectively. These values are taken from the IP Node Names form shown
above.

Set the Near-end Node Name to procr. This value is taken from the IP Node Names
form shown above.

Set the Far-end Node Name to the node name defined for the Session Manager (node
name SM63vmpg), as per Section 5.5.

Ensure that the recommended TLS port value of 5061 is configured in the Near-end
Listen Port and the Far-end Listen Port fields.

In the Far-end Network Region field, enter the IP Network Region configured above.
This field logically establishes the far-end for calls using this signaling group as network
region 1.

Leave the Far-end Domain field blank to allow Communication Manager to accept any
domain.

The DTMF over IP field should remain set to the default value of rtp-payload. This
value enables Communication Manager to send DTMF transmissions using RFC 2833.
The Direct IP-IP Audio Connections field is setto y.

The default values for the other fields may be used.

change signaling-group 1

Page 1 of 2
SIGNALING GROUP

Group Number: 1 Group Type: sip
IMS Enabled? n Transport Method: tls
Q-SIP? n

IP Video? n

Enforce SIPS URI for SRTP? vy

Peer Detection Enabled? y Peer Server: SM

Near-end Node Name: procr
Near-end Listen Port: 5061

Far-end Node Name: SM63vmpg
Far-end Listen Port: 5061
Far-end Network Region: 1

Far-end Domain:

Bypass If IP Threshold Exceeded? n

Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n

DTMF over IP: rtp-payload Direct IP-IP Audio Connections? y

Session Establishment Timer (min): 3 IP Audio Hairpinning? n

Enable Layer 3 Test? y Initial IP-IP Direct Media? n

H.323 Station Outgoing Direct Media? n Alternate Route Timer(sec): 6
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Configure the Trunk Group form as shown below. This trunk group is used for calls to and
from Communications Portal. Enter a descriptive name in the Group Name field. Set the Group
Type field to sip. Enter a TAC code compatible with the Communication Manager dial plan. Set
the Service Type field to tie. Specify the signaling group associated with this trunk group in the
Signaling Group field, and specify the Number of Members supported by this SIP trunk group.
Accept the default values for the remaining fields.

change trunk-group 1 Page 1 of 21
TRUNK GROUP

Group Number: 1 Group Type: sip CDR Reports: y
Group Name: SIP TRK COR: 1 TN: 1 TAC: *11
Direction: two-way Outgoing Display? y
Dial Access? n Night Service:
Queue Length: 0
Service Type: tie Auth Code? n

Member Assignment Method: auto
Signaling Group: 1
Number of Members: 10

On Page 2 of the trunk-group form the Preferred Minimum Session Refresh Interval (sec)
field should be set to a value mutually agreed with Enghouse to prevent unnecessary SIP
messages during call setup. Session refresh is used throughout the duration of the call, to check
the other side has not gone away, for the compliance test a value of 600 was used.

change trunk-group 1 Page 2 of 21
Group Type: sip

TRUNK PARAMETERS
Unicode Name: auto
Redirect On OPTIM Failure: 5000

SCCAN? n Digital Loss Group: 18
Preferred Minimum Session Refresh Interval (sec): 600

Disconnect Supervision - In? y Out? y

XOIP Treatment: auto Delay Call Setup When Accessed Via IGAR? N
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Settings on Page 3 can be left as default. However the Numbering Format in the example

below is set to private.

change trunk-group 1 Page 3 of 21
TRUNK FEATURES
ACA Assignment? n Measured: none

Maintenance Tests? y

Numbering Format: private
UUI Treatment: service-provider

Replace Restricted Numbers? n
Replace Unavailable Numbers? n

Modify Tandem Calling Number: no

Show ANSWERED BY on Display? y

Settings on Page 4 are as follows.

change trunk-group 1 Page 4 of 21
PROTOCOL VARIATIONS

Mark Users as Phone?

Prepend '+' to Calling/Alerting/Diverting/Connected Number?
Send Transferring Party Information?

Network Call Redirection?

S BB

Send Diversion Header? n
Support Request History? y
Telephone Event Payload Type: 101

Convert 180 to 183 for Early Media? n
Always Use re-INVITE for Display Updates? n
Identity for Calling Party Display: P-Asserted-Identity
Block Sending Calling Party Location in INVITE? n
Accept Redirect to Blank User Destination? y
Enable Q-SIP? n
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6. Configure Avaya Aura® Session Manager

This section provides the procedures for configuring Session Manager. Session Manager is
configured via System Manager. The procedures include the following areas:
e Loginto Avaya Aura® Session Manager
e Configure SIP Domain
Configure Location
Configure SIP Entities
Configure Routing Policies
Configure Dial Patterns

6.1. Log in to Avaya Aura® System Manager

Access the System Manager using a Web Browser by entering http://<FQDN >/SMGR, where
<FQDN?> is the fully qualified domain name of System Manager or http://<IP Adddress
>/SMGR. Log in using appropriate credentials.

£ Sywtern Marager - Wiadews tetormgt [aphires )
‘} o Grrivemeer. bl v o Cofata e Y M ]

i M e Tevostss ok b

O Seppartod Browsonc MUamet Exphoer 3 5, 9 o 105 of Frefon 10.0
200 = 210,

Once logged ion click on Routing as highlighted.

Mutsaiging
Manoger
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6.2. Configure SIP Domain

Click on Domains in the left window. If there is not a domain already configured click on New
highlighted below.

o Mo / 0L / /
Help
Domains ok

Domaln Mansgement
Bl )|

2 ftams o Fver: Enatio

1 Mamm Typm Teotun

) ggvconavava

devconnect.iocal op
Sabect ; MLNane

Enter the name of the domain note this was referenced in Section 5.5. The Type should be sip.
Click on Commit once done.

6.3. Configure Location
Select Locations from the left window and select New from the main window.

Home Routing  *}

« Home / E / /It

Location
|;l.nr-_ Actons= -‘

Iftem &

] vame
O

Salect : Al Mona
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Enter a suitable name for the location and scroll down to the bottom of the page and enter the IP
addresses associated with the location in the case there are two ranges 10.10.40.x and
192.168.50.x and click on Add. Once completed, click on Commit to continue.

Aura System Manag

Home Routing *
4+ Home / Elements / Routing / Locations
Domains
Location Details Commit| [Cancel
Locations [Commit] [Cancel
Lo E e General
* Name: DevConnectPGa3
Entity Links
Notes:
Time Ranges
Routing Policies i i i
Dial Plan Transparency in Survivable Mode
Dial Patterns
Enabled: []
Regular Expressions
Listed Directory Number:
Associated CM SIP Entity:
* Minimum Multimedia Bandwidth: 54| Kbit/Sec
* Default Audio Bandwidth: 80| |Kbit/sec v
Alarm Threshold
Overall Alarm Thresheold: |50 | O
Multimedia Alarm Threshold: |30 | %
* Latency before Overall Alarm Trigger: LS Minutes
* Latency before Multimedia Alarm Trigger: LS Minutes
Location Pattern
IAddI Remaove
2 Items &
O |IP Address Pattern - Notes
[0 *|10.10.40.%
[0 #|i52.183.50.%
Select : All, None
| Commit
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6.4. Configure Adaptation

To configure a new Adaptation select Adaptations from the left window and click on New from
the main window.

Aura System Manager 6.3

Home Routing ®

4 Home / Elements / Routing / Adaptations

Adaptations

]
SIP Entities

Entity Links 3Items &

Time Ranges [ |Name Module Name

Routing Policies
Dial Patterns

Regular Expressions

Select : All, Mone

Enter a suitable Name and select DigitConversionAdapter for the Module Name. Select
Name-Value Parameter as the Module Parameter Type. Add the following Parameters:

Name Value
e fromto true
e jodstd “domain”
e josrcd “domain”

Mome Routing ®

« Home / § / Routing / A

Adaptation Detadls |Coment| |Cancei

Adaplations
Genaoral

SIP Entities

* Adaptation Nome: EngHouse|

T Entity Links

Module Name:  DigeConvarsionAdapter v

Module Parametor Type:  Name-Vals Parametar ¥

Namw - Valun
[0 fom=
O jeas St
Saiect : M, None M Pags 1 a2k b
Egrass URI Paramaters:
Notes:
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Continue to add the following Parameters:

Name
e odstd
e osrcd

Value

“Communications Portal IP Address”
“Session Manager [P Address”

Click on Commit once completed.

« Home / &4 /

Adaptation Details

T
General
* Adaptation Name: EngHousa

Module Name: DigitConversonddapter »

Module Parameter Type: Name-Yalue Parameter v

O Neme
r—

|

Valus

M -

Ll

Selact (Al hane

Egress URT Parameters:

Notes:

4 4 Page
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6.5. Configure SIP Entity for Enghouse Interactive Communications
Portal

Select SIP Entities from the left window and click on New in the main window.

Home Routing

« Home / Elements / Routing / STP Entitles

SIP fatitios
'ﬂ ore Acbons =
8 ftems e
. |Name FQOM or IP Address Type Motes
] 520 Trunk
{ )
0.40 -
[ CSIKPG 192148509 1P Yrank
SMEImeg 10.50.45.34 Sermon Manasger
Belect Al

Enter a suitable Name and ensure that the Adaptation that was created in Section 6.4 is used.
Enter the Location that was configured in Section 6.2 and the correct Time Zone.

Home Routing .

« Mome / Dlements / Rosting 7 S1P Entities

SIP Entity Details [Cmm

* Neme: EnghouselP

* FQDN or IP Address: 10.10.40.40

Type:

Notes:

Adeptation: Engrouse W

Location: DevConnedtPGE3

Time Zone: EuropeOubln -

T SIP Timer B/F (in seconds): <
Credentis! name:

Call Detail Recording: egress »
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6.6. Configure Entity Link for Enghouse Interactive Communications
Portal

Select Entity Link from the left window and click on New in the main window.

« Home / Clements / Rosting / Entity Links
Hob 2
Entity Links
@ Fme P |
7 tems Féter Enaliy
= u NS Cannectian Dasvy Mew
[0 Mame SIP Cotity 1 Prutocel Forl  SIF Ewisy 2 Override ™ot Pedicy Service Motes
O  AaMsisape f Messoprg ] I o
O AsCOMDECTY 0 Smédymgg TCP 2280 ASCOMD ECT1 a) trusted o
O sMedvnreg SMO2_ 5001 TLS m (= m] stwd o
[0 sMoldvrog MG ARG S TCR  SMeNempg T c PG jm| " O

Select the correct SIP Entity that was created in Section 6.5 and ensure that TCP is used as the
Protocol. Note the Port is 5060.

+ Home / Edements / Rowting / Entity Links
Welp 7
Entity Links Commit) (Cancall
S Emtithes .
1item O PRt L hatie
Eafity Limis T 1 1 1 3 1 1 [rve H
Yo Rangas [T hame SEP Enbity 1 Protocol |Port 1M Entity 2 (N‘::‘hlz Port (“::;"v"' Mew Notes
T Routieg Polices i o
{ Mt v e Enghous SYSIvrpe ¥ 108 = 3203 ' Prgrcaamiy W 0 £060 trugtng - ] —
B kot A L >
Noguint Dxpressions Salact 341, Nope
Oedoults
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6.7. Configure Routing Policy for Enghouse Interactive
Communications Portal

Select Routing Policies from the left window and click on New in the main window.

« Hom / 6 / Routing / Mouting Pulicies

Routing Policies

Moce 2bons ~
SIP Esdities
Enthty Links SRS s — _— suaiRerE
OO RN T ] wame (esarbbedt Hetries Destination teotes
Time R Ll
TolMaz D o} SNE2
Rowting Poliches g
- CHEINEG

ooao

Helact (Al Nonw

Enter a suitable Name and click on Select highlighted in order to associate this routing policy
with a SIP Entity.

[ Houtieg
o Mome / El / / Ing Policles
7000;0:!!!5 > = Help ?
Tocetions Rowting Policy Details Comei] |Cancel|
Adsptations Ganavel
,-9.'."..",‘ Name: P rghous
Entity Links ST
e Wamges
' Retries:
Rowoting Policies
il purterms. e
Regadas | agerivmes
Dafasitc SIP Eatity as Destination
Mamn rQON oc TP Address Typm Notne
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Select the EnghouseCP SIP Entity created in Section 6.5 and click on Commit when done (not
shown).

Home  Rowting *

NI Emtithey
Exily Lisiky
Tlowe Ruanges
Routheg Polickes

o Home / Edemsents / Rowting / Routing Policies

SIP Entities Satact|(Cancal|

SIF Entstie

13 Nems &

Hab ¥

L CTR

Motus

6.8. Configure Dial Pattern for Enghouse Interactive Communications

Portal

In order to route calls to the Communications Portal a dial pattern is created pointing to the SIP
Entity. Select Dial Patterns from the left window and click on New in the main window.

Hame / Bamensts / Houting / Dial Patterns

Dial Patterns
.
S Fotities
tulkvlloh 6 ltems = W Filtes |
| [ Pattars M Max  Emergency Call Emargescy Type Tmergency Pricrty SIP Domais Motws
:'; Nl;du O 10 x b o dev zcal
[ - dav acal %
Diaé Patterns y o
Rogular Expressins < 2 - =
Outaults 0 sex0 i £ A& _Messeping
n 0 : ‘ D £ » c=1 “
Sglect AL None
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Enter the number to be routed noting this will be the same number outlined in Section 5.4. Note
the SIP Domain is that configured in Section 6.2. Click on Add to select the SIP Entity.

o Mome /4 £ Routieg / Dlal Patte
Help ¥
s Dial Pattern Details [Commit) [Cance]
oot
Adagtntivers Pl
seneral
SHY Enilties =
' Patterm: 43
Fatiy Links
Thne Rangres
' Max: S
Rowting Polickes
vial Patterns Emerpency Colt:: T
Rragehas tagreasinns T mergency Priority:
Detawte Lemerguncy Type:
SIP Domel:  dewronnect locs
Notes: To Enghouse P
Oniginating Locatoms and Howting Mol
)
1 Itees Y Efter; Enuble
~ 0 J ) Mok Fuly Sauting Fol LES Pode Mot L
1/ {Orvpemating Lication Mame o [Orating Licatian — [Kouting PUleY o IR0 Cuey | Mg Swwey esieg ey

Tick on the Originating Location as shown below and select the Enghouse Routing Policy.
Click on Select once complete (not shown).

SIV Entities
- — Ongmatmeg Locatbon
Entity Links
] apply The Selected Routing Pokces to Al Ongneting Locatons
Thme Ranges
Neating Podicles 1 item O Flter: bty
Dial Pattorss B Mame Motes
Nogutar | agmes i | ] DevConramroes |
Oulastiy Sebect ; Al None
Routing Poli
T Rems Fiter: Enable
7 Mwme Disablest Destination Mates
[ TolAMessagng LiMessaOng
I™ -] »
1  TeCHMEIe 3
O o
[l Tecsi®sez L ze1eeGa
i
] TaiPoas 1POfhcal s

Skt L ML Nuns
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With the new Routing Policy in place, click on Commit as shown below.

T Routleg « Mame / Elements / Routing / Disl Patterns
Domains Halp 7
= Dial Pattern Dwtails Carcal
Adagtntions .
General
SIP Entitles * Paitern: i3
Entlty Links
“ Min: 4
Time Ramges
*Max: 4
Wonding Podicies
Diol Patterss Emurgency Call: [
Iegetar E xpresshons Emorgency Priority:
Delastts Emergency Type:
SIP Domain: desconnectiocal
Notes: To Enghouse CP
Originating Locations and Routing Policies
[ﬁ Ramose;
1 item 2 Fiter: Enabie
D Orgrnating Locatron Same . ::'.':'"“0 ety ::1.’ Pesicy Mank ““‘l‘)’:‘:ﬂ’::' ¥ ;::::::‘r':"‘ :‘:‘:‘:’ Pobicy
[ [ sedcencacsoes To Enghsuse B Enghiusecs I
Seiect ; Al Mane
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6.9. Configure Avaya Aura® Communication Manager SIP Entity
Select SIP Entities from the left window and click on New in the main window.

Home Routing ™3

SIPF Entities

Entity Links

« Home / Elements / Routing / STP Entitles

SIP fatitios
@ fe 4cbons =
8 ftems 2

Name

152,164.50.60

Belect AL Aone

FQON or IP Address

Fiter: £

Motes

Sesmon Manager

Enter a suitable Name and ensure the Location that was configured in Section 6.2 and the
correct Time Zone is entered.

Home  Routing *
« Home / Elaments / Routing / SI1P Entities
RO SIP Entity Details @]
Adaptations General
SIP Entities * Name: CMG3IVMPG
Entity Links * FQDN or IP Address: 10.10.40.31
Time Ranges Type:
7"";“'} Policles Notes:
Dial Patterns
Adaptation: v
Locatlon: DevConnedtPGe3 ¥
Time Zone: |Europe/Dubln v
* SIP Timer 8/F (in seconds): 4
Credantial name:
Call Detail Recording: both  «
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6.10. Configure Avaya Aura® Communication Manager Entity Link
Select Entity Link from the left window and click on New in the main window.

« Home / Elements / Rosting / Entity Uinks
Hol 2
Entity Links
7 tems Fétar Enaliy
= u DS Cannectian Dasvy New
I Mame 1P tutity 1 Prolocel Ford  SIF Emmy 2 Overside ™8 Pedicy Service  Motes
O AAMBESADNS ¥ 3 \ Nessaprg o 304 ® o
O AscoMpEcTy 08 2mey SCOMDECTL (n] truste o
O smeavreg SMESms [~ 0 stad o
[0 sMoivrog TCR  SWeSampg T c MO jm| trusted m}

Select the correct Sip Entity that was created in Section 6.9 and ensure that TCP is used as the
Protocol. Note the Port is 5060.

1] Log off admin

Hume  Rowting *
« Home / Blements [ Rowting / Estity Lisics
Meb »
s Entity Links [Comme] [Cancel]
[ p——
SIP it =
1 e O PRse: Lnabie
Entity Links - 1 Dany ‘
[ [aese S1 Enbny o Protownl | Part SIF Emtily 2 (H(:':h et r";:'u':‘:'“" New |Moles
Ll SMIumpg CNEIVM  *ISheumes M oS W 500 CWITWNPG v o P55 trustes v O
iastencasacastiilis s 5
Regulur !Fymlon- Salact 1 AL hictrs
Detaults
s )
SJW; Reviewed: Solution & Interoperability Test Lab Application Notes 29 of 41

SPOC 10/6/2015 ©2015 Avaya Inc. All Rights Reserved. EHCPOMG_CM70



6.11. Configure Avaya Aura® Communication Manager Routing Policy
Select Routing Policies from the left window and click on New in the main window.

¢ Home / 6 / Routing / Routing Pulicies

Routing Policies

o Jtemz O Fiter £
] wamne (esarbbet Hetries Destination otes
TolMaz D SNE2
ToCM02
= o MG
D -
)

Belact Al Nonw

Enter a suitable Name and click on Select highlighted in order to associate this routing policy
with a SIP Entity. Select the Communication Manager SIP Entity created in Section 6.9 (not
shown) and click on Commit when done.

Log off admin

« Home /§ / Ing / # Polickes
{9 J
Routieg Policy Detolls [Comme] [Cancel]
( eral
[ * Name: ToOMeivMpPo
Disabled: ]
Routing Polices i iciinioll
iad Pattorns Nows
Mogular Exprassions
‘na“n" e SIP Entity as Destnation
[ [FQON or 19 Address Type motes
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Select the Communication Manager SIP Entity as shown below and click on Select.

Home eetlng

Time Ranges

Nouting Polickes

Odad Pattorns

Mugular Exprassions
vetouts

« Home / Eh / / Policies

SIP Eatithes

SIF Enbities

11 ems. &

[ fe— ';m..m 9 Aditrwss 'v;u.
LAMessapn 192.148,50.80 S1P Trune
Aarre85: 20.20.40.79 SIF Trurk
asira88l

SCOMDECT 1
( oM
[,; oM
e o
siF
517
31®

Sass J

Selact S e

Haobo ¥

fiker; Enabie

Notws

Once this is select the original screen is shown with the selected SIP Entity in place as
highlighted below. Click on Commit once this is shown.

o Mo /6D / ing /
Help ¢

Routing Policy Detalls
Mdaptations Genera
ot Name: TolMETWMPG
faalty Links Disabded: |~
1w Runges

* Retries: 0

Routmg Polides
Olsd Pattares Noltes:
Mogular [ xprwisions
";”";“"”"*"’7' = SIF Entity I t '

[Betact]

Name FQON ar IV Address Type ‘Ne.!r-

I CHESNMG 10.10.80.3L » l
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6.12. Configure Avaya Aura® Communication Manager Dial Pattern

In order to route calls to Communication Manager a dial pattern is created pointing to the SIP
Entity. Select Dial Patterns from the left window and click on New in the main window.

« Hame / Bamensts / Houting / Dial Patterns
Déal Patterns
PMore Actions =
S otities
"m‘ = & ey Pt |
] rattars M Max  Cmergency Call Emargescy Typa Tmergency Priceaty SIP Domais Motws
Time Ranges
s b O 10 =) de
r .} ORDE o3
Digt Patterns = deVIONECT. i) o3
K 30 ! A CHIvPGL
Rogular Expressions ot )
n 0 ‘ D devzoenest.lecel c21aal
Sglect AL None

Enter the number to be routed noting this will be extension numbers of the Communication
Manager deskphones, in this case 2xxx. Note the SIP Domain is that configured in Section 6.2.
Click on Add to select the SIP Entity.

| Mome  Resting *
= Rewting o Home / Eb / ing / Dfal O
Y REATY Welp y
s Dial Pattorn Details |Commet) [Cancal)
Sl
Mlaptatiuns -
NI Oty
= T Pattern: )
EMity Ui
* Min: 4
Vi Rt
= 3 “ Max: 4
Houting Policles
Dhed Patturns Emergency Call: []
Mogular Exprossions Emergency Priority:
Owlaults Emergency Type:
l SIP Domain:  decommedt ooy » ]
Notes: 7o CMad
Ongmnating Locations and Routing Pobok
@ Remva
idtem O Fites: Enatin
- Omginating Locaton Rowting Policy Houting Policy Routing Polcy Rowting Policy
U JOvapinating Locaiien Name ol otee Neme ok Divabled  Destinatton Mates
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Tick on the Originating Location as shown below and select the Communication Manager
Routing Policy. Click on Select once complete.

Rowting Policies 1 Jam & Fikar] Enalile |

Dial Patterss = mame Nutes

Neguier § xgres voms F  cercrome=sce
Defasits Dabect | AL Manw

Rouling Policies

7 ftaes O Filtar: Enabile
] Nawe msabiled Destinatians Motes
O Tossmessagng = s ]
[0 wacmez ez
[E] TOUMEIWWEG I
a
£l seCsizs
[0 Yo gngheuse Erghouel?
C] Tsieoss FOfceRs
Swhecr Al e

jsetect]Cancel]

When Select above is clicked, the original screen will appear showing this selected Routing
Policy as is highlighted below. Once this is shown correctly, click on Commit to finish.

e 0|
" Moutieg « Mome / Elommnts / Rowting / Disl §
Damains Helg'?
Locations Oisl Petieen -Cu'mtl Cancel
Nbigtntiese General
SO Enfities + et B
Entity Links
“Min: 4
Thoe Rasges
* Max: 4
Roating Pelicios
Dinl Pattorns Emurgency Call: ]
Hogater § xprecsioes Emergoncy Priority:
Defawity Emergency Type:
SIP Domain:  devconnect local %
Notes: To CM&3
Onginating tocations and Houting Polioes
(s [mamave)
1 tem ‘ Fitter: Enable
D Orgmating Location Mame o ':oi-- | o o Nams 0 Molicy Hank “::':.::" Y w.::;:‘:"v m"‘ Policy
I [ cesCzrmazicay ToCHEYINPG 2 CMEYMIG I
Seiect [ Al Mone
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7. Configuration of Enghouse Interactive Communications
Portal 9.0

This section describes the steps required to configure Enghouse Interactive Communications
Portal 9.0 to interoperate with Avaya Aura® Communication Manager 7.0. These steps include:
e Media Gateway Driver Configuration
e Configuration file creation
e Change Outbound Dial plan
e Set the SIP transfer type parameter

7.1. Media Gateway driver configuration

When using Media Gateway perform the following steps to modify the configuration parameters
in the Media Gateway configuration files.

e Create the avaya.xml gateway configuration file

e Change the outbound dial plan

e Set the SIP transfer type parameter

7.2. Create the avaya.xml gateway configuration file

To configure CP for this integration, prepare a gateway configuration file by performing the
following steps.

* In the <Media Gateway install folder>\conf\sip_profiles\external folder, create a new text
(.txt) file named avaya.xml with the following content. By default, Media Gateway is
installed to C:\Program Files\Enghouse Interactive\Media Gateway.

* <include>

» <gateway name="AVAYA">

* Enter the IP address of you’re the IP Office in the realm parameter value.

« <param name="realm" value="XxXX.XXX.XXX.XXX"/>

« <param name="username" value="not-used"/>

« <param name="password" value="not-used"/>

« <param name="register" value="false"/>

» <param name="caller-id-in-from" value="false"/>

* <param name="register-transport"” value="tcp"/>

» </gateway>

* </include>
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7.3. Change the outbound dial plan

To configure CP for this integration, you must change the outbound dial plan configuration file
by performing the following steps.

In the <Media Gateway install folder>\conf\autoload_configs folder, edit the
csdialplan.conf.xml file.

Comment the following line:

<l-- <param pattern=""(.+@.+)$" value="sofia/external/$1"/> -->

Add the following line immediately below the line you commented:
<param pattern=""(.+@.+)$" value=""sofia/gateway/AVAYA/$1"/>
Save the changes.

7.4. Set the SIP transfer type parameter

By default, the SIP transfer type is set to Refer. You must change transfer type to re-Invite with
following steps.

In the <Media Gateway install folder>\conf\autoload_configs folder, edit the
csinterface.conf.xml file.

Change the parameter <param name=""sip_transfer_type"" value=""refer"'/> to
<param name=""sip_transfer_type" value=""reinvite"'/>.

Save the changes.

To complete the CP configuration, you must stop the CP engine, stop the Media Gateway service
(if it is already started) and restart the CP Engine.

To configure the Media Gateway Driver open the CP Console 9.0 by double clicking on the
shortcut as shown below.

s > =
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In the left window, navigate to Servers - [Server Name]->Engine Settings—> Drivers—>Media
Gateway Driver.

Eie  Yiew
Relrwsls 11y

Toch Hep
@ %N

Location !-Nm(oe-_wtmu
Views

= (2 WINDOT2-Spwech [Evauston, St ted]
18 Charves
-é-:;z;:m
=¥y Drovers
T} Do Boards Drver
-

{8 Software Chanrels Driver
A7 Dupatcher
%5 System Logng
ok Resource Infs
» %, Poncton Modules
B Larguage Modses
v vocea
#-47 Soeech
O oM
S HTTP Savar
4 g MibEngne
2j Fle Trarafer
# [} Log View
) Cunton Vs
57 Debug View

Q Domnn View } ECS View |

Media Gateway Driver [WIN2012-Speech]

Property

Oriser nave

Yerson

Copyright nfo

Meda Gateway Driver Settngs

Server Nare

Urk Loges 1D

Network Type

Usemame

Password

Use Chanrels

IrboundOuthoursd Extengons

Inbound Extarmions

Outhourd Extersors

Bt Start Deperedent Servces

SIP repection reason when ol charvels are busy
SIP repection reason when Al channeds ve siopoed
Eeep Tone Fle

Record Shence Level

Defaut Prompt Format Demurlaw, Leddiaw, 2=4...

Cal Reconnect for Engre Crashes
Call Reconnact for Unfandled Erors
Cal Reconnect Timeout
Inbound Caf Reconnect Prompt
Irbound Cal Manguo Promort
Qutbourd Cal Henguo Promot

Vake

Meda Gatewey Driver

4.0.05.843%5

Copyright © Enghouse Interacsve, Inc. 2008 - 2015, Al ights reserved,

locaihost
Lozl L )
neacn_p_to

Irbourd_Call_Reconmect_Prompt. way
Trbourd_Call_Mengup_Promot. wav
Outbourd_Call_Henguo_Sromot, may

Please note that configuration of Communications Portal with regards to the setup of the IVR is
outside the scope of these Application Notes, for more information on this setup please refer to
Section 10 of these Application Notes.
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8. Verification Steps

To verify a successful configuration of Enghouse Interactive Communications Portal and Session
Manager/Communication Manager a call is placed from a Communication Manager telephone to
the Communications Portal with the caller getting answered successfully hearing clear and
audible speech.

8.1. Verify Enghouse Interactive Communications Portal SIP Entity is
up

Log in to System Manager as per Section 6.1. From the main menu select Session Manager as

shown below.

Home Rowting Mannger

* Sessiom Manager o Hime / Dements [ Sesson Manager
Ouslihoard oo

SRS Session Manager Dashboard
Mﬂlh . “ = - A\-‘n.‘ matus an3 heath sammme

Se N Manager Instances

[Serme2tate -] [Shutdown Sestem - As of 2:00 PM
1dtem O Show u| v . 7 . . 7 i . ) . . FikeriEnable |
3 [#aaston shager fope (15 lptpruiy [Focwrly (Surviee fuety ‘:. Regietrations 92 |versian
SMEIvmpg cow ¥ 0/0/0 Up g /7 : o & PR
R N i
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Select the EnghouseCP SIP Entity.

Coafiyuration ; o Mudtie wt Erities
System States J e b R Patiatly Uy w oon Mt oced Desy ronal
SIP Enlity Monftnring __‘7 m Core 2 ni = 7 - 0 o 1.07
Mataged Bandwidil
Uiagw
Security Mmaduls
Stmtus
SIP Flrmwall Status
Registration Selec: Al Hore
Summary
it b All Manitared STF Entitles
fecilon Counts
' System Tools Bun Mong
PRI 10 ttams  Fefinsh Fiter: Enatie
o 5P Enthy Mome
o oMe2
o AmtrefiSi
O AsstraBs?
. AAMessanlng
L ASCOMDECTL
L. APOfficeR9
o (SIEPG2
Note that both the Conn. Status and Link Status show UP.
v oApplicstion
Cunlogur wlinn i Rems Fefush Fiker: Enate
T Systom Status TP m . oY 5
R e Mot Nevoeom Manper Mune W' P Prote, ey Conn. Sy Mmanan Conte. Lk Satus

Managed fasdridih
Uiagn

Secarity Modale
Statwus

518 Flrevialt Status
Negistratinn

Sty

User Neglstrations

Session Coomts
System Toaky

b Prrfeteance

10.10.30.40 5060 TCE FALSE up

200 O up |
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8.2. Verify Enghouse Interactive Communications Portal IVR script
Open the CP Console 9.0 by double clicking on the shortcut as shown below.

File Yw Tock Help
Bk 135 v@ B TO rumQos Y 1| i |

Loomion |32 Owrwn

i *1 Channels |WIN-AOGB7AGLM7T]

SENVASH AR MY [F 5 shaaon, Sttt

[
& Frgre Settngs
% O
& T} Celopc Bow s Oress
~ B Scets
W (1) DS e
B (3 00 Yocw
19 (3 v o
W (4 0 wommFon
T (%) DM Yorcu P
R (%) D0y vomce Fon
B ee
R S Dgeat Autbmracaten
M gy anon
B (2] 199 Conburwren
i Sevros
B Ouenele
W “wénes Sraieis Drrvet
ol 59feare Chamss Orwe
3 Dupeziwr
= deales Looord
"

Q Dorrae Vw20 605 Yiow

Fayvg v o hkd
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9. Conclusion

These Application Notes describe the configuration steps required for Enghouse Interactive
Communications Portal 9.0 to successfully interoperate with Avaya Aura® Session Manager
R6.3 and Avaya Aura® Communication Manager R6.3. All feature functionality and
serviceability test cases were completed successfully as outlined in Section 2.2.

10. Additional References

This section references the Avaya and Enghouse product documentation that are relevant to these
Application Notes.
Product documentation for Avaya products may be found at http://support.avaya.com.
[1] Administering Avaya Aura® Communication Manager, Document 1D 03-300509
[2] Avaya Aura® Communication Manager Feature Description and Implementation,
Document ID 555-245-205
[3] Administering Avaya Aura® Session Manager, Release 6.3, 03-603324

Product documentation for Enghouse Interactive Communications Portal can be obtained by
visiting the following website, www.enghouseinteractive.com
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are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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