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Abstract

These Application Notes describe the procedures for configuring dvsAnalytics Encore Version
6.0.1 and Avaya Aura® Contact Center 6.4, Avaya Aura® Application Enablement Services
6.3, Avaya Aura® Session Manager 6.3 and Avaya Aura® Communication Manager 6.3. The
overall objective of the interoperability compliance testing is to verify calls made from/to a
Contact Center agent can be recorded by dvsAnalytics Encore application.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as the observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

The purpose of the document is to provide the detailed configuration and notes for the
compliance test between dvsAnalytics Encore application and Avaya Aura® Contact Center
(Contact Center), Avaya Aura® Application Enablement Services 6.3 (Application Enablement
Services), Avaya Aura® Session Manager 6.3 (Session Manager) and Avaya Aura®
Communication Manager 6.3 (Communication Manager) applications. Avaya Aura® Contact
Center system used for the compliance test was a co-resident system that includes Contact Center
Manager Server (CCMS), Contact Center Administration Manager (CCAM), Communication
Control Toolkit (CCT) and Media Application Server (MAS). dvsAnalytics Encore (Encore) is a
call recording application.

In the compliance testing, dvsAnalytics Encore used the Telephony Services Application
Programming Interface (TSAPI) from Application Enablement Services to monitor skill groups
and agent stations on Communication Manager, and used the Service Observing feature via the
Application Enablement Services Device, Media, and Call Control (DMCC) interface to capture
the media associated with the monitored stations for call recording.

The TSAPI interface is used by dvsAnalytics Encore to monitor skill groups and agent stations
on Communication Manager. The DMCC interface is used by dvsAnalytics Encore to register
virtual IP softphones, and for adding softphones to active calls using the Service Observing
method. The CCT Web Services is used by dvsAnalytics Encore to obtain information such as
Agent ID, Agent Name, Control Directory Number (CDN) and Skill Set associated with the
agent being recorded.

When there is an active call at the monitored agent, dvsAnalytics Encore is informed of the call
via event reports from the TSAPI interface. dvsAnalytics Encore starts the call recording by
using the Service Observing feature from the DMCC interface to add a virtual IP softphone to
the active call to obtain the media. The event reports are also used to determine when to stop the
call recordings. The CCT Web Services provides the Agent ID, Name, CDN and Skill Set
associated with the recorded call.

2. General Test Approach and Test Results

The feature test cases were performed both automatically and manually. Upon start of the Encore
application, the application automatically requests monitoring on skill groups and agent stations,
performs device queries using TSAPI, and registers the virtual IP softphones using DMCC.
When there is an active call at the monitored agent, Encore interfaces with Contact Center CCT
Web Services to receive Computer Telephony Integration (CTI) information such as Agent ID,
Name, CDN and Skill Set.

For the manual part of the testing, each call was handled manually on the agent telephone with
generation of unique audio content for the recordings. Necessary user actions such as hold and
resume were performed from the agent telephones to test the different call scenarios.
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The serviceability test cases were performed manually by disconnecting/reconnecting the
Ethernet connection to Encore and stop and start Contact Center bridge services on the Encore
server.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and standards-based interfaces pertinent to
the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute a full product performance or feature testing performed by
third party vendors, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a third party solution.

2.1. Interoperability Compliance Testing

Interoperability compliance testing covered the following features and functionality:

e Handling of TSAPI messages in areas of event notification and value queries.

e Use of DMCC registration services to register and un-register virtual 1P softphones.

e Use of DMCC monitoring services and media control events to obtain the media from the
virtual IP softphones.

e Proper recording, logging, and playback of calls for scenarios involving inbound,
outbound, abandon, hold and resume, ACD, non-ACD, hold, reconnect, simultaneous,
conference, forward and transfer.

e Serviceability

2.2. Test Results
All executed test cases passed with the following observations:

¢ For the conference scenarios, the recording entry for the conference-from agent can contain
multiple Service Observing confirmation tones, due to different softphones added for
different portions of the conference call.

e In case of a conference call, the recorded party name from TSAPI overwrites the AACC
provided agent name.

e The Consultation Call parameter associated with the recording entries applied to the
attended transfer and conference scenarios.

e The number of softphones to configure need to take into account the small interval of
500ms that a softphone will not be available between recordings.

2.3. Support

Technical support on dvsAnalytics products can be obtained through the following:
e Phone: 800.910.4564
e Web:  http://www.dvsanalytics.com/
e Email: Support@dvsAnalytics.com
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3. Reference Configuration

Figure 1 illustrates a configuration consisting of Communication Manager with G650 Media
Gateway, Session Manager, System Manager, Application Enablement Services server, Contact
Center co-res system, and Encore server. Assumption is made here that all required configuration
between Communication Manager, Session Manager, Application Enablement Services and
Contact Center are in place and will not be discussed in this document.

In the compliance testing, Encore monitored the queue and agent stations shown in the table
below.

Device Type Extension
CDN 4001
Supervisor 53040
Agent Station 53010, 53012
Avaya Aura®
Communication Manager
on S8800 server
10.10.97.201
S Deskphone g i NS
eskphone i
Ay Amri Sy stom i SiP Emulated PSTN
Manager on S8800 1
server i
H Avaya G650
m . Media Gateway
1 10.10.97.238
i
1
1
1
1
1
1
1
E : ﬁ
MAvaya Aurg%sso%ssion Avaya Digital
T AT DeLkonans
Deskphone
( D
LAN LAN
TSAPI & DMCC CCT Web Services
g < -~ - -~~~ -~~~ >El» <
i i Avaya Aura® Contact Center
A s CEMSCCHCETATAS “Co
esiden stem
10.10.98.17 ‘ 10.10.9752
dvsAnalytics
Encore Server
10.10.97.29
Figure 1: Tested Configuration Diagram
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4. Equipment and Software Validated
The following equipment and software were used for the sample configuration provided:

Equipment/Software Release/Version
Avaya Aura® Communication Manager on | 6.3-03.0.124.0
Avaya S8800 Server with (R016x.03.0.124.0-21588)
Avaya G650Media Gateway

Avaya Aura® System Manager running on 6.3

S8800 Server '

Avaya Aura® Session Manager running on

$8800 Server 6.3.10.0.631008
Avaya Aura® Application Enablement i
Services 6.3.3.1.10-0
Avaya Aura® Contact Center running on

58800 Server 6.4.213.0 (SP13)

Windows Server 64-bit 2008 Standard

Operating System of Avaya Aura® Contact R2 Service Pack 1

Center server

Avaya 9670G IP Deskphone (H.323) 3.220A
Avaya 9608 IP Deskphone (H.323) 6.4014
Avaya 9404 Digital Deskphone 12
dvsAnalytics Encore on 6.0.1
Windows Server 2008 R2 Standard SP1

e Encore Web Interface 3.0.9.6960

e Avaya TSAPI Windows Client 6.1.1.469
(csta32.dll) 6.1

e Avaya DMCC XML 2.1.0.7557

e AACCBEridge.exe 6.2

e Avaya Open Interfaces CCT SDK
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5. Configure Avaya Aura® Communication Manager

This section provides the procedures for configuring Communication Manager. The procedures
include the following areas:

e Verify License

e Administer CTI Link

e Administer IP Node Name

e Administer IP Codec Set

e Administer System Parameters Features
e Administer Class Of Restriction

e Administer Agent Stations

e Administer Virtual IP Softphones

These steps are performed from the Communication Manager System Access Terminal (SAT)
interface.

5.1. Verify License

Log in to the System Access Terminal to verify that the Communication Manager license has
proper permissions for features illustrated in these Application Notes. Use the “display system-
parameters customer-options” command to verify that the Computer Telephony Adjunct Links

customer option is set to “y”” on Page 3. If this option is not set to “y”, then contact the Avaya
sales team or business partner for a proper license file.

display system-parameters customer-options Page 3 of 11
OPTIONAL FEATURES

Abbreviated Dialing Enhanced List? y Audible Message Waiting? y
Access Security Gateway (ASG)? n Authorization Codes? y
Analog Trunk Incoming Call ID? y CAS Branch? n
A/D Grp/Sys List Dialing Start at 01? y CAS Main? n
Answer Supervision by Call Classifier? y Change COR by FAC? n
ARS? y Computer Telephony Adjunct Links? y
ARS/AAR Partitioning? vy Cvg Of Calls Redirected Off-net? y
ARS/AAR Dialing without FAC? vy DCS (Basic)? y
ASATI Link Core Capabilities? n DCS Call Coverage? y
ASAI Link Plus Capabilities? n DCS with Rerouting? y
Async. Transfer Mode (ATM) PNC? n

Async. Transfer Mode (ATM) Trunking? n Digital Loss Plan Modification? y
ATM WAN Spare Processor? n DS1 MSP? y
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Navigate to Page 6, and verify that the Service Observing (Basic) customer option is set to “y”.

display system-parameters customer-options Page 6 of 11
CALL CENTER OPTIONAL FEATURES

Call Center Release: 6.0

ACD? y Reason Codes? y

BCMS (Basic)? y Service Level Maximizer? n

BCMS/VuStats Service Level? y Service Observing (Basic)? y

BSR Local Treatment for IP & ISDN? y Service Observing (Remote/By FAC)? y
Business Advocate? n Service Observing (VDNs)? y

Call Work Codes? y Timed ACW? y

DTMF Feedback Signals For VRU? y Vectoring (Basic)? y
Dynamic Advocate? n Vectoring (Prompting)? y

5.2. Administer CTI Link

Add a CTI link using the “add cti-link n” command, where “n” is an available CTI link number.
Enter an available extension number in the Extension field. Note that the CT1 link number and
extension number may vary. Enter “ADJ-IP” in the Type field, and a descriptive name in the
Name field. Default values may be used in the remaining fields.

add cti-link 1 Page 1 of 3
CTI LINK
CTI Link: 1
Extension: 50001
Type: ADJ-IP
COR: 1
Name: AES63

5.3. Administer IP Node Name

This section describes the steps for configuring IP node names in Communication Manager.
Enter the “change node-names ip” command, and add a node name for, CLAN card and its IP
addresses. This will be used later in Section 6.3.

change node-names ip Page 1

NODE NAMES

Type Name IP Address

IP AES63 10.10.98.17

IP AVAYARDTT 10.10.98.71

IP CLAN1 10.10.97.217

IP CLAN2 10.10.97.238

IP DevCM3 10.10.4.9
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5.4. Administer IP Codec Set
Use the “change ip-codec-set n” command, where “n” is an existing codec set number used for
integration with Encore. For Audio Codec, enter “G.711MU”, which is the only codec type
supported by Encore. In the compliance testing, this IP codec set was assigned to the agents and
to the virtual IP softphones used by Encore.

change ip-codec-set 1

IP Codec Set

Codec Set: 1

Page

1

Audio Silence Frames Packet
Codec Suppression Per Pkt Size (ms)
1: G.711MU n 2 20
23
RS; Reviewed Solution & Interoperability Test Lab Application Notes 8 of 47

SPOC 5/14/2015 ©2015 Avaya Inc. All Rights Reserved.

Encore-AACC64




5.5. Administer System Parameters Features

Use the “change system-parameters features” command to enable Create Universal Call ID
(UCID), which is located on Page 5. For UCID Network Node ID, enter an available node ID.

change system-parameters features Page 5 of 20
FEATURE-RELATED SYSTEM PARAMETERS

SYSTEM PRINTER PARAMETERS
Endpoint: Lines Per Page: 60

SYSTEM-WIDE PARAMETERS
Switch Name:
Emergency Extension Forwarding (min): 10
Enable Inter-Gateway Alternate Routing? n
Enable Dial Plan Transparency in Survivable Mode? n
COR to Use for DPT: station
EC500 Routing in Survivable Mode: dpt-then-ec500
MALICIOUS CALL TRACE PARAMETERS
Apply MCT Warning Tone? n MCT Voice Recorder Trunk Group:

Delay Sending RELease (seconds): 0
SEND ALL CALLS OPTIONS
Send All Calls Applies to: station Auto Inspect on Send All Calls? n

Preserve previous AUX Work button states after deactivation? n
UNIVERSAL CALL ID
Create Universal Call ID (UCID)? y UCID Network Node ID: 1

Navigate to Page 11. Set Service Observing Warning Tone to the needed setting per customer
requirements, and enable Allow Two Observers in Same Call, as shown below.

change system-parameters features Page 11 of 20
FEATURE-RELATED SYSTEM PARAMETERS
CALL CENTER SYSTEM PARAMETERS
EAS
Expert Agent Selection (EAS) Enabled? y
Minimum Agent-LoginID Password Length:
Direct Agent Announcement Extension: Delay:
Message Waiting Lamp Indicates Status For: station

VECTORING
Converse First Data Delay: 0 Second Data Delay: 2
Converse Signaling Tone (msec): 100 Pause (msec): 70
Prompting Timeout (secs): 10

Interflow-gpos EWT Threshod: 2

Reverse Star/Pound Digit For Collect Step? n

Available Agent Adjustments for BSR? n

BSR Tie Strategy: lst-found

Store VDN Name in Station's Local Call Log? n

SERVICE OBSERVING
Service Observing: Warning Tone? y or Conference Tone? n
Service Observing Allowed with Exclusion? n
Allow Two Observers in Same Call? y
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Navigate to Page 13, and enable Send UCID to ASAI. This parameter allows for the universal
call ID to be sent to Encore.

change system-parameters features Page 13 of 20
FEATURE-RELATED SYSTEM PARAMETERS
CALL CENTER MISCELLANEOUS
Callr-info Display Timer (sec): 10
Clear Callr-info: next-call
Allow Ringer-off with Auto-Answer? n

Reporting for PC Non-Predictive Calls? n

Agent/Caller Disconnect Tones? n
Interruptible Aux Notification Timer (sec): 3
Zip Tone Burst for Callmaster Endpoints: double

ASAI
Copy ASAI UUI During Conference/Transfer?
Call Classification After Answer Supervision?
Send UCID to ASAI?
For ASAI Send DTMF Tone to Call Originator?
Send Connect Event to ASAI For Announcement Answer?

BRKKK

5.6. Administer Class of Restriction

Enter the “change cor n” command, where “n” is the class of restriction (COR) number used for
integration with Encore. Set the Can Be Service Observed and Can Be A Service Observer
fields to “y”, as shown below. For the compliance testing, this COR was assigned to the agent
stations and virtual IP softphones.

change cor 1 Page 1 of 23
CLASS OF RESTRICTION

COR Number: 1
COR Description:

FRL: 1 APLT? y

Can Be Service Observed? y Calling Party Restriction: none

Can Be A Service Observer? y Called Party Restriction: none
Time of Day Chart: 1 Forced Entry of Account Codes? n
Priority Queuing? y Direct Agent Calling? n
Restriction Override: none Facility Access Trunk Test? y
Restricted Call List? n Can Change Coverage? n
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5.7. Administer Agent Stations

Use the “change station n” command, where “n” is the first agent station extension from Section
Error! Reference source not found.. For COR, enter the COR number from Section 5.6.

change station 53010 Page 1 of 5
STATION

Extension: 53010 Lock Messages? n BCC: O

Type: 9608 Security Code: * TN: 1

Port: S00004 Coverage Path 1: COR: 1

Name: H.323 53010 Coverage Path 2: COS: 1

Hunt-to Station: Tests? y

STATION OPTIONS
Time of Day Lock Table:

Loss Group: 19 Personalized Ringing Pattern: 1
Message Lamp Ext: 53010
Speakerphone: 2-way Mute Button Enabled? y

Display Language: english
Survivable GK Node Name:
Survivable COR: internal Media Complex Ext:
Survivable Trunk Dest? y IP SoftPhone? y

IP Video Softphone? n
Short/Prefixed Registration Allowed: default

Repeat this section to administer all agent stations from Section Error! Reference source not
found.. In the compliance testing, two agent stations were administered as shown below.

list station 53010 count 3

STATIONS

Ext/ Port/ Name / Room/ Cvl/ COR/ Cable/
Hunt-to Type Surv GK NN Move Data Ext Cv2 COS Jack
53010 S00004 H.323 53010 1

9608 no 1
53012 S00119 H.323, 53012 1

9670 no 1
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5.8. Administer Virtual IP Softphones

Add a virtual IP softphone using the “add station n” command, where “n” is an available
extension number. Enter the following values for the specified fields, and retain the default
values for the remaining fields.

e Extension: The available extension number.

e Type: Any IP telephone type, such as “9650 or 4620”.
e Name: A descriptive name.

e Security Code: A desired code.

e COR: The COR number from Section 5.6.

e |IP SoftPhone: “y”

add station 53020

Extension: 53020
Type: 9650
Port: S00102
Name: Virtual Extl

STATION OPTIONS
Loss Group:

Speakerphone:

Display Language:
Survivable GK Node Name:
Survivable COR:
Survivable Trunk Dest?

Page
STATION

Lock Messages? n

Security Code: *
Coverage Path 1:
Coverage Path 2:
Hunt-to Station:

Time of Day Lock Table:

19 Personalized Ringing Pattern:

Message Lamp Ext:
2-way Mute Button Enabled?
english Button Modules:
internal Media Complex Ext:
y IP SoftPhone?

IP Video Softphone?
Short/Prefixed Registration Allowed:

Customizable Labels?

1 of 5
BCC: O
TN: 1
COR: 1
CoS: 1
Tests? y
1
53020
Y
0
y
n
default
Yy
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Navigate to Page 4, and add a “serv-obsrv” button as shown below.

add station 53020

SITE DATA
Room:
Jack:
Cable:
Floor:
Building:

ABBREVIATED DIALING

Listl:

BUTTON ASSIGNMENTS

1: call-appr
2: call-appr

3: serv-obsrv

List2:

Page 4 of
STATION

Headset?
Speaker?
Mounting:
Cord Length:
Set Color:

o Q5B

List3:

Repeat this section to administer the desired number of virtual IP softphones. In the compliance
testing, four virtual IP softphones were administered as shown below.

list station 53020 count 4

STATIONS

Ext/ Port/ Name / Room/ Cvl/ COR/ Cable/
Hunt-to Type Surv GK NN Move Data Ext Cv2 COS Jack
53020 S00102 Virtual Extl 1

9650 no 1
53021 S00105 Virtual Ext2 1

4620 no 1
53022 S00108 Virtual Ext3 1

4620 no 1
53023 S00111 Virtual Ext4 1

4620 no 1
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6. Configure Avaya Aura® Application Enablement Services

This section provides the procedures for configuring Application Enablement Services. The
procedures include the following areas:

e Launch OAM Interface

e Verify License

e Administer TSAPI Link

e Administer H.323 Gatekeeper
e Disable Security Database

e Restart Services

e Obtain Tlink Name

e Administer Encore User

e Enable Ports

6.1. Launch OAM Interface

Access the OAM web-based interface by using the URL “https://ip-address” in an Internet
browser window, where “ip-address” is the IP address of the Application Enablement Services
server.

The Please login here screen is displayed. Log in using the appropriate credentials.

AVAYA Application Enablement Services

Management Console

Please lagin here:
Username

Password

Legin

& Copynght @ 2009-2012 Avaya Ino. All Rights Reserved
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The Welcome to OAM screen is displayed next.

AVAYA Application Enablement Services

Management Console

Help | Legout

AR Services

Cammmunicaties Masager Welcome 10 OAM
Interfacn

High Availabisay
The AL Services Oparatizne, Admiristration, and Menagwesrs (OAM] Wab provides pou sith tocle for maneging the AE Server. OAM spane

+ Liceasing the falomng admimstratics damens
Meistzosnce * AL Services - Use AE Services ta mansge all AR Services that 1ou are hoensed 1o o on the A% Sarvar
o Commuricaton Manager Interface - Uie Commundaatinn Maniger [ntedace 10 manaps smitch comestan and dislslm
sintworking ® High Avalabity - Lsa High Avadatibty 1o manaps AE Servicas MA
® Liceneng - Usm Licensing tu manage the license ssrvar,
Sedurity o Mantensnce « Use Mantenance Lo mensge e rautne mantenance tasks,
* Networking - Liss Netsarving to mansge the ratmars irsartaces and parts
Status * Sxcurty - Use Secury t= manege Lmus user atx, § . haet and nzeton, canfgure Lanus -PAN
{Plaggatie Autheateahon Modues for Linux) and 50 o0
User Mansgomont * Btanys - Use Statys to obtan servar status mfomanarnds,
* Uker M + Lize Lnur M. to mansge AL Sarvices unery and AR Services user-culeted ressurces.
Utistes o Utlmes - Use LDLGES B0 0afry Sut basic conmectivty teids

Wl ® Melp - e Mo to sbitaen » fam 205 for using the O4M MHelp sy stam
vip

Dependng on your buaness regur ements, Bese sdminstrative domans (o be served By e aAMinstrstar fir &l Bomsing, or » separste
admeistrator far wach doman

Copyright © 7009-2004 Avays Ing, AT Rights Heserved

6.2. Verify License

Select Licensing = WebLM Server Access in the left pane, to display the Web License
Manager pop-up screen (not shown), and log in using the appropriate credentials.

Application Enablement Services
Management Console

Licensing Mome | Melp | Legout

AE Services

Commenication Mansger Licansing

Interfoce

High Avallobibay v

If you sre setting up and martaning the WabtiM, you need to use the follswng:
* Licensing

o WabiM Server Addvess

W Sorver Aodiess "

LA o ¥ pou arw importng, 1efeng up and markuitang the icsmas, you need to wae the Salomng:
pBLM Sop renes

WobiM Server Acce * WobLM Server Acosss

Reserved Utonsos If pouU wark 15 adeanater TEAP] Repsrved Licesses 0 ONCE Haserved Licannas, pou need ta uss e folemng

Malntenance * Spsarvad Licsnses

warking
MUTE: Please devable your pop up Mocker il you are havieg ditficulty with opesing this page

Soourity

Status

» User Management

Utilities
Viwlp

Capyerght © 20092014 Avays Inc, AF Hights Rewersed
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The Web License Manager screen below is displayed. Select Licensed products =
APPL_ENAB -> Application_Enablement in the left pane to display the Application
Enablement (CTI) screen in the right pane.

Verify that there are sufficient licenses for TSAPI Simultaneous Users and Device Media and
Call Control, as shown below. Note that the TSAPI license is used for device monitoring, and
the DMCC license is used for the virtual IP softphones.

Licensed products
License installed on: June 10, 2013 4:44:13 PM -05:00
APPL_EMAR

~ Application_Enablement
i ) ) License File Host IDs: Ed4-1F-13-66-45-D8
View license capacity

Yiew peak usage

. . Licensed Features
Uninstall license

Server properties

10 It i Show | aLL
Manage users Bms & o E

Feature {License Keyword) Expiration date | Licensed capacity
EloitetiEs CVLAN ASAL . i
Help for Installed Product WALUE_AES_CVLAN_ASAL permanen
Unified CC API Desktop Edition " 1000
VALUE_AES_AEC_UNIFIED_CC_DESKTop  PErmansn
BES ADVANCED SMALL SWITCH . 3
WALUE_AES_AEC_SMALL_ADVANCED permanen
CVLAMN Proprietary Links permanent 16

VALUE_AES_PROPRIETARY_LINKS

smallserverTypes:
58300c;58300d;ico; premio;tn&400;laptop; CHig
MediumServerTypes:
ibmnx306;ibmx306m;dell1950; xen;hs20;hs20_|
LargeServerTypes:
Isp2100;ibmx305;dI38003;dI358501;dI38502; ur
TrustedApplications: IPS_001, BasicUnrestrict
DMCUnrestricted; 1%P_001, BasicUnrestricted
DMCUnrestricted; 1%M_001, BasicUnrestricted
DMCUnrestricted; PC_001, BasicUnrestricted,
Product Notes permanent DMCUnrestricted; CIE_00L, BasicUnrestricted)
VALUE_NOTES DMCUnrestricted; OSFC_001, BasicUnrestricte
CMCUnrestricted; YP_001, BasicUnrestricted,
DMCUnrestricted; SAMETIME_001,
WALUE_AEC_UMIFIEC _CC_DESKTOP,,; CCE_L
AdvancedUnrestricted, DMCUnrestricted; CSI)
AdvancedUnrestricted, DMCUnrestricted; CSI)
AdvancedUnrestricted, DMCUnrestricted; avA)l
Basicnrestricted, AdvancedUnrestricted, DM(
CCT_ELITE_CALL_CTRL_001, BasicUnrestricte
DMCUnrestricted, AgentEvents;

AES ADVANCED LARGE SWITCH

WALUE_AES_AEC_LARGE_ADWANCED permanent 3
TSAPI Simultaneous Users
WALUE_AES_TSAPI_USERS permanent 1000
DLG
VALUE_AES_DLG permanent 16
Device Media and Call Control
WALUE_AES_DMCC_DMC permanent 1ooo
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6.3. Administer TSAPI Link

To administer a TSAPI link, select AE Services > TSAPI > TSAPI Links from the left pane
of the Management Console. The TSAPI Links screen is displayed, as shown below. Click
Add Link.

AVAyA Application Enablement Services

Management Console

* AE Services

CVLAN TSAP| Limks

DLG Add Lirk Bt Lirk Dlete Lok

The Add TSAPI Links screen is displayed next.

The Link field is only local to the Application Enablement Services server, and may be set to
any available number. For Switch Connection, select the relevant switch connection from the
drop-down list. In this case, the existing switch connection “CLANZ2” is selected. For Switch

CTI Link Number, select the CTI link number from Section 5.2. Retain the default values in
the remaining fields.

AVAyA Application Enablement Services
Management Console
AL Services | TRAPT | TSAPT Links Home | Ihelp | Logowt
SVLAN Add TSAPI Links
PLG
L ¢ -
g Swnch - CLANZ

Jrancryoted -

TSAP] Proparma Azpls Changes Cantel Changes
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6.4. Administer H.323 Gatekeeper

Select Communication Manager Interface - Switch Connections from the left pane. The
Switch Connections screen shows a listing of the existing switch connections.

Locate the connection name associated with the relevant Communication Manager, in this case
“CLANZ2”, and select the corresponding radio button. Click Edit H.323 Gatekeeper.

AVAyA Application Enablement Services

Management Console

Commusication Manager Interface | Switch Coamections

+ AL Servives
» Communication Manager Switch Connsetions

interfece

" Add Camnmetan
deabitad [Connection Name _______ JPracessar tthnmet  [Mug Periad  INumbecof Active Coomertions________|

High Avadability [* ciana [ra " [t

» Licensing =
Bt Cosnecson | | Bart PR/ACLAN Py || Bde 320 & Dalate Connes Sur rararshy

» Malntenance
» Nehworkdog

The Edit H.323 Gatekeeper screen is displayed. Enter the IP address of a C-LAN circuit pack
or the Processor C-LAN on Communication Manager to be used as the H.323 gatekeeper, in this
case “10.10.97.201” as shown below. Click Add Name or IP.

Application Enablement Services
Management Console

Cummanication Manager Interface | Smitth Connectinns Hamme | Help | Lugewt

+ AE Services

v ;’::'lll':ry;n':.l.':l atioa Masagor Edit 1373 Gatekeapar - CLANZ
otz Cunmertion 10.:20,97 20 Add tame or (#
Deal Plan M or B Adyess

Migh Availohility Daloe 3P | | Dack
» Licensing
» Malntenancy [
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6.5. Disable Security Database

Select Security - Security Database - Control from the left pane, to display the SDB
Control for DMCC, TSAPI, JTAPI and Telephony Web Services screen in the right pane.
Uncheck both fields below.

AVAYA Application Enablement Services

Management Console

Securty | Securily Database | Costr Wome | Melp | Lagout
» AE Seevices

& :’ "u':vl‘l‘u:tulu Monager SDB Control fes DMCC, TSAPI, JTAPI aad Telaphony Web Services

High Avallabibty Enatie SOE for DNCC Service
+ Licensing Enatle SDB for TSAR] Sarvice, JTAP and Telephony Web Services

» Madatenance Apely Changes

» Networking

* Secury

SLTure Managamant
Fadit

Corthicate Managomant
Entenpeise Tusctary
HOst AN

Pax

Security Dutabase
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6.6. Restart Services

Select Maintenance > Service Controller from the left pane, to display the Service Controller
screen in the right pane. Check DMCC Service and TSAPI Service, and click Restart Service.

AVAYA Application Enablement Services

Management Console

Home | Melp | Lagout

» AL Services

Communlcation Manager
* Taterfoct Service Contraflor

wioh Availailty TS TR
» Litensing ASAL Link Manoger Renning
* Maintroance ¥ OMCC Sarvice Rynnng
Dats TmeNTE Seever TVLAN Sarvic . Renning
TAG Farnce Rannng

wcunty Databaye

Tramaport Laysr Sarvice Renmning

wite Cantralles

¥ TSERI Service Rannng
weynt Dt s
» Networking For s1mtus N SCtu Senvioes, este wae Status and Comtrod
» Security Rtart | Stop | Restert Sarwice || Restart AT Server | Restert Lingx | Restart Wab Sevver
» Shates
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6.7. Obtain Tlink Name

Select Security - Security Database - Tlinks from the left pane. The Tlinks screen shows a
listing of the Tlink names. A new Tlink name is automatically generated for the TSAPI service.
Locate the Tlink name associated with the relevant switch connection, which would use the
name of the switch connection as part of the Tlink name. Make a note of the associated Tlink
name, to be used later for configuring Encore

In this case, the associated Tlink name is “AVAYA#CLAN2#CSTA#AES63”. Note the use of
the switch connection “CLANZ2” from Section 6.3 as part of the Tlink name.

AVAyA Application Enablement Services

Management Console

Securtly | Security Database | Thinks

» RE Sarvices

Communication Managers
" latertacn Tt

Migh Availadility Tirs Hare
» Licencieg B AVAYARCLANECSTAZAESES
+ Maioteaance AVATASCLANZSCSTA SHAESE)
» Networking Dwlata Thek

* Security

Accourt Managoemant

Aadk L’
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6.8. Administer Encore User

Select User Management - User Admin - Add User from the left pane, to display the Add
User screen in the right pane.

Enter desired values for User Id, Common Name, Surname, User Password, and Confirm
Password. For CT User, select “Yes” from the drop-down list. Retain the default value in the
remaining fields.

AVAYA Application Enablement Services

Management Console

nent | User Adowin | Add User

Home | Melp | Logout

b A Serviies
A Cummunication Mansger Adil Usne
Interface
High Availability Frason mavbadt wilh * con not e centy
* Usar 12 tent
» Licensing
* Coemmaon Nema tent
+ Malntenante
* Surmame ot
» Netwerking
* Usar Pasyward sessasersnsens
s LTI
"“""" PO Fassmord sesssssssssens
» Slatiny Admin Nobs
* User Masagement Avaye Rale HNone -
Seryice Admn Bumnans Catagery
User Admin Car Loanse
e Add Use CM Mame
hangs User Password Css Mome
o Ust &l Users Y User ee -

. 5ty Dalaudt Users
Hody Defaus J Department tumber
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6.9. Enable Ports
Select Networking = Ports from the left pane, to display the Ports screen in the right pane.

In the DMCC Server Ports section, select the radio button for Unencrypted Port under the
Enabled column, as shown below. Retain the default values in the remaining fields.

Management Console

AVAYA Application Enablement Services , |

Networking |Ports

» AE Services

, Commusication Manager Pam
tnterface

Migh Avallobility CVLAN Party Erabled Dicabled
+ Licensing Usentrypted YCP Fon Lot L

+ Maintenande Encryoted YCF Part 9959 .

¥ Nelwarking

OLG Port TCP Por SaTe
AE Sevves [P (Local 1IP) <
fietwork Configure TEAPT Parts Ensbisd Dssbled
TSAFT Service Part 450 a
TCP Saings Lacal TUINK Perts
SRRy TGP Part Wn 1004
» Security TCP Port Max 1039
& SAatus Unancrypted TLINK Sorts
TCP Fort Mn 1050
+ Urer Monagement Sebpeiiin Y
b Fart Max %
L At Encrypted TLINK Ports
+ Malp TCP Sort M 1086
TCP Port Max 1091
ONCC Server Ports Enabled Dersbled
Usancrypted Port a7 “
Encrypted Fort 4132 -
TH/B) Part 41 .
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7. Configure Avaya Aura® Contact Center

This section provides steps on how to configure Contact Center. This section assumes that
Contact Center system is already installed and operational; the section provides steps for
configuring the following configurations:

e Configure Windows users.
e Configure CCT Server.

In the compliance test, the Contact Center system used is a co-res system which consists of
Contact Center Manager Server, Contact Center Manager Administrator, Contact Center
Communication Control Toolkit, Contact Center License Manager, and Media Server
Application (MAS). Ensure that the Contact Center is equipped with the essential licenses. In
Contact Center there are two modes of operation — Corporate and Nodal. The Nodal licenses that
would be needed are LM_CONTACTRECN and LM_OIN. The equivalent Corporate licenses
that would be needed are LM_CONTACTRECC and LM_OIC. During compliance testing,
Contact Center used the Corparate licenses.

7.1. Configure Windows Users

In the compliance test, the Contact Center CCT server is not joined to a Windows domain;
therefore, the Windows user used for CCT user login will be created in the local CCT server. In
case the CCT server joins a domain, the Windows user needs to be created in the domain
controller.

From the Contact Center CCT server, navigate to menu Start - Administrative Tools >
Computer Management. The Computer Management window is displayed. Right click on
Users (not shown) folder under Local Users and Groups and then select New. The New User
window is displayed; enter information for user as shown below. Click Create button to
complete.

\ew User
User name: Iagent'l
Full name: IAQBnt 1
Description: ID avChi Agent 1
Pazsword: Io........
Lonfirm pasgword: I"“'""
™| Wser must change password at nest logon
I~ Uszer cannat change pazsword
¥ Password never expires
I Account ix disabled
Help | Create I Cloze
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The screen below shows the Computer Management window with a Window user created as
agentl. Similarly more users can be created as required.

£¥ Computer Manpgement

Bl fAction  Yew teb

du » | K7
E Computer Mansgenent (Local Nare rF\‘Nlm ] Daserption I
5§l System Took —,r:mmna.:- Bult-in accoune for administenng the..
il (D) Tase Schedur Sagentt Agark | DenCM Agerk §
# [l Erent Yover & ogere2 Agark. 2 DM Agenk 2
# 3 Shared Folders & nzertd Agark 3 DevM Agark 3
B cocal Users and Grougs & ertd Agark 4 SIP Agert &
o : Agarts Agark S DM Agert More Achiors »
- B Agertty Agart & LaviM Agart &
Ol fvh‘_mnxn ‘. ;:'” ::r' ’ DavaM g" ’
= g ?24;:" SO B ageren Agurk & DwvCM Agart &
S Dk Managarnrt B Cuecorduser  Coll Recorder For call reconding appkcations
4 B tervices aned Apphcations P Guen Bl account for Quest acesstol.,
& cencoan CoAden Bl accounk foe Avaya Contact C..
. ISR _SWC ISR _SWC Bl account for Avaya Contact C..

Repeat the same procedure to create “CallRecordUser” that is used for configuring in the CCT

Web services for the Encore application.
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7.2. Configure CCT Web Services

From the Contact Center server, navigate to menu Start > All Programs - Avaya - Contact
Center - Communication Control Toolkit > CCT Console. The CCT Admin window is
displayed. In the left navigation pane, select CCT Web Services under Server Configuration.
In the middle pane, enter the following highlighted fields:

e Enable CCT Web Services: Select the box.

e Ports: Set to “9080”. Note that the CCT Web Services range port has to be different
than SOA Web Services ports in WS Open Interface in the Server Configuration of
CCMS.

e Enable SIP Call Recording: Select the box.

e Call Recording User Account: Enter the “AACC-HA1\CallRecordUser” as created in
Section 7.1. Note to include the local computer name since the user is created as a local
Windows user. During compliance testing the local computer name was AACC-HAL.

e TLS Security: Not used and therefore not selected.

M coTAdmen [Console Root' Commeamic alion Contral Toolkit Sesrver Configuration \CCT Web Services )

g th Acbon  Yew Fogter  Wedow  Heb =11 %]
o R '3 u
Actions
F Enabde CTT Web Setvices ™ LS Secuty g

S04 Confguraon I P

Hout Nane 01 Cartiate Siawg Flegs [C5F

Pors J View »

00 3: ] New Wirdow from Heve

Setsin Tawod o0 2 Ingot 1od dcaie AUNC0 (0 u Heks

120 E [romeates) Ii

V' Ervbie SIP Call Bacorting I
Cal Hotodng Uaet Sccount

AACC HATVCAlF econdl omd

Firowaw Users J ]

Use System Control and Monitor Utility tool to restart CCT services for changes above to take
effect (not shown).
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In order to access CCT Administration web page, the CCT server needs to be added into Contact
Center Manager Administer (CCMA). Launch CCMA web page, by entering IP address or
hostname of CCMA into the address box of a browser as shown below. Note that the IP address
of CCMA needs to be added into the Trusted sites under Security tab of Internet Options.
Enter the appropriate credentials to access to CCMA webpage.

'« S CIEICIEY a

(P o Somentim t )

A\ Cees, G - Mywer - pan I !

AVAyA Contact Center - Manager

At Camlin - Mawranper - | iapn

Login

Userin [

(-

From the Launchpad window in the CCMA web page, select Configuration.

AVAYA Contact Center - Manager Nbaot busir Trel hagned
Launchpad
€1 Cortart Centsr Navapement 1 Contigaratan
@ Access end Pantsion Manegement ) Samtng
D1 Pk Time fegorting 50 Emergeecy Melp
‘i Historcal Reporing l-_'_ Qumound
I Cott Recording ana Cusiy Nortoreg @ Munesas

From the Configuration page, select Server - Add Server.

AVAyA configuratio“ Logged in user: webadmin | Logout

Server Download Status Launchpad

Help

Configuration

o Expand a server node to view configuration resources, such as
CONs (Route Points) and DNISs. Then click a resource to add,

edit, or delete configuration data.
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The Server Properties window is displayed in the right pane. Enter the following highlighted
fields below.
e Type: Select “CCT” in the drop down menu.
Server Name: Enter name of CCT server, e.g. “AACC-HAL”.
IP Address: Enter IP address of CCT server, e.g. ©“10.10.97.52”.
Associated CCMS Servers: Check the radio button of present CCMS.
Port Number: “8081”.

Click Submit button to add the CCT Server.

AVAYA Configuration
: x Sorv IYouenes
roe 31 M-nnd(c‘l‘si‘-v-u
AN e [ hmm
e Addem § [ AALT A - I
oo | —— J
e ﬁrwmuu-mumm-mnul_'nmn_m
¢ '—‘V"-'m s, I:g.w.-; 3| L0 1AL TS
e ei]
The screen below shows the newly added CCT server.
AVAYA Configuration b Lrere

. l‘ ML
& saccown cxx Pea ] —— Servor: AN I

OO hmvmmntoomn W 00 0

Lmrnh E i

Click Launch CCT Console as seen in the screen above to launch the CCT Administration web-
based console, the CCT Administration console is displayed as shown below.

AVAYA CCT Administration

V)

AVAYA |

Avaya Aura Conttact Centor
Communication Coneral Tools

Mamage your Communcation Cortrol Tooks
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In the left navigation pane, right click on Users and Add new user (not shown) to add
“CallRecordUser” as shown in the screen below. This is the same user configured in Section 7.1.

0 Aodress Assagraments

0 Tesminal Assigninems

0 Tnsrnmal Group Axssigremants
0 Addross Group Assignmests
) Agent Assignments

Save

AVAYA CCT Administration Logaow! v e wetsiin
e
¢ Update CCT User &
&) Vsor Detatle ‘
» Login User Mame  ARCC-HALCalRecordi
w - Freset Mt (e}
hg Last Name Racondes

In the left navigation pane, expand Providers and select Passive. The Update CCT Provider
page is displayed in the right pane, enter the following highlighted fields as shown below and
click Save button to save changes.

AVAYA CCT Administration ogsan s et
ot
¢ Update CCT Provider [6
o Nasks Prostder information
» [ Prowidor Name  Faisive
- W Address 10.10.97.52
- Port S060
Prowither Type 5P Cortact Certer
0 Provwdes Configur atson
Transport  1CP ;}
Swve
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8. Configure dvsAnalytics Encore

This section provides the procedures for configuring Encore. The procedures include the
following areas:

e Administer Softphones

e Administer CTISetup

e Administer CT Gateway

o Administer CTISetup for Contact Center Data Collection

e Administer CT Gateway for Contact Center Data Collection

The configuration of Encore is performed by dvsAnalytics installers and dealers. The procedural
steps are presented in these Application Notes for informational purposes.

8.1. Administer Softphones

From the Encore server, navigate to the D:\EncData\Config\Softphone directory to edit the
SP_CMAPL.ini file shown below.

Softphone

9(\ )v | ~ Computer ~ EncData ([} ~ Enchata ~ Config ~ Softphone - lml I search Softphone

File Edit View Tools Help

Organize *  Includeinlibrary +  Sharewith =+  Burn  Mew folder = = E] @
'+ Favorites 21 Mame ~ Drake modified | Type | Size | |
B Deskiop £k | SP_CMAPLini 12/9/2014 3:06 PM Configuration settings SKB
Dawwnloads
Recent Places
Config

dvs

Encare {64bit)
Logs

Whygant

- Libraries
3 Dacuments
J Music
| Pictures

E Videos

/M Computer
{:E"', Local Disk (C:)
 Enchata (0}
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Scroll down to the DMCC Session Info sub-section. Under CMAPISessionlInfo, set
AESAddress to the IP address of the Application Enablement Services server. Set UserName

and Password to the Encore user credentials from Section 6.8. Retain the default value for the
remaining fields.

i 5P_CMAPLini - Notepad
File Edit Format Wiew Help

# ——————=———=—=—=—===—=—==============—==——=—==——=—==——=——==—======
*
# DmCC session Info
*
# AEsSAddress IP address of AES (application Enablement servicel connector
# AESPOrt IF port of AES, only unencrypted port 4721 s supported.
# lsername User name To 10? into AES, in AES 3.0, this s reguired but not validated,
#* For AEsS 3.1 or Tater, this is wvalidated.
# Password password to log into AES, see UserName
#
[cMmarPIsessionInfo]
AESAddress=10.10.%8.17
AESPOrt=4721
UsermMame=test
Password=Encore@l2s
# =============================================================
£
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Scroll down to the DMCC softphones sub-section. Under Softphonel, set Extension and
Password to the first virtual IP softphone extension and security code from Section 5.8. Set
SwitchAddr to the IP address of the H.323 Gatekeeper from Section 6.4. Set RTPAddress to
the IP address of the Encore server. Retain the default values for the remaining fields.

Create additional softphone entries as necessary. In the compliance testing, four softphones were
configured to correspond to the four virtual IP softphones from Section 5.8.

8 sP_cMAPLini - Notepad

File Edit Format  Wiew Help

# —============================================================

#

# DmCC softphones

# one section per softphone

#

#  Extension extension for the softphone, must bhe already administered on the switch

#  sSwitchaddr IP address of avaya communication manager CACM) or CLAN

# switchMame symbolic name of ACM (either this or switchaddr must be defined)

# switchMame is prefered but need reguires H.323 Gatekeeper administer on AES.
# Mote that switchMame is case sensitiwve.

# Password; password for softphone, must he administered in acM.

# This is the station’s “Security code”

#  RTPAddress IP address where AES will direct RTP to. e. IP address of computer running
# the audio serer.

#  Codec Codec for RTP packets, default is g7llu. other walues are g7lla,

# g729 and g729a (must be administered on switch).

# Currently only G711U is supported.

#

[softrhonel]

Extension=53020
Password=1234

# Switchhame=cm
switchaddr=10.10.97.201
RTPAddress=10.10. 97,20
Codec=g711lu

[softrPhonez]
Extension=53021
Password=1234

# Switchhame=cm

switchaddr=10.10.97.201

RTPAddress=10.10.97.29

Codec=g71lU

[softPhones]
Extension=53022
Password=1234

# switchname=cm

Switchaddr=10.10.97. 201

RTPAdDress=10.10.97.29

Codec=g711U

[softPhoned]
Extension=53023
Password=1234

# Switchhame=cm

switchaddr=10.10.97.201

RTPAddress=10.10.97.25

Codec=g711U
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8.2. Administer CTISetup

Navigate to the D:\EncData\Config\CTGateway directory to edit the ctisetup-
AvayaTSAPL.ini file.

' CTGateway BEIB
@ « Compuer = Enchats (D) = Erchata « Corfg = CTGsteway v B0 [ Sewch CTGueway =)
Filw ESt Yem  Tods Help
Owgarize »  duleinBray ¢ Shaewth v Ban New folder - R 7
-
Favorkes — N Date moddwd l Tyow ] Sem l l
B Decitop CTISetup e SZI2014 6:02 PM Corfgur son settings K0KB
Do criatup-AvaysAACC 12/15/2014 1023 8 Configuration settings 43k8
Recerk Pleces csatip-AvaysTSAPLIN 120912019 1242 M Corfwgur shion settngs 49¥8
Conf :
e CTISstup-Vop. i 1002014 5575M  Corfiguration sattngs B1KD
avs
Encore (S4bit)
Logs
Wgant [
>
A Lbranes
« Doduseents
o' Musc
= Pxbues =
B ideos
B Compter
S Loca Dek (C:)
» EncData (D)

Scroll down to the Encore ECAPI sub-section. Under ECAPI1, make sure all parameters are set
to the default values shown below.

.ctisetup—AvayaTSAPI.ini - Notepad

File Edit Format Wiew Help

# EncCore ECAPI

E

[ECaPI1]

Ih=RecEngine
Address=127.0.0.1

PoOrt=1503
Trunk-rField=t1dTrunk
Agent-Field=f1dExtension
ANI-Field=Ff1danT
OHIS-Field=F1dDNIS
ID-Field=Ff1dID
paTa-Field=fldpata
ACD-Field=F1dacD
AgentIb-Field=FldagentLoginID
MOSTART=MNO

MOSTOP=MO
AgentEncorerortoverriderart-Field=ro
Port-Field=. AGENT
cefaultEncoreunit=1
TrimPortPrefix=Mo

e
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Scroll to the Agents sub-section. Under Agentl, set ID and EncorePort to the first agent station
extension from Section Error! Reference source not found.. Create additional agent entries as
necessary when more than one agent is being monitored.

.ctisetup-nvayaTEAPI.ini - Motepad
File Edit Format Wiew Help

#  Areacode?=480 E@
# AreaCodes9=503

# ACD paths

# This is reqguired by some integrations
F

[acDl]

ID=530%0

[agentl]
ID=53010
EncorerPort=53010
Encorednit=1l

[agent?]
ID=53012
EncorePort=53012
Encorednit=1

Cammmt 2
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8.3. Administer CT Gateway

Right click on the Desktop Manager icon from the system tray, as shown below and choose
Configure (not shown).

Desktop Manager

_, N 4:42 FM
2 Qg % %[FD ) O 12152014 =

[ *

The Desktop Manager setup window is displayed as shown below. Select CTGate-
AvayaTSAPI program from the Startup tab and click on the Launch now button.

RS; Reviewed
SPOC 5/14/2015

Desicop Managersete K|

Startup | Scheduled tazks I
[~ Enable [ Motifications Enabled

The lizt below shows programs that will be launched. Click “Add" to
add programz.  To edit a program's settings, expand it and double-click
ah the zettings.

F-§ AACCEridgeService
-] CTGate-dvapat AT
E RecSwvr_SoftPhone
-3 EncorelnformationS ervice
E EncD atakd anager

#-§3 Recording-Engine
™ CTGate-tvapal SAF]
E SoftPhone_sudioServer
#-§3 EncoreEventService
-] EncECAPIHub

Add... Change... | Delete. .. I

Start dela_l,l:l B0 zeconds Launch now |

Cancel | k.
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The CTISetup-AvayaTSAPIL.ini screen is displayed. Select PBX = Configure from the top
menu.

Y CTISetup-AvayaTSAPLini - CT Gateway (AvayaTSAPI)

File Edit View Diagnostics PBX Help
Removing calls older than 43200 second(s)..

The PBX interface setup screen is displayed. Select the Tlink name from Section 6.7 from the
drop-down list, and enter the Encore user credentials from Section 6.8 for Login 1D, Password,
and Confirm Password. Retain the default values in the remaining fields, as shown below.

PBX interface setup | x|

Click on drop-down button below to select a Teerver

“Taerver: I.-'l'-.‘-.:‘.f-‘-.Y.f-‘-.#I:L.f-‘-.N SHCSTARAESES

*Login 1D Itest

*Pazzwiord Ixxxxxxxxxxxxxx Canfirm pagswg[d Ixxxxxxxxxxxxxx
¥ tlam on Monitor-ended event Debug logaing IEI
¥ Alam on device monitor failue [” Capture UL data
[ =Agent list from AC0

* Reguires restart of CTEateway

k. I Cancel

Click OK button to complete and shut down the CTGate-AvayaTSAPI. Use the Desktop
Manager Setup application to launch the CTGateway for the CTGate-AvayaTSAPI

application again.
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8.4. Administer CTISetup for Contact Center Data Collection

Navigate to the D:\EncData\Config\CTGateway directory to edit the ctisetup-
AvayaAACC.ini file.

. CTGateway BEI ﬂ
0, b « Commputer = tn@a(D‘:V) « trehusts « Corfg = ClGsteway * W [ Satrch CTGREWSY I
Filn ES Yew  Toh el
Owarze »  IdueinBeay *  Shaewth v Ban  New folder = v R 7
-
Favorkes —  Navw Date moddud Ityn- Sen J I
B Decitop CTISetup e SZA2014 6:02 MM Corfigur son settings F0KB
Downionds Eatup-AvaysAACC i 12/15/2014 L0123 AM  Corfiguration sattings 438
Recerk Pleces atLO-AvaysTSAPL I 120912014 1242 8M  Configur ahion settngs 49¥8
Corfy .
iy CTISstup-vop.ri 100/2014 5575M  Corfiguration sattings B1¥B
avs
Encore (S4bit)
Logs
Wygant [
»
~ Lbranes
« Dodusesnts
o Musc
= Prboes
B vdecs
B Computer
S Locat Dek (C:)
, Encoata (D)

Scroll to the Agents sub-section. Under Agentl, set ID and EncorePort to the first agent station
extension from Section Error! Reference source not found.. Create additional agent entries as
necessary when more than one agent is being monitored.

.ctisetup—AvaraAAEE.ini - Motepad

File Edit Format Yiew Help

# ACD paths
# This is required by some integrations

#

# [AcDl]

#ID=2900

# s e e
#

# Aagents

#

[Agentl]

ID=53010

EncCorePort=53010
Encoreunit=1

[AgentZ]
ID=55012
EncorerPort=53012
Encoreunit=1
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8.5. Administer CT Gateway for Contact Center Data Collection

Right click on the Desktop Manager icon from the system tray, as shown below and choose
Configure (not shown).

Desktop Manager

. 4:42 PM
e, W Ow % iﬂb ) 12]15/2014 =

The Desktop Manager setup window is displayed as shown below. Select CTGate-

AvayaAACC program from the Startup tab and click on the Launch now button.

Desktop Manager setup EH

Startup | Scheduled tasks |

RS; Reviewed
SPOC 5/14/2015

¥ Enable [ Muolifizations Enabled

The lizt below shows programs that will be launched. Click "4dd" to
add programs. To edit a program's settings, expand it and double-click
on the sethings.

E A4CCEBdgeService
3| 7 G ate-vapatCC
E RecSvr_SoftPhone
@ EncorelnformationService
E EncD ataM anager

@ Recording-Engine
=] CTGate-twapaT SAP
E SoftPhone_sudioSerer
@ EncoreE ventService
=] EncEC&PIHub

Add... Chatage... I Delete. .. |

Start dela_l.l:l G0 seconds Launch niow |

Cancel | ] I
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The CTISetup-AvayaAACC.ini-CT Gateway (AvayaAACC) screen is displayed. Select PBX
-> Configure from the top menu.

#4CTISetup-AvayaAALC.ini - CT Gateway {Avara.‘km:[}
File Edit “iew Diagnostics PEX Help

Femowing calls older than 43200 secondi=). .
Femnoved 0 old calli=s).

The PBX interface setup window is displayed. Enter the values as shown in the screen below.

AACC Communication Control ToolKit (CCT) Web services section:

e CCT Server name/IP address: Enter IP address of CCT server “10.10.97.52”.

e CCT web services port: “9080” as configured in Section 7.2.
AACC SIP Domain: “bvwdev.com” was configured on the AACC.
CCT web service user ID: “AACC-HA1\CallRecordUser” as configured in Section 7.1.
CCT web service user password: The password that was configured in Section 7.1.
Confirm CCT web service user password: Same as above.

AACC Contact Center Manager Administrator (CCMA) web services section.
e CCMA Server name / IP Address : Enter the IP address of CCMA server which is
“10.10.97.52”.
e CCMA web service user ID: Enter the appropriate user ID to login to CCMA.
e CCMA web service user password: Enter the password valid for the above user.
e Confirm CCMA web service user password: Same as above.

Retain default values for other fields in this section.
Encore AACC Bridge Windows service section.
e Server name / IP address: Enter the IP address of Encore server “10.10.97.29” that was

used during compliance testing.

Retain default values for other fields in this section.
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PBX interface setup

*CCT web zervices port;
=eACC SIP Diomain:

*CCT web zervice uzer 1D:

*CCT web zervice uzer pazsword:

Confirm CCT web service user pagsword ;

—AACE Communication Contral Toolkit [CCT) Web services
*CCT Server name / |F address:

K 3

|1n.1n.9?.52

|anau

Ihvwdev.cam

I.-'i‘-.-'i‘-.EE-H.-'i‘-.'I SCalRecord ze

Ixxxxxxxxxxxxxx

Ixxxxxxxxxxxxxx

*CCMA web services port:

“CCM& web service uzer 1D

*CCha web service uzer password:

Canfirrn CChMA web zervice uzer pazaward

—AACE Contact Center Manager Administration [CCMA] web services
*CCMA Server name /£ IP address:

|1n.1n.9?.52

|en

— Encore &4CC Bridge *Windows service

*Semver name ¢ |FP address;

CT Gateway connects to thiz 1P Port:

AACC connects to one af thesze [P Partz

[2702 - 2706):

|1n.1n.9?.29

|1555

|2?na

v *Delay everts by [500

Debug logging level: Il:i

m=

Add rmemo ta log file. .

* Requires restart of CT G ateway

o]

Cancel

Click OK button to complete and shut down the CTGate-AvayaAACC. Use the Desktop
Manager Setup application to launch the CTGateways for the CTGate-AvayaAACC

application again.
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9. Verification Steps

This section provides the tests that can be performed to verify proper configuration of
Communication Manager, Application Enablement Services, and Encore.

9.1. Verify Avaya Aura® Communication Manager

On Communication Manager, verify the status of the administered CTI link by using the “status
aesvcs cti-link” command. Verify that the Service State is “established” for the CTI link
number administered in Section 5.2, as shown below.

status aesvcs cti-link

AE SERVICES CTI LINK STATUS

CTI Version Mnt AE Services Service Msgs Msgs
Link Busy Server State Sent Rcvd
1 4 no AES63 established 21 21

Verify the registration status of the virtual IP softphones by using the “list registered-ip-stations”
command. Verify that all virtual IP softphone extensions from Section 5.88 are displayed along
with the IP address of the Application Enablement Services server, as shown below.

list registered-ip-stations Page 2
REGISTERED IP STATIONS

Station Ext Set Type/ Prod ID/ TCP Station IP Address/

or Orig Port Net Rgn Release Skt Gatekeeper IP Address
53015 4620 IP Phone y 10.10.5.12
1 2.300 10.10.97.201
53016 9620 IP_ Phone y 10.10.5.3
1 6.3116 10.10.97.201
53018 4620 IP_ Phone y 10.10.5.61
1 6.4014 135.10.97.201
53020 9650 IP_API A y 10.10.98.17
1 3.2040 10.10.97.201
53021 4620 IP_API A y 10.10.98.17
1 3.2040 10.10.97.201
53022 4620 IP_API A y 10.10.98.17
1 3.2040 10.10.97.201
53023 4620 IP_API A y 10.10.98.17
1 3.2040 10.10.97.201
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9.2. Verify Avaya Aura® Application Enablement Services

On Application Enablement Services, verify the status of the TSAPI link by selecting Status 2>
Status and Control = TSAPI Service Summary from the left pane. The TSAPI Link Details

screen is displayed.

Verify the Status is “Talking” for the TSAPI link administered in Section 6.3, and that the
Associations column reflects the total number of monitored skill groups and agent stations from
Section Error! Reference source not found..

AVAyA Application Enablement Services

Management Console

Status | Status and Control | TSAF] Service Summary

o AL Servicns

y Commusication Maneger TSAPI Link Detaibs
Interfoce

High Avallabitity Eredde page rafroch overy B0 » teconee

Swach Mg Mage
(93} State Associations v Trern
Lank 10 Swach Seviteh
"0 1| cuwe I 1 21 I 31 |~:

w‘ q] rn[-. ama‘.u ;...,

» Licensing

» Maintnnance

» Networking

» Security

* Status
Al Vewar Cnine Gfflom

Lo Manager For 2w vica-aie S0, LHoose one of e robyming
Logs TSAPL Service States Thnk: Shatus Unat Status
Gratus and Ceatrol

CVLAN Soryioa Summar

* DLG Servioes Summary
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Verify the status of the DMCC link by selecting Status = Status and Control > DMCC

Service Summary from the left pane. The DMCC Service Summary — Session Summary
screen is displayed.

Verify the User column shows an active session with the Encore user name from Section 6.8,

and that the # of Associated Devices column reflects the number of configured softphones from
Section 8.1.

AVAyA Application Enablement Services

Management Console

Status | Status and Comtrel JDMCC Sorvice Sammary

e | Mhelp | Logeet

+ AE Services

. Commenication Masager
Interfoce

Migh Avallabifity P 3 1k vaw back dnor

DMCC Service Summary - Sesslon Summary

+ Licensing | Briabie page retvesh svery 60« yecones

+ Maintensece Sexzen Sureary DEVice Summaory

» Nutworking Coefvaratad o7 Mof Jan 05 15 28 30 EST 2015
Servite Uptme 1% days, 16 hours 40 minutes
+ Secerity NumBer of Active Sessuns 1
* Statys Number of Sessions Crasted Singe Servos Bogt: 1
Number of Exsting l:le-nres 4
Alarm Vigwer NumRer of Davices Crested Since Service Boti 4
et D_M
oo l_ BBFS373164202457 1 2B2S507C052307 &0 [tent l'va =1 Ixa 10.87.3% ¥ML Unancrypted |4
Srar anmg C o o Shew T a
o et samisatt
1
4rVoR SUMMmary L
RS; Reviewed Solution & Interoperability Test Lab Application Notes 43 of 47

SPOC 5/14/2015 ©2015 Avaya Inc. All Rights Reserved. Encore-AACC64



9.3. Verify dvsAnalytics Encore

Log an agent into the skill group to handle and complete an ACD call. Access the Encore web
interface by using the URL “http://ip-address/encore” in an Internet browser window, where “ip-
address” is the IP address of the Encore server. The encore screen is displayed. Click Login and
log in using the appropriate credentials.

encore

by dvsAnalytics

The encore screen is updated with a list of call recordings. Verify that there is an entry in the
right pane reflecting the last call, with proper values in the relevant fields.

LIy

encore Gde ¥ @ o
Hedaided Cantacts

# [Jeonacm T ieace of limate (rer meomes crveen P BEE Selecut Hevwr § "

Bl 5w Lovae —r;}- CBLOBRD

| e

Bone Ly
Bl vty

VIROLID 4155 N SN0 DT el 410 (= Sl [EETT) 003 )

VAN &0 ™™ R 0313 WAl el e ey Tererne LRFASE IR "oy “an

s Ewretinm (e m 000 Sxeate Lol e YT tocenry el gt | ) sean

- u~ P e VEWIIL X3 s SMu W03 K3 < i [cwe—y Swtereel rNA DO §3003 )
+ 3 Smares Mavhats VIWESIE RARAI O LTI w0 E i TES Ddgery Vimew o e =0 nazL e a1
3 ¢ Paghaes UriIns 25538 R0 Sudaits Exed “ai oo [ ] [ At | xad eni

» B e Mgy VUNTIIE Hoaka M DMLE TN o - mio e wrerne LA a3 nl

» a1 Muvie e UOWEIE EMAl N st SxER13 Aol -1 siate Jotanry el et ) e vest
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Right click on the entry and select Play to listen to the playback. Verify that the screen is
updated and that the call recording is played back.

T wortw Mo

10. Conclusion

These Application Notes describe the configuration steps required for dvsAnalytics Encore to
successfully interoperate with Avaya Aura® Communication Manager, Avaya Aura®
Application Enablement Services and Avaya Aura® Contact Center using Service Observing and
CCT web services. All feature and serviceability test cases were completed with observations
noted in Section Error! Reference source not found..
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11. Additional References

The following Avaya product documentation is available at http://support.avaya.com.

1. Administering Avaya Aura® Communication Manager, Document 03-300509, Issue 10,
Release 6.3.

2. Avaya Aura® Application Enablement Services Administration and Maintenance Guide, 02-

300357, Release 6.3.

Administering Avaya Aura® Session Manager, Issue 7, Release 6.3.

Administering Avaya Aura® System Manager, Issue 6, Release 6.3.

Avaya Aura® Contact Center SIP Commissioning, Doc# NN44400-511.

Avaya Aura® Contact Center Configuration — Avaya Aura Unified Communications

Platform Integration, 44400-52, Issue 05.03, Release 6.4.

o oh W

The following product documentation is available by contacting dvsAnalytics.
Avaya Aura™ Communication Manager TSAPI Integration Guide, Encore Version 6.0.1,
October 3, 2014, available from dvsAnalytics Support.

Avaya Aura™ Communication Manager TSAPI Installation Addendum, Release 2.3.5, October
20, 2014, available from dvsAnalytics Support.
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and
™ are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.

RS; Reviewed Solution & Interoperability Test Lab Application Notes 47 of 47
SPOC 5/14/2015 ©2015 Avaya Inc. All Rights Reserved. Encore-AACC64


mailto:devconnect@avaya.com

