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Avaya Solution & Interoperability Test Lab

Configuring SIP Trunks among Avaya Aura™ Session
Manager, Avaya Aura™ Communication Manager 5.2, and
Nortel Communication Server 1000 — Issue 1.1

Abstract

These Application Notes present a sample configuration for a network that uses Avaya Aura™
Session Manager to connect Avaya Aura™ Communication Manager 5.2 and Nortel
Communication Server 1000 using SIP trunks.

For the sample configuration, Avaya Session Manager runs on an Avaya S8510 Server, Avaya
Communication Manager 5.2 runs on an Avaya S8720 Server with Avaya G650 Media
Gateway, and Norte]l Communication Server 1000 runs on Nortel Communication Server
1000S. The results in these Application Notes should be applicable to other Avaya servers and
media gateways that support Avaya Communication Manager 5.2.
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1 Introduction

These Application Notes present a sample configuration for a network that uses Avaya Aura ™
Session Manager to connect Avaya Aura™ Communication Manager 5.2 and Nortel
Communication Server 1000 using SIP trunks.

As shown in Figure 1, the Avaya 9630 IP Telephone (H.323) and 6408D+ Digital Telephone are
supported by Avaya Communication Manager. The Nortel 12004 H.323 Telephone and 3904
Digital Telephone are supported by Nortel Communication Server 1000. SIP trunks are used to
connect these two systems to Avaya Session Manager, using its SM-100 (Security Module)
network interface. All inter-system calls are carried over these SIP trunks. Avaya Session
Manager can support flexible inter-system call routing based on dialed number, calling number
and system location, and can also provide protocol adaptation to allow multi-vendor systems to
interoperate. It is managed by a separate Avaya Aura™ System Manager, which can manage
multiple Avaya Session Managers by communicating with their management network interfaces.
As shown in the figure, two Avaya Aura Session Managers were configured to support “active-
active” failover and “route-through”, which are alternate call routing features that are employed
during network failures (see Section 6). Configurations supporting SIP telephones still require
Avaya SIP Enablement Services, and are not addressed in these application notes.

For the sample configuration, Avaya Session Manager runs on an Avaya S8510 Server, Avaya
Communication Manager runs on an Avaya S8720 Server with Avaya G650 Media Gateway,
and Nortel Communication Server 1000 runs on Nortel Communication Server 1000S. These
Application Notes should apply to other Avaya Aura™ servers and Media Gateways.
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Figure 1 — Sample Configuration
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A five digit Uniform Dial Plan (UDP) is used for dialing between systems. Unique extension
ranges are associated with Avaya Communication Manager (30xxx) and Nortel Communication
Server 1000 (53xxx).

These Application Notes will focus on the configuration of the SIP trunks and call routing.
Detailed administration of the endpoint telephones will not be described (see the appropriate
documentation listed in Section 9).

2 Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Hardware Component

Software Version

Avaya S8510 Server

Avaya Session Manager Release
1.1.3.1.18022

Quick Fix “asset-gefanuc-
1.1.3.0.18007-1.1386.rpm”

Avaya Aura™ System Manager,
Release 1.1.3.1.18022

Avaya S8720 Servers with G650 Media
Gateway

Avaya Communication Manager
Load 947.3 Patch 17250

Avaya 9630 IP Telephone (H.323)

2.0

Avaya 6408D+ Digital Telephone

Nortel Communication Server 1000S
e (Call Server
e Signaling Server

Nortel Communication Server 1000
Release 450w, Version 2121
sse-4.50.88

Nortel 3904 Digital Telephone

NA

Nortel 12004 H.323 Telephone

C502B41

3 Configure Avaya Communication Manager

This section describes configuring Avaya Communication Manager in the following areas.
Some administration screens have been abbreviated for clarity.

e Verify Avaya Communication Manager license

e Administer system parameters features

¢ Administer IP node names

¢ Administer IP interface

¢ Administer IP codec set and network region

e Administer SIP trunk group and signaling group

e Administer SIP trunk group members and route patterns
e Administer location and public unknown numbering

e Administer uniform dial plan and AAR analysis
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3.1 Verify Avaya Communication Manager License

Log into the System Access Terminal (SAT) to verify that the Avaya Communication Manager
license has proper permissions for features illustrated in these Application Notes. Use the
“display system-parameters customer-options” command. Navigate to Page 2, and verify that
there is sufficient remaining capacity for SIP trunks by comparing the Maximum Administered
SIP Trunks field value with the corresponding value in the USED column. The difference
between the two values needs to be greater than or equal to the desired number of simultaneous
SIP trunk connections.

The license file installed on the system controls the maximum permitted. If there is insufficient
capacity or a required feature is not enabled, contact an authorized Avaya sales representative to
make the appropriate changes.

display system-parameters customer-options Page 2 of 10
OPTIONAL FEATURES

IP PORT CAPACITIES USED
Maximum Administered H.323 Trunks: 800 200
Maximum Concurrently Registered IP Stations: 18000 2
Maximum Administered Remote Office Trunks: O
Maximum Concurrently Registered Remote Office Stations:
Maximum Concurrently Registered IP eCons:
Max Concur Registered Unauthenticated H.323 Stations:
Maximum Video Capable H.323 Stations:
Maximum Video Capable IP Softphones:
Maximum Administered SIP Trunks:

WO OO OO
w» O OO o oo

3.2 Configure System Parameters Features

Use the “change system-parameters features” command to allow for trunk-to-trunk transfers.
Submit the change.

This feature is needed to be able to transfer an incoming/outgoing call from/to the remote switch
back out to the same or another switch For simplicity, the Trunk-to-Trunk Transfer field was
set to “all” to enable all trunk-to-trunk transfers on a system wide basis. Note that this feature
poses significant security risk, and must be used with caution. For alternatives, the trunk-to-
trunk feature can be implemented using Class Of Restriction or Class Of Service levels. Refer to
the appropriate documentation in Section 9 for more details.

change system-parameters features Page 1 of 18
FEATURE-RELATED SYSTEM PARAMETERS
Self Station Display Enabled? y
Trunk-to-Trunk Transfer: all
Automatic Callback with Called Party Queuing? n

Automatic Callback - No Answer Timeout Interval (rings): 3
Call Park Timeout Interval (minutes): 10
Off-Premises Tone Detect Timeout Interval (seconds): 20

DID/Tie/ISDN/SIP Intercept Treatment: attd
Internal Auto-Answer of Attd-Extended/Transferred Calls: transferred
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3.3 Configure IP Node Names

Use the “change node-names ip” command to add entries for the C-LAN that will be used for
connectivity, its default gateway, and Avaya Aura ™Session Manager. In this case, “clan1l” and
“10.1.2.233” are entered as Name and IP Address for the C-LAN, “sm1” and “10.1.2.170” are
entered for Avaya Session Manager Security Module (SM-100) interface, and “Gateway001”
and “10.1.2.1” are entered for the default gateway. Note that “Gateway001” will be used to
configure the IP interface for the C-LAN (see Section 3.4). The actual node names and IP
addresses may vary. Submit these changes.

change node-names ip Page 1 of 2
IP NODE NAMES
Name IP Address
clanl 10.1.2.233
Gateway001 10.1.2.1
sml 10.1.2.170

3.4 Configure IP Interface for C-LAN

Add the C-LAN to the system configuration using the “add ip-interface 1a03” command. The
actual slot number may vary. In this case, “1a03” is used as the slot number. Enter the C-LAN
node name assigned from Section 3.3 into the Node Name field.

Enter proper values for the Subnet Mask and Gateway Node Name fields. In this case, “24”
and “Gateway001” are used to correspond to the network configuration in these Application
Notes. Set the Enable Interface and Allow H.323 Endpoints fields to “y”. Default values may
be used in the remaining fields. Submit these changes.

add ip-interface 1a02 Page 1 of 3
IP INTERFACES

Type: C-LAN

Slot: 01A02 Target socket load and Warning level: 400
Code/Suffix: TN799 D Receive Buffer TCP Window Size: 8320
Enable Interface? y Allow H.323 Endpoints? y
VLAN: n Allow H.248 Gateways? y
Network Region: 1 Gatekeeper Priority: 5

IPV4 PARAMETERS
Node Name: clanl
Subnet Mask: /24
Gateway Node Name: Gateway001

Ethernet Link: 2
Network uses 1's for Broadcast Addresses? y
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3.5 Configure IP Codec Sets and Network Regions
Configure the IP codec set to use for calls to the Nortel Communication Server 1000. Use the
“change ip-codec-set n” command, where “n” is an existing codec set number to be used for

interoperability. Enter the desired audio codec type in the Audio Codec field. Retain the default
values for the remaining fields and submit these changes.

In addition to the “G.711MU” codec shown below, “G.729” and “G.729A” have also been
verified to be interoperable with Norte]l Communication Server 1000 via SIP trunks.

change ip-codec-set 1 Page 1 of 2
IP Codec Set

Codec Set: 1

Audio Silence Frames Packet
Codec Suppression Per Pkt Size (ms)
1: G.711MU n 2 20

23
32

In the test configuration, network region “1” was used for calls to the Norte]l Communication
Server 1000 via Avaya Aura ™Session Manager. Use the “change ip-network-region 1”
command to configure this network region. For the Authoritative Domain field, enter the SIP
domain name configured for this enterprise network (See Section 4.1). This value is used to
populate the SIP domain in the From header of SIP INVITE messages for outbound calls. It is
also must match the SIP domain in the request URI of incoming INVITEs from other systems.
Enter a descriptive Name. For the Codec Set field, enter the corresponding audio codec set
configured above in this section. Enable the Intra-region IP-IP Direct Audio, and Inter-
region IP-IP Direct Audio. These settings will enable direct media between Avaya IP
telephones and the far end. Retain the default values for the remaining fields, and submit these
changes.

change ip-network-region 1 Page 1 of 19
IP NETWORK REGION
Region: 1
Location: Authoritative Domain: avaya.com
Name: ASM to Nortel
MEDIA PARAMETERS Intra-region IP-IP Direct Audio: yes
Codec Set: 1 Inter-region IP-IP Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? n
UDP Port Max: 10001
DIFFSERV/TOS PARAMETERS RTCP Reporting Enabled? y
Call Control PHB Value: 46 RTCP MONITOR SERVER PARAMETERS
Audio PHB Value: 46 Use Default Server Parameters? y

Video PHB Value: 26
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3.6 Configure SIP Signaling Group and Trunk Group
3.6.1 SIP Signaling Group

In the test configuration, trunk group “32” and signaling group “32” were used to reach Avaya
Session Manager. Use the “add signaling-group n” command, where “n” is an available
signaling group number. Enter the following values for the specified fields, and retain the
default values for all remaining fields. Submit these changes.

¢ Group Type: “sip”
e Transport Method: “tls”
e Near-end Node Name: C-LAN node name from Section 3.3.
e Far-end Node Name: Avaya Session Manager node name from Section 3.3.
e Near-end Listen Port: “5061”
e Far-end Listen Port: “5061”
¢ Far-end Network Region: Avaya network region number “1” from Section 3.5.
e Far-end Domain: SIP domain name from Section 4.1.
e DTMF over IP: “rtp-payload”
add signaling-group 32 Page 1 of 1
SIGNALING GROUP
Group Number: 32 Group Type: sip

Transport Method: tls
IMS Enabled? n

Near-end Node Name: clanl Far-end Node Name: sml
Near-end Listen Port: 5061 Far-end Listen Port: 5061
Far-end Network Region: 1
Far-end Domain: avaya.com

Bypass If IP Threshold Exceeded?

=)

DTMF over IP: rtp-payload Direct IP-IP Audio Connections? y

IP Audio Hairpinning? n

Enable Layer 3 Test? n Direct IP-IP Early Media? n

Session Establishment Timer (min): 3 Alternate Route Timer (sec): 6
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3.6.2 SIP Trunk Group

Use the “add trunk-group n” command, where “n” is an available trunk group number. Enter the
following values for the specified fields, and retain the default values for the remaining fields.

¢ Group Type: “sip”

¢ Group Name: A descriptive name.

e TAC: An available trunk access code.

e Service Type: “tie”

e Number of Members: The number of SIP trunks to be allocated to calls

routed to Session Manager (must be within the limits
of the total trunks configured in Section 3.1).

add trunk-group 32 Page 1 of 21
TRUNK GROUP

Group Number: 32 Group Type: sip CDR Reports: y

Group Name: To SM1 COR: 1 TN: 1 TAC: 132
Direction: two-way Outgoing Display? y

Dial Access? n Night Service:

Queue Length: 0

Service Type: tie Auth Code? n

Signaling Group: 32
Number of Members: 4

Navigate to Page 3, and enter “public” for the Numbering Format field as shown below. Use
default values for all other fields. Submit these changes.

add trunk-group 32 Page 3 of 21
TRUNK FEATURES
ACA Assignment? n Measured: none
Maintenance Tests? y

Numbering Format: public
UUI Treatment: service-provider

Replace Restricted Numbers? n
Replace Unavailable Numbers? n
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3.7 Configure Route Pattern

Configure a route pattern to correspond to the newly added SIP trunk group. Use the “change
route-pattern n” command, where “n” is an available route pattern. Enter the following values
for the specified fields, and retain the default values for the remaining fields. Submit these
changes.

e Pattern Name: A descriptive name.

e Grp No: The trunk group number from Section 3.6.2.
e FRL: Enter a level that allows access to this trunk, with 0 being least restrictive.
change route-pattern 32 Page 1 of 3
Pattern Number: 32 Pattern Name: To ASM
SCCAN? n Secure SIP? n
Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC
No Mrk Lmt List Del Digits QSIG
Dgts Intw
1: 32 0 n user
2% n user
38 n user
4: n user
58 n user
6: n user
BCC VALUE TSC CA-TSC ITC BCIE Service/Feature PARM No. Numbering LAR
012M4wW Request Dgts Format
Subaddress
l: yyyyyn n rest none
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3.8 Configure Location and Public Unknown Numbering

Use the “change locations” command to specify the SIP route pattern to be used as a “default SIP
route” for the location corresponding to the Main site. Calls to non-numeric users or unknown
domains will still be routed to Avaya Session Manager. Add an entry for the Main site if one
does not exist already, enter the following values for the specified fields, and retain default
values for the remaining fields. Submit these changes.

e Name: A descriptive name to denote the Main site.

e Timezone: An appropriate timezone offset.

¢ Rule: An appropriate daylight savings rule.

e Proxy Sel. Rte. Pat.: The Avaya route pattern number from Section 3.7.

change locations Page 1 of 1
LOCATIONS

ARS Prefix 1 Required For 10-Digit NANP Calls? y

Loc Name Timezone Rule NPA Proxy Sel
No Offset Rte Pat
1: Main + 00:00 0 32

Use the “change public-unknown-numbering 0” command, to define the calling party number to
be sent to Nortel Communication Server 1000. Add an entry for the trunk group defined in
Section 3.6.2 to reach Nortel endpoints. In the example shown below, all calls originating from
a 5-digit extension beginning with 3 and routed to trunk group 32 will result in a 5-digit calling
number. The calling party number will be in the SIP “From” header. Submit these changes.

change public-unknown-numbering 0 Page 1 of 2
NUMBERING - PUBLIC/UNKNOWN FORMAT

Total
Ext Ext Trk CPN CPN
Len Code Grp (s) Prefix Len

Total Administered: 2

5 3 32 5 Maximum Entries: 9999
FS; Reviewed: Solution & Interoperability Test Lab Application Notes 10 of 71

SPOC 10/20/2009 ©2009 Avaya Inc. All Rights Reserved. ASM-CM-Nortel




3.9 Administer Uniform Dial Plan and AAR Analysis

This section provides sample Automatic Alternate Routing (AAR) used for routing calls with
dialed digits 53xxx to Nortel Communication Server 1000. Note that other methods of routing
may be used. Use the “change uniform-dialplan 0” command, and add an entry to specify use of
AAR for routing of digits 53xxx. Enter the following values for the specified fields, and retain
the default values for the remaining fields. Submit these changes.

e Matching Pattern: Dialed prefix digits to match on, in this case “53”.
e Len: Length of the full dialed number.
e Del: Number of digits to delete.
e Net: “aar”
change uniform-dialplan 0 Page 1 of 2
UNIFORM DIAL PLAN TABLE
Percent Full: 0
Matching Insert Node
Pattern Len Del Digits Net Conv Num
53 5 0 aar n

Use the “change aar analysis 0” command, and add an entry to specify how to route the calls to
53xxx. Enter the following values for the specified fields, and retain the default values for the
remaining fields. Submit these changes.

¢ Dialed String: Dialed prefix digits to match on, in this case “53.

e Total Min: Minimum number of digts.

e Total Max: Maximum number of digits.

e Route Pattern: The route pattern number from Section 3.7.

e Call Type: “aar”

change aar analysis 0 Page 1 of 2
AAR DIGIT ANALYSIS TABLE
Location: all Percent Full: 1
Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Reqd
53 5 5 32 aar n

3.10 Save Translations

Configuration of Avaya Communication Manager is complete. Use the “save Translations
command to save these changes.
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4 Configure Avaya Session Manager

This section provides the procedures for configuring Avaya Session Manager. The procedures
include adding the following items:

SIP domain

Logical/physical Locations that can be occupied by SIP Entities

SIP Entities corresponding to the SIP telephony systems and Avaya Session Manager
Entity Links, which define the SIP trunk parameters used by Avaya Aura ™Session
Manager when routing calls to/from SIP Entities

Time Ranges during which routing policies are active

Routing Policies, which control call routing between the SIP Entities

Dial Patterns, which govern to which SIP Entity a call is routed

Session Manager, corresponding to the Avaya Session Manager Server to be managed by
Avaya Aura™ System Manager.

Configuration is accomplished by accessing the browser-based GUI of Avaya Aura™ System
Manager, using the URL “http://<ip-address>/IMSM”, where “<ip-address>" is the IP address of
Avaya Aura™ System Manager. Log in with the appropriate credentials and accept the
Copyright Notice. The menu shown below is displayed. Expand the Network Routing Policy
Link on the left side as shown. The sub-menus displayed in the left column below will be used
to configure all but the last of the above items (Sections 4.1 through 4.7).
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4.1 Specify SIP Domain

Add the SIP domain for which the communications infrastructure will be authoritative. Do this

by selecting SIP Domains on the left and clicking the New button on the right. The following
screen will then be shown. Fill in the following:

e Name: The authoritative domain name (e.g., “avaya.com”)
e Notes: Descriptive text (optional).
Click Commit.

Since the sample configuration does not deal with any other domains, no additional domains
need to be added.
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4.2 Add Locations

Locations can be used to identify logical and/or physical locations where SIP Entities reside, for
purposes of bandwidth management. Locations are added for the Avaya and the Nortel
environments. To add a location, select Locations on the left and click on the New button on the
right. The following screen will then be shown. Fill in the following:

Under General:
e Name: A descriptive name.
e Notes: Descriptive text (optional).

Under Location Pattern:

o IP Address Pattern: A pattern used to logically identify the location.
e Notes: Descriptive text (optional).

The screen below shows addition of the Lincroft location, which includes Avaya Communication
Manager and Avaya Session Manager. Click Commit to save each Location definition.
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The following screen shows the addition of a second location based on the subnet used by Nortel
Communication Server 1000.
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The fields under General can be filled in to specify bandwidth management parameters between
Avaya Session Manager and this location. These were not used in the sample configuration, and
reflect default values. Note also that although not implemented in the sample configuration,
routing policies can be defined based on location.
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4.3 Add SIP Entities

A SIP Entity must be added for Avaya Session Manager and for each SIP-based telephony
system supported by it using SIP trunks. In the sample configuration a SIP Entity is added for the
ASM, the C-LAN board in the Avaya G650 Media Gateway, and the Norte]l Communication
Server 1000. To add a SIP Entity, select SIP Entities on the left and click on the New button on
the right. The following screen is displayed. Fill in the following:

Under General:

e Name: A descriptive name.

e FQDN or IP Address: IP address of the ASM or the signaling interface on
the telephony system.

e Type: “Session Manager” for Avaya Aura™ Session
Manager,

“CM” for Avaya Communication Manager, and
“Other” for Nortel Communication Server 1000.
e Location: Select one of the locations defined previously.
e Time Zone: Time zone for this location.

Under Port, click Add, and then edit the fields in the resulting new row as shown below:

e Port: Port number on which the system listens for SIP requests.
e Protocol: Transport protocol to be used to send SIP requests.
e Default Domain The domain used for the enterprise (e.g., “Avaya.com”).

Defaults can be used for the remaining fields. Click Commit to save each SIP Entity definition.
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The following screen shows addition of Avaya Aura ™Session Manager. The IP address used is
that of the SM-100 Security Module. Two Port entries are added. TCP (well-known port 5060)
is used for communicating with Norte]l Communication Server 1000, and TLS (well-known port
5061) is used for communication with other Avaya Session Managers and Avaya
Communication Manager.
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The following screen shows addition of Avaya Communication Manager. The IP address used is
that of the C-LAN board in the Avaya G650 Media gateway.
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The following screen shows addition of Nortel Communication Server 1000. The IP address
used is that of the “Voice LAN (TLAN) Node IP address™.
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4.4 Add Entity Links

A SIP trunk between Avaya Session Manager and a telephony system is described by an Entity
link. To add an Entity Link, select Entity Links on the left and click on the New button on the
right. Fill in the following fields in the new row that is displayed:

e Name: A descriptive name.

o SIP Entity 1: Select the Avaya Session Manager.

e Port: Port number to which the other system sends SIP requests

e SIP Entity 2: Select the name of the other system.

e Port: Port number on which the other system receives SIP
requests

e Trusted: Check this box. Note: If this box is not checked, calls
from the associated SIP Entity specified in Section 4.3
will be denied.

Click Commit to save each Entity Link definition. The following screens illustrate adding the
two Entity Links for Avaya Communication Manager and Nortel Communication Server 1000.
Since this version of Nortel Communication Server 1000 does not support TLS, TCP (well-
known port (5060) was used. TLS (well-known port 5061) is used for Avaya Communication
Manager.
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4.5 Add Time Ranges

Before adding routing policies (see next section), time ranges must be defined during which the
policies will be active. In the sample configuration, one policy was defined that would allow
routing to occur at anytime. To add this time range, select Time Ranges, and click on the left
and click on the New button on the right. Fill in the following:

e Name:

e Mo through Su
e Start Time

e End Time

Click Commit to save this time range.
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4.6 Add Routing Policies

Routing policies describe the conditions under which calls will be routed to the SIP Entities
specified in Section 4.3. Two routing policies must be added — one for Avaya Communication
Manager and one for Nortel Communication Server 1000. To add a routing policy, select
Routing Policies on the left and click on the New button on the right. The following screen is
displayed. Fill in the following:

Under General:
Enter a descriptive name in Name.

Under SIP Entity as Destination:
Click Select, and then select the appropriate SIP entity to which this routing policy applies.

Under Time of Day:
Click Add, and select the time range configured in the previous section.

Defaults can be used for the remaining fields. Click Commit to save each Routing Policy
definition. The following screens show the Routing Policy for Avaya Communication Manager
and one for Nortel Communication Server 1000.
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4.7 Add Dial Patterns

Define dial patterns to direct calls to the appropriate SIP Entity. 5-digit extensions beginning
with “30” reside on Avaya Communication Manager, and 5-digit extensions beginning with “53”
reside on Nortel Communication Server 1000. To add a dial pattern, select Dial Patterns on the
left and click on the New button on the right. Fill in the following, as shown in the screen below,
which corresponds to the dial pattern for routing calls to Avaya Communication Manager:

Under General:

e Pattern: Dialed number or prefix.

e Min Minimum length of dialed number.
e Max Maximum length of dialed number.
e SIP Domain SIP domain specified in Section 4.1
e Notes Comment on purpose of dial pattern.

Under Originating Locations and Routing Policies:
Click Add, and then select the appropriate location and routing policy from the list.

Default values can be used for the remaining fields. Click Commit to save this dial pattern. The
following screens show the dial pattern definitions for Avaya Communication Manager and
Nortel Communication Server 1000.
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4.8 Add Session Manager

To complete the configuration, adding the Session Manager will provide the linkage between
Avaya Aura™ System Manager and Avaya Session Manager. Expand the Session Manager
menu on the left and select Session Manager Administration. Then click Add, and fill in the
fields as described below and shown in the following screen:

Under Identity:
e SIP Entity Name: Select the name of the SIP Entity added for Avaya Aura™
Session Manager
e Description: Descriptive comment (optional)

e Management Access Point Host Name/IP
Enter the IP address of the Avaya Aura™ Session
Manager management interface.

Under Security Module:
e Network Mask: Enter the network mask corresponding to the IP address of
Avaya Session Manager
e Default Gateway: Enter the IP address of the default gateway for Avaya

Aura™ Session Manager

Use default values for the remaining fields. Click Save to add this Session Manager.
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5 Configure Nortel Communication Server 1000

Nortel Communication Server 1000 uses the Signaling Server to provide SIP and H.323
signaling interfaces to IP networks. The Signaling Server communicates with the NTDK20
Small System Controller card (also referred to as Call Server) over a private Ethernet interface.

There can be one or more Signaling Servers supported per Nortel Communication Server 1000
system. The applications that can run on the Signaling Server include the following:

o SIP Gateway Provides SIP signaling for IP networks.

e Network Routing Service (NRS) Provides SIP Redirect & Registrar service components.
e NRS Manager Provides web interface for NRS management.

e Element Manager Provides web interface for system administrative tasks.

The Nortel Communication Server 1000 in the interoperability test configuration contained one
Signaling Server connected to a Call Server. The Element Manager was used to configure
system resources such as SIP virtual routes and trunks, and the NRS Manager was used to
configure the routing for SIP devices. These Application Notes assume that the basic
configuration of the Signaling Server with the Call Server is in place and the configuration will
not be described.

Furthermore, these Application Notes used the Coordinated Dial Plan (CDP) feature to route
calls from the Nortel Communication Server 1000, over the SIP trunks to Avaya Session
Manager to reach endpoints on Avaya Communication Manager. The CDP feature is assumed to
be already enabled on Nortel Communication Server 1000, and therefore will not be described in
detail.

The procedures below describe the details of configuring Nortel Communication Server 1000 for
SIP trunks:

Launch Element Manager

Obtain node and IP addresses
Administer ISDN

Administer D-Channel

Administer zones

Administer virtual SIP routes and trunks
¢ Administer route list block and distant steering code
¢ Administer node SIP parameters

e Launch NRS Manager

¢ Administer service domain

e Administer SIP gateway endpoints

¢ Administer routing entry

e Cut over and commit changes
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5.1 Launch Element Manager

Access the Nortel Communication Server 1000 web based interface Element Manager by using
the URL “http://<ip-address>" in an Internet browser window, where “<ip-address>" is the IP
address of the Signaling Server from Section 5.2. Note that the IP address for the Signaling
Server may vary, and in this case “192.168.1.30” is used.

The CS 1000 ELEMENT MANAGER screen is displayed. Enter the appropriate credentials,
retain the automatically populated value in the Call Server IP Address field, and click Login.

>C5 1000 ELEMENT MANAGER

>THIS IS HEZRTEL

Loy e
Passwonl
Col Bprvwm 0P Rlrbmase (15216901

[Cegn ] memm

5.2 Obtain Node and IP Addresses

The Home — System Overview screen is displayed. Select IP Telephony > Nodes: Servers,
Media Cards > Configuration in the left pane.

CS 1000 ELEMENT MANAGER

Help | Logout

-Home

+Links

+System

~IP Telephony

- Modes; Servers, Media Cards
—hlakeien and Repors

- Configuration

I
I .

- Metwoark Address Translation
- G0 Thresholds
+Personal Directories
+ Software
-Customers
+Routes and Trunks
+Dialing and Numbering Plans
+Services

Managing: 192.168.0.1

Home - System Overview

Home - System Overview
- System Identification (SNMP)
Site Name
System Name
Contact Name System Contact
SNMP System Name System Mame
SHMP Location Systern Lacation
-Call Server
IP Address 192.168.0.1
Type Mortel Communication Server 10005/
Yersion 2121
Release 4504V
Redundancy State NOT APPLICABLE
CPU and Health State NOT APPLICABLE

+ Signaling Server
+Web Server
+Users Logged into this Signaling Server
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The Node Configuration screen is displayed. Click Node: 271 to expand it. Note that the node
number and IP address may vary.

CS 1000 ELEMENT MANAGER Help | Lagout
-Home Manzging: 192.168.0.1
+Links IP Telephony » Modes: Servers, Media Cards » Mode Configuration
+System -
- 1P Telephony Node Configuration

- Modes: Servers, Media Cards
-Maintenance and Reports

- Configuration .
- Zones Mew Mode I to Add |

- Metwork Address Translation
-G0S Thresholds :
+Personal Directories L S |
+ Software
- Customers
+Routes and Trunks
+ Dialing and Mumbering Plans
+Services

Edit Transfer f Status | De’letél

The Node Configuration screen is updated with additional details as shown below. Make a note
of the Node number “271”, Node IP “192.168.1.33”, and Signaling Server IP address of
“192.168.1.30”. These values are used to configure other sections.

CS 1000 ELEMENT MANAGER HE!|F:| | |_|:|g|:|ut
-Home Wanfing: 192.168.0.1
+Links IP Telephony » Modes: Servers, Media Cards » MNode Configuration
+System -
-IP Telephony Node Configuration

- Modes: Semvers, Media Cards
- Maintenance and Reports

- Configuration
- Zohes Mew Mode I to Add |

- Metwork Address Translation
- 08 Thresholds ;
+Personal Diractaries e IEE e |

+ Boftware
:gf{:g's“:;z Trunks - Node: 271 Node IP: 192.168.1.33 _ Edit|  Transfer/Status | Delete |
+Dialing and Numbering Plans Voice LAN ':TL-A-N:' P address T
+Services Signaling Server
192.168.1.30
Pentium Card
Succession Media Card
192168131 1410 VG Channals
Figure 2: Node Configuration
FS; Reviewed: Solution & Interoperability Test Lab Application Notes 29 of 71

SPOC 10/20/2009 ©2009 Avaya Inc. All Rights Reserved. ASM-CM-Nortel




5.3 Administer ISDN

Select Customers in the left pane. The Customers screen is displayed. Click the Edit button
associated with the appropriate customer. The system can support more than one customer with
different network settings and options. In the sample configuration, only one customer was
configured on the system.

NERTEL CS 1000 ELEMENT MANAGER Help | Logout
-Home Managing: 192.168.0.4
+Links Customers
+System
+1P Telephony Customers
- Customers
+Routes and Trunks Chonse a Custarner Murber: |1 '-i 1o Add
+Dialing and Numbering Plans __I
+Senvices

2 C_us_fﬂmer.’-l] Total routes: 25 Total trunks: 27 Ed'rt=|

The Customer 0 Property Configuration screen is displayed next. Select Feature Packages
toward the bottom of the screen.
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The screen is updated with a listing of feature packages populated below Feature Packages (not
all features shown below). Scroll down the screen, and select Integrated Services Digital
Network to edit its parameters.

NERTEL

CS 1000 ELEMENT MANAGER

-Home > Enhanced Night Service Package: 133 =
«Links > . g :
_virtual Terminals ~ Integrated Services Digital Package: 145
- Bookmarks MNetwork
i SRt > Flexible Services Package: 152
- Maintenance
e > Network Attendant Service Package: 159
- Superloops
el > Flexible Numbering Plan Package: 160

Help | Logaut

The screen is updated with parameters populated below Integrated Services Digital Network.
Check the Integrated Services Digital Network (ISDN) checkbox, and retain the default values
for all remaining fields. Scroll down to the bottom of the screen, and click Submit (not shown).

CS 1000 ELEMENT MANAGER Help | Logout

-Home [—)_In_t:?;‘atgg Sir\flces Package: 145 =
_Links igital Networ!
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- Bookmarks +Dial Access Prefix on
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+ Software - Virtual Private Network -

4 Range: 1 - 16383

- IP Telephony Identifier (VPNI) 4

- Modes: Servers, Media Cards - Private Network Identifier (PNI) ||:| Range: 1- 16383

- Maintenance and Reports
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5.4 Administer D-Channel

Under Routes and Trunks, select D-Channels from the left pane to display the D-Channels
screen. In the Choose a D-Channel Number field, select an available D-channel from the drop-
down list (in this case “8”). Click to Add.

NERTEL CS 1000 ELEMENT MANAGER

- Home Managing: 192.168.0.1
— Links Routes and Trunkz » D-Channelz
-Virtual Terminals
- Bookmarks D-Channels
- System
- Maintenance
_gﬂff;ﬁms Maintenance
- SMNMP D-Channel Diagnostics (LD 96)
+ Software Metwork and Peripheral Equipment (LD 22, Virtual D-Channels)
- IP Telephony MSDL Diagnostics (LD 96)
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The D-Channels 8 Property Configuration screen is displayed next. Enter the following
values for the specified fields, and retain the default values for the remaining fields. Select Basic
options (BSCOPT) toward the bottom of the screen to expand it.

¢ D channel Card Type (CTYP): “D-Channel is over IP (DCIP)”

¢ Designator (DES): A descriptive name.

e User (USR): “Integrated Services Signaling Link Dedicated (ISLD)”
[ ]

Interface type for D-channel: “Meridian Meridianl (SL1)”
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The screen is updated with additional parameters populated below Basic options (BSCOPT).
Click Edit, next to Remote Capabilities (RCAP).
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The Remote Capabilities Configuration screen is displayed next.
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Scroll down the screen, and check the Network name Display method 2 (ND2) checkbox as
shown below, followed by Return — Remote Capabilities. The D-Channels 8 Property
Configuration screen is displayed again (not shown below). Click Submit.
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5.5 Administer Zones

Select IP Telephony > Zones from the left pane to display the Zones screen. For the Please
Choose the field, select an available zone number from the drop-down list (in this case “8”).

Click to Add.
NERTEL CS 1000 ELEMENT MANA

- Home Managing: 192.168.0.1
- Links IP Telephony » Zones
- Virtual Terminals
- Bookmarks Zones
- System
- Maintenance
:gﬂ:gﬁmcs Maintenance
- SNMP - Maintenance Commands for Zones (LD 117}
+ Software Confi ti
_IP Telephony onfiguraton
- Modes: Servers, Media Cards - Configuration Spreadsheet

- Maintenance and Reports

- Configuration |
-Zones
— Metanrk Addrees Tran=latinn

|[ Browss... | | Import

Please Choose the | fone8 v |[ to Add l

The Zone Basic Property and Bandwidth Management screen is displayed next. For the
Intrazone Bandwith (INTRA_BW) and Interzone Bandwith (INTER_BW) fields, enter the
maximum intra-zone and inter-zone bandwidth in Kbits/sec respectively for the network
configuration. For the Interzone Strategy (INTER_STGY) field, select “Best Bandwidth (BB)
from the drop-down list. The Call Server considers the best quality codec to be G.711 and the
best bandwidth codec to be G.729 or G.723. For the Zone Intent (ZBRN) ficld, select “VTRK
(VTRK)” from the drop-down list. For the Description (ZDES) field, enter descriptive text.
Retain the default values for all remaining fields, and click Submit.

MNEIRTEL CS 1000 ELEMENT MANAGER

= FEHTE Uarpgag 180
~Lmks e Tedephory o Za0gg » Doves B 3 Fores Eunté PIRREY 00 Spedmitn Mpspgenen
=~ Wamual Taminakl = S _
ﬁwm Zone Basic Property and Bandwidth Management
- [[=1]]
-Nainlenance
T L bealesme | il Vuk
~iprkopE
- Bl Zane Kurmber (10RE);
+Sakaaes 1
=11 T ol epiedieg Inrarane: By AHTRA_BV: | 10000040
~Hodea: Servers, Wsdia Cady H o 3
— Wanieniants anil Rapans WiTazike Siralogy OHTRA_STEY) | Beal Cusidy By =
- Conlguralian Wlraone Bamdrsath [ITER_EWY: 1000000
=M etwearic Apdrems Trare Lyl on Infermone Siradery (MTER_STSYT | Besi Bandwidh (85
=S Thiks s
sPaErmangl Ciredones R sasiend Tppsd (RES_PYPE|: | Bhaned CEHARED] &
e Zone intent (THAN]: | VTRK [VTRK) o
= APy
- Fonuitas and Trunks Deacrphion [T0E 51 ASMSPZOHE
=Rputes and Tninks
= Ot e i B .
-Dlighal Tnmk interfaos | Eibmit | | Favash | | Dedem | | Cancsl |
FS; Reviewed: Solution & Interoperability Test Lab Application Notes 350f71

SPOC 10/20/2009 ©2009 Avaya Inc. All Rights Reserved. ASM-CM-Nortel



5.6 Administer Virtual SIP Routes and Trunks

Select Routes and Trunks > Routes and Trunks from the left pane to display the Routes and
Trunks screen. Next to the applicable Customer row, click Add route.

NQRTEL CS 1000 ELEMENT MANAGER Help | Lrjgujut

-Home Managing: 192.168.0.1

+Links Routes and Trunks » Routes and Trunks

+System

+IP Telephony Routes and Trunks

- Customers

-Routes and Trunks
-Foutes and Trunks - :
_D-Channels + Customer: 0 Total routes: 25 Total trunks: 27 Add route |
- Digital Trunk Interface

The Customer 0, New Route Configuration screen is displayed next. Enter the following
values for the specified fields, and retain the default values for the remaining fields.

Select an available route number.
A descriptive text.

¢ Route Number (ROUT):

¢ Designator field for trunk (DES):
e Trunk Type (TKTP): “TIE trunk data block (TIE)”

¢ Incoming and Outgoing trunk (ICOG):  “Incoming and Outgoing (IAO)”
e Access Code for the trunk route (ACOD): An available access code.
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Scroll down the screen, and check the field The route is for a virtual trunk route (VTRK), to
enable four additional fields to appear. For the Zone for codec selection and bandwidth
management (ZONE) field, enter the zone number from Section 5.5. For the Node ID of
signaling server of this route (NODE) field, enter the node number from Section 5.2. Select
“SIP (SIP)” from the drop-down list for the Protocol ID for the route (PCID) field.
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Scroll down the screen, check the Integrated Services Digital Network option (ISDN)
checkbox to enable additional fields to appear. Enter the following values for the specified
fields, and retain the default values for the remaining fields. Scroll down to the bottom of the
screen, and click Submit (not shown).

e Mode of operation (MODE): “Route uses ISDN Signaling Link (ISLD)”
¢ D channel number (DCH): D-Channel number from Section 5.4.
e Network Call Redirection (NCRD): Check the field.
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The Routes and Trunks screen is displayed again, and updated with the newly added route.
Click the Add trunk button next to the newly added route.

+Personal Directories B '
+ Software +Route: 8 Type: TIE Description: ASMSIP Add frunk
. Route: 9 Type: WAT Description: NONE Add trunk
- Routes and Trunks = moute: ype: ¥ escription: I ! run
- Routes and Trunks . . NPT, =
e - Route: 10 Type: TIE Description: SIP TRUMK Edit Add trunk
-D-Channels w P
- Digital Trunk Interface Route: 11 Type: TIE Description; SUCC Edit| | Add trunk
MialimmA and Moamiharinas MHane * YD p
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The Customer 0, Route 8, New Trunk Configuration screen is displayed. Enter the following
values for the specified fields, and retain the default values for the remaining fields. Scroll down
to the bottom of the screen, and click Submit. The Multiple trunk input number (MTINPUT)
field may be used to add multiple trunks in a single operation, or repeat the operation for each
trunk. The total number of trunks should match the number of trunk group members provisioned
in the SIP trunk from Avaya Communication Manager to Avaya Session Manager in Section
3.6.2. In the sample configuration, only four trunks were created due to capacity limitation on
the Nortel Communication Server 1000.

e Trunk data block (TYPE):

e Terminal Number (TN):

¢ Designator field for trunk (DES):
Extended Trunk (XTRK):

Route number, Member number (RTMB): Current route number and starting member.
Start arrangement Incoming (STRI):
Start arrangement Outgoing (STRO):
Trunk Group Access Restriction (TGAR): Desired trunk group access restriction level.
Channel ID for this trunk (CHID):

“IP Trunk (IPTT)”

An available terminal number.
A descriptive text.

“Virtual trunk (VTRK)”

“Wink or Fast Flash (WNK)”
“Wink or Fast Flash (WNK)”

An available starting channel ID.
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5.7 Administer Route List Block and Distant Steering Code

Select Dialing and Numbering Plans > Electronic Switched Network from the left pane to
display the Electronic Switched Network (ESN) screen. Select Route List Block (RLB).

NQRTEL CS 1000 ELEM ENT MANAGER Helg | Lagniit
-Home Managing: 192.168.0.1 -
+Links Dialing and Mumbering Plans » Electronic Switched MNetwork (ESN)

+ System - -

+IP Telephony Electronic Switched Network (ESN)
- Customers

+ Routes and Trunks

- Dialing and Numbering Plans - Customer 00

- Electronic Switched MNetwiork - Network Control & Services

- Metwork Routing Service - Hetwork Control Parameters (NCTL)

- Flesible Code Restriction - ESN Access Codes and Parameters (ESN)

- Ineorming Digit Conversion O e AT RO S G 0
+Services - Route List Block {RLB)

= primy-FranieGronr EXClusion {(ITGE)
- Metwork Attendant Services (NAS)

The Route List Blocks screen is displayed. In the Please enter a route list index field, enter an
available route list block number (in this case “8”). Click to Add.

NERTEL CS 1000 ELEMENT MANAGER

- Home Managing: 192.168.0.1

_Links Dialing and Numbering Plans » Electronic Switched Network (ESN) » Customsr 00 » Network Control &
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—innsis Route List Blocks

- System

- Maintenance
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—SuerIoops Please enter a romelistimlex to Add

Figure 3: Route List Blocks
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The Route List Block screen is updated with a listing of parameters. For the Route Number
(ROUT) field, select the route number from Section 5.6. Retain the default values for the
remaining fields, and scroll down to the bottom of the screen and click Submit (not shown).

NERTEL CS 1000 ELEMENT MANAGER

- Home Managing: 192.168.0.1
_Links Dialing and Mumbering Plans » Electronic Switched Network (ESN) » Cust 00 » Network Coentrol & Services » Ro
-Virtual Terminals
- Bookmarks Route List Block
- System
- Maintenance
. input Descrpton 1
~SNMP Route List Index (RLI):
+ Software
_ 1P Telephony Entry Number for the Route List (ENTR): D
s Seners e e Loca Terminaton ey (LTER: [
— Configuration Route Number {(ROUT):

The Electronic Switched Network (ESN) screen is displayed again. Select Distant Steering
Code (DSC) to add an entry to route 33xxx calls to Avaya Communication Manager.

NEIRTEL CS 1000 ELEMENT MANAGER Help | Logout
-Home Electronic Switched Network (ESN) =l
+Links
+System
+IP Telephony - Custorner 00
- Customers - Network Control & Services
+Routes and Trunks - Network Control Parameters (NCTL)

- Dialing and Numbering Plans - ESH Access Codes and Parameters (ESH)

- Electronic Switched Metwork - Digit Manipulation Block (DGT)

- Metwork Routing Service - Route List Block (RLB})

- Flexible Code Restriction - Incoming Trunk Group Exclusion {ITGE)

- Incaming Digit Conversion - Network Attendant Services (NAS)
+5Services - Coordinated Dialing Plan (CDP)

The Distant Steering Code List screen is displayed next. In the Please enter a distant steering
code field, enter the dialed prefix digits to match on (in this case “30”). Click to Add.
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The Distant Steering Code screen is displayed. For the Route List to be accessed for trunk
steering code (RLI) field, select the route list index in Figure 3of Section 5.7 from the drop-
down list. Retain the default values in all remaining fields, and click Submit.
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5.8 Administer Node SIP Parameters

Select IP Telephony > Nodes: Servers, Media Cards > Configuration from the left pane to
display the Node Configuration screen. Click Edit.

-Home Managing: 192.168.0.1

+Links IP Telephony » Modes: Servers, Media Cards » Mode Configuration
+System -

-IP Telephony Node Configuration

- Modes: Servers, Media Cards
- Maintenance and Repors

- Configuration '
-Zones Mews Hode | to Add |
- Metwork Address Translation

- Qo5 Thresholds .
+Personal Directories Import Mode Files |

+ Softwara

- Customers = 7 Edit ransfer { Status Delete
Bkt L + Mode: 271 Mode IP: 192.168.1.33 (¢ | ) | |

FS; Reviewed: Solution & Interoperability Test Lab Application Notes 41 of 71
SPOC 10/20/2009 ©2009 Avaya Inc. All Rights Reserved. ASM-CM-Nortel



The Edit screen is displayed next.

NLRTEL CS 1000 ELEMENT MANAGER
- Home Mansging: 192.168.0.1
+Links IP Telephory = Modes: Servers, Media Cards » Mode Configuration » IP Telephony: Mode D 271 » Edit
+ System -
- IP Telephony Edit

- Modes: Servers, Media Cards
-Maintenance and Repors
- Caonfiguration

- Zones Save and Transfer Cancel |
- Metwork Address Translation +Hode
- QoS Thresholds
+Personal Directaries + SHMP Add
+ Software
SO S +WGW and IP phone codec profile
+Routes and Trunks +0o%
+Dialing and Numbering Plans +LAN configuration
+Services LENTP
+H323 GW Settings
+Firmware
+SIP GV Settings
+SIP URI Map
+5IP CD Services

+SIP CTl Services
+Cards Add
+ Signaling Servers Add

Save and Transfer | Cancel |

Scroll down the screen and click VGW and IP phone codec profile to expand it. Check the
applicable audio codec checkboxes as shown below, and maintain the default values in all
remaining fields.

-Home =YGWW and IP phone codec profile ;I
+Links Enable Echo canceller [7
+System
-IP Telephony Echo canceller tail delay 128 -
-Modes: Servers, Media Cards
e T B Voice acthity detection threshold |17 Rarige: -20
- Configuration to +10
-Zones I
- Metwork Address Translation % -65 Range: -327
- Qo8 Threshalds e noise tevel e
+Personal Directaries
+ Software % DTMF Tone detection [V
- Customers :
+Routes and Trunks Enable V.21 FAX tone detection [
+Dialing and Numbering Plans FAX maximum rate (bps) |14400 ~
+Senices
FAX playout nominal delay I1 oo Range: 0 to
300
FAX no activity timeout Jeo Rafigpz
to 32000
FAX packet size ISD 'l
+Codec G711 Select [
+Codec G729A Select V'
+Codec G723.1 Select [~
+Codec T38 FAX Select [7
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Scroll down the screen and select SIP GW Settings to expand it. For the Primary Proxy / Re-
direct IP address field, enter the Signaling Server IP address from Section 5.2. Check the
Primary Proxy Supports Registration checkbox, and retain the default values in the remaining

fields.
-Home -5IP W Settings ':j
:L';@Sm Primary Proxy / Re-direct IP address |192 168.1.30
~IP Telephomny

- Modes: Servers, Media Cards
- Maintenance and Repaoris
- Configuration
-Zones
- Metwork Address Translation
- oS Thresholds
+Personal Directories
+ Software
-Customers
+Routes and Trunks
+ Dialing and Numbering Plans
+Senices

Primary Proxy / Re-direct IP Port |5060
Primary Proxy Supports Registration [
Primary CD'S Proxy or Re-direct server flag [

Secondary Proxy ! Re-direct IP address !D,D,U_D

Secondary Proxy / Re-direct IP Port 55080

Secondary Proxy Supports Registration [
Secondary CDS Proxy or Re-direct server flag [~
CLID Parameters

Country Code !

Area Code !

Subscriber ! Humber of digits to strip |0 =

Subscriber ! Prefix to insert |

National s Number of digits to strip |0 ~

National / Prefix to insert ]

Scroll down the screen and select SIP URI Map to expand it. For the Public E.164/National
domain name and Public E.164/Subscribers domain name fields, enter the appropriate values
for the network configuration. In the test configuration, “1” is the country code and “732” is the
area code. Both codes must be preceded by a “+”.

- Superloops
- SMMP
+ Software
-IP Telephony
- Modes; Servers, Media Cards
- Maintenance and Reports
- Configuration
-Zones
- Metwork Address Translation
- Q08 Thresholds
+ Persanal Directories
+ Software
-Customers
-Routes and Trunks
- Routes and Trunks
- D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched Network
- Metwork Routing Service
- Flexible Code Restriction

- SIP URI Map

Private/Unknown {(vacant number routing) domain name |

+5IP CD Services

Public E.164/National domain name i+1 2

Public E.164/Subscriber domain name |+1732 2

Public E.164/Unknown domain name I

Public E.164/Special Humber domain name i

Private UDP domain hame I

Private/CDP domain name I

Private/Special Number domain hame |

Unknown/Unknown domain name !
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Scroll down the screen and select Signaling Server to expand it. Select Signaling Server
192.168.0.3 Properties to view a listing of parameters. Note that the displayed IP address for

the Signaling Server may vary.

- ncomng Cipll Coreersion
- SRS

+ Bachup and Resios

= Crata aived TR

+Logs and Aepots

+ B iy

~Blgnskng hErasry Rl of
= S by Sl TIL BEILILY Prdjraiies P rrerag ]
S ared Trahsler Cancal ]

A list of parameters appears under Signaling Server 192.168.0.3 Properties. Enter the
following values for the specified fields, and retain the default values for the remaining fields.

Hostname: Enter a unique host name.

Enable IP Peer Gateway (Virtual Trunk TPS): “SIP only”

SIP Transport Protocol: “TCP”

SIP Domain name: SIP domain name from Section 4.1.
SIP Gateway Endpoint Name: A descriptive name.

SIP Gateway Authentication Password: A desired password.

Note that the management LAN and voice LAN IP addresses should already be configured as a
result of basic configuration of the Signaling Server. SIP Transport Protocol and Local SIP
Port should match the values configured for “Nortel” in Section 4.4.

- Uainlenance ard Reoois
- Alr i
- Toreas
- hlatwork dadorasa Trensl aisin
-5 Thrasholds
v Peraona Owackanas
 Softaare
- LU LT
- Reaptes and Trmike
- Fadidisi el Trumks
- -ChamneE
- Digital Trunk! nanace
- [ading ard Fasmberng Flans
- Bt ¢ Swilrha o hewine
- Mabwurk Rputing Senice
- Fleairke Code Rasinician
- ncoming TigH Carversian
- REreiCi
+ Backup and Rasines
- Dl ared T
+ Lags ard Repmts
+ By

Hengement LAH (ELAN) P sddrese | 1530162 0.3
Panapamang LAN |ELAN] MAC sidres |3 I oe ol
Woice LAH (TLAM P ke (152963030
whaaci LAM [TILAN] ganawey IP addvess | 700 76 1 1
Hosmame (55 _MNoda
HE2Z D
Enehie Ling TPE [+
Enabin P Pear Gatempy [Virtual Tnnk TRE) | SIF anly w
Enati 589 Prosy | Redivect Sarsar [5
SIP Tradsport Pyotons | TCR =
Locsl BF Parm | SDED
SIP Daviadins MM | ey com
5P Gptawrsy Endpoint Heme | SP Qakway
S Dataedy AUMETHE 0N PaSaetrd | seens
Enahle Galesmepar (o]
Fetwork Aopiing Service Aole | Fimanp =
S LTl ThTi e
Spstem baration

SN CORaCT

| SoeamdTanster | | Sace |

Figure 4: Sig.naling Server Properties

Scroll down to the bottom of the screen, and click Save and Transfer.
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The message dialog box below is displayed. Click OK.

Microsoft Ilﬁernet Explorer ] x|

@ Are wou sdre you wank ko Save this Mode configuration
and Transfer ko all elements?

[0]'4 I Zancel

The Transfer Progress screen is displayed, and updated with the status on transferring of
configuration data to all elements. Click OK on the message dialog box that pops up at the end

of the transfer.

CS 1000 ELEMENT MANAGER Help | Logout

-Home
+Links
+ System
- 1P Telephomy ;
- Modes: Servers, Media Cards
- Maintenance and Reports
- anfiguration
-Zones
- Metwork Address Translation
- @05 Threshaolds
+Personal Directaries
+ Software
- Customers
+Routes and Trunks
+ Dialing and Numbering Plans
+Services

Managing: 192.168.0.1
IP Telephony » Modes: Servers, Media Cards » Mode Configuration » IP Telephony; Made ID
271 » Edit » Tranzfer Progress i

Transfer Progress

| Card | Status | bootp | config

19216803  Complete =
19216804  Complete 2 I7

Microsoft Internet Explorei el x|

& Transfer succesful ko all elements in the node
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5.9 Launch NRS Manager

Select Dialing and Number Plans > Network Routing Service from the left pane to launch the
NRS Manager.

NEIRTEL CS 1000 ELEMENT MANAGER o [
-Home Managing: 192.168.0.1
+Links IP Telephony » Modes: Servers, Media Cards » Node Confiquration » IP Telephory: Mode D 271 = Transfer f
+System Status
+IP Telephony
—Customers Tl'anSfEI' l‘ StatUS

+Routes and Trunks
- Dialing and Numbering Plans
- Elecizon Hekadbletyork

- Metwork Routing Service

| Selectall | Unselectan | Transferto Selected Elements |

The Network Routing Service (NRS) screen is displayed. Retain the automatically populated
IP address, and click Next to proceed.

NQRLEI. CS 1000 ELEMENT MANAGER o
- Home tanaging: 192.168.0.1
+Links Dialing and Mumbering Plans » Metwaork Routing Service (NRS)
+ System - -
+IP Telephony Network Routing Service (NRS)
- Customers
+Routes and Trunks
- Dialing and Numbering Plans Please enterthe MRS IP Address then press button " Mext ="

- Electronic Switched Metwark
- bletwiork Routing Servce
- Flexible Code Restriction Input description Input value

P NRS IP Address: [152 1651 30
- Services

+ Backup and Restore

- Date and Time .
Mext =
+Logs and Reports —I

A separate Internet browser window is opened with the NETWORK ROUTING SERVICE
MANAGER screen. Enter the appropriate credentials and click Login.

>NETWORK ROUTING SERVICE
MANAGER :

>THIS IS MERTEL.

werm|
Passwend [

e S
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The NETWORK ROUTING SERVICE MANAGER screen is displayed. Click the Home
tab, followed by NRS Server Settings in the left pane. Enter the following values for the
specified fields, and retain the default values for the remaining fields. Scroll down to the bottom
of the screen, and click Save (not shown).

e Host name: Host name of Signaling Server from Figure 4 of Section 5.8.
e Primary IP (TLAN): The Signaling Server IP address from Section 5.2.
e Mode: “Redirect”

e UDP transport enabled: Check the checkbox.
e TCP transport enabled: Check the checkbox.

Click the Configuration tab in the top of the screen.

NERTEL MNETWORK ROUTING SERVICE MANAGER
Ml’.ilﬂfnllnn Hupnris |.l|-h-r!-r|||||r|

Ml | Lopond

Tnnik

HES Cvamciaw -
Heatnama - 55 Rods
Mgkl T VRIS ST
SRS e Smpe P g P [TLEM) ||‘?'|:.153 130

Atemat P TLe) 0000
Coninl priceil 140

B R Gatednnpor Gotlingn

Lagphinn reque st LRG0 meepon ee timesgok [5eco rede] _13 -]
Mads |Rcdisct =
LIOP irenspoamibied &
LIOP post. (060
LDP maramraranissen s [z

TP eRspTanaed &

TeR ot [B060

The message pop up dialog box below is displayed. Click OK.

Microsoft Internet Explorer ] [ _)i[
& Important message:

Active and Standby databases were synchronized,

You can click on 'set Active DE wiew' or 'set Standby DE view' link at the top menu te reset your database view
bietween Active and Standby.

Yiou can OMLY change dakabase configuration urider Skandby u:iatah,asé wigws if wou have administrakor authority.

(WCO012),
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5.10 Administer Service Domain

The NRS hosts an active and a standby database. The active database is used for runtime
queries, and the standby database is used for administrative modifications. Click (set Standby
DB view) to switch to the standby database, in order to make administrative changes.

* NQRTEL NETWORK ROUTING SERVICE MANAGER

Home i Giliieda0 Tools | Reporis | Administration ®Active DB \’iEQ.(éetStangﬂbuDB'viM)' D Help | Logout

The view changes to Standby DB view, as shown below. The Service Domains option in the
left pane is automatically selected, with the Service Domains screen displayed in the right pane.
Click Add.

NLRTEL NETWORK ROUTING SE#EVICE MANAGER

Home [elilifil feiiiagy Tools | Reporis | Administration D Standby DB view (st Active DE wew) Help | Logout

Location: Configuration = Service Domains =

=i Service Domains e T i

L1 Domains (UDP)

L Bomains (CDP)

The Add Service Domain screen is displayed. Enter the SIP domain name from Figure 4 of
Section 5.8 into the Domain name field, and a descriptive text for the Domain description
field. Click Save.

NERTEL NETWORK ROUTING SERVICE MANAGER
Tools | Reporis | Adminisiration {)Standby DB View ( st Active DB view ) Help | Logout

Location: Cenfiguration = Service Demains = Add Service Domain =

=> Service Domains Add Service Domain

L1 Domains (UDP)

*

Domain name
L0 Domains (CDP) |avaya_com

Gateway Endpoints S5IF to ASM
Domain description

User Endpoints

Routing Entries

Default Routes Save

Collaborative Servers
* Mandatory field indicator
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Select L1 Domains (UDP) in the left pane to display the L1 Domains (UDP) screen. Click Add
to add a new L1 domain. The L1 and LO domains are building blocks of the phone context for
private addresses. For more information on L1 and LO domains, refer to the Nortel
documentation in Section 9.

N RTEL NETWORK ROUTING SERVICE MANAGER

Home &1t Tools | Reporis | Adminisiration L) Standby DB view { set Active DB view } Help | Logout
—_—

Location: Configuration = L1 Domaing (UDP) =

Service Domains L1 Domains (UDP)
=>L1 Domains (UDP)

L0 Domains (COP) Show L1 Domains for (Service Domain):

Gateway Endpoints | avaya.com v| [ Show ]

User Endpoints

Routing Entries

The Add L1 Domain (mm.com) screen is displayed next, as shown below. Enter a descriptive
Domain name and Domain description, and applicable E.164 country code and E.164 area
code for the network configuration. Retain the default value in the remaining fields, and scroll
down to the bottom of the screen to click Save (not shown).

NERTEL NETWORK ROUTING SERVICE MANAGER

Home [feii 01008 Tools | Reports | Administration {)Standby DB view ( sst Active DB view ) Help | Logout
|

Location: Configuration = L1 Demains (UDP) > View L1 Domain Property =

Service Domains

Add L1 Domain (avaya.com)
== L1 Domains (UDP)

Domain name
L0 Domains (CDP) udp

Gateway Endpoints Lwvaya UDP L1
Domain description |Domain

User Endpoints

Routing Entries

Endpoint authentication enabled | Authentication off »
Default Routes

Collaborative Servers Authentication password | |

E.164 country code |1

E.164 area code |T32

E.164 international dialing access code | |
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Select L0 Domains (CDP) in the left pane to display the L0 Domains (CDP) screen. Click Add
to add a new LO domain.

NERTEL NETWORK ROUTING SERVICE MANAGER
Tools | Reporis | Administration ) Standby DB view ( set Active DB view ) Help | Logout

Location: Configuration = L0 Domaing (COP) =

Service Domains L0 Domains (CDP)

L1 Domains (UDP)

> L0 Domains (CDP) Show L0 Domains for (Service Domain / L1 Domain):

Gateway Endpoints | avaya.com ¥ | !l udp1 v| [ Show ]

User Endpoints

Routing Entries

The Add L0 Domain (mm.com / udp1) screen is displayed next, as shown below. Enter a
descriptive Domain name and Domain description. Retain the default values in the remaining
fields, and scroll down to the bottom of the screen to click Save (not shown).

MEZRTEL METWORK ROUTING SERVICE MANAGER

vouts | Reports | asminisiraton | ARy D Y [t Adie 00 e | Help | Logaut

Locwfion: Czafigereiion = L Dorssire |CDF > Winss L0 Dorasin Preparky =
Sarvice Dormsine

Adid LD Dhamain {evepe com § udpl)

Lt Diivesires DY
Domain namd | cdpl :

» LI Domainz |[COP
Gl Ersdpuiaiis Bortal LO Domein |
L Endpoins e [
Fviitirag Envirie-s
[ Endprint authenbicaion anabled | Mol Coiligured w
Coliaealieg Sevreiig it ki O ) G BANTd
E. 184 cauimiy cada
E. 154 caried ook
Peraaria i i il e 7 i B D il
E. 164 §riia' ke o | il i e B
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5.11 Administer SIP Gateway Endpoints

Next, configure two SIP gateway endpoints; one for the Avaya Session Manager server, and the
other for the Nortel SIP Redirect Server. Select Gateway Endpoints in the left pane to display
the Gateway Endpoints screen. Click Add to add a new gateway endpoint for Avaya Session
Manager.

NERTEL NETWORK ROUTING SERVICE MANAGER

Home et Nellul Tools | Reports | Administration ) Standby DB view { set Active DB view ) Help | Logout
|

Location: Configuration = Gateway Endpoints »

Service Domains Gateway Endpoinis

L1 Domains (UDP)

L0 Domains (CDP) Show Gateway Endpoints for (Service Domain / L1 Domain / L0 Domain):

=» Gateway Endpoints | avaya.com w | f| udp1 w | f| cdpl vl [ Show l

User Endpoints

Enter a descriptive Endpoint name and Endpoint description, as shown below. For the
Endpoint authentication enabled field, select “Authentication off” from the drop-down list.

NERTEL NETWORK ROUTING SERVICE MANAGER

Home &0l Tools | Reports | Administration {)Standby DB view | s=t Active DB view } Help | Logout

Location: Configuration > Gateway Endpeoints » View Gateway Endpaeint Property =

Service Domains

View Gateway Endpoint Properly (avaya.com / udp1 / cdp1)
L1 Domains (UDP)

Endpoint name |ASM1

L0 Domains (CDP)

== Gateway Endpoints Avaya SM1 (SM-

User Endpoints Endpoint description 100|}

Routing Entries

Default Routes Tandem gateway endpoint name | | Look up

Collaborative Servers Endpoint authentication enabled | Authentication off
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Scroll down the screen. Enter the following values for the specified fields, and retain the default
values for the remaining fields. Click Save.

e Static endpoint address: [P address of Avaya Session Manager SM-100 Module
interface

e H.323 Support: “Not RAS H.323 endpoint”

e SIP support: “Static SIP endpoint”

e SIP transport: “TCP”

Static endpoint address type

Static endpoint address |1U_1_2_1?’U |

H.323 Support |H_323 not supported V|

SIP support |Static SIP endpoint V|

SIP transport

SIP port |5060 |

Metwork Connection Server enabled [

Repeat the procedures to add a gateway endpoint for the Nortel SIP Redirect Server as shown
below. Select the desired value for Endpoint authentication enabled. If the authentication is
turned on, then the value entered in the Authentication password field must match the
authentication password value from Figure 4 of Section 5.8.

NERTEL NETWORK ROUTING SERVICE MANAGER
Tools | Reports | Administration {)Standby DB view ( set Active DB view ) Help | Logout

Location: Cenfiguration = Gateway Endpeints = View Gateway Endpoint Property =

Service Domains Add Gateway Endpoint (avaya.com / udp1 / cdp1)

L1 Domains (UDP)

Endpoint name |SIPGateway

*

L0 Domains (CDP)

=> Gateway Endpoints NortelRedirect

User Endpoints Endpoint description |serwver

Routing Entries

Tandem gateway endpoint name | | Look up

Default Routes
Collaborative Servers Endpoint authentication enabled | Authentication on
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Scroll down the screen. For the SIP support field, select “Dynamic SIP endpoint” from the
drop-down list. For the SIP transport field, select “TCP” to match the SIP transport protocol
from Figure 4 of Section 5.8. Maintain the default values in the remaining fields, and click
Save.

Static endpoint address | |

H.323 Support |H_323 not supported Vl

SIP support |Dynamic SIP endpoint Vl

SIP transport

SIP port 5060 |

Metwork Connection Server enabled [

5.12 Administer Routing Entry

Configure two routing entries. The first entry uses the Avaya Session Manager gateway
endpoint to reach Avaya endpoints with extension digits 33xxx. The second entry uses the
Nortel Redirect Server gateway endpoint to reach Nortel endpoints with extension digits 53xxx.

Select Routing Entries in the left pane to display the Routing Entries screen. Enter the
gateway endpoint name for Avaya Session Manager (in this case “ASM1”), and click Show,
followed by Add to add a routing entry.

NERTEL NETWORK ROUTING SERVICE MANAGER
Tools | Reports | Administration ) Standby DB view ( sst Active DB view ) Help | Logout

Location: Configuration = Routing Entries =

Service Domains Routing Entries

L1 Domains (UDP)

Show Routing Entries for (Service Domain / L1 Domain / L0 Domain / Endpoint)
Select domains and enter a gateway endpoint name to show specified routing entries.
Use the wildcard * by itself for all gateway endpoints

L0 Domains (CDP)

Gateway Endpoints

User Endpoints avaya. com v|,,| udp1 V|,r|cdp1 LA

== Routing Entries

Default Routes |

Gat Endpoint: ASM1
Collaborative Servers sy Endeom | S
With DN Type: | < All DN Types > v | [ Show |
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The Add Routing Entry screen is displayed next. Enter the following values for the specified
fields, and retain the default values for the remaining fields. Click Save.

e DN type:
e DN prefix:

“Private level 0 regional (CDP steering code)”
Dialed prefix digits to match on, in this case “30”.

¢ Route cost (1 —255):  An appropriate cost value with 1 being least cost.

NERTEL NETWORK ROUTING SERVICE MANAGER

Home &0 01000l Tools | Reports | Administration ) Standby DB view (=t Active DB view )

Help | Logout

Location: Configuration > Routing Entries = View Routing Entry Property =

service Domains View Routing Entry Properly (avaya com / udp1 / cdp1 / ASM1)

L1 Domains (UDP)

L0 Domains (CDP) DM type | Private level 0 regional (CDP steering code) v|

*

Gateway Endpoints DM prefix |3[]

yserEndpoints Route cost (1 -255) |1

=»> Routing Entries
Default Routes

Collaborative Servers

* Mandatory field indicator

Repeat the same procedures to add a routing entry to reach the Nortel Communication Server
1000 endpoints with extension digits 53xxx behind the Nortel SIP Redirect Server gateway

endpoint.

NERTEL NETWORK ROUTING SERVICE MANAGER

Home &0 e 0l Tools | Reporis | Adminisiration () Standby DB view ( set Active DB view )
|

Help | Logout

Location: Cenfiguration = Routing Entries =

Service Domains Routing Enfries

L1 Domains (UDP)

L0 Domains (CDP) Show Routing Entries for {(Service Domain / L1 Domain / L0 Domain / Endpoint)

Gateway Endpoints Use the wildcard * by itself for all gateway endpoints -

Select domains and enter a gateway endpeint name to show specified routing entries.

User Endpoints

avaya.com hd | ;l udpl hd | ,f| cdpt
=> Routing Entries
Default Routes
Gateway Endpuinl:| SIPGateway | Look up
Collaborative Servers
With DN Type: | < All DN Types = w | [ Show ]
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NERTEL NETWORK ROUTING SERVICE MANAGER
Gl Tools | Reports | Administration ) Standby DB view { set Active DB view ) Help | Logout

Location: Configuration = Routing Entries = View Routing Entry Property =

Service Domains Add Routing Entry (avaya.com / udpi / cdpi / SIPGateway)

L1 Domains (UDP)

L0 Domains (CDP) DN type |Pr|vate level 0 regional (CDP steering code) Vl

Gateway Endpoints DN prefix |53

*

User Endpoints Route cost (1-255) |1

®

=> Routing Entries
Default Routes

Collaborative Servers
* Mandatory field indicator
5.13 Cut Over and Commit Changes

Select the Tools tab at the top of the screen. Select Database Actions from the left pane to
display the Database Actions [ Database State: Changed ] screen. For the Select database
action field, select “Cut over & Commit” from the drop-down list, and click Submit.

NERTEL NETWORK ROUTING SERVICE MANAGER

Home | Configuration Reporis | Administration Help| Logout

Location: Tools = Databasze Actions =

H:323 Rauting Test Database Actions [Database State: Changed |

SIP Routing Test

Server Actions Select database action: |{S0NERE _ Submit |
== Database Actions
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6 Configuration Steps for Alternate Routing Operation

The following sections describe the configuration steps for implementing alternate call routing
features to handle network failures:

1. Avaya Aura Communication Manager 5.2 and the Nortel Communication Server 1000
are configured to route calls to a second Avaya Aura Session Manager, should there be
no response from the first. This is known as “Active-Active” operation, in which either
Avaya Aura Session Manager can accept calls at any time.

2. A “route-through” link is configured between the two Avaya Aura Session Managers. If
a call from the first Avaya Aura Session Manager to Avaya Aura Communication
Manager 5.2 on the primary SIP trunk via clanl fails, the call will be routed through this
link to the other Avaya Aura Session Manager, which can then route the call to the
secondary trunk via clan?2.

6.1 Configure Avaya Aura Communication Manager 5.2

Repeat the steps in Section 3.3, adding node names and IP addresses for the second C-LAN
interface and second Avaya Aura Session Manager SM-100 interface.

change node-names ip Page 1 of 2
IP NODE NAMES
Name IP Address

clanl 10.1.2.233

Gateway001 10.1.2.1

sml 10.1.2.170

clan2 10.1.2.234

sm2 10.1.2.180

Repeat the steps in Section 3.4, adding the second C-LAN interface.

add ip-interface 1a03 Page 1 of 3
IP INTERFACES

Type: C-LAN

Slot: 01A03 Target socket load and Warning level: 400
Code/Suffix: TN799 D Receive Buffer TCP Window Size: 8320
Enable Interface? y Allow H.323 Endpoints? y
VLAN: n Allow H.248 Gateways? y
Network Region: 1 Gatekeeper Priority: 5

IPV4 PARAMETERS
Node Name: clan2
Subnet Mask: /24
Gateway Node Name: Gateway001

Ethernet Link: 2
Network uses 1's for Broadcast Addresses? y
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Repeat the steps in Section 3.6, adding the second signaling and trunk groups for the second
Avaya Aura Session Manager.

add signaling-group 33 Page 1 of 1
SIGNALING GROUP

Group Number: 33 Group Type: sip
Transport Method: tls
IMS Enabled? n

Near-end Node Name: clan2 Far-end Node Name: sm2
Near-end Listen Port: 5061 Far-end Listen Port: 5061
Far-end Network Region: 1
Far-end Domain: avaya.com

Bypass If IP Threshold Exceeded? n
DTMF over IP: rtp-payload Direct IP-IP Audio Connections? y
IP Audio Hairpinning? n
Enable Layer 3 Test? n Direct IP-IP Early Media? n
Session Establishment Timer (min): 3 Alternate Route Timer (sec): 6
add trunk-group 33 Page 1 of 21
TRUNK GROUP
Group Number: 33 Group Type: sip CDR Reports: y
Group Name: To SM2 COR: 1 ™N: 1 TAC: 133
Direction: two-way Outgoing Display? y
Dial Access? n Night Service:
Queue Length: 0
Service Type: tie Auth Code? n
Signaling Group: 33
Number of Members: 10
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Add this second trunk group to the routing pattern for calls to the Nortel Communications
System 1000 (see Section 3.7). Set the Look Ahead Routing (LAR) field to “next”
corresponding to the first trunk group. This will permit routing to the second Avaya Aura
Session Manager if the initial attempt to the first one fails.

change route-pattern 32 Page 1 of 3
Pattern Number: 32 Pattern Name: To ASM
SCCAN? n Secure SIP? n
Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC
No Mrk Lmt List Del Digits QSIG
Dgts Intw
1: 32 0 n user
2: 33 0 n user
SF n user
4: n user
5s n user
6: n user
BCC VALUE TSC CA-TSC ITC BCIE Service/Feature PARM No. Numbering LAR
01 2M4WwW Request Dgts Format
Subaddress
l: yyyyyn n rest next
2: yyyyyn n rest none

Add the second trunk group to the public-unknown-numbering table (see Section 3.8).

change public-unknown-numbering O Page 1 of 2
NUMBERING - PUBLIC/UNKNOWN FORMAT

Total
Ext Ext Trk CPN CPN
Len Code Grp (s) Prefix Len

Total Administered: 2

5 3 32,33 5 Maximum Entries: 9999
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6.2 Configure Avaya Aura Session Manager
Repeat the steps in Sections 4.3 and 4.8 to add a second Avaya Aura Session Manager.
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Repeat the steps in Section 4.3 to create a SIP Entity corresponding to the second SIP trunk to
Avaya Aura Communication Manager 5.2 via clan2.
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Repeat the steps in Section 4.4 to create Entity Links from clan2 and the Nortel Communication
Server 1000 to the second Avaya Aura Session Manager.
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To support route-through between the Avaya Aura Session Managers, create an Entity Link
between them.
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Repeat the steps in Section 4.6 to add a Routing Policy for the second SIP trunk to Avaya Aura
Communication Manager 5.2.
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6.3 Configure Nortel Communication Server 1000

Repeat the Steps in Section 5.11 to add a SIP gateway corresponding to the second Avaya Aura
Session Manager.

NERTEL NETWORK ROUTING SERVICE MANAGER
Tools | Reports | Administration {)Standby DB view ( sst Active DB visw Help | Logout

Location: Configuration = Gateway Endpeints = View Gateway Endpoint Property =

service Domains View Gateway Endpoint Property (avaya.com / udp1 / cdp1)

L1 Domains (UDP)

Endpoint name |ASM2

e

L0 Domains (CDP)

=> Gateway Endpoints Lvrava 5MZ2  (SM-

) - Joq
User Endpoints Endpoint description |J

Routing Entries

Default Routes Tandem gateway endpoint name | | Look up

Collaborative Servers Endpoint authentication enabled | Authentication off

Static endpoint address type

Static endpoint address |1[]_1_2_18[J |

H.323 Support |H_323 not supported V|

SIP support |Static SIP endpoint V|

SIP transport

SIP port |5060 |

MNetwork Connection Server enabled [

Repeat the Steps in Section 5.12 to add a second route entry with more expensive weight for the
second Avaya Aura Session Manager. This gateway will be chosen after an attempt to route
using the lower cost gateway (ASM1) has failed.
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NERTEL NETWORK ROUTING SERVICE MANAGER
Tools | Reporis | Administration { Standby DB view | st Adtive DB view ) Help | Logout

Location: Configuration = Routing Entries =

Service Domains Routing Enfries

L1 Domains (UDP)

Show Routing Entries for (Service Domain / L1 Domain / L0 Domain / Endpoint)
Select domains and enier a galeway endpoini name io show specified mouting entries.
Use the wildcard = by itself for all gateway endpoints -

L0 Domains (CDP)

Gateway Endpoints
TserEncpots avaya.com '9| ,.v| udp1 \é.;l ,-| cdp1 vl
== Routing Entries
Default Routes .
Collaborative Servers Gateway EndpuntlASMZ | Rk uh
With DN Type: | < All DN Types = ?_H Show ]

DN Route
n DN Type SIP URI Phone Context

NECRTEL NETWORK ROUTING SERVICE MANAGER
Tools | Reports | Administration ) Standby DB view ( set Active DB view ) Help | Logout

Location: Configuration = Routing Entriez > Add Routing Entry =

service Domains Add Routing Entry (avaya.com / udp1 / cdp1 { ASM2)

L1 Domains (UDP)

DN type |Private level 0 regional (CDP steering code) V|

L0 Domains (CDP)

®

Gateway Endpoints DM prefix |3[]

User Endpoints Route cost (1-259) |2

=> Routing Entries
Default Routes

Collaborative Servers

* Mandatory field indicator
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7 \Verification Steps

This section provides the tests that can be performed on Avaya Communication Manager and
Avaya Session Manager to verify proper configuration of these systems and Nortel
Communication Server 1000.

7.1 Verify Avaya Communication Manager

Verify the status of the SIP trunk group by using the “status trunk n” command, where “n” is the
trunk group number administered in Section 3.6. Verify that all trunks are in the “in-
service/idle” state as shown below.

status trunk 32
TRUNK GROUP STATUS

Member Port Service State Mtce Connected Ports
Busy

0032/001 T00226 in-service/idle no
0032/002 T00227 in-service/idle no
0032/003 T00228 in-service/idle no
0032/004 T00229 in-service/idle no
0032/005 T00230 in-service/idle no
0032/006 T00231 in-service/idle no
0032/007 T00232 in-service/idle no
0032/008 T00233 in-service/idle no
0032/009 T00234 in-service/idle no
0032/010 T00235 in-service/idle no

Verify the status of the SIP signaling groups by using the “status signaling-group n” command,
where “n” is the signaling group number administered in Section 3.6. Verify the signaling group
is “in-service” as indicated in the Group State field shown below.

status signaling-group 32
STATUS SIGNALING GROUP

Group ID: 32 Active NCA-TSC Count: 0
Group Type: sip Active CA-TSC Count: 0
Signaling Type: facility associated signaling
Group State: in-service
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Make a call between the Avaya 9600 Series IP Telephone and the Nortel 12004 H.323
Telephone. Verify the status of connected SIP trunks by using the “status trunk x/y”, where “x”
is the number of the SIP trunk group from Section 3.6.2 to reach Avaya Session Manager, and
“y” is the member number of a connected trunk. Verify on Page 1 that the Service State is “in-
service/active”. On Page 2, verify that the IP addresses of the C-LAN and Avaya Session
Manager are shown in the Signaling section. In addition, the Audio section shows the G.729
codec and the IP addresses of the Avaya H.323 and Nortel H.323 endpoints. The Audio
Connection Type displays “ip-direct”, indicating direct media between the two endpoints.

status trunk 32/1 Page 1 of 3
TRUNK STATUS
Trunk Group/Member: 0032/001 Service State: in-service/active
Port: T00226 Maintenance Busy? no

Signaling Group ID: 32
IGAR Connection? no

Connected Ports: S00504

status trunk 32/1 Page 2 of 3
CALL CONTROL SIGNALING

Near-end Signaling Loc: 01A0217

Signaling IP Address Port
Near-end: 10.1.2.233 : 5060
Far-end: 10.1.2.170 : 5060
H.245 Near:
H.245 Far:
H.245 Signaling Loc: H.245 Tunneled in 0.931? no
Audio Connection Type: ip-direct Authentication Type: None
Near-end Audio Loc: Codec Type: G.711MU
Audio IP Address Port
Near-end: 10.1.2.253 : 6646
Far-end: 192.45.100.73 : 5200

Video Near:

Video Far:
Video Port:

Video Near-end Codec: Video Far-end Codec:
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7.2 Verify Avaya Session Manager

Expand the Session Manager menu on the left and click SIP Monitoring. Verify that none of
the links to the defined SIP entities are down, indicating that they are all reachable for call
routing. In the sample screen below, the SIP trunk to SM1 has been busied out on Avaya Aura
Communication Manager 5.2, so one of the links is shown as down.

Walcorrm, mdmin Lest Logged on st Jun. 02, 2003 1

AVAYA INTEGRATED MANAGEMENT SYSTEM MANAGER 1.0 bl

125 Momnring

SR S SIP Entity Link Monitoring Status Summary
[ LT P
+ Monjterisg

¢ atwork Ressting Podoy Entity Link Status for All Session Mansdager fnstanoes
| SErnrRy

v Applications
v Sebings

Thas pespe peovides s summary of Sesnon Mansger 5P ety lrk morvtormg ststus

= Sassion Mo ] o o

Grsn Marsger - o o
Agmanesirabon

System Srate ddmindsirabon
Sacunty Module Sabos

Dara Raplcanon Status | matrmsh
Lecal Hemt Mames Resdohion
Hairtananca Teata

i - higuratian mlﬂ.ﬁ_
m AcinoPachat

Al Monitored SIP Ennties

10 [rams Fikar: Enahls

Tracer Conbiguration Axarvir (A3
Trace viewer Ay SEI 00
Gl Roukng Test Call Canlad ALHE CLANT
Managad Bandwidit deags Call Conber ACH CLANZ
CERCRRCM-F
Shortcuts (EECOABCME
Bl L5100
M
E . F]

Select the corresponding Avaya Aura Session Manager (SM1 in this example) to view the Entity
Link that is down and the Reason Code. The Reason Code reflects the result of Avaya Aura
Session Manager sending a SIP OPTIONS message to that SIP Entity.

AVAY):\ INTEGRATED MANAGEMENT SYSTEM MANAGER 1.0 e

pi A nkak bt Session Manager Entity Link Connection Status

+ Liser Monngement
= This paga displays detalad connaction efabes for 2l entiy linke from 2 Secdan Managar whana o kst o oormetion e oumertly dawn

+ Mzaiioring

+ MNebesork Boubsg Policy Al Envtity Links with Down Coppacisens (or Sassion Maneger: SE1

Bty | Refresh | | Summery Wiew

+ . Mgl Hipars

o Sl Py 1 It=m Fiber; Ensle

* Sy snicm Monager - T ey - e
e L S Wmlt:luhmd P Pem Peon,  Conn, SEsfus  Reasoes Code: Link Stans
Aiird T Ao Shorw | Call Cesder ACM CLAW]  10.13.233 mEL TS DorE 300 Servar Inbamal Error - DOWH
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7.3 Verify Nortel Communication Server 1000

Select Services->Logs and Reports->IP Telephony Nodes on the left. Click Status for the
“SS Node” to verify that the signaling server is enabled and operational.
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7.4 Verify Alternate Routing

The following tests can verify proper alternate routing operation::

e Disconnect the SM-100 network interface on the first Avaya Aura Session Manager
(SM1). Make a call from Nortel Communication Server 1000 and Avaya Aura
Communication Manager 5.2. Verify using a network sniffer that the call is successfully
routed to SM2 and on to the second SIP trunk via clan2.

¢ Busy out the signaling group for the first SIP trunk on Avaya Aura Communication
Manager 5.2. Make a call from Nortel Communication Server 1000 and Avaya Aura
Communication Manager 5.2. Verify using the list trace tac SAT command that the call
is routed to the second SIP trunk via clan2, which means that SM1 routed the call through
SM2. Make a call in the opposite direction and verify that the call is routed to SM2 on
the second SIP trunk via clan2.

7.5 Verification Scenarios
Verification scenarios for the configuration described in these Application Notes included:

¢ Basic calls between various telephones on the Avaya Communication Manager and Nortel
Communication Server 1000 can be made in both directions using G.711MU, G.729B, and
G.729AB. For G.729 interoperability, the IP codec set on Avaya Communication Manager
must include a version of the G.729 that Norte]l Communication Manager 1000 supports.
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e Proper display of the calling and called party name and number information was verified for
all telephones with the basic call scenario.

¢ Supplementary calling features were verified. The feature scenarios involved additional
endpoints on the respective systems, such as performing an unattended transfer of the SIP
trunk call to a local endpoint on the same site, and then repeating the scenario to transfer the
SIP trunk call to a remote endpoint on the other site. The supplementary calling features
verified are shown below. Note that calling/called party name and number display may not
be consistent in some cases.

0O O O O O

o

Unattended transfer
Attended transfer
Hold/Unhold
Consultation hold
Call forwarding
Conference

e Alternate routing scenarios:

(@]

o

(@]

Nortel Communication Server 1000 routes to an alternate Avaya Aura Session
Manager.

Avaya Aura Communication Manager routes to an alternate Avaya Aura
Session Manager.

“Route-through” routing between Avaya Aura Session Managers

8 Conclusion

As illustrated in these Application Notes, Avaya Communication Manager can interoperate with
Nortel Communication Server 1000 using SIP trunks via Avaya Session Manager. Alternate
routing features can be implemented to handle network failures. The following is a list of
interoperability items to note:

e For G.729 interoperability, “G.729” or “G.729A” must be included in the codec set in
Avaya Communication Manager.

¢ Audio shuffling between the H.323 IP telephones is supported.

e The entered DTMF digits over the SIP trunks were not recognizable due to support of two
different methods for passing DTMF digits. Avaya complies with RFC 2833 while Nortel
uses the SIP INFO method, and the two methods are not interoperable. Note that Release
5.0 or later of Nortel Communication Server 1000 supports RFC 2833, but this version has
not yet been interoperability tested.

e (Calling/called party name and number display may not be consistent for some
supplementary calling features.

¢ Calls from Nortel Communication Server 1000 to Avaya Communication Manager that are
forwarded back to Norte]l Communication Server 1000 are not supported.
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9 Additional References
This section references the product documentation relevant to these Application Notes.

Avaya Session Manager:

[1] Avaya Aura™ Session Manager Overview, Doc ID 03-603323, available at
http://support.avaya.com.

[2] Installing and Administering Avaya Aura™ Session Manager, Doc ID 03-603324,
available at http://support.avaya.com.

[3] Maintaining and Troubleshooting Avaya Aura™ Session Manager, Doc ID 03-603325,
available at http://support.avaya.com.

Avaya Communication Manager:

[4] SIP Support in Avaya Aura™ Communication Manager Running on Avaya S8xxx
Servers, Doc ID 555-245-206, May, 2009, available at http://support.avaya.com.

[5] Administering Avaya Aura™ Communication Manager, Doc 1D 03-300509, May 2009,
available at http://support.avaya.com.

Nortel Communication Server 1000:

[6] IP Peer Networking Installation and Configuration, Nortel Communication Server 1000
Release 4.5, Document Number 553-3001-332, available on the Nortel Communication
Server Electronic Reference Library CD.
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