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Avaya Solution & Interoperability Test Lab

Application Notes for Verint Systems Audiolog with Avaya
Communication Manager using Avaya Application
Enablement Services — Issue 1.0

Abstract

These Application Notes describe the configuration steps required for Verint Systems
Audiolog 4.0 Service Pack 2 to successfully interoperate with Avaya Communication Manager
5.0 using Avaya Application Enablement Services.

Information in these Application Notes was obtained through compliance testing and
additional technical discussions. Testing was conducted via the DevConnect Program at the
Avaya Solution and Interoperability Test Lab.
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1. Introduction

Verint Systems Audiolog is a contact center specific call recording application that features
improvements to an agent’s performance by asserting quality monitoring assessment software.
Archived voice recordings can be stored using almost any third-party media, and can be retrieved
using the browser-based Audiolog Interaction Review software. Additionally, supervisors can
retrieve and play back recordings and evaluate agent performance either on site or remotely.

Verint Systems Audiolog utilizes the Computer Telephony Integration (CTI) event reports
achieved through the Avaya Application Enablement Services (AES) Telephony Services
Application Programming Interface (TSAPI) service, as illustrated in Figure 1.
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Compliance testing was performed on Verint Systems hardware platform running the latest
Audiolog GA software version. In addition, compliance testing only used Digital, IP, IP
Softphone (Road Warrior) and SIP telephones, although analog telephones are also supported.

2. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment Software

Avaya S8500 Server Communication Manager 5.0.0, load 825.4

Avaya G650 Media Gateway
e TN799DP C-LAN Circuit Pack HWO01 FWO015
e TN2302AP IP Media Processor HW13 FW095

Circuit Pack

Avaya Application Enablement Services | R4.1.31.2.0

Avaya Session Enablement Services SES-5.0.0.0-825.31
Avaya C363T_-PWR Converged 4312

Stackable Switch

Avaya 4610SW IP Telephone 2.3

Avaya 4625 Series IP Telephone 2.8.3

Avaya 9650 IP Telephones 2.21

Avaya 16CC SIP Telephone 1.0.11.2

Avaya 1616 IP Telephone 1.11

Verint Systems Audiolog Server Release 4.0 Service Pack 2

3. Configure Avaya Communication Manager

This section provides the procedures for configuring Avaya Communication Manager. The
procedures fall into the following areas:

e Administer C-LAN for AES connectivity
e Administer transport link for AES connectivity
e Administer CTI link with TSAPI service

The detailed administration of contact center devices, such as VDN, Skill, Split, Logical Agents
and Station Extensions are assumed to be in place and are not covered in these Application
Notes.
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3.1. Administer C-LAN for AES Connectivity

The C-LAN administration procedure will involve adding an IP node name, an IP interface, and
a data module.

1. Add an entry for the C-LAN in the node-names form. Use the “change node-names ip”
command, as shown in Figure 2. In this case, “Clan-1" and “192.2.5.6” are entered as Name
and IP Address for the C-LAN that will be used for connectivity to the AES server. The
actual node name and IP address may vary. Submit these changes.

change node-names ip
IP NODE NAMES

Name IP Address
Clan-1 192.2.5.6
Prowler-1 192.2.5.7
default 0.0.0.0
procr 192.2.5.4

Figure 2: IP Node Names

2. Add the C-LAN to the system configuration using the “add ip-interface 1a03” command.
Note that the actual slot number may vary. In this case, “1a03” is used as the slot number, as
shown in Figure 3 below. Enter the node name assigned from Figure 2 above into the Node
Name field, and then the IP address will be populated automatically.

Enter proper values for the Subnet Mask and Gateway Address fields. In this case,
#255.255.255.0” and “192.2.5.2” are used to correspond to the network configuration in these
Application Notes. Set the Enable Ethernet Port field to “y”, and the Network Region for
the C-LAN dedicated for AES connectivity. Default values may be used in the remaining
fields. Submit these changes.

add ip-interface 01a03 Page 1of 1
IP INTERFACES
Type: C-LAN
Slot: 01A03
Code/Suffix: TN799 D
Node Name: Clan-1
IP Address: 192.2 .5 .6

Subnet Mask: 255.255.255.0 Link: 1

Gateway Address: 192.2 .5 .2
Enable Ethernet Port? y Allow H_.323 Endpoints? y
Network Region: 1 Allow H.248 Gateways? y
VLAN: n Gatekeeper Priority: 5

Target socket load and Warning level: 400
Receive Buffer TCP Window Size: 8320
ETHERNET OPTIONS
Auto? y Page 1 of 1

Figure 3: IP Interface
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3. Add a new data module using the “add data-module n” command, where “n” is an available
extension. Enter the following values as shown in Figure 4:

Name: A descriptive name.

Type: “ethernet”

Port:  Same slot number from Figure 3 and port “17”.
Link: A link number not previously assigned on this switch.

add data-module 60000
DATA MODULE

Data Extension: 60000 Name: Clan-1
Type: ethernet
Port: 01a0317
Link: 11

Network uses 1°s for Broadcast Addresses? y

Figure 4: Data Module

3.2. Administer Transport Link for AES Connectivity

Administer the transport link to Avaya Application Enablement Services (AES) with the “change
ip-services” command.

1. Add an entry with the following values for fields on Page 1, as shown in Figure 5 below:

e Service Type: “AESVCS”
e Enabled: “y”
e Local Node: Node name for the Clan-1 assigned in Figure 2.
e Local Port Retain the default of “8765”.
change ip-services Page 1of 4
IP SERVICES
Service Enabled Local Local Remote Remote
Type Node Port Node Port
CDR1 Clan-1 0 TestSite 9002
CDR2 Clan-1 0 CDR-2nd 9004
AESVCS y Clan-1 8765
Figure 5: IP Services Page 1
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2. Go to Page 4 of the IP Services form, and enter the following values as shown in Figure 6:
e AE Services Server: Name obtained from the AES server, in this case “AES-

Test™.
e Password: Same password to be administered on the AES server.
e Enabled: “y”

Note that the name and password entered for the AE Services Server and Password fields must
match the name and password on the AES server. The administered name for the AES server is
created as part of the AES installation, and can be obtained from the AES server by typing
“uname —n” at the Linux command prompt. The same password entered in Figure 6 below will
need to be set on the AES server using Administration > Switch Connections > Edit
Connection > Set Password as shown in Figure 14.

change ip-services Page 3o0f 3
AE Services Administration

Server 1D AE Services Password Enabled Status
Server
1: AES-Test laiel y
2:

Figure 6: IP Services Page 3

3.3. Administer CTI Link with TSAPI Service

Add a CTI link and set the values as shown in Figure 7 below using the “add cti-link n”
command, where “n” is an available CTI link number.

1. Enter an available extension number in the Extension field. Note that the CTI link number
and extension number may vary. Enter “ADJ-IP” in the Type field, and a descriptive name
in the Name field. Default values may be used in the remaining fields. Submit these
changes.

add cti-link 1 Page 1 of 3
CTI LINK
CTIl Link: 1
Extension: 60100
Type: ADJ-IP
COR: 1

Name: TSAPI Link

Figure 7: CTI Link

3.4. Administer Virtual Station and COR for Single Step Conference

Each channel Verint Systems Audiolog server uses for Single Step Conference requires a virtual
softphone in Avaya Communication Manager.
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1. Add station entries with the following values for fields as shown in Figure 8 below:

o Type: “4620”
e |P SoftPhone? “y”
e Security Code: “xxxx” — Note: 4 to 8 digits
e COR: “N” - Note: Proper permission must be set, see Figure 9
e Auto Answer: “all”
add station 60601 Page 1of 5
STATION
Extension: 60601 Lock Messages? n BCC: O
Type: 4620 Security Code: Xxxx TN: 1
Port: S00140 Coverage Path 1: COR: 1
Name: V-4620-1 Coverage Path 2: COoS: 1
Hunt-to Station:
STATION OPTIONS
Time of Day Lock Table:
Loss Group: 19 Personalized Ringing Pattern: 1
Message Lamp Ext: 60601
Speakerphone: 2-way Mute Button Enabled? y
Display Language: english Expansion Module? n
Survivable GK Node Name:
Survivable COR: internal Media Complex Ext:
Survivable Trunk Dest? y IP SoftPhone? y
IP Video Softphone? n
add station 60601 Page 2 of 5
Customizable Labels? Y
FEATURE OPTIONS
LWC Reception: spe Auto Select Any lIdle Appearance? n
LWC Activation? y Coverage Msg Retrieval? y
LWC Log External Calls? n Auto Answer: all

Figure 8: Virtual Station

2. Verify that the COR associated with the Single Step Conference virtual stations has the Can
Be A Service Observer? value set to “y” as displayed in Figure 9 below.

change cor 1 Page 1 of 23
CLASS OF RESTRICTION

COR Number: 1
COR Description:

FRL: O APLT? vy
Can Be Service Observed? n Calling Party Restriction: none
Can Be A Service Observer? y Called Party Restriction: none

Figure 9: Class of Restriction
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4. Configure Avaya Application Enablement Services

This section provides the procedures for configuring Avaya Application Enablement Services.
The procedures fall into the following areas:

Verify Avaya Application Enablement Services License
Administer local IP

Administer switch connections

Administer TSAPI link

Administer security database

Administer Verint Systems Audiolog user

4.1. Verify Avaya Application Enablement Services License

From the WEB browser, enter the IP address of the AES. For example enter http://10.30.1.1.
The Avaya Application Enablement Services screen should display. At this point, either the AE
Server Administration or the WebLM Administration can be selected (not shown). Select
AE Server Administration and log into AES with the correct credentials.
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1. The Welcome to OAM screen will be displayed as shown in Figure 10. From the left panel,
initially select CTI OAM Administration. Note: User Management is covered in a later
step.

2N https:#10.30.1.1:8443/MVAP forms/commonZhome. jsp - Microsoft Internet Explorer E]@E|
© Fle Edt Yew Favorites Tools Help ll';'

: Address 3@] htkps:ff10.30.1.1:8443/MY AP Farms common/horme. jsp v . G

Application Enablement Services
Operations Administration and Maintenance
®oom Home ®Help @Logout

You are here: > Home

Welcome to OAM

CTI OAM Administration
User Management

5 ity Administrati . + it . 2 :
ceun e The AE Services Operations, Administration, and Management {2AM) Web provides you with toals

for managing the AE Server. OAM spans the following administrative domains:

e CTI OAM Admin - Use CTI OAM Admin to manage all AE Services that you are licensed to use
on the 4E Server.

s User Management - Use User Management to manage AE Services users and AE Services
user-related resources.

e Security administration - Use Security Administration to manage Linux user accounts and
configure Linux-Pal (Pluggable Authentication Modules for Linusx).

Depending on your business requirements, these adminstrative domains can be served by one
administrator for both domains, or a separate administrator for each domain.

X | Discussions ~ | ) [y b [ || 1@ biscussions not available on https:fj10.30, 1. 1:8443] (7]
Figure 10: Welcome to OAM
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2. The License Information must be visible as displayed in the Welcome to CTI OAM
Screens as in Figure 11. Verify that the Avaya Application Enablement Services license has
proper permissions for the features illustrated in these Application Notes by ensuring the
TSAPI service is licensed. If the TSAPI service is not licensed, then contact the Avaya sales
team or business partner for a proper license file.

-2l Welcome to CTI OAM Screens - Microsoft Internet Explorer E]@E|
. FEle Edit Yiew Favortes Tools Help i';'

: Address g} https: {10,301, 1:3443/MYAP|Forms/ctifctiHame. jsp B ' Go

Application Enablement Services
Operations Administration and Maintenance

®0iaM Home @ Help @Logout
CTI 0AM Home ¥ou are here: = CTI OAM Home

Administrati
<l AT Welcome to CTI OAM Screens
Status and Control

Maintenance

[craft] Last login: Thu Mar 13 15:09: 38 2008 from 192,168.1.10

IMPORTANT: AE Services must be restarted for administrative changes to fully take effect.
Changes to the Security Database do not require a restart.

Service Contraller Status
ASAI Link Manager Running
DMCC Service Running
CYLAN Service Running
DLG Service Running
Transport Layer Service Running
TSAPI Service Running

For status on actual services, please use Status and Control.

License Information

¥ou are licensed to run Application Enablement (CTI) version 4.1,

You are licensed for the following services
o DLG

» CWLAN

» TSAPI

* SMS

X | Discussions ™ | _ZJ % t; g | =] ‘ ﬂDiscussions not available on https://10,30.1.1:8443] Q)
Figure 11: Welcome to CTI OAM Screens
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4.2. Administer Local IP
From the menu column, select Administration - Network Configuration - Local IP.

1. Asshown in Figure 12, in the Client Connectivity field, select the AES server IP address
that will be used to connect to Verint Systems Audiolog. In the Switch Connectivity field,
select the AES server IP address that will be used to connect to Avaya Communication
Manager. Click on Apply Changes.

<X https:{/10.30.1.1:8443/MVAP forms/ctiflocallp.jsp - Microsoft Internet Explorer
. FEle Edit Yiew Favortes Tools Help

: Address g} https: {10,301, 1:3443/MYAP Farms/ctiflocallp. jsp

Application Enablement Services
Operations Administration and Maintenance
W04 Home ®Help @Logout
CTI 0OAM Home You are here: > Administration > Network Configuration = Local IP

Local IP

' |+ Administration
- Metwork Configuration

Local IP

HWIC Configuration : =
Ports Switch Connectivity | ethD:192.2.5.100 v

Switch Connections Media Connectivity | ANY v|
CTI Link Adrin
DMCC Configuration
TS4PI Configuration
Security Database
Certificate Management
Dial Plan
Enterprise Directory
» Host Ad
SMS Configuration
Status and Control
Maintenance

X | Discussions ™ | _ZJ % t; g | =] ‘ ﬂDiscussions not available on https://10,30.1.1:8443] Q)
Figure 12: Local IP
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4.3. Administer Switch Connections

1. From the CTI OAM Home menu, select Administration = Switch Connections. As
shown in Figure 13, enter a descriptive name for the switch connection and click on Add
Connection. In this case, the name S8500 is used, and the actual switch connection name
will vary.

2N https://10.30.1.1:8443/MVAPfaction/ctilfswitchPwd. do - Microsoft Internet Explorer

: Fle Edit View Favorites Tools  Help

: Address I{}j https:ff10.30,1, 1: 8443 /MYAP actionctifswitchPwd. do

Application Enablement Services
Operations Administration and Maintenance

® i Home ®Help @Logout
CTI 0AM Home You are here! = Administration > Switch Connections

+ Administrati - =
e Switch Connections
» Metwork Configuration

Switch Connections

CTI Link Admin | 58300 Add Connection

DMCC Configuration : Mumber of Active
7 Connection Mame 7
TSAPI Configuration Connections
Security Database
Certificate Management Edit Cannection | [ Edit CLANIPs | [ Edit H323 Gatekeeper | [ Delete Connectian
Dial Plan
Enterprise Directory
Host &4
SMS Configuration
Status and Control
Maintenance

Connection Type

X | Discussions ™ | _‘BJ % % 23 ?;J | = ‘ QDiscussions niok available on htkps:f10.30.1.1:5443] L?)]
Figure 13: Switch Connections
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2. The Set Password screen is displayed. As shown in Figure 14, enter the same password
that was administered in Avaya Communication Manager using the IP Services form in
Figure 6. Re-enter the same password in the Confirm Switch Password field. Note that the
default value of checked may be retained for the SSL field. Had the switch been an Avaya
DEFINITY Server G3csi, the SSL field would need to be unchecked. Click on Apply.

X hitps:4/10.30.1. 1:8443/MYAP/action/ctifswitchConns. do - Microsoft Internet Explorer CEX
. FEle Edit Yiew Favortes Tools Help i';'

: Address g} https: {10,301, 1: 344 3/MYAP action ctifswitchConns . do B ' Go

Application Enablement Services
Operations Administration and Maintenance

®0iaM Home @ Help @Logout
CTI 0AM Home You are here: > Administration > Switch Connections

: » Administrati
| e relen Set Password - S8500
» Network Configuration

Switch C ti 2

w Please note the following:

CTI Link Adrain * 4 password is not reguired for a H323 Gatekeeper Connection,

DMCC Configuration * Changing the password affects only new connections, not open connectians.

TSA4PI Configuration

Security Database Switch Connection Type | CTICall Infarmation + |
T e h T S
Dial Plan
Enterprise Directory Confirm Switch Password hlteied

Host &4 S5
SMS Configuration
Appl Cancel
Status and Control -

Switch Passwaord [TIT]

Maintenance

X | Discussions ™ | _ZJ % t; g | =] ‘ ﬂDiscussions not available on https://10,30.1.1:8443] Q)
Figure 14: Set Password
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3. The S8500 entry is created as shown in Figure 15. Click on Edit CLAN IPs if you need to
change the password.

2 https://10.30.1.1:B443/MYAP/action/ctifswitchPwd. do - Microsoft Internet Explorer

. Fle Edt WView Favorites Tools  Help

: Address '@j https:ff10.30, 1, 1:8443 MY AP] ackionctifswitchPwd, do

—Application Enablement Services

Operations Administration and Maintenance

®osM Home ®Help @Logout
CTI 0OAM Home You are here: = Administration > Switch Connections

Administrati = =
S Switch Connections
v MNetwork Configuration

Switch Connections e
CII Link admin _
- :
DMCC Configuration CRreetorars Mumber of Active Connection Type

TSAPI Configuration Connections
Security Database @& 58500 il CT1/Call Information

Certificate Management | | |~ Egit Connection | [ Edit CLANIPs | [ Edit H.323 Gatekeeper | [ Delete Connection |
Dial Plan

Enterprise Directory

Host A4

SMS Configuration
Status and Control
Maintenance

X | Discussions = | T [Fy b o INE e | 1@ biscussions nat available on https:§/10.30.1.1:8443] Q
Figure 15: Configured Switch Connections
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4. In the Edit CLAN IPs — S8500 screen, enter the host name or IP address of the C-LAN used
for AES connectivity as shown in Figure 16. In this case, 192.2.5.6 is used, which
corresponds to the C-LAN administered on Avaya Communication Manager in Figure 2.
Click on Add Name or IP.

23 https://10.30.1.1:8443IMVAP faction/ctifswitchConns. do - Microsoft Internet Explorer ][=]]
: Fle Edt WView Favorites Tools  Help i

: Address |§] https:ff10,30. 1, 1:8443/MYAP action/chfswitchConns. do | o

;}:

CTI OAM Home
| |+ Administration

v MNetwork Configuration
Switch Connections
CTI Link admin
DMCC Configuration
TSAPI Configuration
Security Database
Certificate Management
Dial Plan
Enterprise Directory
Host &4

SMS Configuration
Status and Control

Maintenance

You are here: = Administration > Switch Connections

Application Enablement Services
Operations Administration and Maintenance
® oot Home @Help @Logout

Edit CLAN IPs - S8500

[192.2.5.6 [ Add Mame or IP

Mame or IP Address Status

X | Discussions ™ | JJ % @ b | g | 12 ‘ QDiscussiuns not available on https://10,30,1,1:8443/ L)
Figure 16: Edit CLAN IPs
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4.4. Administer TSAPI Service

1. Toadminister a TSAPI link on AES, select Administration > CTI Link Admin > TSAPI
Links from the CTI OAM Home menu as shown in Figure 17 below. Click on Add Link.

2 https:4/10.30.1.1:844 3IMYAP forms/ctiftsapiLinks.jsp - Microsoft Internet Explorer CEX

: Fle Edit W¥ew Favorites Tools  Help

: Address 'g_] https: 10,30, 1, 1: 8443 /MYAP Forms/ctiftsapiLinks.jsp

Application Enablement Services
Operations Administration and Maintenance
® i Home ®Help @Logout
CTI 0OAM Home Y¥ou are here! > Administration > CTI Link Admin > TSAPT Links

TSAPI Links

' |+ Administration
» Network Configuration
Switch Connections
+ LTI Link Adrnin
TSAPI Links
CYLAN Links Add Link ] [ Edit Link | [ Delete Link
DLG Links
DMCC Configuration
TSAPI Configuration
Security Database
Certificate Management
Dial Plan
Enterprise Directory
b Host AA
SMS Configuration
Status and Control

Link Switch Connection Switch CTI Link #  ASAI Link Version Security

Maintenance

X | Discussions ™ | _D] % @ - g | 2] | i Disrussions not available on https:{/10.30.1,1:5443] t_))
Figure 17: TSAPI Links
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2. Inthe Add/Edit TSAPI Links screen, select the following values as shown in Figure 18:

e Switch Connection: Administered switch connection configured in Figure 13.
e Switch CTI Link Number: Corresponding CTI link number configured in Figure 7.

Note: The actual values for both fields may vary. Click on Apply Changes.

2 https://10.30.1.1:B443/MYAP/action/ctiftsapilinks. do - Microsoft Internet Explorer
. Fle Edt WView Favorites Tools  Help

: Address '@j https: 10,30, 1. 1: 8443y AP actionjctiftsapilinks. do

Application Enablement Services
Operations Administration and Maintenance
®osM Home ®Help @Logout
CTI 0OAM Home You are here: = Administration > CTI Link Admin > TSAPI Links

- Administration Add / Edit TSAPI Links

» Network Configuration
Switch Connections
» CTI Link &dmin
TSAPI Links
CYLAN Links Switch CTI Link Number:

Link:

Switch Connection:

DLG Links ASATL Link Yersion
DMCC Configuration
TSAPI Configuration
Security Database Apply Changes ] [ Cancel Changes
Certificate Management
Dial Plan
Enterprise Directory
» Host &4

SMS Configuration
Status and Control
Maintenance

Security :.Unencrypted .V.‘

X | Discussions ™ | T I% t; ﬁ | o] ‘ QDiscussiuns ok available on htkps:§/10.30.1.1:5443]

&

Figure 18: Add/Edit TSAPI Links
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3. Enable the security database on AES, as this functionality is utilized by Verint Systems
Audiolog. From the CTI OAM Home menu, select Administration > TSAPI
Configuration to display the TS Configuration screen shown in Figure 19 below. For TCP
Preferred Naming Format select IP Address followed by Apply Changes.

<2 https:#/10.30.1.1:8443/MVAP/forms/ctiftsConfig. jsp - Microsoft Internet Explorer
. Fle Edt WView Favorites Tools  Help

: Address '@j https:fi10.30. 1. 1: 844 3/My AP Forms)ctiftsConfig. jsp

Application Enablement Services
Operations Administration and Maintenance
®osM Home ®Help @Logout
CTI 0OAM Home You are here: >  Administration > TS4PI Configuration

TSAPI Configuration

| - Administration

» Network Configuration
Switch Connections
CTI Link &dmin
DMCC Configuration Extended Worktop access 4|
TSAPI Configuration Auto Admin of LAN Addresses [

Security Database Apply Changes

Certificate Management
Dial Plan

Enterprise Directory
r Host A4

SMS Configuration
Status and Control

TCP Preferred Maming Format :I_F' Address ¥ |

Maintenance

X | Discussions ™ | T I% t; ﬁ | o] ‘ QDiscussiuns ok available on htkps:§/10.30.1.1:5443] Q)
Figure 19: TSAPI Configuration
SVS; Reviewed: Solution & Interoperability Test Lab Application Notes 18 of 49

SPOC 6/13/2008 ©2008 Avaya Inc. All Rights Reserved. AES41-Verint




4. Navigate to the Tlinks screen by selecting Administration > Security Database > Tlinks
from the CTI OAM Home menu. Note the value of the Tlink Name, as this will be needed
for configuring Verint Systems Audiolog.

In this case, the Tlink Name is AVAY A#S8500#CSTA#AES-TEST, which is automatically
created by the AES server and shown in Figure 20.

2 https://10.30.1.1:B443/MVAP action/ctifeditTlink. do - Microsoft Internet Explorer

. Fle Edt WView Favorites Tools  Help

: Address g} https:ff10.30. 1. 1: 844 3y AP actionjctifedit Tiink. do

Application Enablement Services
Operations Administration and Maintenance
®osM Home ®Help @Logout

CTI 0OAM Home You are here: >  Administration > Security Database > Tlinks

Tlinks

| - Administration
» Network Configuration
Switch Connections
CTI Link &dmin
» DMCC Configuration
TSAPIL Configuration [ Edit Tlink ] [ Delete Tlink
- Security Database
SDB Control
» CTI Users
Waorktops
Devices
Device Groups
Tlinks
Tlink Groups
Certificate Management
Dial Plan
Enterprise Directory
Host &4
SMS Configuration
Status and Control
Maintenance

Tlink Mame
&) AVAYA#SOSO0#CSTARAES-TEST

X | Discussions ™ | T I% tﬂ ﬁ | [Es ‘ ﬂDiscussiuns ok available on htkps:§/10.30.1.1:5443]

&

Figure 20: TSAPI Links

4.5. Administer Security Database

All devices that are monitored by Verint Systems Audiolog need to be configured in the AES
security database. This includes the virtual stations setup within Avaya Communication
Manager for Single Step Conference.

SVS; Reviewed: Solution & Interoperability Test Lab Application Notes 19 of 49
SPOC 6/13/2008 ©2008 Avaya Inc. All Rights Reserved. AES41-Verint



1. From the CTI OAM Home menu, select Administration > Security Database > Devices,
and add each device by entering the device extension and clicking on Add Device. A sample
listing of the configured devices used for compliance testing is shown in Figure 21. Note
that the total number of devices may vary, as this depends on the number of extensions to be
recorded and monitored.

< hitps:#/10.30.1.1: B443/IMVAPforms/ctilfdevices. jsp - Microsoft Internet Explorer

: FEile Edit View Favorites Tools  Help U]
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Enterprize Directory
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Figure 21: Devices
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2. The associated field values for each device are entered in the Add / Edit Device screen
shown in Figure 22. The following is a description of the device types that can be monitored
by Verint Systems Audiolog:

e PHONE: Station extensions.

e VDN: Vector Directory Number extensions.
e AGENT ID: Logical agent extensions.

e ACD: ACD split or Skill group extensions

<X hitps:#/10.30.1.1:8443/MVAP action/ctildevices. do - Microsoft Internet Explorer

© Fle Edit Yiew Favortes Tools Help

: Address @;} https:ff10.30.1. 1: 844 3/MYAP action/ctifdevices. da

Application Enablement Services
Operations Administration and Maintenance
®0sM Home ®Help @Logout
CTI 0AM Home You are here: > Administration > Security Database > Dewices

-~ Administration Add / Edit Device

» Network Configuration

Switch Connections
» CTI Link Admin
» DMCC Configuration Location |
TSAPI Configuration Device Type F‘HONE 3
- Security Database e
SDE Control Tlink Group | Any
» CTI Users Apply Changes ] [ Cancel Changes
Worktops
Devices
Device Groups
Tlinks
Tlink Groups
» Certificate Management
» Dial Plan
Enterprise Directory
» Host A4

SMS Configuration
Status and Control

Device ID EEDBEB

Maintenance

X | Discussions * | 1) [Fy b o N | 1@ Discussions nat available on https:f/10.30.1.1:8443]

&

Figure 22: Add/Edit Devices

4.6. Administer An AES Verint Systems Audiolog User

Select OAM Home -> User Management to display the AES login screen. Log in using the
User Management user name and password, and the same Welcome To OAM screen from
Figure 10 is displayed.
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1. To create the Verint user on AES, select OAM Home > User Management > Add User
from the User Management Home menu. In the Add User screen shown in Figure 23, enter
the following values:

e User Id: A meaningful user id.

e Common Name: A descriptive name.

e Surname: A descriptive surname.

e User Password: Password for the Verint user.

e Confirm Password: Re-enter the same password for the Verint user.
e Avaya Role: Retain the default of “None”.

e CT User: Select “Yes” from the dropdown menu.

Click on Apply at the bottom of the screen (not shown in Figure 23).

3 Edit User - Microsoft Internet Explorer

© Fle Edit Wiew Favorites Tools  Help 1
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-
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Admin Note; i
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Figure 23: Add User
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2. Select OAM Home then CTI OAM Administration from the Home menu. From the CTI
OAM Home menu, select Administration -> Security Database -> CT1 Users -> List All
Users to get a listing of all CT1 users, as shown in Figure 24. Select the “verint” user
created in Figure 23 and click on Edit.

3 https:f10.30.1.1: 844 3/IMVAP fforms/ctiflistCtiUsers. jsp - Microsoft Internet Explorer
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Figure 24: CTI1 Users
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3. The Edit CTI User screen is displayed, as shown in Figure 25. Select Any from the drop
down menu for the Call Origination and Termination, Device / Device, Call / Device, and
Allow Routing on Listed Device fields. Enable (check mark) the Call / Call, followed by
Apply Changes.

3 https://10.30.1.1:844 3/IMVAP/action/ctifctiUsers. do - Microsoft Internet Explorer,

: FElle Edt View Favorites Tools  Help

4 . = n
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CTI OAM Home ¥ou are here: > Administration = Security Database > CTI Users
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» CTI Link Admin
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TSAPI Configuration
~ Security Database Unrestricted Access
SDB Contral
~ CTI Users
List &ll Users
Search Users
Waorktops
Devices Call / Device ;Any v|
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Tlink Groups
» Certificate Management
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\Worktop Name NONEV

Call Origination and Termlnatlon;.Any |

Device / Device AHY ":

Allow Routing on Listed Device Any ":
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&

Figure 25: Edit CTI User
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5. Configure Verint Systems Audiolog

The Verint Systems Audiolog Server should be pre-installed with the latest Audiolog software
and Service Pack, and the TSAPI Client software is operational. This section provides only a
guideline for administering the Verint Systems Audiolog application to function with Avaya
Application Enablement Services. For a complete administrative overview, please consult
Reference [1] when administering Verint Systems Audiolog and TSAPI Client with Avaya
Application Enablement Services.

Note, the setting used for the compliance test with Verint Systems Audiolog and Avaya
Application Enablement Services will vary based on system configurations and customer needs.

Start the Verint Systems Audiolog Server console, and the initial Manager screen in Figure 26
should be displayed. On the left side, click on the center button ke==ead . The Configuration
Manager screen should be displayed. See Figure 27.

Ho Channel Hame ime Duration FileHame

hd-5002

Manager

Figure 26: Manager
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5.1. Verint Systems Audiolog Configuration Manager Elements

1. The Configuration Manager displayed in Figure 27 is the place from which all
administration is performed. Select and click the Components button from Configuration
Manager.

E Configuration Manager: . il

'-:E General Becorder :mi Flayer @ Archiver :EEEEIi Manager Locator g Blarms
— Catal
e Channel Maintenance
&+ Rallover Daily  Fetention Perod [daps); lE":l E wl [Charmel - | Channel Mame =
i~ Follover wWeekly Start at; |3:EIEI A 00 Channel #007 =
& 002 Channel #002
[ 0 Man ) \wed € Fi 05
Sln far Tie Wled Thu Efi at B 003 Charmel B003
Festored Filez Retention Penod [dayz]: I'I E & 004 Chanmel #004
_ F 005 Channel #005
hibllenante P 006 Channel HO0E
% %@ é o Fa 007 Channel #007
s g Uplnad S creen S 003 Channel #0023
Security Features M anager Recording @ o3 Channel #003
=— S 010 Channel #0110
% il B ?.;_ﬁ. @ 011 Channel #0171
: 012 Channel #012
Integration LCTILirk, Components @ i
Fa 013 Channel #0713
—— res i & 014 Channel #0714 |
] g = - :
PSTH Server Socket Server ECu:unfiﬁl.;ratiu:urrE e =er el
From: — {8:00 Ak To: |B:00 Pk
0k | LCancel | Apply |

Figure 27: Employee Management Screen
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2. The Components screen in Figure 28 should be displayed. Verify the Enable CTILink
Miscellaneous parameter is checked.

iw,. Componenkts

Components I

— Components

— Mizcellaneous
[+ Enable CTILink

[~ Enable CTILinkdws
[~ Enable &larm Server
[T Enable IRIS Engine
[T Enable PSTH Server

— IP Manitor Optionz
[T Enable [P Monitar
" Connect (P Maniten Host &pp b Becander
! Connect (P Maniten Host &pp ba T Link

k. Cancel Apply

Figure 28: Components

3. From the Configuration Manager displayed in Figure 27, select and click the VolP
Configuration button. The VolP Configuration screen in Figure 29 should be displayed.
Administrer the following fields:

SVS; Reviewed:
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RTP Driver: AVAYA CMAPI SSC

Use Compression: G723 MONO

CMAPI Capture IP: IP Address of the Audiolog Server
CMAPI Codec: CM Audio G711U

CMAPI Packet Size: 0

CMAPI Password: Password assigned in Section 4.6, Step 1.

CMAPI PBX IP: IP Address of CLAN in Section 3.1.

CMAPI Server IP: IP Address of the Avaya Enablement Services
Server

CMAPI Server Port: 4721

CMAPI Soft Phone Extension Base: Starting extension number of the

virtual soft phone extensions administered as in Section 3.4, Step 1.
CMAPI Number of Soft Phones 8
CMAPI Start Port Range: 8000
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i, YoIP Configuration

[+ EnablevolP

=10 x|

~olP Configuration

RTP Driver. AATA CMAP S5C =]
Uze Compression: G723 KON j
[~ Fecording Using IRIS
~olP - CkAP! Configuration
ChAF Capture [F; |1 0.20.1.50
CMAP Codec: | CM Audio G711 E
CMAPI Packet Size: [i
ChAP! Password: 1234
ChAF] PEX IP: 192256
CHAF Server |F: |1EI.3EI.1.1
CMAPI Server Port: |4721
CMAP! Silent Dbserve Code: |
ChAPI Soft Phone Extension Base: |EEIEEI1
ChAPT Mumber of Saft Phanes: |B
CRAP! Start Port Fange: {3000

ok LCancel |

apply

| YolP MIC kanager

Figure 29: VolIP Configuration

Click Apply when completed. Click VolP NIC Manager button displayed on Figure 29.
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4. From the VoIP NIC Manager screen displayed in Figure 30, select and click the Network
Adapter for Capture NIC (only one NIC board installed). Refer to Reference [1] and

complete the Capture NIC setup.

I ¥oIP NIC Manager s =10 x|
MIC Description | LAM Connection Mame |
@ iMetwork, Adapter Local Area Connection 2 ‘ Set az Capture MIC
& Mebwaork Adapter Capture MIC

[Trzet HIE

Set az spplication HIE

Wiew Windows
Metwaork Connections

Mo MICs configured for WolP acquisition

Figure 30: VoIP NIC Manger
5. From the Configuration Manager displayed in Figure 27, select and click the CTILink
Configuration button. The CTILink Configuration screen in Figure 31 should be
displayed. On the General Link tab, administer the following:
e Server Name 1: 127.0.0.1
e Link Type Protocol: INTELLILINK
Click Apply. Click the Options / Devices tab.
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i, CTILink Configuration x|
General Link |Options £ Devices CT Server Sernal zer Data TCFAP Triggers
—LCT Server — Monitar Link Status
Server Mame 1: I-I 27.0.01 [+ Manitar Link Startup
Server Port 1: |IZI [v Monitar Link Pall
Server Name 2 I kdonitar Link [ntereal: |1 1]
Server Port 2 I':' K oritar Link. Fetries: |1
Server User | | Conrect Timeout: IE;I:I
Server Pazzword: | Statuz Station |D: I
Link Type Pratocol. | INTELLILINK x| | Mearbestinterval [30
Switch Type: I j — Diagnoztic Settingz
Diagnostics Level: ITrau:e v|
(5] 4 | LCancel Apply |
Figure 31: CTILink Configuration
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6. The Options / Devices screen in Figure 32 should be displayed. Enable (check mark) the
following Misc Options:
e Enable Enhanced Call Tracking:
e Enable Free Seating:
e Enable Service Observe:
Click Apply. Click the CT Server tab.

i CTILink Configuration = x|
General Link ] I][;Jtiqns / CT Server ] Serial ] Izer Data ] TCRAP ] Triggers
EYICES
— Mizc Options — Device Parameters
¥ Enable Enhanced Call Tracking Agent Size: |4
¥ Enable Free Seating E sterzion Size: |4
¥ Enable Service Observe Trunk Group Size: |3—
[ Enable Single Step Conf
= 2 Trunk Mumber Size: |5
[T Allow Agent Enable Crrl
in Device 1D: IEI
Obzerve Feature Prefis: I
b aw Device (D 9335
Obzerve Feature Suffis: I
[ Enable Screen Recard:
Stop Screen Record After: IEnd-nf-EaII j
“wiap Delay: |2[| —SMOR Default Action
¥ Screen Becord Eval Orly {+ Stop " Erase
ok | Cancel | Apply |

Figure 32: Options / Devices Configuration
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7. The CT Server screen in Figure 33 should be displayed. Enable (check mark) the
following:

e Enable Login:
e Enable Logoff:
e Enable Private Data:
e Switch ID: 1 (default)
Click Apply. Click the IntelliLink Configuration Utility.

. CTILink Configuration = x|

General Link ]Dptiu:uns ! Device% ICT Server I Serial ] Llzer Data ] TCRAP ] Triggers
— Logon/Logoff Events————— — IP Monitar CT Agent/Device Map
Enable Lagan: v Enable IP Moaritar: [ Agert Data Index: I 0
Agent D Index: I ]
Enable Lagaff; v )
Device D Index: I 1]
— IMTELLILIME.
Switch 10: |-|
Enable Private Data: v
IntelliLink Configuration Litility |
(5] 4 | LCancel Apply |
Figure 33: CT Server Configuration
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8. From the Recording Mode drop-down list box on the General displayed in Figure 34,
select Station Side. Then right-click on the IntelliLink empty left panel.

O gIntelliLink Configuration Utility

=101 %]

------ Irtedilink

Genera|| Advanced | Troubleshooting | IntelliLink &P1'web Service | Tuncate Data Simulatorl

— Recording Mode

Station Side

Logout agents if IntelliLink iz disconnected for more than {10

minLbes

~ Duplicate PEx 1Dz or Extenzions

[~ PB|Ds are duplicate across saitches

[~ Extensions are duplicate acros: switches

Save Changes

Figure 34: IntelliLink Configuration Utility

9. From the Switch Type list displayed as in Figure 35, select Avaya Communication
Manager and click Next.
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Select the switch, dialer, andfor ather feature:

— Switch Tppe

MHone

Alcatel OmniPCr Enterprize
Azpect Callcenter

Agpect Conversations
Azpect Spectium

3 Communication i anager
waya IMDex

Avapa PDS

Cizco CallM anager

Ericzzon MD110

Genesys SIP Server

InkeliLink, &P

Lucent BESS

Mitel

ct Unizon, Enzemble or E-Pra

— Other Features

{+ Mone LA ML

<- Back | Mest -» | LCancel I

Figure 35: Switch Selection
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10. From the Protocol list displayed in Figure 36, select TSAPI and click Next.

O IntelliLink Configuration Wiza x|

Select the protocal:

 Protocol

ASA|
Avaya Interaction Center
Genesys

| Cisco ICM

<- Back | Mest - | LCancel I

Figure 36: Protocol Selection

11. A Confirmation dialog box should be displayed (not shown) confirming the switch and
protocol selected followed by the information provided in Figure 37.

0 gIntelliLink Configuration Ukility o ] 4
=5 Iktedilink
SR vapa Communication Switch Mame: |nuaya Communication Manager
- TSAR
-8 Devices Switch Type: |Auaya Communication Manager
e @ Channel Mapping
Protocol: |T5API
Switch Enabled: I‘."eg
ML Enabled: INQ
Ewvents Magk,
’7|_ lgnore &gent Events
N I
Save Changes (1]
Figure 37: Selected Parameters
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12. Click on the TSAPI node on the left panel and enter the Server Name as in Section 4.4,
Step 4 and the Login ID and Password administered in Section 4.6, Step 1 as displayed in
Figure 38. Click Save Changes when completed and then on the left panel once again,
click on the IntelliLink node.

0 IntelliLink Configuration Utility e o ] |
= IrtediLink
- Avaya Communication b | Geneal | Advanced | Private Data]

- TSAR

ol Devices

3 5 M £

L4 Channel Mapping erver Name |esav S BA00HCS TARAES-TEST
Lagin 1L Iverint
Pazgswiord Iﬂﬂﬁﬂﬂﬁﬂﬂ
Optional

Backup Server Hame |

Login D |

Fazzwiord |

Save Changes ] 4

Figure 38: TSAPI Information
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13. Click on the Advanced tab on the IntelliLink Configuration Utility displayed in Figure 39
and enable Use Dynamic channel allocation and Renew Recordings and select Switchl for
Switch number for active CTI requests: as displayed in Figure 39. Save Changes when
completed.

0 gIntelliLink Configuration Ukility -10] x|

= IntediLink

Bl @ Avaya Communication b
@ TSAP
@ Devices : ™ Use new PD
<@ Channel Mapping | [ Call Timeouts I MultiSwitch Mode

Iv' Call Timeout |3EUDDDD atlie [ Suppress Hold
¥ Held Call Timeaut Igggggg millizec ™ Enable TCF tiace

[ lgnore agent lagin fram switch

General Advanced | Troubleshooting | IntelliLink AP1 tw'eb Servicel Truncate Data Simulatnrl Events Filtell

— Backward Carmpatibility

v Shaw Channel Mapping [ &gent |D case sensitive
v Feport failure to monitar devices in the System Maonitar [~ “aoice Path Tapping
[~ Shaw recordable column in Device screen I~ Force Update For Nan Qwning Trunks

[™ Show Dialers Devices

Switch number for active CTI requests: Cimitchl

[~ Bun IntelliLink with '/ atchdog [~ Use Estenzions IP WLl s e s

[~ Remove leading zem fram callback

[ Fized extension length: |4

¥ Use Dynamic channel allocation ¥ Fenew Recordings

Save Changes | ok |

Figure 39: Additional Information

5.2. Add Station Extensions Verint Systems Audiolog

From the Configuration Manager displayed in Figure 27, select and click the Integration
button. The Integration screen in Figure 40 should be displayed.
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1. Select the Type field under Device Maintenance and select the &# (telephone) icon. Enter
the DevicelD corresponding to each Avaya Communication telephone device used for the
compliance test. In this case, extension 60201 has been added. Click Enable and PM.

i, Integration ) =]
Channel/Device Maintenance Agent Maintenance
|Channel [ Channel Mame Tope  |DevicelD |a | Agent - Agent Mame |_A_
@ Qo Channel #001 =1 ﬁ MHaotSpec _Maot Specified
Zh 00z Channel 002 %]
& 003 |Channel #003 i
F 004 Channel #004
S 005 Chanhel HODS |
b 006 Channel HODE |
E 007 | Chaninel #007 |
S 008 | Channel #O03 |
S 009 | Channel #0093 | g
|2 i [Channel #0 | =l et
Device Maintenance
Type ¢ !DevicelD:‘ Enable| PM |Agent Agent Mame !‘
é E0201
==
=
Cloze |
Figure 40: Integrating Devices
2. Repeat Step 1 for all telephone devices. Include administered Automatic Call Distribution
(ACD) telephone number(s) administered within Avaya Communication Manager, and do
not enable the PM check-box for the ACD, as was compliance tested. This is applicable if
the Verint Systems Audiolog Free Seating option is selected (Figure 32) and the customer
wants Audiolog to keep track of logon and logoff events, and assign agents to stations
accordingly.
6. Interoperability Compliance Testing
The Interoperability compliance test included selected feature functionality, load, and
serviceability testing.
The feature functionality testing focused on verifying Verint Systems Audiolog voice recording
and archiving of simple telephone conversations, along with more complicated conversations
that involved incoming and outgoing Transferring, Conferencing, and placed and release calls
from Hold. In addition, playback of archived conversations was continually used during the
compliance test to verify the previous telephone conversation. Monitoring the Caller/Called
Number, among many other parameters, were also displayed during the compliance test.
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The load testing focused on verifying the ability of Verint Systems Audiolog to record
conversation to six (6) user extensions over a period of time from a moderate traffic load.

The serviceability testing focused on verifying the ability of Verint Systems Audiolog to recover
from adverse conditions, such as busying out the CTI link and disconnecting the Ethernet cable
for the CTI link.

6.1. General Test Approach

Compliance testing took on a three phase approach that was comprised of the following:
e Installation and configuration of the Verint Systems Audiolog solution
o Interoperability feature test cases between Verint Systems Audiolog and Avaya
Communication Manager
o Serviceability and performance tests of the Verint Systems Audiolog solution

Verint Systems Audiolog hardware server platform is pre-loaded prior to the compliance test.
Configuring the appropriate system parameters to operate with the Avaya Application
Enablement Services was setup on site, and was performed by the Verint test engineer without
difficulty.

The verification of all interoperability feature test cases included manually checking proper
states at the telephone sets, and monitoring the report logs on the Verint Systems Audiolog
application.

The performance test cases were performed by generating ~ 720 calls over a 60 minute period to
6 available agents, and by verify accuracy of various real-time and historical analysis reports
using the Verint Systems Audiolog application.

The serviceability test cases were performed manually by busying out and releasing the CT1 link,
and by disconnecting and reconnecting the LAN cables.

6.2. Test Results

There was an issue getting G.729 functioning. This was rectified by changing the CMAPI
Packet Size from 172 to 0. See Figure 29.

There was an issue logging in using the Verint credentials created with Avaya Enablement
Services. A fixed to Verint Systems Service Pack 2 was applied.

During serviceability testing, disconnecting / reconnecting the Verint Systems Audiolog server
from the network caused call cataloging to stop occurring. A Registry parameter required being
changed as a result.

All test cases have passed successfully.

SVS; Reviewed: Solution & Interoperability Test Lab Application Notes 38 of 49
SPOC 6/13/2008 ©2008 Avaya Inc. All Rights Reserved. AES41-Verint



7. Verification Steps

This section provides the tests that can be performed to verify proper configuration of Avaya
Communication Manager, Avaya Application Enablement Services, and Verint Systems
Audiolog.

7.1. Verify Avaya Communication Manager

Verify the status of the administered CTI link by using the status aesvcs cti-link command as
shown in Figure 41.

status aesvcs cti-link

AE SERVICES CTI LINK STATUS

CTI Version Mnt AE Services Service Msgs Msgs
Link Busy Server State Sent Rcvd
1 4 no AES-Test established 186 48

Figure 41: Status Aesvcs CTI-link
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7.2. Verify Avaya Enablement Services

1. From the Avaya Application Enablement Services CTI OAM Home menu, verify the status
of the switch connection by selecting Status and Control > Switch Conn Summary, as
shown in Figure 42.

<2 https:4/10.30.1.1:B443/MVAPforms/ctifswitchConnSumm. jsp - Microsoft Internet Explorer E”EJE|
I
y
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: Address '@j htbps: /10,30, 1. 1:8443 MY AP Forms  ctifswitchConnSurnm, jsp v: . el

Application Enablement Services
Operations Administration and Maintenance
$04M Home @ Help mLDLDUt
CTI 0AM Home You are here: > Status and Control > Switch Conn Summary

| v Administrati . "
[ e IR Switch Connections Summary
» Status and Control

Switch Conn Summar
Active

Services Summary Switch conn i online/ CLaMs/  #aof TCI Msgs Ta  Msgs Fram
Maintenance Conn State Offline Admin'd Conns Switch Switch
CLAMNS

Msg Period

2005-04-03
11:32:13.0

[ Online ] [ Offline ] [ Message Period I [ Switch Connection Details ]

®  s&s00 Talking online 171 2 248 337

| Per Senice Switch Connections Details |

X | Discussions ™ | JJ I% tﬂ ﬁ | e ‘ ﬂDiscussiuns nok available on https:{/10.30.1.1:5443] 9)
Figure 42: Switch Connections Summary
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2. Verify the status of the TSAPI link by selecting Status and Control > Services Summary
from the Avaya Application Enablement Services CTI OAM Home menu shown in Figure
43. Click on TSAPI Service, followed by Details.

2N https://10.30.1.1:B443/MVAPfaction/cti/servicesSumm. do - Microsoft Internet Explorer,

© Flle Edit VYiew Favorites Tools Help

@Back - @ - |_L| IELI ;\, /ﬁ\:Search ‘E‘_‘:{Favurites 63:

: Address @} https:f{10.30.1, 1:8443MYAP] actionctifservicesSurmm, do

= Aaplication Enablement Services

Operations Administration and Maintenance

® 0oLl Home ®Help @Logout
CTI OAM Home vou are here: > Status and Control > Services Summary

Administration
| |+ Status and Control
Switch Conn Summar

Services SUurmmary
Maintenance

Services Summary

Service Status Since Cause

CWLAN Service OMLIME ~ 2008-01-30 11:04:14  MNORMAL
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DMCC Service OMLIME ~ 2008-01-30 11:04:16 NORMAL

X | piscussions * | 1) [Fy b o E = | 1@ biscussions nat available on https:f/10.30.1.1:8443] Q
Figure 43: Services Summary
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3. The TSAPI Link Details screen is displayed, as shown in Figure 44.

<22 https://10.30.1.1:B443/MVAPfaction/cti/servicesSumm. do - Microsoft Internet Explorer D|°CI|F5_(|

© Flle Edit VYiew Favorites Tools Help
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LmkC N Link stat Since stat v A ti
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For service-wide information, choose one of the following:
[ TSAP| Service Status ] [ TLink Status I [ User Status

@ |
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Figure 44: TSAPI Link Details
SVS; Reviewed: Solution & Interoperability Test Lab Application Notes 42 of 49

SPOC 6/13/2008 ©2008 Avaya Inc. All Rights Reserved. AES41-Verint



4. Verify the status of DMCC Service by selecting Status and Control > Services Summary
from the Avaya Application Enablement Services CTI OAM Home menu shown in Figure

45.

2) https://10.30.1.1: B443/MVAP/action/ctifservicesSumm.do - Microsoft Internet Explorer

 File Edit view Favorites Tools  Help

() Back ~ > ﬂ IEL‘ | S !Search < ¢ Favarites 6-‘

: Address gj hktps:§10.30.1.1:8443/MY AP action) ctif servicesSumm.do

Uess

CTI OAM Home
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~ Status and Control
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Services Summary
Maintenance

¥ou are here: > GStatus and Control =

Application Enablement Services
Operations Administration and Maintenance

Services Summary

®oaM Home ®Help @Logout

Service
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DLG Service
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© 2007 Avaya Inc, All Rights Reserved,

Services Summary

Status
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MORMAL
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Figure 45: DMCC Service
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5. Select DMCC Services click on Details. Figure 46 displays the active session ID with
Verint. Click on the Session ID number.

| https:#/10.30.1.1:B443/MVAP/action/ctifservicesSumm. do - Microsoft Internet Explorer
: File Edt Wiew Favorites Tools  Help

@Back > | \ﬂ IEL‘ ;| /..-’Search :/If Favorites 6‘{ RN ‘:]Iﬁ @ j“

: Address 'g_'] https:f10,30.1,1:8443/MY AP actionfctif servicesSumm, do

Application Enablement Services
Operations Administration and Maintenance

CTI OAM Home You are here: > Status and Control =

#dministration DMCC Service Summary - Session Summary

Status and Control
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Maintenance
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Application|
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Terminate Sessions I [ Show Terminated Sessions

ya Inc. all Right
X Discussions ~ | %] I% ?g le | ! ﬂDiscusswons not available on https:/f10.30.1.1:5443f L))
Figure 46: Active Session
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6. The DMCC Summary displayed in Figure 47 shows a list of virtual stations configured in
Section 3.4, Step 1 for Single Step Conferencing, and are registered by Verint Systems
Audiolog software. For each User / Agent extension being recorded, one of these registered
DevicelD is assigned.

2) https://10.30.1.1: B44 3/IMVAP/actionictifsessionDetail. do?submit=refreshitid=1D6AF73FBD6155A5663DA - Microsoft Internet Explorer,
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Detailed Session View
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Time of Mast Recent Timer Reset: 0
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60602 58500:192 2.5.6:0 REGISTERED

oooooooold
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Figure 47: Virtual Device Registered
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7.3. Verint Systems Audiolog Monitoring

1. Verify monitoring on the Verint Systems Audiolog application; activate the Manager and
CTILink applications. Figure 48 displays information regarding the previous call in terms
of channel utilized, duration, etc.

i] . Ho fChannel Hame Date Time Duration FileHame
| 002 Channel H002 5fz2272008 17:54:14 00:00:10 -)MILMNS00260176 WAV
[

002 Channel #002 5f22f2008 17:52:44 00:00:15 - )MLIEIRD0260176 VAV

Manager

g oo
154:14 FM

ECRM STOR

Figure 48: Verint Systems Audiolog User Application

2. Click the lee==ed (middle) button on the Player application as in Figure 49.

= : Thursday, May :20:10 PM. Channel 5 = i =
i ! Mi : =
e ; illennium ...
== :-I-’:
I J / Speed
- ' ' ' ! 7] e pee
16:20:10 16:20:30 16:20:60 162110 16:21:30 16:21:51
[v Flayback aGC
Player ! o Jom Jooan Joad Joad Jowe Jowt ] oos WET] A 1
Figure 49: Play Application
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7.4. Verint Systems Audiolog Reports
Details relating to any recorded call can be located within the Player application.

1. Many details related to a call can be located and categorized within this application.
Listening to details of any call can also be performed.

Tirne: 12:00amM |1 24:00:00 @12:001\!\1 Field: IRelelelce ;'
@l!”__l ||EL‘ Mlﬁl Duration: og:00:00 |1 00:30:00 | @uu;su;uu \-"alue:l
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----- Z@ Channel #002 pIES 21-Map-20 32505PM  0000:39 (T3 BOSOY B0211 B0529
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""" &G Channel #004 = 21-Map20 32406PM 000035 [ 60501 E0211 50523
""" o E:a””e: gggg =9 21May20 32406PM 000219 [ BOSOT BO211 50528
""" ¥ Channe 21-Map20 315:22PM  00:00:09 BOST 60211 BO524
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_____ -4 it = 21May20 31422PM 000057 (3 60501 BO211 50529
_____ = 21-May-20 31248PM  00:00:30 () GOSOT B0211 BOS21
51 H] 20-Map-2008 = 21-Map-20 31227PM 000018 [T 60507 E0211 E0522
o[ 14-May-2002 = 21-May-20 31202PM  00:00:20 [ GOSOT B0211 BO524
= 21-Map-20 31202PM  00:0223 [T 60507 E0211 £0528
= 21-May-20 30935PM  00:00:23 [ GOSOT B0204 BOS21
= 21-Map-20 30935PM  00:00:23 [T 60507 £0204 E0524
= 21-May-20 304:34PM  00:00:53 [ GOSOT £4202 B0529
= Z1-Map-20 25438PM 000013 (T *917328523118  EO202 E0522
= 21-May-20 25246PM 00:00:23 (T3 218714 7328523043 BO522
= 21-May-20 24559PM  00:00:27 [ 60521 £4202 E0522
= 21-May-20 244:43PM 000031 [ GO52T B0211 BO522
= 21-Map-20 24449PM 000031 [T 60521 E0211 £0528
= 21-May-20 23436 PM  00:00:25 (T3 60204 £4202 BO524
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Figure 50: Report and Results

8. Support

Verint Systems Audiolog systems are sold through system resellers. For technical support, the
reseller should be first contacted. For other Verint Systems information, contact the following:

e Call the Verint Systems technical support at 1(866) 787-2020.
e Submit a questionnaire to Verint Systems technical support at ESSupport@verint.com.
e For more information visit http://www.verint.com.

9. Conclusion

These Application Notes describe the configuration steps required for Verint Systems Audiolog
Release 4.0 Service Pack 2 to successfully interoperate with Avaya Communication Manager
5.0.0 using Avaya Application Enablement Services 4.1. All feature functionality and
serviceability test cases were completed successfully.
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10. Additional References
This section references the product documentation relevant to these Application Notes.

[1] Verint Audiolog CTI Integration. CTILink — IntelliLink Integration Note. Version C —
May 2008, CTI_IL_008C.
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