AVAYA

Avaya Solution & Interoperability Test Lab

Application Notes for CallTech CTLog® with Avaya Aura®
Application Enablement Services and Avaya Aura®
Communication Manager using ISDN Trunks — Issue 1.0

Abstract

These Application Notes contain instructions for CallTech CTLog® with Avaya Aura®
Application Enablement Services and Avaya Aura® Communication Manager to successfully
interoperate.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

CallTech CTLog® (Active Recording) monitors Avaya Extensions/Stations through connectivity
to Avaya Aura® Application Enablement Services and ultiizes an ISDN/PRI trunk to Avaya
Aura® Communication Manager to perform call recording.

CTLog constantly monitors the status of the extensions to be recorded via TSAPI Link. When a
call is established on an extension, CTLog dials out over an ISDN Trunk to Communication
Manager. This allows Communication Manager to interpret the call as a service observing call
over the ISDN Trunk. As soon as the extension answers the call, CTLog receives the call audio
which is to be recorded.

2. General Test Approach and Test Results

The compliance test focused on the ability for calls to be recorded. Calls were manually placed
from the public switched telephone network (PSTN) directly to and from recorded devices, and
to Automatic Call Distributor (ACD) queues.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

2.1. Interoperability Compliance Testing

The compliance test validated the ability of CTLog to successfully record calls routed to and
from Analog, Digital, IP and SIP endpoints.

Additionally, testing confirmed the ability for CTLog to recover from common outages such as
network outages and server reboots.

2.2. Test Results
All planned test cases were passed.

2.3. Support

Technical support from Calltech S.A. can be obtained from:
Web: www.calltechsa.com

E-mail: support@calltechsa.com

Phone: +57 1 6356535
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3. Reference Configuration

Figure 1 illustrates a sample configuration that consists of Avaya products and CallTech
CTLog®. CallTech CTLog is connected to Communication Manager via an ISDN trunk.

303-538-x0x

Avaye 5520-48T-PWH

CaliTech CTLag
1064 10,130

Avaya G450 Madia Galewsy 10.64.10.45
Avmya BI00D Serear

Avaya fura” Communication Maragar 10.64.10.67

Diell PaweerEdge RE10
fwaya Aura” Enablement Services 10084.10.21

HP Praliart DL30O GT
Mvaya hura® Session Manager 10.84.10.81562

Ariarga Bura® Sysiemn Manager 10.64.101.90

Figure 1: Test Configuration for CallTech CTLog®
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4. Equipment and Software Validated
The following equipment and software were used for the sample configuration provided:

Equipment/Software Release/Version
Avaya S8300D Server
Avaya Aura®Communication Manager 6.3 SPS
Avaya G450 Media Gateway 31.20.0
® - -
Avaya Aura™ Application Enablement 6.3.00.212
Services
CallTech CTLog® 5.4
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5. Configure Avaya Aura® Communication Manager

This section contains steps necessary to configure CTLog successfully with Avaya Aura®
Communication Manager.

All configurations in Communication Manager were performed via SAT terminal.
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5.1. Verify Feature and License

Enter the display system-parameters customer-options command and ensure that the

following features are enabled.

One Page 3, verify Computer Telephony Adjunct Links is set to y.

display system-parameters customer-options Page 3 of 11
OPTIONAL FEATURES
Abbreviated Dialing Enhanced List? y Audible Message Waiting? y
Access Security Gateway (ASG)? n Authorization Codes? y
Analog Trunk Incoming Call ID? y CAS Branch? n
A/D Grp/Sys List Dialing Start at 01? y CAS Main? n
Answer Supervision by Call Classifier? y Change COR by FAC? n
ARS? y Computer Telephony Adjunct Links? y
ARS/AAR Partitioning? vy Cvg Of Calls Redirected Off-net? y
ARS/AAR Dialing without FAC? vy DCS (Basic)? y
ASATI Link Core Capabilities? y DCS Call Coverage? y
ASAI Link Plus Capabilities? vy DCS with Rerouting? vy
Async. Transfer Mode (ATM) PNC? n
Async. Transfer Mode (ATM) Trunking? n Digital Loss Plan Modification? y
ATM WAN Spare Processor? n DS1 MSP? y
ATMS? y DS1 Echo Cancellation? y
Attendant Vectoring? y
On Page 4, verify ISDN Feature Plus and ISDN-PRI are settoy.
display system-parameters customer-options Page 4 of 11
OPTIONAL FEATURES
Emergency Access to Attendant? y IP Stations? y
Enable 'dadmin' Login? y
Enhanced Conferencing? y ISDN Feature Plus? y
Enhanced EC5007? y ISDN/SIP Network Call Redirection? y
Enterprise Survivable Server? n ISDN-BRI Trunks? y
Enterprise Wide Licensing? n ISDN-PRI? y
ESS Administration? y Local Survivable Processor? n
Extended Cvg/Fwd Admin? y Malicious Call Trace? y
External Device Alarm Admin? y Media Encryption Over IP? n
Five Port Networks Max Per MCC? n Mode Code for Centralized Voice Mail? n
Flexible Billing? n
Forced Entry of Account Codes? y Multifrequency Signaling? y
Global Call Classification? y Multimedia Call Handling (Basic)? y
Hospitality (Basic)? vy Multimedia Call Handling (Enhanced)? y
Hospitality (G3V3 Enhancements)? y Multimedia IP SIP Trunking? y
IP Trunks? y
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5.2. Configure COR

Each extension must to have COR (Class of Restriction) that includes the Can Be Service
Observed feature enabled. The ISDN Trunk must to have COR (Class of Restriction) that

includes the Can Be A Service Observer feature enabled. For extensions, COR value of 1, and
for ISDN Trunk, COR value of 2 was used. User change cor n command to configure, where n

is the COR value to be used for either extension or trunk.

change cor 1 Page 1 of 23
CLASS OF RESTRICTION
COR Number: 1
COR Description: Default Station
FRL: O APLT? vy
Can Be Service Observed? y Calling Party Restriction: none
Can Be A Service Observer? n Called Party Restriction: none
Time of Day Chart: 1 Forced Entry of Account Codes? n
Priority Queuing? n Direct Agent Calling? y
Restriction Override: none Facility Access Trunk Test? n
Restricted Call List? n Can Change Coverage? n
Access to MCT? y Fully Restricted Service? n
Group II Category For MFC: 7 Hear VDN of Origin Annc.? n
Send ANI for MFE? n Add/Remove Agent Skills? n
MF ANI Prefix: Automatic Charge Display? n
Hear System Music on Hold? y PASTE (Display PBX Data on Phone)? n
Can Be Picked Up By Directed Call Pickup? n
Can Use Directed Call Pickup? n
Group Controlled Restriction: inactive
change cor 2 Page 1 of 23
CLASS OF RESTRICTION
COR Number: 2
COR Description: Default Trunk
FRL: O APLT? y
Can Be Service Observed? n Calling Party Restriction: none
Can Be A Service Observer? y Called Party Restriction: none
Time of Day Chart: 1 Forced Entry of Account Codes? n
Priority Queuing? n Direct Agent Calling? y
Restriction Override: none Facility Access Trunk Test? n
Restricted Call List? n Can Change Coverage? n
Access to MCT? y Fully Restricted Service? n
Group II Category For MFC: 7 Hear VDN of Origin Annc.? n
Send ANI for MFE? n Add/Remove Agent Skills? n
MF ANI Prefix: Automatic Charge Display? n
Hear System Music on Hold? y PASTE (Display PBX Data on Phone)? n
Can Be Picked Up By Directed Call Pickup? n
Can Use Directed Call Pickup? n
Group Controlled Restriction: inactive
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5.3. Configure DS1

For an available T1/E1 card on the Avaya media gateway, use change dsl1 n, where n is the
location of the T1/E1 card. PRI trunk from this T1/E1 card will be connected to CTLog®. This

DS1 needs to be configured as an E1. Configure as follows:
Type in a descriptive name in Name field

Set Bit Rate to 2.048

Set Line Coding to hdb3

Set Signaling Mode to isdn-pri

e Set Country Protocol to etsi

e SetCRCton

e Set Slip Detectiontoy

change dsl 1vé6 Page 1 of
DS1 CIRCUIT PACK

Location: 001V6 Name: to_CTLog
Bit Rate: 2.048 Line Coding: hdb3

Signaling Mode: isdn-pri
Connect: network

TN-C7 Long Timers? n Country Protocol: etsi
Interworking Message: PROGress
Interface Companding: alaw CRC? n

Idle Code: 11111111
DCP/Analog Bearer Capability: 3.1lkHz

T303 Timer (sec): 4
Disable Restarts? n

Slip Detection? y Near-end CSU Type: other

Echo Cancellation? n
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5.4. Configure Signaling Group

User add signaling-group n, where n is an available signaling group number, to add a signaling

Configure as follows:
Set Group Type to isdn-pri

group.

the D-Channel
Set TSC Supplementary Service Protocol to a

for Channel Selection

Set the Primary D-Channel according to the DS1 configured. Use channel number 16 as

Once the trunk group has been configured return to this form and set the Trunk Group

signaling-group 2
SIGNALING GROUP
2 Group Type: isdn-pri
Associated Signaling? y
Primary D-Channel: 001V616

Group Number:

2
a

Trunk Group for Channel Selection:
TSC Supplementary Service Protocol:

Page 1

0
0

Max number of NCA TSC:
Max number of CA TSC:
Trunk Group for NCA TSC:
X-Mobility/Wireless Type: NONE
Network Call Transfer? n

5.5. Configure Trunk Group

Use add trunk-group n, where n is an available trunk group number, to add a trunk group. On

Page 1, configure as follows:
Set Group Type to isdn
Provide a descriptive name in Group Name

Set TAC according to the dial plan
Set Carrier Medium to PRI/BRI
Set Service Type to public-ntwrk

Add the trunk group members on Page 5 (not shown).

Set COR to the value used for ISDN Trunk in Section 5.2

add trunk-group 2
TRUNK GROUP

Group Number: 2
Group Name: to_CRTLog
Direction: two-way
Dial Access? n
Queue Length: 0
Service Type: public-ntwrk Auth Code? n
Far End Test Line No:

Group Type:

COR: 2

Outgoing Display? n
Busy Threshold: 255

TestCall BCC: 4

isdn

Page 1 21

CDR Reports: y
TN: 1 TAC: *002
Carrier Medium: PRI/BRI
Night Service:

TestCall ITC: rest
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5.6. Configure Stations

Use add station n command to add a station, where n is an available station extension. This
station will be monitored by CTLog®. Configure the station as follows, on Page 1:

In Name field, enter a descriptive name

Set Type to the type of the telephones

Enter a Security Code

Set IP SoftPhone to y

Set COR to the value configured for extensions in Section 5.2

add station 25002 Page 1 of 5
STATION
Extension: 25002 Lock Messages? n BCC: O
Type: 9630 Security Code: 123456 TN: 1
Port: IP Coverage Path 1: 1 COR: 1
Name: IP Station 1 Coverage Path 2: COS: 1
Hunt-to Station:
STATION OPTIONS
Time of Day Lock Table:
Loss Group: 19 Personalized Ringing Pattern: 1
Message Lamp Ext: 25001
Speakerphone: 2-way Mute Button Enabled? y
Display Language: english Button Modules: 0
Survivable GK Node Name:
Survivable COR: internal Media Complex Ext:
Survivable Trunk Dest? y IP SoftPhone? y
IP Video Softphone? n
Short/Prefixed Registration Allowed: default
Customizable Labels? vy
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5.7. Configure Feature Access Code

Use change feature-access-codes to configure the feature access code for CTLog to service
observe the extensions. On Page 5, set an access code for Service Observing Listen Only
Access Code.

change feature-access-codes Page 5 of 10
FEATURE ACCESS CODE (FAC)
Call Center Features
AGENT WORK MODES
After Call Work Access Code: *04
Assist Access Code:
Auto-In Access Code: *02
Aux Work Access Code: *05
Login Access Code: *01
Logout Access Code: *03
Manual-in Access Code: *06
SERVICE OBSERVING
Service Observing Listen Only Access Code: *555
Service Observing Listen/Talk Access Code: *556
Service Observing No Talk Access Code: *557
Service Observing Next Call Listen Only Access Code: *558
Service Observing by Location Listen Only Access Code:
Service Observing by Location Listen/Talk Access Code:

AACC CONFERENCE MODES
Restrict First Consult Activation: Deactivation:
Restrict Second Consult Activation: Deactivation:

5.8. Configure CTI-Link

An existing configuration was used for CTI-link, and is not shown as part of this document.
Screen capture below displays the configured CTI-link that was used during compliance testing.

display cti-link 1 Page 1 of 3
CTI LINK
CTI Link: 1
Extension: 6201
Type: ADJ-IP
COR: 1
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6. Configure Avaya Aura® Application Enablement Services

Configuration of Avaya Aura® Application Enablement Services requires a user account be
configured for CTLog®.

6.1. Configure User
All administration is performed by web browser, https://<aes-ip-address>/

A user needs to be created for CTLog to communicate with AES. Navigate to User
Management = User Admin = Add User.

Welcome: User craft

Last login: Thu Mar 6 16:15:51 2014 from 10.64.10.48
H 1 H Mumber of prior failed login attempts: 0
AVAyA Appllcatlon Enablement SerVIces HostName/IP: aes6_tr1/10.64.10.21
Management Console Server Offer Type: VIRTUAL_APFLIANCE_ON_SP

SW Version: 6.3.0.0.212-0
Server Date and Time: Wed Mar 26 15:19:04 MDT 2014

User Management | User Admin | Add User Home | Help | Logout
» AE Services
Communication Manager Add User
Interface
» Licensing Fields marked with * can not be empty.
-
» Maintenance User 1d
} Networking * Common Name
» Security * Surname
» Status * User Password
~* User Management * Confirm Password
Service Admin Admin Note
User Admin Avaya Role Naone v
* Add User Business Category
= Change User Password
= List All Users Car License
= Maodify Default Users CM Home

= Search Users

Css Home
» Utilities
CT User No v
» Help

Department Number

Fill in User 1d, Common Name, Surname, User Password and Confirm Password. Set the
CT User to Yes, and Apply.

If the Security Database is enabled on Application Enablement Services, set the CTLog user
account to Unrestricted Access to enable any device to be used implicitly. This step avoids the
need to duplicate administration.

Navigate to Security = Security Database = CTI Users = List All Users.
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» AE Services

Communication Manager
Interface

» Licensing

» Maintenance
» Networking
* Security
Account Management
Audit
Certificate Management
Enterprise Directory
Host AA
PAM
Security Database
= Control
@ CTI Users
= List All Users

= Search Users
Devices

Device Groups

CTl Users

Common Name

NONE NONE

WorkiopName | Devicetn |

amcom amcom
* ctlog ctlog NONE NONE
dewvcon dewvecon MNONE NCONE
dewvconn Developer NONE NONE
DevConnect CrevConnect MONE MONE
interop interop MONE MNONE
mattersight mattersight NONE MNONE
rtiroutert rtirouterl NONE NONE
rtitelel rtitelel MONE MONE
vhtass vhtaes NONE NONE

Select the recently added user and click Edit. Check the box for Unrestricted Access and click

Apply Changes.

Edit CTI User

User Profile: User ID ctlog
Camman Name ctlog
Worktop Name '_NONE Al
Unrestricted Access |

Call and Device Control: Call Crigination/Termination and Device Status '_None hll|

Call and Device Monitoring: Device Monitoring [ None ¥ |
Calls On & Device Monitoring [ None ¥ |
Call Monitoring

Routing Control: Allow Routing on Listed Devices '_None ¥

Apply Changes | | Cancel Changes
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6.2. Configure Communication Manager Switch Connections

An existing configuration was used for Communication Manager Switch Connection. It is not
shown in this document.

6.3. Configure TSAPI Link

Navigate to the AE Services = TSAPI - TSAPI Links page to add the TSAPI CTI Link.
Click Add Link (not shown).

Select a Switch Connection using the drop down menu. Select the Switch CTI Link Number
using the drop down menu. The Switch CTI Link Number must match the number configured
in the cti-link form for Communication Manager.

If the application will use Encrypted Links, select Encrypted in the Security selection box.
Click Apply Changes.

Configuration shown below was previously configured.

Edit TSAPI Links

Link 1
Switch Connection TR18300 | w

Switch CTI Link Mumber |1 |w
ASAT Link Version Sw
Security Both W

Apply Changes Cancel Changes Advanced Settings

Click Advanced Setting to obtain the TSAPI Link that will be used by CTLog®.
TSAPI Link - Advanced Settings

Tlinks Configured AVAYAZTRIBS00£CSTA-SEAESG_TR1

AVAYAZTRIBI00F#CSTAZAESS_TR1
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7. Configure CallTech

7.1. Configure CTLog

Configuration for CTLog is performed via a web interface, which can be reached via browser,
http://<ip-address>; ip-address is the IP Address of CTLog®. Please note that the entire
configuration for CTLog is displayed in Spanish.

Once logged in, navigate to Puertos - Tipo.

Crioo

CONFIGURATOR

by
a Perfiles

-
’ Usuarios

i ) Backups
7

Disenado y desarrollado por CallTech S.A..
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‘ [% Nuevo registro
MNombre Arch Parametros Trace Audio Compression Channel Type Recording Activation
DIGITALES NGX parameters xml Active G5M Digital NGX Activacion por eventos Hardware
DIGITALES E1 parameters et Inactive  GSM Digital E1 Activacion por eventos Hardware
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< >
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Select DIGITALES E1 and click Editar, set Audio Compression to GSM and Channel type

to E1.

CF >

CONFIGURATOR

Campanas

a Perfiles
3

a Usuarios

y.

Servidores
Editar@ Borrs

DIGITALES NGJ

DIGITALES E1

123 4

<

Puertos de la Conf

1
2
2
4
5
8
T

[® Nuevo regist| &

Arch Parametros:
Trace:
Audic Compression: GEM W
Channel Type:

Voice Enabled:

Voice Minimal Time:
Voice Maximum Time
Voice Low Threshold:
Voice High Threshold:
Voice Min Silence:
Voice Max Silence:
Voice Min Activity:
Voice Max Activity:
AGC Enable:

Enable MonActivity Event: [
Actualizar Cancelar

ng Activation
on por eventos Hardware

on por eventos Hardware

N
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After all the extensions are added into the database, navigate to Puertos = Configuration.
Select an extension and click Editar; check box for Activo. Select “DIGITALES E1” for
“Configuracion”, type in the extension number in “ID Dispositivo” field and select “Selectivo”

for “Modo Grabacion”

[ = 2507 &

a Perfiles

[/ = 3 '
=
4

Backups

\ i

7

Usuario: Admin

@ Puertos ‘

Servidores \ Tipo

)

[ Puerto...

Editar[a BorrarE ]

Configuracién\  Configuracian de Tarjetas Y\ SoftRecorders

ding 512 0

Puerto Inicial I:I Puerto Final

| [® Nuevo registro

I - Canal Icono

Active  Configul

1 1 Teléfono Bg‘{m
2 2 Teléfono B‘I;IJA
3 3 Teléfono DieITA
4 4 Teléfono Bg‘{m
123456738910 ..

Disenado y desarrollado por CallTech S.A..
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Id Puerto:

Canal:

Icona: [Teléfono v ]
Activa:

Configuracin | DIGITALES E1 -]
ID Dispositivo: [25001

Modo B -
Grabacion: M
Méadulo CTIM:

|

DireccionlP:

Servidor:

4

[cTi06

Actualizar Cancelar

# Refrescar
ireccionlP  Servidor

CTLOG

CTLOG

CTLOG

CTLOG

| items 1 a3 4 de 512.

cr—>
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Locate an entry for SelectiveRecordingString entry and click Editar, type in the Service
Observing Access Code configured in Section 5.7 in Valor.

CTi oo

CONFIGURATOR I

® Usuario: Admin #» Parametros

[ Pardmetros \ Control Estados Y\ Mados Grabacién ',

CTlog Server | Edita r@
Servidor Actual: | CTLOG | Nuevo Servidor: Cambiar
T

*

D
% CTlog X
Campanas Server FTPUser| Valor:

Actulizar Cancel
CTiog FTPPass| o 2ar Lanceiar CTLog DLL

Server

a Perfiles 4 S;I egr InitCTIModule 1] Indica =i el CTLog server debe iniciar el modulo CTIM
s - CTlog _ " 5 Codigo de ion para Iniciar Grabacion Selectiva. E: ion a
: Monitoreo #

% ey SelecteRecordngSiing - "S448 nEhay

- =
’ Usuarios CTlog DeleteOnBackupRecords 1 0- Free space, doesn't care on backup, 1- Delete only records already

Server copied to backup

Backups

,3 Salir

I IIEEEEEEEBSEEEN.se_.enwaanems: == NBENjutuuanaaaaamahhaamaaaaaaa——hhmmmmmm—m—m——————mm——sssssssssssswmssswmm—smwmssswm—_—————sswmwmswmw=wmwmmmwmmmmmm———————_—=—~“

L L —— CT—> |
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To configure CTI, navigate to Extensiones = CTIServers. To add an entry for TSAPI, select
Add new record:
e Typein a name in ServerName
Type in the T-Link from Section 6.3 in ServerID
Type in the Username and Password from Section 6.1
Set CTI1 Type to TSAPI
Set PBX to Avaya
Check box for Enable

CT o

CONFIGURATOR

<

[ —————————
Cr= || ® e

\
Extensiones CTl 2
B x

e I [
Serverld:  |AVAYA#TR18300#CSTA)

Port
AESE AVAYA#TR1{sername:

Serverld
Horarios

@ Campanas
aes6_tr1 10.64.10.21 |Password: |Interop123!
o (e
= Enable:

Monitoreo

i

Actualizar Cancelar

b Usuarios

Disenado y desarrollado por CallTech S.A..
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To insert extensions that need to be monitored, on the left pane, select Extensiones -

Extensiones.

Cr >

CONFIGURATOR

Campanas

a Perfiles
=

-
L)

™)

Backups

3 Salir
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ala vezi un rango de i ‘

Usuario: #» Extensiones
| - &
Extlnicial | | Ext Final: | |[ Insert | Selectivo 16 0

Edilar! a mﬂ

[® Add new record

IdExtension Numero DireccionlP Activo ModuloCTIRM FechaCreacion ModoGrabacion IdPort
655 25001 - ] 7 11/19/2010 12:25:32 PM Selectivo 1
857 25002 - V] 7 11/19/2010 2:33:42 PM Selectivo 2
659 25003 ] 7 11/19/2010 2:33:42 PM Selectivo 3
660 25004 - ] ] 11/19/2010 2:33:42 PM Selectivo 4
661 25005 - ¥ 7 11/19/2010 2:33:42 PM Selectivo 5
M 4 423 4PF ¥ Page size: 5§ 16 items in 4 pages

# Refresh

I Disefiado y desarrollado por CallTech S.A.. B + =7
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To insert a range of extensions, type in the starting range in Ext. Incial and ending range in Ext.
Final; click Insert.

Crio

CONFIGURATOR

® Cree varias i alavezi un rango de i
Usuario: # Extensiones

[ Extensiones \‘\ CTlServers ',

R

Extinicial: [25001 | Ext Final: [25005 x| | Insert | FEED B U

Campaiias Edi(ar[ a Bnrmrm

| [® Add new record 2 Refresh |

a Perfiles

655 25001 = L b 11192010 12:25:32 PM Selectivo 1

Monitorec
’ 4 657 25002 - L bl 111972010 2:33:42 PM Selectivo 2

-
m 659 25003 - v v 11/19/2010 2:33:42 PM Selectivo 5
660 25004 - L b 111972010 2:33:42 PM Selectivo 4
Backups ; 661 25005 - v v 11/19/2010 2:33:42 PM Selectivo 5
4 4 4234 M Page size: 5 16 items in 4 pages

IdExdension Numero DireccionlP Active ModuloCTIM FechaCreacion ModoGrabacion IdPort

Disefiado y desarrollado por CallTech S.A.. : Cr=—2o |
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For each extension, select and click on “Editar”. Check “Activo” and “Modulo CTIM”. Select
“Selectivo” for “Modo de grabacion”, select the assigned server for “Servidor”,Uncheck

“Nulo”, select the assigned recording port for this extension in “Puerto” and select the assigned
CTI Server for “Servidor CTI”

G o

CONFIGURATOR

® Cree varias i alavez i do un rango de i
Usuario: = Extensiones

Nimero: 25001
Ext.Inicial:
Activo:
: Auto Answer: O
Campafias m@ Mi Médulo CTIM:
| [Brsoree s Lo G [seeave ]
; IdExdension  Numero [ oGrabacion
= Puerto: |l M | [ Nulo
s Monitoreo
. Servidor CTI: AESE -
& Usuarios Update Cancel -
o ial -
- o o 15/04/2014 10:33:50 a.m. Matricial -
Backups - v v 15/04/2014 10:33:50 a.m. Matricial -

— - -
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7.2. Configure ISDN
On the server running CTLog, open SmartControl application; it can be found in Control
Panel.

B all Control Panel Items [_ O]

GK Jo| v contr.. - allContral Pa... - * |23 | search Control Panel L]
Adjust your computer's settings Wiews by Largeicons ™
=
LA )
( Mouse I.J. Metwork and sharing Center
Motification Area Icons _J""; Phone and Modem
| # % aion]
; =
\15 Power Options l ='J Programs and Features
' . Remotefpp and Desktop
"i Region and Language E&E‘) Connections

E| e
M smartControl (32-hit); | u?[jJ Sound
S p-—
& System = i Taskbar and Start Menu

Text to Speech \ Troubleshooting
B —
q; User Accounts I ;| Windows CardSpace ﬂ
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Under the System tab. Set “GCI Starting Index” parameter to 1.

El AudioCodes USA Inc SmartWORKS 7 x|

System IEI::uard |CF‘r-.-1 |Parameters |Dig'rta| Metwark |

—Baszic

Driver Yersion IEIS.EI?.EH hfai Log Count 100
Dtiver Build ||:|82|:| M*IP Starting Slot
Control Panel Yerzion IS_H 00095 M%IP Slot Count 256

|

—IPRHPR Watchdon

Hearthest Ensbled I

TCP Part W
Connection Retries Iz—
Retry Interval Izlj—
Palling Interwal |3|:|—

—H100 Stream Speed Gl Starting Index
f¥ 2045 KHz 4096 KHz 8192 KHz |7f" 0 1

[ &llovw Bus Segmentation

Detault

Apply Ol Cancel
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Under the Board tab:
e Set TDM Encoding to A-law
e Set CT Mode to Slave

El AudioCodes USA Inc SmartWORKS 7 x|
Syatem | Board I ZPhd | Parameters | Digiital Metweark |
Select Board
Board Mumber |0 = PCIBus Mo 5 Pl Slat Mo: 0
Information For Board 0
Board Type SmartTERM DT3208 PCle Single E1
Total Channels 32
Serial Mumber M7
DateCode 1021
Firmweare Yersion 05.07.01 Buildd 1035
CEM Info AudioCodes LSA, Inc.
Copyright Copyright © 2007 AudioCodes US4 Inc. Al Rights Reserved.
T1E1 Option E1
—TDM Encoding ———  —Board Switch 1D
£ p-lay o 2 lawy ’7--
—CT Bus Type
f* HA00 £ W1
—CT hade
Defaults |
= Mazter  {* Slave
" Master & " MasterB
Apply | Ol Cancel
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Under Digital Network, set the T1E1 Option to E1. Click Advanced for the trunk being used

under Protocol Settings; setitto NT.

[® AudioCodes USA Inc SmartWORKS EEd

System | Bioard I P | Parameters | Digital Metweork |

Board T1E1 Opticn
’7Elcuard 0, SmantTERM DT3208 PCle Single E1 |7r- T v El
—Trunk Settings

Trunk Framing Line Coding LB Ics

0 [BasicG704 »|  [HDB3 = J1zooem =] | =]

U = = = =
—Protocol Settings

Trunk Signaling Protacal Yariant

0 [ 1=D0 | [ETs300) =] Advanced |

1 I LI I LI Advanced |
s seige [N 1SDN Interface K E

Trunk MFAS Index

—Board 0, Trunk O
] I - I
" TE
1 I - I
Default [9]24 Cancel
Apply | ik Cancel
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8. Verification Steps

To verify the status for ISDN Trunk to CTLog, via SAT, use the status trunk n, where n is the
number of trunk that was configured in this document. The Service State of in-service/idle
indicates that the trunk is in an operational state.

status trunk 2

TRUNK GROUP STATUS

Member Port Service State Mtce Connected Ports
Busy
0011/001 001ve0l1 in-service/idle no

0011/002 001vV602 in-service/idle no
0011/003 001v603 in-service/idle no

0011/004 001vV604 in-service/idle no
0011/005 001vV605 in-service/idle no
0011/006 001vV606 in-service/idle no
0011/007 001Vv607 in-service/idle no
0011/008 001v608 in-service/idle no
0011/009 001V609 in-service/idle no
0011/010 001v6l0 in-service/idle no

Place a call from an Avaya Station and verify that the audio for the call was retrieved and saved
by CTLog.

9. Conclusion

CallTech CTLog® was able to successfully interoperate with Avaya Aura® Communication
Manager and Avaya Aura® Application Enablement Services.

10. Additional References

Documentation related to Avaya can be obtained from https://support.avaya.com.
[1] Administering Avaya Aura® Communication Manager, Release 6.3, Issue 3, October
2013
[2] Avaya Aura® Application Enablement Service Administration and Maintenance Guide,
Issue 2, Release 6.3, October 2013
Documentation related to CTLog® can be obtained from http://www.calltechsa.com
[3] CTLog® Configurator
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Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
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