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Avaya Solution & Interoperability Test Lab

A Sample Configuration for Altitude uCl with Avaya
Communication Manager and Avaya Application
Enablement Services - Issue 1.0

Abstract

These Application Notes describe the configuration steps required for Altitude uCl
(Unified Communication Interaction) to successfully interoperate with Avaya
Communication Manager and Avaya Application Enablement Services (AES). The
objective of the test was to evaluate interoperability of the above-mentioned products in a
contact center, handling predictive outbound and inbound calling campaigns, as well as
agent blending. Information in these Application Notes has been obtained through
interoperability compliance testing and additional technical discussions. Testing was
conducted via the DeveloperConnection Program at the Avaya Solution and
Interoperability Test Lab.
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1. Introduction

These Application Notes describe the compliance-test configuration used to test the
Altitude uCl suite with Avaya Communication Manager and Avaya Application
Enablement Services (AES). Figure 1 provides a high level topology.

S8500B Media Server Altitude
10.1.10.10 Assisted

10.1.10.30

Application Enablement Services :
10.1.10.20 g
__F___- i Agent PCs and phones
CTI Link ;i

Altitude IVR
10.1.10.52

—( Ethernet over Avaya C360 switches O)

Figure 1: High Level Network Diagram

Altitude uCl is an integrated contact center application suite, focused on the improvement
of the overall productivity of contact centers. The Altitude uCl suite includes the
following modules, all of which were run on the Altitude Assisted Server except Altitude
IVR and Altitude uAgent:

e Altitude uSupervisor is the administration and supervision tool, providing a
holistic view of the contact center operation.

e Altitude uAgent is a desktop application for contact center agents, including
media handling capabilities and execution of scripts.

e Altitude Voice enables integration of the above tools with the PBX.

e Altitude Voice Outbound is a software dialer with sophisticated contact list
management features and support to multiple pacing modes from preview to
predictive.

e Altitude uRouter, configured as an add-on to Altitude Voice, is a multi-channel
software ACD.

e Altitude IVR is an IVR running on Wintel and Intel Dialogic hardware,
connecting to Avaya Communication Manager voice switch using CT1 and either
CAS or ISDN.

The compliance testing exercised the Altitude uCl modules that rely on integration with
Application Enablement Services: Altitude Voice, Altitude Voice Outbound, Altitude
IVR, and Altitude uRouter. Altitude uSupervisor and Altitude uAgent were also used to
perform configuration tasks and exercise the functionality of the solution.
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2. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment

Software

Avaya S8500B Media Server

Avaya Communication Manager
3.1.2

Avaya G650 Media Gateway:

e TN799DP C-LAN Circuit Pack HWO01/FW017
e TN2302AP IP Media Processor Circuit Pack | HW20/FW110
e TN2464BP DS-1 Circuit Pack HWO05/FW018
Avaya Application Enablement Services 3.1
Avaya 4620 IP Telephones 2.4
Avaya 4625 IP Telephones 2.5
Server Windows Server 2003
Altitude Assisted Server 7.1.Al
- Altitude uSupervisor 7.1.A1
- Altitude Voice 7.1.A1
- Altitude uRouter 7.1.A1
MS SQL Server 2000
Server Windows Server 2003
Altitude IVR 7.1.A1
PCs Windows XP

Altitude uAgent 7.1.Al

3. Configure Avaya Communication Manager

This section provides the procedures for configuring Avaya Communication Manager.

The procedures fall into the following areas:
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Administer the C-LAN for AES connectivity.

Administer the IP service for AES connectivity.

Administer the CTI-link for the TSAPI service.

Administer the call vectors for adjunct routing and predictive dialing.
Administer the DS-1 and stations for the IVR.
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3.1. Administer the C-LAN for AES Connectivity

Verify that the ASAI Link Core Capabilities customer option is set to “y” on Page 3
using the “display system-parameters customer-options” command, as shown in Figure
2. If the ASAI Link Core Capabilities is not set to “y”, then contact the Avaya sales
team or business partner and request a new license file with this option set.

Also verify that the ASAI Link Plus Capabilities customer option is set to *“y”, for
applications that require it. (Examples include applications that use Adjunct Routing and
Switch Classified Outbound Calls amongst others).

Abbreviated Dialing Enhanced List?
Access Security Gateway (ASG)?

Analog Trunk Incoming Call 1D?

A/D Grp/Sys List Dialing Start at 01?
Answer Supervision by Call Classifier?

ARS/AAR Partitioning?

ARS/AAR Dialing without FAC?

ASAl Link Core Capabilities?

ASAl Link Plus Capabilities?

Async. Transfer Mode (ATM) PNC?
Async. Transfer Mode (ATM) Trunking?
ATM WAN Spare Processor?

Attendant Vectoring?

display system-parameters customer-options Pag

OPTIONAL FEATURES

Authorizatio
CAS
ARS? Change COR

Cvg Of Calls Redirected
DCS

DCS with Re

ATMS?

335353 353KKKKKKIsooX

DS1 Echo Cance

e 3 of 11

Audible Message Waiting?

n Codes?

Backup Cluster Automatic Takeover?

Branch?

CAS Main?

by FAC?

Computer Telephony Adjunct Links?

Off-net?
(Basic)?

DCS Call Coverage?

routing?

Digital Loss Plan Modification?

DS1 MSP?
Ilation?

(NOTE: You must logoff & login to effect the permission changes.)

KKKKXKS>S33535K S

oK S

Figure 2: System-Parameters Customer-Options Form

The C-LAN administration procedure will involve adding an IP node, an IP interface, and

a data module.

First, add an entry for the C-LAN in the node-names form. Use the “change node-names
ip” command, as shown in Figure 3. In this case, “clanla_DC1” and “10.1.10.12” are
entered as the Name and IP Address for the C-LAN that will be used for connectivity to
the AES server. The actual node name and IP address may vary. Submit these changes.

change node-names ip
IP NODE NAMES
Name IP Address Name IP Address
S8500_Vall 10 .1 .10 .14
clanla DC1 10 .1 .10 .12
default 0O .0 .0 .0
medprola_DC1 10 .1 .10 .13
procr 10 .1 .10 .10
Figure 3: IP Node Names Form
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Next, add the C-LAN to the system configuration using the “add ip-interface SLOT#”
command. Note that the actual slot number may vary. In this case, “01A10” is used as the
slot number, as shown in Figure 4 below. Enter the node name assigned from Figure 3
above, and the IP address field will then be populated automatically. Set the Enable
Ethernet Port field to “y”.

The values to be entered for the Subnet Mask and Gateway Address fields will be
determined by the network administrator. Submit these changes.

add ip-interface 0l1alO Page 1 of

1P INTERFACES

Type: C-LAN
Slot: 01A10

Code/Suffix: TN799 D
Node Name: clanla_DC1
IP Address: 10 .1 .10 .12

Subnet Mask: 255.255.255.0 Link: 1

Gateway Address: 10 .1 .10 .1
Enable Ethernet Port? y Allow H.323 Endpoints? y
Network Region: 1 Allow H.248 Gateways? y
VLAN: n Gatekeeper Priority: 5

Target socket load and Warning level: 400
Receive Buffer TCP Window Size: 8320

ETHERNET OPTIONS
Auto? y

Figure 4: IP Interface Form

Next, add a new data module using the “add data-module x” command, where “X” is an
available extension. Enter the following values as shown in Figure 5.
e Name: Descriptive name
e Type: “ethernet”
e Port: Same slot number from Figure 4 and port “17”
e Link: A link number not previously assigned on this switch

Network uses 1°s

Data Extension:
Type:
Port:
Link:

add data-modulle 19112 Page 1 of
DATA MODULE
19112 Name: clanla_DC1 datalink 12
ethernet
01A1017
12

for Broadcast Addresses? Y
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Figure 5: Data Module Form
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3.2. Administer the IP Service for AES Connectivity

Administer the IP Service for Avaya Application Enablement Services (AES) with the
“change ip-services” command. Add an entry with the following values for fields on
Page 1 as shown in Figure 6 below:

change ip-services Page 1 of 4
IP SERVICES
Service Enabled Local Local Remote Remote
Type Node Port Node Port
SAT y clanla_DC1 5023 any 0
AESVCS y clanla_DC1 8765
CDR1 clanla_DC1 0 CDR_Server 9000

Figure 6: IP Services Form Page 1

Go to Page 4 of the IP Services form, and enter these values as shown in Figure 7:
e AE Services: Same name administered on the AES. In this case, “AEServer”.
e Password: Same password to be administered on the AES
e Enabled: “y”

Note that the name and password entered for the AE Services Server and Password
fields must match the name and password on the AES. The administered name can be
obtained from the AES server by typing “uname —n” at the Linux command prompt, and
the password is set on the AES server under Administration > Switch Connections >
Edit Connection > Set Password.

change ip-services Page 4 of 4
AE Services Administration

Server 1D AE Services Password Enabled Status
Server
1: AEServer fslaiaiaiaiaial y in use

Figure 7: IP-Services Form Page 4
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3.3. Administer the CTI Link for the TSAPI Service

Add a CTI link and set the values as shown in Figure 8 below using the “add cti-link x”
command, where “x” is an available CTI link number. Enter a valid extension number in
the Extension field. Note that the CTI link number and extension number may vary.
Enter “ADJ-IP” in the Type field, and a descriptive name in the Name field. The rest of
the values may be left at the defaults. Submit these changes.

add cti-link 3 Page 1 of 2
CTI LINK
CTI Link: 3
Extension: 13300
Type: ADJ-IP
COR: 1
Name: TSAPI CTI Link 3

Figure 8: CTI-Link Form

3.4. Administer Call Vector for Adjunct Routing

This configuration step is only needed for configurations where the Altitude uRouter
module is used to route incoming calls to agents. Modify a vector to send adjunct route
requests to the CTI link defined previously in Figure 8. Note that the vector in Figure 9
below is a sample vector only and can be modified as needed for different call treatments.

Variables? n
01 adjunct

02 wait-time

03 disconnect
04 stop

change vector 1 Page 1 of 3
CALL VECTOR
Number: 1 Name: Inbound 1
Meet-me Conf? n Lock? n
Basic? y EAS? y G3V4 Enhanced? n  ANI/ZI1-Digits? n  ASAl Routing? y
Prompting? y LAI? n G3V4 Adv Route? n CINFO? n BSR? n Holidays? n

3.0 Enhanced? n

routing link 3

60 secs hearing ringback
after announcement none
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Figure 9: Vector for Adjunct Routing
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Add a Vector Directory Number (VDN) as shown in Figure 10 below, and set the Vector
Number field to the same call vector number assigned in Figure 9.

add vdn 17001 Page 1 of 2
VECTOR DIRECTORY NUMBER

Extension: 17001
Name*: Inbound 1
Vector Number: 1

Meet-me Conferencing? n
Allow VDN Override? n
COR: 1

TN*: 1

n

Measured: none

1st Skill*:
2nd Skill*:
3rd Skill*:

* Follows VDN Override Rules

Figure 10: VDN Form

3.5. Administer Call Vector for Routing Predictive Calls

This configuration step is only needed in predictive dialing configurations where a vector
routes outbound calls to a skill. The Altitude system requires that there are 2 queue-to
skill steps in the vector, as shown in Figure 11 below. The first queue-to step is to a skill
with no agents and the second is to the skill where the required agents are logged in. This
IS to stop Avaya Communication Manager from sending out messages too soon for the
Altitude system.

change vector 3 Page 1 of 3
CALL VECTOR

Number: 3 Name: Outbound
Meet-me Conf? n Lock? n
Basic? y EAS? y G3V4 Enhanced? n  ANI/ZI1-Digits? n  ASAl Routing? y
Prompting? y LAI? n G3V4 Adv Route? n CINFO? n BSR? n Holidays? n
Variables? n 3.0 Enhanced? n

01 wait-time 2 secs hearing ringback
02 queue-to skill 4 pri m

03 queue-to skill 3 pri h

04 wait-time 60 secs hearing ringback
05 stop

Figure 11: Vector for Predictive Outbound Dialing
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3.6. Administer the DS-1 and stations for the IVR.

The Altitude IVR module connects to Avaya Communication Manager by means of a
DS-1 connection using CAS signaling. The DS-1 is administered as shown in Figure 12
below.

add dsl1 01a08 Page 1of 1
DS1 CIRCUIT PACK
Location: 01A08 Name: Alt IVR
Bit Rate: 2.048 Line Coding: hdb3

Signaling Mode: CAS
Interconnect: pbx Country Protocol: 1

Interface Companding: alaw CRC? n
Idle Code: 11111111

Slip Detection? n Near-end CSU Type: other

Figure 12: DS-1 Form

Each port of the DS-1 is terminated by a DS1FD station on the PBX which allows the
Altitude IVR virtual agents to log in and answer calls. The DS1FD station is administered
as shown in Figure 13 below.

add station 10300 Page 1 of 1
STATION

Extension: 10300 Lock Messages? n BCC: O

Type: DS1FD Security Code: TN: 1

Port: 01A0801 Coverage Path 1: COR: 1

Name: 1VR1 Coverage Path 2: Cos: 1

Hunt-to Station: Tests? y

STATION OPTIONS
Loss Group: 4
Off Premises Station? y
R Balance Network? n

Survivable COR: internal
Survivable Trunk Dest? y

Figure 13: DS1FD Station Form
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4. Configure Avaya Application Enablement Services

This section provides the procedures for configuring Avaya Application Enablement
Services. The procedures fall into the following areas:

e Administer local IP.

e Administer switch connections.

e Administer TSAPI link.

e Add CTI User.

4.1. Administer Local IP

Prior to any administration, verify the TSAPI service has been licensed properly. Log
into the AES OAM web interface, select CTI OAM Admin and check to make sure the
TSAPI service is licensed as shown in Figure 14 below. If the TSAPI service is not
licensed, then contact the Avaya sales team or business partner for the correct license file.

Application Enablement Services
Operations Administration and Maintenance
@Logout
You are here: > CTI OAM Home Heln
: wWelcome to CTI OAM Screens
[craft] logged in on Mon Dec 18 19:37:15 G. 2006
IMPORTAMNT: AE Services must be restarted for administrative changes to fully take effect.
Changes to the Security Database do not require a restart,
Service Controller Status
ASAI Link Manager Running
CMAPI Service Running
CVLAN Service Running
DLG Service Running
Transport Layer Service Running
TSAPI Service Running
Figure 14: OAM Home License
RJP; Reviewed: Solution & Interoperability Test Lab Application Notes 10 of 33
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From the CTI OAM Admin menu, select Administration > Local IP. As shown in
Figure 15, in the Client Connectivity field, select the local IP address that the Altitude
system will use to connect to the AES server. In the Switch Connectivity field, select the
local IP address the AES will use to connect to Avaya Communication Manager. Click
on Apply Changes.

Operations Administration and Maintenance

AVAYA Application Enablement Services

You are here:

>  Administration = Local IP

Loeal 1P M. Local IP
Ports u

Switch Connections  cjignt connectivity | ethd:10.1.1020 v
» CTI Link Admin . o :
, CMAPI Configuration Switch Connectivity | eth0:10.1.10.20 |+
TSAPI Configuration  Media Connectivity | ethd:10.1.10.20 '+

» Security Datshase Apply Changes

Figure 15: Local IP

4.2. Administer Switch Connections

From the CTI OAM Admin menu, select Administration > Switch Connections, as
shown in Figure 16. Enter a descriptive name for the switch connection and click on Add
Connection. In this case, “S8500aDC1” is used, and the actual switch connection name
may vary.

AVAyA Application Enablement Services

Operations Administration and Maintenance

Y¥ou are here: >  Administration > Switch Connections

Local IP B Switch Connections
Parts .
Switch Connections ‘SBSDDaDm | [ Add Connection
» CTI Link &dmin Number of Act
» CMAPI Configuration Connection Name CE:HEEEHDDHSC ve Connection Type

TSAPI Configuration
» Security Database

Edit Connection ] [ Edit CLAN IPs ] [ Edit H.323 Gatekeeper ] [ Delete Connection

Figure 16: Switch Connections

RJP; Reviewed: Solution & Interoperability Test Lab Application Notes 11 of 33
SPOC 1/19/2007 ©2007 Avaya Inc. All Rights Reserved. AN_Altitude_uCl



Next, the Set Password screen will be displayed by OAM, as shown in Figure 17. Enter
the same password that was administered on Avaya Communication Manager on the IP
Services form in Figure 7. Re-enter the same password in the Confirm Switch
Password field. Note that the SSL field can be left at the default. Click on Apply.

AVAyA Application Enablement Services

You are here: > Administration > Switch Connections

Local IP
Ports

= Set Password - 58500aDC1

Please note the following:

Switch Connections & password is not required for a H323 Gatekeeper Connection.

v LTI Link &dmin * Changing the password affects only new connections, not open connections,
» CMAPI Configuration
TS4PI Configuration Switch Connection Type CTICall Information

» Security Database

Switch Password
Confirm Switch Password

j=1=1

Figure 17: Set Password

From the Switch Connection page shown in Figure 18, select the newly added switch
connection name and click on Edit CLAN IPs.

Operations Administration and Maintenance

AVAYA Application Enablement Services

:ﬂLIZI gout

You are here: > Administration = Switch Connections @LB\Q
Local Ip B Switch Connections
Paorts L
Switch Connections | | [ Add Connection

v CTI Link Admin Hurmb £ act
» CMAPI Configuration Connection Name dmber ot ARLve Connection Type

Connections
TSAPI Configuration .
X (& SBes00aDCl 1 CTI1/Call Information
» Security Datahase

tatus and Contral Edit Connection | Edt CLANTPs f [ Edit H 323 Gatekeeper ] [ Delete Connection ]

Figure 18: Switch Connections
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On the Edit CLAN IPs page, enter the host name or IP address of the C-LAN used for
AES connectivity as shown in Figure 19. In this case, “10.1.10.12” is used, which
corresponds to the C-LAN administered on Avaya Communication Manager in Figure 4.
Click on Add Name or IP.

AVAyA Application Enablement Services

Operations Administration and Maintenance

Y¥ou are here: =  Administration > Switch Connections

= Edit CLAN IPs - 58500aDC1

Paorte
Switch Connections
» CTI Link Admin
» CMaPI Configuration
TSAPI Configuration

v Security Database Delete [P

110.1.10.12| | [__Add Name or IP

Marne or IP Address Status

Figure 19: Edit CLAN IPs

4.3. Administer TSAPI Service

To administer a TSAPI link on AES, select Administration > CTI Link Admin >
TSAPI Links from the CTI OAM Admin menu as shown in Figure 20 below. Click on
Add Link.

Application Enablement Services

Operations Administration and Maintenance

You are here: = Administration = CTI Link Admin > TSAPI Links

Ports B TSAPI Links
Switch Connections
- LTI Link Admin Link Switch Connection Switch CTI Link # ASAL Link version
TSAPIL Links ® 3 59500aDC1 3 4
CWLAM Links

[ Add Link | [ Edit Link | [ Delete Link

DLG Links
» CMAPI Configuration
TS4PI Configuration
v Security Database

Figure 20: TSAPI Links
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In the Add/Edit TSAPI Links screen, enter the following values as shown in Figure 21:

e Switch Connection: Administered switch connection configured back in Figure
16.

e Switch CTI Link Number: Corresponding CTI link number configured in
Figure 8.

Note that the actual values for both fields may vary. Click on Apply Changes.

AVAyA Application Enablement Services

Operations Administration and Maintenance

@Lo gout]
You are here: > Administration > CTI Link Admin >  TSA&PT Links @Helg

borte : add / Edit TSAPI Links
Switch Connections .
+ CTI Link &dmin Link: 3
TSAPL Links Switch Connection: 58500a0C1 |
CYLAM Links Switch CTI Link Number:
LLG Links Apply Changes ] [ Cancel Changes ]

v CMAPIL Configuration
TSAPI Configuration

» Security Database
» Status and Control

Figure 21: Add/Edit TSAPI Links
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4.4, Add CTI User.

A username and password is required for the Altitude system to communicate with the
AES. This is setup via the User Management main menu as follows in Figure 22. All
entries with asterisks must be completed and ensure that the CT User field is set to
LLYesl1.

Application Enablement Services
Operations Administration and Maintenance
@Logout
adiE You are here: > User Management = Add User
: Add User
Add User
: _—
cearch Users Fields marked with * can not be empty.
Modify Default User . 1
Change User Password =7 19 altitude
» Service Management * Comman Mame |gititude
* Surnams s
CT User|yeg w

Figure 22: Add CTI User

5. Configure the Altitude uCl Suite

This section provides the procedures for configuring Altitude uClI Suite. The procedures
fall into the following areas:

e Configure the TSAPI connection to the Avaya AES

e Configure the campaigns

e Configure the agents and assign them to the campaigns
e Install and configure the IVR module
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5.1. Configure the TSAPI Connection to the Avaya AES

In the Windows directory (for example, C:\WINNT) of the Altitude Assisted Server,
administer the text file “TSLIB.INI” with the host name and the port number of the AES
separated by an equal sign (=), as shown highlighted in Figure 23. The default port
number is 450. The server must be able to resolve the name of the AES server to the
relevant IP address either via DNS or the local host file.

ST
File Edit Format Help
[Telephony Servers] =]

avaya_aes=450
10.4.0.40=450
barnana=450

dicspiro=450
EESEAYE- 450

Figure 23: Sample TSLIB.INI file

The setup of the Altitude system is done via the uSupervisor application. The first step is
to right-click on the hostname in the left pane of uSupervisor and select Login.

To create a new site, right-click on Sites in the left pane of uSupervisor and select Insert
New. Give the site a name in the resulting dialog box and click OK, as shown in Figure
24.

WETE
File Wiew Sites ‘Window Help
=l =
2 @2
=T
i -#ie
=00 egaroamingS:easy Sites
-~ Sites
- Campaigns MName D
& agents
& Teams
48 Floor plans
=% Email gateways
-8 walboards
ﬂ
Narme: Guildford
Default access level : Fead & Execute ™
Card

Figure 24: Naming the site
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To add a telephony gateway to the site go to the left pane and expand Sites and expand
the site name created in Figure 24. Right-click Telephony Gateway and select Insert
New. In the resulting dialog box, choose “Avaya Communication Manager EAS TSAPI”
in the Model field and click OK, as shown in Figure 25.

SEIET
File  Yiew Telephony gateways “Window Help

B 5

eI

—igiz
Instances

O ecaroamich isasy Telephony gateways

20 Sites

§ B Guidford Mame 7 [Model [Status |

ﬁ Telephony gateways

L campaigns

B-8  Agents

B Teams

& Floor plans
-AV.F Email gateways
[+ walboards

Insert a new telephony gateway x|

Model waya Communication Manager EAS TSARI

Caricel

Figure 25: Choose Telephony Gateway Model

On the next page, give the telephony gateway a name and choose “tsapi-avaya-definity-
aes-3.1” in the Telephony Gateway Process field, as shown in Figure 26. Ensure the
Auto startup checkbox is ticked and choose a location for the logs in the Debug file
field, usually this will be “C:\Program Files\Altitude\Altitude uCl 7.1\Logs\Altitude
Assisted Server\easy\avaya.log” but can be customised.

g [eiqjarso:mmg&easy Insert a new telephony gateway - Avaya Communication Manager EAS TSAPI
. ites
| E0 Guildford

: “dF Telephany gatew
[ Campaigns
& Agents

Model |Avaya Communication Manager EAS TSaPI

& Teams Hame: IAVEPE Status:
§# Floor plans
[F-=F Email gateways
-8 walboards n —
Telephony gateway process |tsapravaya—delmltyraes—? 1 j

Remote I Addess: |

Auta statup W

Inbound automatic amswer [ Mo-amswer timeout: m

Outbound automatic answer [ Fredictive no-answer no. of rings: |4—

Redirect on no-answer r Predictive no-answer timeout Im
I | Extend tinsout 15 hd

Predictive max. pending calls: I1 o

Debug file: C:\Program Files\altitude’Altitude uCl 7. ThLogshaltitude Assisted Server\easyhavaya.lo .

Figure 26: Telephony Gateway — Initial Setup
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The next page sets up the CTI link to the AES and adds the extension range for Avaya

Communication Manager. Enter the following values as shown in Figure 27.

Vendor Name: “Avaya”
Service Type: “CSTA”

TSAPI Primary Server: This is the hostname of the primary AES server.
Service Name: This is the name of the service to the switch on the AES.
User: This is the user administered on the AES.
Password: This is the password administered on the AES.

The checkboxes Outbound wrapup control and Synchronize agent state should both

be ticked.

An extension range is added by clicking on the green “+” button under the Extensions
box. The Type should be “Digital” and Login in ACD should be checked. Click OK.

g @

=[00=]

Duaitbourd wiagug conbiol =

Synchroracs ageri tists

Extenun: sddtorsl deaces
! | T T | E JEstenion range [5mec woice data sniy pornt
h | 1
=l
Feom: [10000 Te [1002
s [T - | .
[+ _‘)j Lognm ACD & _\-J
_Conce |
<t Previoum | | ok | cenes |
| 2 ] ]!
1} 3]

Figure 27: Telephony Gateway — Switch-Link Setup
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5.2. Configure the Campaigns

Altitude uCl supports different campaign configurations. The following section shows
the basic steps to configure any campaign. Follow the Altitude uCl Technical
Documentation to configure the campaigns according to the configuration required.

To create a campaign right-click on Campaigns and select Insert New. On the first page,
give the campaign a name and set the required campaign type
(inbound/outbound/blended) in the Type field, as shown in Figure 28. Set campaign
period according to the call center requirements. Click Next.

s R,

File View Campaigns ‘Window Hslp
i

w 5

2 Glde &
||| tnstances c B

© saaroamingsieasy

B0 Guildford aiting |nteractions [on
B Telephory gateways
L IF Avava

5 — N —

-8 Teams i

514 Floor plans Description; I

(- Email gateways

-8 walboards Type Inbound -

Diial rule: No dial rule - Last agent availability u
- Period For N
{ Start date: [11.12-2008 vl
] Immediate: | 1h S
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Figure 28: New Campaign — Initial Setup
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On the next page, select a location for the campaign script for agents on call delivery, as
shown in Figure 29. Once the location has been entered in the Script field, click on the
tick sign to the right of the script field (not shown in the diagram). In the User Attributes
window, click on the Commit buttons to update the database and click on Close. The rest
of the page can be left at defaults or used to configure blending and outbound options as

required.

File Wiew ‘Window Help

o =
i uSupervisor

User attributes

@l Campaign T able
Attribute name Type Size Precigion  [Mull
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— e
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-8 Agents 1 ‘ E
& Teams ' Default Seript
B o oo O| /x| [ G ] Y
(-4 Email gateways 1+ Seript C:\Program Files*Altituds'sc
8 wallboards
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Altribute name Type Size Precision  |[Mull
r Router distribution 5
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Figure 29: New Campaign — Configure Agent Script
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There will then follow a number of screens to allow changes to be made to database
attributes. Leave these screens at defaults by clicking the Next button. An example is
shown in Figure 30, below:

() eqaroamingS:easy T
2
E“EE] Guildfard ‘ating Interactions |EII
: E-dF Telephony gateways
H -TF Bvaya Campaign table: |eMyls¥ys
Campaigns
ﬁ Agents Attribute name Tupe Size Precizion  |Mull
- Teams g Yes
-4 Floor plans o | fas Tent 100 Yes
[#-<F Email gateways [
#-[E wallboards [
4 4
(=] FAES Ly
<4 Previous | Newt >> I oK | Cancsl |

Figure 30: Sample Database Configuration Screen

To add the telephony gateway to the campaign, expand Campaigns and the required
campaign, right-click on Telephony Gateways and select Insert New. Select the
gateway required from the drop-down list and click OK. Next, double-click this gateway,
go to the Profile tab, right-click anywhere in the grey area and select Update to allow the
fields to be administered. Add the DNIS of the calls to the DNIS list, this will be the
VDN number for internal calls or the number passed to the PBX for external calls. Add
the VDN number to the Monitored devices list and click OK at the bottom of the screen
(not shown in the diagram). See Figure 31 for an example.

[ E’j Eequarﬁo;rzmgﬁ:easy E Campaign telephony gateway Avaya (2 inbound x

B-CF ilidferd Fiolile | Default routing |
E-{F Telsphany gatew:
L F [awaya
B Eampaigns
=-{) inbound
8> Assigned agents
& Assigned teams

EH} ETCE;: = Mapping group: I Access ling wile profile: [None j‘
E-&  Agents
8 85 admin Account code: I

agil
agnz
a3 DMIS list Monitared devices list

ag04 ONIS Devices Description
agis

ag08
ag07
agE
a009
ag10

[T =

[T =

agil —‘ —|
et Olex| 2] o]« Y
:3;; I Local disling

aglé B 3
g7 ¥ Switch agent state: cotrol

ag18
agl9
ag20

016050 60 00 60 00160 6060 60 0 60 B0 0 B0 B0 o En 60

Figure 31: Adding DNIS and VDNs to a Campaign
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5.3. Configure the Agents and Assign the Agents to Campaigns

These are the basic steps to create agents and assign the agents to a campaign using the
Altitude uSupervisor application. If a specific agent configuration is required please refer
to the Altitude uClI Technical documentation.

To add an agent, right-click on Agents and select Insert New. Give the agent an
alphanumeric Username and Password. Enter the Avaya Communication Manager agent
ID in the Agent id field and the station number in the Default Extension field (if using
static agents). Set the Type field to “Agent” unless setting up an I'VVR application (set
Type to “IVR”) or uRouter application (set Type to “Routing”). See Figure 32 for a
sample agent configuration. Select OK to save the new agent configuration.
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Figure 32: Sample Agent Configuration
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To add agents to a campaign; open up the campaign configured in Figure 28 and go to the
assignments tab. Right-click anywhere on the grey area and select Update and the fields
will become available to administer. Select the agents to add to the campaign in the
Agents box and use the >> button to move them to the Assigned box. Click OK when
finished. This can be seen in Figure 33.
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Figure 33: Adding Agents to the Campaign
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5.4. Install and Configure the IVR module
The IVR module is installed on a PC or server that has a Dialogic telephony card
installed with the default settings.

The installation process for the IVR module asks the user for some information as
follows.

On the User Authentication screen enter the Domain, UserName and Password of the
IVR PC and click Next as shown in Figure 34.

i Altitude IVR 7.1.A1 Setup

User Authentication o~
Enter the requested user information,
&F)

Please configure the domain, user and password of the Altitude IVR subsystem service,

Userhlame: |Saturn planet

Password: |*=k*>lc*=k*>k

(e |saTURN

[ < Back ” Mext = ] [ Cancel

Figure 34: User Authentication Screen
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On the Altitude Assisted Server TCP/IP network configuration screen, enter the
hostname of the Altitude core server in the Host field. Enter “easy” in the Service field
and “1500” in the Port field and click Next as shown in Figure 35.

i& Altitude IVR 7.1.A1 Setup

Altitude Assisted Server TCP/IP network conﬁgurm"

Sek the alkitude Assisted Server instance,
BF)

Plzase configure Alkitude Assisted Server TCP/IP nebwork connection.

Hist: |eqaroamings|
Service: leasy
Pork: 1500

[ < Back ” Mexk = ] [ Cancel

Figure 35: TCP/IP Configuration Screen

On the Network services configuration screen accept the default port numbers and click
Next as shown in Figure 36.
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i& Altitude IVR 7.1.A1 Setup

MNetwork services configuration

Configure the Following network services.

Please configure the services ports numbers,

Mame Fort Protocal
Altitude VR, RPC service
Altibude IVR broadcast service | [1330 |
[ < Back, ” Mext > ] [ Cancel ]

Figure 36: Network Services Configuration
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The installation will now finish and the next step is to configure the subsystem.

Open the Altitude 1VR Monitor application. The subsystem was created during the
installation and is shown in the Subsystems tab, see Figure 37.

2] Subsystems - Altitude IVR Monitor M=1E3

File Subsyskem View  Help
[+ X[ m | ]® | [
Subsystems |
Host ¢ | Server ! Instance I State
@ Saturn eqarnamings eazy Up
Ready [ W |

Figure 37: Altitude IVR Monitor

Right-click on the subsystem and select Properties, this will bring up the Altitude IVR
Service Setup screen. On this screen, enter the site name configured in Figure 24 in the
Site field and use the Insert button to configure each I\VVR agent with a physical DS-1
port, see Figure 38.

X

Altitude IVR Service Setup - Saturn [ |

Server: |eqamaming5 1]4 |
Ihgtance IEEIS.'r' Cancel |
Site IGuiIu:Ih:urd vl Options. . |

Agent ¢ | Eut... | Y oice | Slat | Board |

inrl 103, dumxB1CT diB1T1 DialogichCAS

inre 103, dusxB1C2 diB1T2 DialogichCAS

inr3 103, dumxB1C3 diB1T3 DialogichCAS

Ingert...

Edit..

Ml

Bemowe

Figure 38: Altitude VR Service Setup
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Click on Options to bring up the Altitude VR Subsystem Options window and ensure
that the Encoding and CAS screens are configured as shown in Figures 39 and 40.

Click OK.

Altitude IVR Subsystem Options

= Runner
Recovery
Instance
-1 Debug
File Rules
=1 Dialogic
-1 Tone Setup
Busy
Hangup
CAS
Speech Automation

File Type R ate
" BKH
" Wave :
= you * BKHz
" 11 KHz
Farrnat
" ADPCM " A-Law PCH

* Mu-Law PCM O Linear PCM

o]

]

Cancel

Figure 39: Altitude IVR Subsystem Options — Encoding Screen

Altitude IVR Subsystem Options [z|

= Runner
Recovery
Instance
-1 Debug
File Rules
=1 Dialogic
Encoding
-1 Tone Setup
Busy
Hangup

Speech Automation

CAS

Protocol  |E1CAS [LUCENT]

o]

El

Cancel

Figure 40: Altitude 1VR Subsystem Options — CAS Screen
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6. Interoperability Compliance Testing

The Interoperability compliance test included both feature functionality and serviceability
testing.

The feature functionality testing focused on verifying the Altitude uCl Suite’s handling of
TSAPI messages to request and respond to the Avaya Communication Manager feature
set.

The serviceability testing focused on verifying Altitude uClI Suite’s ability to recover
from an outage condition, such as busying out the CTI link and disconnecting the
Ethernet cable for the CTI link.

6.1. General Test Approach

All feature functionality and serviceability test cases were performed manually. The
verification included checking of proper states at the telephone sets, and of capturing
TSAPI message traces.

6.2. Test Results

All feature interaction test cases passed successfully. These tests included:
e Initiate, receive, hold, transfer, conference of internal and external calls.
e Handling of the different outbound pacing modes.
e Using the Altitude IVVR module in both inbound and outbound campaigns.

All serviceability test cases were completed, with 2 observations.

The first observation is that the uAgent application is unable to recommence monitoring
of the extension at recovery if a call remains active during a network outage. The agent
must be manually logged out of the phone and the uAgent application must log in again.

The second observation is that, by default, the uAgent application takes 4-5 minutes to
recover after a network outage at the client machine. The workaround is to lower the
RAS_RecoverTrieslnterval in the system registry for the uAgent application.
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7. Verification Steps

This section provides the tests that can be performed to verify proper configuration of
Avaya Communication Manager, Avaya Application Enablement Services, and Altitude
uCl Suite.

7.1. Verify Avaya Communication Manager

Verify the status of the administered CTI link by using the “status aesvcs cti-link”
command as shown in Figure 41.

status aesvcs cti-link

AE SERVICES CTI LINK STATUS

CTIl Version Mnt AE Services Service Msgs Msgs
Link Busy Server State Sent Revd
1 4 no AEServer established 15 15
2 no down 0 0
3 4 no AEServer established 216 210

Figure 41: Status Aesvcs CTI-link

7.2. Verify Avaya Application Enablement Services

From the AES OAM Admin menu, verify the status of the administered CTI link by
selecting Status and Control > Switch Conn Summary, as shown in Figure 42.

AVAyA Application Enablement Services

Operations Administration and Maintenance

Y¥ou are here: > Status and Control > Switch Conn Surmmary

= Switch Connections Summary

Switch Conn Sumrmary

Services Summary Active

Switch Conn online/ CLAMNS/ #of TCI  Msgs To  Msgs From

C Cann State since Offline Admin'd conns Switch Switch Msg Periad
CLANS
® S58500aDC1  Talking 21020:2—?%;15 Online 1/1 3 474 366 30
[ COnline ] [ Offline ] [ Message Period ] [ Switch Connection Details ]
[ FPer Serice Switch Connections Details ]
Figure 42: Switch Connections Summary
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7.3. Verify Altitude Assisted Server

To verify the CTI connection from the uSupervisor application expand Sites >
Alfornelos (site name) > Telephony Gateways and open up the gateway you wish to
check. In the top right hand corner there is an icon showing the gateway status. This icon
is green when the gateway is up and running, see Figure 43 (the screenshot was taken
from a different server to the one used in the testing).

=3 Instances

~{Z] amendoa:1500

= |:| cereja: 1500

2] incinux:1500

2] kuka:20000

2] kuka:21000
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[Z] laranja: 1500
7] laranjareasy

-3 maracuja: 1500

=1 Sites

=1 Alfornelos

[=-{F Telephory gateways

-fTF alcesta
-oTF alctsapi
ofTF alctsapiczt
i-ofTF asterix
4 F avaya_aes
-TF avaya_splits
- dTF avayacas
7 index
T nortel
-oTF simulator
“ofTF wbox
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[-B Teams

[+-4# Floor plans

[+ Email gateways

[+ E wallboards
~{Z] maracuja:1501

[Z] maracuja:easy

71 maracujathard

[E] lar:

Telephony gateway avaya_aes

General | Access Lines | Arcess Line Rule Profiles | Remate Telephony Gatewan Access Rules | Avaya Communication Manager EAS T 54

Page 1 of 2

the gateway is up&running

Model: |A'Vaya Communication Manager EAS TSAPI

Mame: Iavaya,aes

Status: | Online

Telephory gateway process: Ilsap\-avaya-dehmly-aes-}T j

FRemate I Addiess: I

Ao statup T

Inbound automatic answer [
Outbound automatic answer
Redirect on rio-answer ¥

After. 10: ¥

No-answer imeout:

1h25s VI
Predictive no-answer no. of ings: |3

Predictive no-answer timeout: 93 i

Extend timeout: 155 ¥

Predictive max pending calls: 10

Drebug file: IE “Program FileshAllitudealitude uCl 7.14LogshAlitude Assisted Server\easyhavayaae | ‘

HE]

Figure 43: Telephony Gateway Status

If the CTI link drops, then the uSupervisor will get an alarm, which will pop-up on
screen, as shown in Figure 44.

— Sngtem alarm detail

System Alarm E3

02-01-2007 18:30:37 Severe

|Te|ephony Gateway - Lost the connection to the CT1 Sepver

Telephony gateway avapa_aes lost CT connection, using Primary link.

Cloze |
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Figure 44: uSupervisor Alarm Pop-up
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8. Support

The Altitude Meeting Point web page is the primary interface of Altitude Software with
its customers, who can submit, check and or update tickets through a web interface.

For more information, use the email and telephone numbers on the Altitude Meeting
Point website at:

http://meetingpoint.altitude.com

9. Conclusion

These Application Notes describe the configuration steps required for the successful
interoperability of Altitude uCIl with Avaya Communication Manager. All application
functionality and serviceability test cases were completed. Two minor observations were
made in the failure and recovery testing, see section 6.2 for details.

10. Additional References
This section references the product documentations that are relevant to these Application
Notes.

e Avaya Application Enablement Services 3.1.2 Administration and Maintenance
Guide, Document ID 02-300357, Issue 4, September 2006, available at:
http://support.avaya.com

e Documentation for Avaya Communication Manager(3.1.2), Media Gateways and
Servers, Document ID 03-300151, Issue 5, February 2006, available at:
http://support.avaya.com

e System Administration, Administrator Series, November 2006, available at:
http://meetingpoint.altitude.com

e How to Create Altitude uCl Campaign on the Avaya, Architect Series, November
2006, available at:
http://meetingpoint.altitude.com
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10.1.

Glossary

Technical Term Definition as it pertains to this document.

AES
ASAI
CAS
CSTA
CTI
ISDN
IVR
PBX
PSTN
TSAPI
VDN
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Application Enablement Services

Adjunct Switch Application Interface

Channel Associated Signaling

Computer Supported Telecommunications Applications
Computer Telephony Integration

Integrated Services Digital Network

Interactive VVoice Response

Private Branch Exchnage

Public Switched Telephone Network

Telephony Server Application Program Interface
Vector Directory Number
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