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Avaya Solution & Interoperability Test Lab

Application Notes for Configuring CallCopy cc: Discover
R4.5 with Avaya Proactive Contact RS5.0, Avaya Aura®
Communication Manager R6.0.1 and Avaya Aura®
Application Enablement Services R6.1 using Multi
Registration for Call Recording — Issue 1.0

Abstract

These Application Notes describe the configuration steps for provisioning CallCopy cc:
Discover with Avaya Proactive Contact R5.0 to record calls handled by Avaya Proactive
Contact Agents.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes outline the steps necessary to configure cc: Discover R4.5 from
CallCopy to successfully interoperate with Avaya Proactive Contact R5.0, Avaya Aura®
Communication Manager R6.0.1 and Avaya Aura® Application Enablement Services R6.1 to
record voice calls. CallCopy cc: Discover (cc: Discover) is a software-only solution for voice
call recording that offers various recording, playback and archiving features and options. These
Application Notes focus on recording of calls using multiple registrations on Avaya Aura®
Communication Manager in order to record Real-time Transport Protocol (RTP) stream from
each deskphone on an Avaya Proactive Contact call. cc: Discover’s internal scheduling
algorithm makes the determination on which calls should be recorded based on the events
received via Avaya Proactive Contact Event Services. cc: Discover uses Multi Registration to
register as an I[P Softphone in order to mimic the registration of the deskphone to be recorded.

2. General Test Approach and Test Results

The interoperability compliance testing evaluates the ability of cc: Discover to record voice by
Multi Registration using events captured by its TSAPI and Agent API interface with Proactive
Contact. The feature test cases were performed both automatically and manually. Outbound calls
were automatically placed by Proactive Contact, and inbound calls were manually placed and
delivered via a simulated PSTN connection on Communication Manager. Agents log into
different Proactive Contact Jobs to verify proper generation and handling of events from
Proactive Contact Agent Event Services. All test cases were executed.

The compliance testing incorporated both Intelligent Call Blending (ICB) and Proactive Agent
Blending (PAB) on Proactive Contact. ICB distributes a blend of inbound and outbound calls to
Proactive Contact agents. With ICB, agents handle outbound calls until there are more inbound
calls than available inbound agents. ICB passes the excess inbound calls to the blend agents.
When the inbound call volume decreases, Proactive Contact returns to passing outbound calls to
the blend agent.

Proactive Agent Blending integrates outbound calling activities on Avaya Proactive Contact with
inbound calling activities on Communication Manager. Agent Blending monitors the activity on
the ACD to determine when to move agents between inbound and outbound calling activities.
The dialer acquires the pooled agents for outbound calling when the inbound calling activity
decreases. The dialer releases the pooled agents to inbound calling when the inbound calling
activity increases. The movement between inbound and outbound calling keeps the ACD blend
agents busy and the ACD service level within configured prescribed limits.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.
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2.1. Interoperability Compliance Testing

Compliance Testing focuses on verifying events from Proactive Contact Event Services and
verifying recordings for all calls associated with the following jobs on Proactive Contact.

e Outbound

e Preview/Managed

e Inbound

e Intelligent Call Blend

e Proactive Agent Blend

Events and recordings were observed for the following scenarios.
e Proactive Contact Agent Events —Login, Logout, Leave Job, Join Job, Release Line,
Finish Work
e Proactive Contact Call Events - Hold, Retrieve, Call transfer, Conference, Manual call,
Agent drop, Customer drop, Release line/Hang-up, and Finish work
e TSAPI/DMCC Events — Events showing Multi Registration and ACD calls
e Recordings of Calls— Test call recording for agent calls on each job type

e Failover testing - The behaviour of cc Discover under different simulated LAN failure
conditions

2.2. Test Results

All compliance test cases passed successfully. There were no errors observed on the Avaya
Solution as a result of the addition of CallCopy cc: Discover.

2.3. Support

Support from Avaya is available by visiting the website http://support..avaya.com and a list of
product documentation can be found in Section 11 of these Application Notes. Support from
CallCopy is available at http://www.callcopy.com or from the information shown here.

CallCopy Inc

530 W Spring St, Columbus, OH 43215, USA.

Tel: +1 614 340 3346

Email: support@callcopy.com
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3. Reference Configuration

The diagram below, Figure 1, shows the compliance tested configuration which includes
Proactive Contact R5.0 using PG230 Hard Dialer connected to an ISDN PRI DS1 Board in a
G650 Gateway. CallCopy cc: Discover obtains events from Avaya Proactive Contact and using
Application Enablement Services it records the RTP using Multi Registration.

Avaya Aura® Communication Avaya Aura® Application CallCopy

Manager R6.0.1 Enablement Services R6.1 cc: Discover R4.5

Event Services (Proactive Contact)

Avaya Proactive Contact R5.0

Hard Dialer PG230

Avaya G650 Gateway
2x ISDN PRI DS1 Boards

Simulated
PSTN

Avaya 96xx IP Deskphones and Proactive Contact Agents

Figure 1: CallCopy cc: DiscoverR4.5 interoperability with Avaya Proactive Contact R5.0
and Avaya Aura® Application Enablement Services R6.1

PG; Reviewed:
SPOC 5/7/2012

Solution & Interoperability Test Lab Application Notes 4 0of 32

©2012 Avaya Inc. All Rights Reserved.

ccDisc PC5_ MR



4. Equipment and Software Validated

The following equipment and software was used for the compliance test.

2 x ISDN DS1 Boards

Equipment/Software Release/Version
Avaya Aura® Communication Manager R6.0.1 SP6
running on Avaya S8800 Server

Avaya G650 Gateway N/A

Avaya Aura® Application Enablement Services | R6.1
running on Avaya S8800 Server

Avaya Proactive Contact R5.0

Avaya Proactive Contact Hard Dialer PG230 R5.0

Avaya 96xx Series Deskphone

96xx H.323 Release 3.1 SP2

Avaya 2400 Series Deskphone N/A
CallCopy cc: Discover running on Windows R4.5 SP1
2008 Server
PG; Reviewed: Solution & Interoperability Test Lab Application Notes
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5. Configure Avaya Aura® Communication Manager

It is assumed that a fully functioning Communication Manager is in place with the necessary
licensing and an ISDN connection setup to Avaya Proactive Contact. It is also assumed that
Vectors and Skill Groups are configured for inbound and acquire calls. For further information
on the configuration of Communication Manager please see Section 11 of these Application
Notes.

The following sections go through the configuration of a CTI link and adding of virtual stations
for use in Multi Registration.

5.1. Configure TSAPI CTI Link

Enter the add cti-link x command, where x is a number between 1 and 64, inclusive. Enter a
valid Extension under the provisioned dial plan. Set the Type field to ADJ-IP and assign a
descriptive Name to the CTI link. Default values may be used in the remaining fields.

add cti-link 1 Page 1 of 3
CTI LINK
CTI Link: 1
Extension: 4999
Type: ADJ-IP
COR: 1
Name: devconaeso6l

Enter the change node-names ip command. In the compliance-tested configuration, the procr IP
address was utilized for registering H.323 endpoints (Avaya IP Telephones, Avaya [P Agents,
and Avaya AES DMCC stations). The clancm601 IP address was used for connectivity to the
Application Enablement Services server. Note also the AES server name and IP address added,
devconaes611 and 10.10.16.29.

change node-names ip Page 1 of 2
IP NODE NAMES
Name IP Address
aammstd 10.10.16.122
clancm601 10.10.16.31
default 0.0.0.0
devconaes611 10.10.16.29
medprocm601 10.10.16.32
netscreen 10.10.16.1
procr 10.10.16.47
procrb6 HH
sesmgr-sm100 10.10.16.201
tn2302medproall 10.10.16.33
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Enter the change ip-services command. On Page 1, configure the Service Type field to
AESVCS and the Enabled field to y. The Local Node field should be pointed to clancm601
that was configured previously in the node-name ip form. During the compliance test, the
default port was utilized for the Local Port field.

change ip-services Page 1 of 3

IP SERVICES

Service Enabled Local Local Remote Remote
Type Node Port Node Port
AESVCS y clancm601 8765

On Page 3, enter the hostname of the AES server for the AE Services Server field. Enter an
alphanumeric password for the Password field. Set the Enabled field to y. The same password
will be configured on the Application Enablement Services in Section 6.1.

change ip-services Page 3 of 3
AE Services Administration

Server ID AE Services Password Enabled Status
Server
is devconaes611 Avayapasswordl y in use
23
3:
4:
5:

5.2. Configure IP Softphone for Multi Registration

Change the stations that are to be monitored by cc: Discover in order to record calls. IP SoftPone
must be enabled in order for Multi registration to work. Type change station x where x is the
extension number of the station to be monitored also note this extension number for
configuration required in Section 8.1. Note the Security Code and ensure that IP SoftPhone is
set to y. Take note of the COR number displayed below.

change station x Page 1 of 6
STATION
Extension: x Lock Messages? n BCC: O
Type: 9630 Security Code: 1234 TN: 1
Port: S00101 Coverage Path 1: COR: 1
Name: Recorder Coverage Path 2: COS: 1

Hunt-to Station:
STATION OPTIONS
Time of Day Lock Table:

Loss Group: 19 Personalized Ringing Pattern: 1
Message Lamp Ext: 1591
Speakerphone: 2-way Mute Button Enabled? y

Display Language: english
Survivable GK Node Name:
Survivable COR: internal Media Complex Ext:
Survivable Trunk Dest? y IP SoftPhone? y

IP Video Softphone? n
Short/Prefixed Registration Allowed: default
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Type display cor x, where x is the COR number in the screen above, to check the existing Class
of Restriction. Ensure that Can be Service Observed is set to y. [f not type change cor 1 to
make a change to Class or Restriction (cor) 1. This needs to enabled for Multi registration to

work properly.

display cor 1

COR Number:
COR Description:

FRL:

Can Be Service Observed?
Can Be A Service Observer?
Time of Day Chart:
Priority Queuing?
Restriction Override:
Restricted Call List?
Unrestricted Call List:
Access to MCT?

Group II Category For MFC:
Send ANI for MFE?

MF ANI Prefix:

Hear System Music on Hold?

CLASS OF RESTRICTION

1

0 APLT?
y Calling Party Restriction:
vy Called Party Restriction:
1 Forced Entry of Account Codes?
n Direct Agent Calling?

V)

11 Facility Access Trunk Test?
Can Change Coverage?

Fully Restricted Service?
Hear VDN of Origin Annc.?
Add/Remove Agent Skills?
Automatic Charge Display?
vy PASTE (Display PBX Data on Phone)?

N

Can Be Picked Up By Directed Call Pickup?

Can Use Directed Call Pickup?
Group Controlled Restriction:

Page 1 of 23

y
all-toll

none
n

B8 B

KR B3 BB BB

inactive
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6. Configure Avaya Aura® Application Enablement Services

Application Enablement Services enables Computer Telephony Interface (CTI) applications to
control and monitor telephony resources on Communication Manager. Application Enablement
Services receive requests from CTI applications, and forwards them to Communication Manager.
Conversely, Application Enablement Services receive responses and events from
Communication Manager and forwards them to the appropriate CTI applications.

This section assumes that installation and basic administration of the Application Enablement
Services server has been performed. The steps in this section describe the configuration of a
Switch Connection, creating a CTI link for TSAPI, and a CTI user.

6.1. Configure Switch Connection

Launch a web browser, enter https://<IP address of AES server> in the URL, and log in with the
appropriate credentials for accessing the Application Enablement Services Management Console

page.

{= AES Management Console - Windows Internet Explorer

P = ——
ng A 10.64,43,40 v |l Certificate Error | |3 K |20 L

File Edit “ew Favorites Tools Help

T:\T Favorites A\ AES Managemertt Conscle f‘-} Al | | m= ~ Page - Safety - Tools - E@-v ;l 3

AVAYA Application Enablement Services

Management Console

~

Please login here:

Username |craft

Password ||

< > -
Done e Inkernet i v H00n <
PG; Reviewed: Solution & Interoperability Test Lab Application Notes 9 of 32

SPOC 5/7/2012 ©2012 Avaya Inc. All Rights Reserved. ccDisc PC5_ MR



Click on Communication Manager Interface=> Switch Connections in the left pane to invoke
the Switch Connections page. A Switch Connection defines a connection between the
Application Enablement Services server and Communication Manager. Enter a descriptive name
for the switch connection and click on Add Connection.

Welcome: User craft
AVAyA Application Enablement Services Last login: Wed Aug 24 15:11:27 2011 from 10.64.44.2
HostName/IP: aes.avaya.com/10.64.43.40
Management Console Server Offer Type: VIRTUAL_APPLIANCE

SW Version: r6-1-0-20-0

Communication Manager Interface | Switch Connections Home | Help | Logout

» AE Services

~ Communication Manager Switch Connections

Interface
Switch Connections | ‘ MM ‘ Add Connection |
Dial Plan Processor Ethernet Msg Period Number of Active Connections |

} Licensing

» Maint [ Edit Connection ][ Edit PE/CLAN IPs ][ Edit H.323 Gatekeeper ][ Delete Connection ][ Survivability Hierarchy ]
amntenance

» Networking

b Security

» Status

» User Management
» Utilities

» Help

The next window that appears prompts for the Switch Password. Enter the same password that
was administered on Communication Manager in Section 5.1. Default values may be used in the
remaining fields. Click on Apply.

Welcome: User craft
V y Application Enablement Sewices Last login: Wed Aug 24 15:11:27 2011 from 10.64.44.2
A A\ A HostName/IP: aes.avaya.com/10.64.43.40
Management Console Server Offer Type: WVIRTUAL_APPLIANCE

SW Version: rg6-1-0-20-0

Communication Manager Interface | Switch Connections Home | Help | Logout

» AE Services
~ Communication Manager Connection Details - CME01
Interface
Switch Connections Switch Password
Dial Plan Confirm Switch Password (ssssssssssssssss

Licensing Mzg Period Minutes (1 - 72)

30
Maintenance SSL
Networking Processor Ethernet .|
Security

Status

User Management

Utilities

Help
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After returning to the Switch Connections page, select the radio button corresponding to the
switch connection added previously, and click on Edit PE/CLAN IPs.

Management Console

Welcome: User craft
AVAyA Application Enablement Services Leskfadiie M e 27 1444811 2002 fin 40

Communication Manager Interface | Switch Connections Home | Help

¢ AE Services
- Communication Manager = e
Interface Switch Connections
Switch Connections
Dial Plan [ | [_Add Connection ]
» Licensing
[
» Maintenance | O cmsz1 |Nn |30 il
b Betworking ® cmso1 o |20 j
b Security - r
Yes 30 1
» Status ___O CHs2 | |
} User Management [__Edit Connection ]| EditPE/CLANIPs )| Edit H.323 Gatekeeper ][ Delete Connection || Survivability Hierarchy

b Utilities

» Help

Enter the IP address of clan used for Application Enablement Services connectivity from Section
5.1, and click on Add Name or IP.

Welcome: User craft

Application Enablement Services Last login: Wed Aug 24 15:11:27 2011 from 10.564.44.2
HostName/IP: aes.avaya.com,/10.64.43.40
Management Console Server Offer Type: VIRTUAL_APPLIANCE

SW Version: r6-1-0-20-0

Home | Help | Logout

» AE Services

~ Communication Manager Edit CLAN IPs - CM&01
Interface
Switch Connections | [ 10101831 | [add Name or 1P ] |
O [ Nameorrpaddress | saws |

Licensing Delsts 1P

Maintenance
Networking
Security

Status

User Management

Utilities

Help
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6.2. Configure TSAPI CTI Link

Navigate to AE Services = TSAPI = TSAPI Links to configure the TSAPI CTI link. Click
the Add Link button to start configuring the TSAPI link.

AVAyA Application Enablement Services Lact login: |

Management Console Server Offer Type

SW Version: r6-1-0-20-0

AE Services | TSAPI | TSAPI Links Home | Help | Logout

CVLAN TSAPI Links
L
DMCC
[(Add Link ]| Edit Link ] [ Delete Link |
5MS
TSAPI

= TSAPI Links
= TSAPI Properties
TWS

» Communication Manager
Interface

} Licensing
» Maintenance

} Networking

» Security

Select the switch connection using the drop-down menu. Select the switch connection
configured in Section 6.1. Select the Switch CTI Link Number using the drop-down menu.
The CTI link number should match with the number configured in the CTI-link in Section 5.1.
Click Apply Changes.

AVAyA Application Enablement Services

Management Console

AE Services | TSAPI | TSAPI Links

e Edit TSAPI Links
DLG
DMCC Link 2
e | Switch Connection CMB01 V| |
Iﬁl Switch CTI Link Number |1 |
I : TSAPILinks I ASAT Link Version 4 |
+ TSAPI Properties Secrity Both ¥
I[ Apply Changes ][ Cancel Changes ] [ Advanced Settings
Communication Manager
Interface
} Licensing
» Maintenance
PG; Reviewed: Solution & Interoperability Test Lab Application Notes 12 of 32
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6.3. Configure CTI User
Navigate to User Management = Add User. On the Add User page, provide the following

information.
e Userld
e Common Name
e Surname
e User Password
e Confirm Password

Select Yes using the drop-down menu on the CT User field. This enables the user as a CTI user.
Click the Apply button (not shown here) at the bottom of the screen to complete the process.
Default values may be used in the remaining fields.

User Management | User Admin | List All Users

» AE Services

, Communication Manager
Interface

» Licensing

» Maintenance
» Networking
b Security

b Status

* User Management

Service Admin

User Admin
= Add User
= Change User Password
= List All Users

= Modify Default Users

= Search Users

PG; Reviewed:
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Once the user is created, navigate to the Security = Security Database = CTI Users = List
All Users page. Select the User ID created previously, and click the Edit button to set the
permission of the user.

AVAyA Application Enablement Services

Management Console

fersion: rg-1-1-30-0

Security | Security Database | CTI Users | List All Users Home | Help

» AE Services
Communication Manager
" Interface CTl Users
¢ Licensing
» Maintenance usersp  JcommonName  |workiop Name Devicern |
+ Networking ® Discoverce Discovercc | NOME |NONE
~ Securil T T ™
M— O geomant geomant | NOHE |nonE
Account Management 12 = = L
it O ner ner |NONE |NONE
Certificate Management O peshd peshd | nOME NOHE
Enterprise Directory 5 ol :
QO presenceco presencece | NONE | NONE
Host A& o || s
PAM O teapi teapi |NOME |NONE
| Security Database | O Tsapi tsapi |NONE |NONE
= Control =
= Users

= List All Users
= Search Users

Provide the user with unrestricted access privileges by checking the Unrestricted Access check
box. Click the Apply Changes button.

Security | Security Database | CTI Users | List All Users

» AE Services
Communication Manager

" Interface Edit CTI User
b Licensing
= User Profile: User [D Discovercc
» Maintenance =
Commaon Name Discoverce
» Networking Viorktop Name [NONE
—
¥ Security Unrestricted Access
Account Management
Audit Call and Device Control: Call Grigination/Termination and Device Status
Certificate Management
Call and Device Monitoring: Device Monitoring

Enterprise Directory
Calls On A Device Monitoring

Host AA
Call Monitoring
PAM
Security Database . . . .
Routing Control: Allow Routing on Listed Devices
= Control
o CTI Users [ Apply Changes ]l[ Cancel Changes

= List All Users

PG; Reviewed: Solution & Interoperability Test Lab Application Notes 14 of 32
SPOC 5/7/2012 ©2012 Avaya Inc. All Rights Reserved. ccDisc PC5 MR



Navigate to the Security = Security Database = Tlinks page and verify the Tlink name. The
following screen shows the Tlink used during the compliance test.

AVAyA Application Enablement Services

Management Console

Security | Security Database | Tlinks

» AE Services

» Communication Manager =
Interface Tlinks

» Licensing

Tlink Name

» Maintenance
O AVAYAZCM3Z212CETAZDEVCONAESS1L

» Networking
¥ Security

Account Management

@ AVAYAZCME012CSTAZDEVCONAESS1L

O AVAYAZCME012CSTA-S2DEVCONAESE11
O AVAYAZCME2£CSTAZDEVCONAESE11

Audit
O AVAYA#CMB22CSTA-S2DEVCONAESS11

Certificate Management =

Enterprise Directory
Host AA
PAM

I Security Database I
= Cantrol
CTI Users
= Devices

= Device Groups
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7. Configure Avaya Proactive Contact

It is assumed that a fully operational Proactive Contact is in place and the connection is made to
Communication Manager in order to acquire agents. Documentation on the Installation and
Configuration of Proactive Contact may be found in Section 11 of these Application Notes.

7.1. Obtain Proactive Contact Certificates

cc: Discover is required to register certificates from Avaya Proactive Contact and these
certificates can be obtained as follows:

—

On the Proactive Contact server, go to /opt/avaya/pds/openssl

2. Copy the following files
/private/corbaServer_key.pem
/certificate/corbaServer_cert.pem
/cacertificate/ProactiveContactCA.pem

3. Paste the above three files into the C:\Certificates folder on cc: Discover.

7.2. Check Proactive Contact Agent cc: Discover user details

Proactive Contact is installed with 10 pre-configured agents Agent 01-10 with corresponding
passwords. In the compliance test Agent 10 was used by cc: Discover to log in and receive
events from Event Services.
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8. Configure CallCopy cc: Discover

This section outlines the steps necessary to configure cc: Discover to successfully connect to the
Avaya Solution outlined in Section 3 of these Application Notes in order to record voice calls.
cc: Discover logs into AES in order to send/receive CTI messages to/from Communication
Manager in order to utilise Multi-Registration to record voice calls. The Agent API on cc:
Discover allows a configured agent to log into Proactive Contact and receive events from
Proactive Contact Event Services in order to stop and start the call recording. The following
sections will show:

e Configuration of cc: Discover to connect to AES for Multi Registration

e Configuration of cc: Discover to receive Proactive Contact Events

8.1. Configure CallCopy cc: Discover to connect to AES for Multi
Registration

Open a web browser, navigate to http://<cc: Discover machine name> or http://<cc: Discover
IP Address> . Enter the appropriate credentials and click Login.

(ﬁl:alll:opy Web - Login - Windows Internet Explorer [_ O]
@ N =] |[#2 ][ | J&% Live search 2]
Eile Edit Wiew Faworites Tools Help

. Favorites & callicopy Web - Login & < = [ @ -~ Page ~ Safety » Tools ~ ®'

cc: Discover T CallCopy

1. All Righ

(@) CallCopy

cc: Discover

| forgot my password
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Click on the Administration tab on the top of the page and under Settings in the left column
click on Voice Boards. Click on Add Board to configure a new board.

cc: Discover _— (™yei

Logged in as avays | Change Password

Web Player | Coaching | Reporting | Surveys | Administration
| CoreFunctions | Add-Ons |

Permissions Voice Boards List

#

| Add Board II Clear Boards J l Save Configuratio|

4 Channel
API Servers List Al ame annels
Archive Actions w7 AVAYADMCC & Vi
Archiver - - - _
Clhianvei Map z AVAYADMCC z 71
CTI Configuration % AVAYADMCC i , 3

CTlI Core List

CTI Monitors

Custom Extensions
Custom Lookup

Data Server

Device Alias Map

Disk Space Notifications
Exporter Settings

IP Phones

Notifications

On Demand

Recording Filters
Recording Filters Import
Server Nodes

SSL Settings

Stations

Stations Import
Terminology
Transcoder

WDNs Via Trunk

Scheduling

<

The following two screens show the configuration required for the Voice Board for Single Step
Conference and Service Observe. Enter the following details as shown below.

e AES/DMCC Host IP Address of the AES Server

e DMCC User Username as configured in Section 6.3

e DMCC Password Password as configured in Section 6.3

e Avaya Call Manager Host CLAN IP address of Communication Manger

Permissions Avaya DMCC : Board Options
Agents
Groups Number of Channel ;| 4
Users
Virtual Board Host ;| hitp:#127.0.0.1:2002
AES/DMCC Host ;| 10.10.16.25
Use Media Server: ;| Yes
WMedia Server Host . | 127.0.0.1
Media Server Port : ;| 5630
Secure DMCC Connection - | False
DMCC Port: | 4721
DMCC Application Name : | CalCopy
DMCC User : | Discoverce
OMCC Pazsword | esssssssssssse
DMCC Protocol Version | 4.0
DMCC Protocol Session Cleanup Delay : |5
Settings DWCC Protocol Session Duration : | 180
Avaya Call Manager Host ;| 10.10.16.31
Scheduling
Logging Server Port ;| 2003
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Further down on the same page, enter the following details as shown below.
e DMCC Station Endpoint Host IP Address of the cc: Discover Server
e RTP Listening Interface (NIC) Unique identifier of eth cc: Discover NIC Card

Under Channel Configuration enter the station numbers to be monitored. Any station that needs
to be recorded is included here and each will be configured on Communication Manager as
outlined in Section 5.2. Enter the station passwords obtained as shown in Section 5.2. Ensure
that #Assign is set to Dedicated Record Voice Port. Once the correct information is filled in
click on Save at the top right corner (not shown).

Scheduling Avaya CallManager Host : | 10.10.18.31
Loggi 1| 2003
Tools
o[ 127.0:0.1
520
Fy 211000
A 1110000
= | 5000
I st:|10.10.16.160 I
odec, G711 - A-Law b
I o ACABAT4E-2871-4135-8FCF-085198870A58 I
DM( 1 7000
Temp Rec tion ;| chdefault_rec
Add
Local Remote
Board3 of 3 :: Channel Configuration
#Azsign Station Pazzword
1) Dedicated Record Voice Port ] 4000 1224
2 Dedicated Record Voice Port b N 1224
3 Dedicated Record Voice Port ] 4002 1224
4 MNotin use w
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Click on the Administration tab on the top of the page and under Settings in the left column
click on CTICore List. Click on Add Core to create a new Core.

cc: Discover:

Web Player

Coaching

Reporting | Surveys

Administration

| Core Functions | Add-Ons

Permissions

Channel Map

CTl Core List

Monors
Custom Extensions
Custom Lookup
Data Server
Device Alias Map
Disk Space Notifications
Exporter Settings
IP Phones
MNotifications
0On Demand
Recording Filters
Recording Filters Import
Server Nodes

5L Settings
Stations
Stations Import
Terminology
Transcoder
VDHs Via Trunk

CTlCores List

Vnice Boards =

#

Hame

Logged in as avaya | Chang

Add Core

Settings

— 9 Avaya FC SSC 7
AP Servers List -

Archive Actions w2 Avaya PC S0 V)
A :l Avaya PC MR e

The following two screens show the CTI Settings screen for a Multi Registration recording
solution. Enter the IP address of the cc: Discover Server under Host and choose Passive for the
Record Method.

cc » IDISCOVer:

Web Player

Coaching

Reporting

Surveys

Administration

| Core Functions | Add-Ons
Permissions Settings
settings Mame : | Avaya PC MR
API Servers List A Host: | 10.10.16.160
Archive Actions =1
Archiver Port : | 5687
Channel Map
CTI Configuration Honitor ] il sl
CTI Core List
CTI Monitors Record Method ;| Passive »
Custom Extensions
Custom Lookup Playback Method ;| - Select - o
Data Server
Device Alias Map = Enable Event Interface ;| Yes w
Disk Space Notifications
Exporter Settings APl commands to =cript: | No e
IP Phones
Hoftifications APl Port| 6622
On Demand
Recording Filters JCOM Timeout Interval : | 300 imzj
Recording Filters Import
Server Nodes JCOM Reconnect Interval : | 300 fms}
SSL Settings ||
Stations Default Screen Capture Port : | 5599
Stations Import
Terminology Generate XML with recordings : | Yes .
Transcoder
VDNs Via Trunk Transcoede by Board ;| No w
\lnive Boards. i)
e 4 1| Fi i bl
Scheduling Channel Selection Method ;| First Available
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Under Related Components ensure that the board configured above is selected for Related
Boards and click on the icon highlighted beside cc_ AvayaTSAPIFx to edit.

%H Hour
%M Minute
%S Second
TeA Agent Number
SubDirectory
Related Components
Related Boards Related Core{s} Related Schedules g?j
Record All
E 4 i &
¥ €9 | Avayarcso v 0 o+
CTl Modules - Select - b | Add CTI Module
i Name
I 1 cc_svayaTSAPIFx I ;ﬂ
3 cc_svayaDMCC g

Enter the AES Tlink string obtained in Section 6.3 under Server Name and enter the
administered CTI user under Server Username and Server Password for the AES server. Enter
the device numbers to be monitored under Monitor Values and click on the + icon as
highlighted below to add these devices. Click on Save highlighted below once the configuration
has been inputted correctly.

Core Funclions | AddOns
Permissions Foeaya TSAPD : Seftings | Badk I Save
Agents
Groups SemerName | AVAYA#RCME01RCS TA SEDEVCONAESE11
e Senver Usemame o Discoverce
Serner Pazanord | assssssdbassda
Regsiter Monitor Delay : | 180
Private Data Type ;| ECS#27
TS Version :| TS1-2
Query Info On Establish ;| No =]
agistar DMCC by fgant Login ;| Ne j
Menitors:
bonitor Type: Dewice -
Monitor Walues: 4000-4002] 4
Frafiz
Frostfizc
Settings Filter Monitors Al Manitors :J\.’
1] Monitor Type
Scheduling
4000 device I
Tocls 40041 device e}
4002 device 5]
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8.2. Configuration of cc: Discover to receive Proactive Contact Events

Click on Back on the above screen in Section 8.1 this will bring up the screen shown below.
Click on Add CTI Module to add second CTI Module for the connection to Avaya Proactive
Contact.

=TT
Related Components
Related Boards Related Core(s} Related Schedules %
3 - AVAYADMCC Record All
2 & X

w @ Avaya PC S50 R @ . @

CTI Modules - Select - By Add CT Module
3 HName

1 ce_AvayaTSAPFx Fa:-!
3 ce_AvayaDMCC Y]

Enter the Proactive Contact Server name and the Username and Password obtained in Section
7.2. Note also the Certificate Directory location where the certificates used for connecting to
Proactive Contact is stored. These are the certificates obtained in Section 7.1. Click Save once
the correct information is filled in.

™ Ycalico

Logged in as avaya | Change Password | Log

goncheng, | LReporiog Surveys | Administration
Funchione | AddOne [ |

sions Avaya PC i Settings

s
s | Server . : devconhd

Port 1| 23201

Usemame - : agent0

Password | 10

Certificate Directory : :  C:\Certificates\corba_svc.conf

Local Endpoint : ;| 10.10.16.160

Reconnect Time: |00 |1 05 oo
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9. Verification Steps

The following steps can be taken to ensure that connections between Communication Manager,
AES, Proactive Contact and cc: Discover are up.

9.1. Verify Avaya Aura® Communication Manager

Verify the status of the administered CTI link by using the status aesvcs cti-link command.

Verify the Service State is established for the CTI link number administered in Section 5.1, as
shown below.

status aesvecs cti-link

AE SERVICES CTI LINK STATUS

CTI Version Mnt AE Services Service Msgs Msgs
Link Busy Server State Sent Rcvd
1 no down 0 0

|4 4 no aes established 15 15|

9.2. Verify Avaya Aura® Application Enablement Services

From the Application Enablement Services Management Console web pages, verify the state of
the TSAPI Service is set to ONLINE by selecting Status from the left pane.

Welcome: User craft

avo ya Application Enablement Services ::'ast Ic:gir:_lT_L_lle Sep 6 14:57:50 2011 from 10.64.44.2
ostName/IP: aes.avaya.com/10.64.43.40

Management Console Server Offer Type: VIRTUAL_APPLIANCE
SW Version: rg-1-0-20-0
Status Home | Help | Logout
+ AE Services
- Communication Manager Services Summary
Interface
» Licensing | Cause |
} Maintenance CVLAN Service OFFLINE * 2011-08-30 16:01:21 MNO_LICENSE_ACQUIRED
» Networking DLG Service OMNLINE 2011-08-30 16:01:18 NORMAL
. DMCC Service OMLINE 2011-08-30 16:01:22 MNORMAL
» Security

‘ TSAPI Service OMLINE 2011-08-30 16:42:12 MORMAL ‘
-

Alarm Viewer
Logs
* The state of the CWLAN and DLG services can either be ONLINE or OFFLINE. Also, the OFFLINE status
Status and Control would appear either until 2 link is administered or a valid license is acquired.
} User Management

) Utilities

» Help
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9.3. Verify Proactive Contact services are running correctly

Using putty open an SSH connection to Proactive Contact and login using the appropriate
credentials as shown below.

login as: admin

***  WARNING NOTICE ***

This system is restricted solely to Avaya authorized users for legitimate
business purposes only. The actual or attempted unauthorized access, use,

or modification of this system is strictly prohibited by Avaya. Unauthorized
users are subject to Company disciplinary proceedings and/or criminal and
civil penalties under state, federal, or other applicable domestic and

foreign laws. The use of this system may be monitored and recorded for
administrative and security reasons. Anyone accessing this system expressly
consents to such monitoring and is advised that if monitoring reveals possible
evidence of criminal activity, Avaya may provide the evidence of such activity
to law enforcement officials. All users must comply with Avaya Security
Instructions regarding the protection of Avaya's information assets.

Using keyboard-interactive authentication.
Password:

Once logged in correctly type check pds as shown below.

# 1ID Sev Short Text Enabled First
Instance Last Instance Count State

3 QPCO00ODO001 1Info Services started - PDS Yes 2012-03-01
16:06:48 2012-03-01 16:06:48 1 ACTIVE

4 QPCO00D0002 1Info Services started - MTS Yes 2012-02-29
16:31:39 2012-02-29 16:31:39 1 ACTIVE

5 QPC000D0003 1Info Services started - DB Yes 2012-02-29
16:30:30 2012-02-29 16:30:30 1 ACTIVE

25 QPC000D0023 Warning Illegal agent logoff Yes 2011-05-24

18:48:20 2012-03-01 16:25:58 431 ACTIVE

Found '4' ACTIVE or RETIRED alarms.

DEVCONHD (admin) @/opt/avaya/pds [992]
$ check_pds
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The following screen should show All processes running!.

root 28532 1 0 Mar0Ol ? 00:00:00 agent -d

admin 28543 1 0 MarOl 2 00:00:00 ao recall

admin 28539 1 0 Mar0O1l ? 00:00:00 recall rmp

admin 28529 1 0 Mar01l 2 00:00:00 listserver

admin 28216 1 0 Mar01l ? 00:00:00 opmon

root 28238 1 0 Mar01l 2 00:00:00 evmon

root 28125 28116 0 Mar01l 2 00:00:00 /opt/avaya/pds/bin/enforcer -ORB
root 28106 1 0 Mar0O1l ? 00:00:00 bridgeSmEnf -ORBSvcConf /opt/ava
admin 28101 1 0 Mar0Ol ? 00:00:00 switcher

admin 28069 1 0 Mar01l 2 00:00:00 job_strter

root 28054 1 0 Mar0O1l 2 00:00:00 agentcount

root 28037 1 0 Mar0O1l ? 00:04:00 enserver -ORBSvcConf /opt/avaya/
root 28565 1 0 Mar01l ? 00:01:20 dccserver -ORBSvcConf /opt/avaya
admin 28044 1 0 Mar01l ? 00:00:08 datamgr

admin 28025 1 0 Mar01l 2 00:00:00 soe routed

admin 28027 28025 0 Mar0l ? 00:00:00 soe routed

root 28062 1 0 Mar01l 2 00:00:00 signalit

admin 28030 1 0 Mar01l ? 00:00:00 conn mgr

root 28571 1 0 Mar0Ol 2 00:01:08 hdsc -ORBSvcConf /opt/avaya/pds/

>>> All processes running!

DEVCONHD (admin) @/opt/avaya/pds [993]
$

Check the database is running correctly by typing check db as shown. All processes are
running and the database is opened to the users! should be returned.

DEVCONHD (admin) @/opt/avaya/pds [993]
$ check_db

Checking for required database processes...
Found:

oracle 29897 1 0 Feb29 ? 00:00:21 ora smon orastd
oracle 29893 1 0 Feb29 ? 00:00:54 ora lgwr orastd
oracle 29885 1 0 Feb29 ? 00:00:12 ora pmon orastd
oracle 29895 1 0 Feb29 2 00:00:56 ora ckpt orastd
oracle 29891 1 0 Feb29 2 00:00:11 ora dbwO orastd
oracle 29899 1 0 Feb29 2 00:00:00 ora reco orastd
oracle 29913 1 0 Feb29 ? 00:00:00 ora gmnc orastd
oracle 29901 1 0 Feb29 ? 00:01:34 ora cjq0 orastd
oracle 29907 1 0 Feb29 ? 00:00:00 ora d000 orastd
oracle 29889 1 0 Feb29 2 00:00:00 ora mman orastd
oracle 29909 1 0 Feb29 2 00:00:00 ora s000 orastd
oracle 29903 1 0 Feb29 2 00:00:20 ora mmon orastd
oracle 29905 1 0 Feb29 ? 00:00:10 ora mmnl orastd
admin 29881 1 0 Feb29 2 00:00:00 /opt/dbase/OraHomel/bin/tnslsnr

Verifying Database availability...
>>> All processes are running and the database is opened to the users!

DEVCONHD (admin) @/opt/avaya/pds [994]
S
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Type check mts, this should return All processes are running as shown.

# 1ID Sev Short Text Enabled First
Instance Last Instance Count State
3 QPC0O00D0O001 1Info Services started - PDS Yes 2012-03-01
16:06:48 2012-03-01 16:06:48 1 ACTIVE
4 QPCO00D0002 1Info Services started - MTS Yes 2012-02-29
16:31:39 2012-02-29 16:31:39 1 ACTIVE
5 QPC000D0O003 1Info Services started - DB Yes 2012-02-29
16:30:30 2012-02-29 16:30:30 1 ACTIVE
25 QPC000D0023 Warning Illegal agent logoff Yes 2011-05-24

18:48:20 2012-03-01 16:25:58 431 ACTIVE

Found '4' ACTIVE or RETIRED alarms.

DEVCONHD (admin) @/opt/avaya/pds [992]
$ check mts

>>> All processes are running!

$
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9.4. Verify Avaya Proactive Contact jobs are running

Before an agent is logged into a job verify that the correct jobs are running. Open Proactive
Contact Editor (not shown) once logged in click on jobs as shown below and ensure that the
correct jobs are up and running. Jobs cab be started and stopped using the icons highlighted in
the screen shot below.

#4 Editor - [Jobs: Active outbnd]
Fille Edit Wiew Settings Tools Help

.devconhd ;IDB"EH%«,%*}*M/D |gé|?|

Contact Management

Job Detai
Job | Job type File¥ersion | Outbound list | Inbound list Status Setting Yalue
blend Blend W Active devcanhd-list]  devconhd-inbnd3  Stopped =l Basic
blendPG Blend M Active devconhdlistl  devconhd-inbnd3  Stopped Job genenic
inbndi Inbound I Active devconhd-inbndd  Stopped Taagged
inbrnd2 Inbound I Active devconhd-inbnd?  Stopped FPercenta 0
inbnd3PG |nbound . Active devconhd-inbnd3  Hunning Line REG
rataged Managed [l Active devconhd-list] Stoppe Earliest 0001
m deyvconhd-list] ped Latest 2359
aLtb LGOI clive evconing-ish Lnhig Calling
outbnd3 Managed . Active devconhd-listd Stopped Calling
autbridd Outbound [l Active deveanhd-lizts Stopped Fequire [
outbnds Outbound Il Active devconhd-list? Stopped Transacti 93
outbnde Outbound [l Active devconhd-listd Stopped = Call
weify Outbound Il Active devconhd-list] Stopped Call Expert Calling R atio
wirtual Wirkual M 2ctive devconhd-list] Stopped Ewxpert W0
Iritial kit 50
Minimum 20
Cell a

9.5. Verify CallCopy cc: Discover services are running

Log into cc: Discover as shown in Section 8.1. Under Administration tab select Tools on the
left hand side and click on Service Manager. Under Status see which services are Running, an
example of the correct services running is shown below.

»

g[a”[npyWah-Admlmstrat\nn-CnraFur\ctmr\s-Tnnl‘..‘ | M v Bl [ = o+ Page~v Safety = Toos - i@+
—

cc: Discover:

Web Player | Coaching | Reporting | Surveys

Administration

Core Functions | Add-Ons
Permissions Seivice Wananer
Settings | checkal | | Uncheckal | | StariSekcted | [ Stop Selected |
Sctmesi oy Application site Status
[ cC_APISener exe 1 101016 160 Running
Service Loader [0 callCopyArchiverSenice 10.10.16.160 Running
_
Export Vermcation [0 cc_webMediaServer.exe 10.10.16.160 Running
Ativer [0 cc_laggerSenice exe 10 10 16 160 Running
[0 cc_ondemandServer exe 10.10 16 160 Running
[0 CC_ScreenCapServer.exe 10.10.16.160 Running
[0 cc_transcoder exe 1 10.10.16.160 Running
[0 cc_cticore exe 2 10.10.16.160 Stopped [ start |
[0 cc_cticore exe 3 101016 160 Stopped Em
[ cc_cticore.exe 1 10.10.16.160 Running Start
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9.6. Verify Call Events are being received by cc: Discover

Navigate to the /Program Files/CallCopy/Logs folder on the cc: Discover Server. Open a file
called CC_CTICorelr.log. See an example of this file in the Appendix of these Application
Notes.

9.7. Verify calls are begin recorded on cc: Discover

Recordings are stored on the cc: Discover server and can be replayed using Web Player as shown
below. Click on the Web Player tab and click on Call List as shown below. Each call recorded
is displayed and can be played by clicking on the required call. Confirm correct call information
is displayed.

| \Web Player | Coaching | Reporting | Surveys | Administration

Call List | Live Monitor
| calendar | [Fiter | [ current Filter: | Time Recorded x Settings
L 4 Record ID L] First Name Last Name Voice Port Time Recorded Duration Video Evaluations Completed Score CallerID ANI Call Direction Nu |
4 March 2012 »
| 504 Agent One 4003 05/03/2012 12:03:49  00:01:34 0 . 4003 o |
R b 505 Agent Two 4001 05/03/2012 12:03:34  01:40:00 0 4001 o ‘
s+ s 7 8 9 10 ||} 503 Agent One 4003 05/03/2012 12:02:25 00:00:34 0 1 ‘
11 12 13 14 15 16 17 I |
> 502 Agent Two 4001 05/03/2012 12:02:12 | 00:00:19 0 4001 o ‘
18 19 20 21 22 23 24 |
25 26 27 28 29 30 31 L 501 Agent Two 4001 05/03/2012 11:59:51 00:01:49 0 4001 ) ‘
| 500 Agent One 4003 05/03/2012 11:59:20 00:02:11 0 4003 o
gtk b 499 Agent Two 4001 05/03/2012 11:59:05 00:00:29 0 4001 o
b 498 Agent One 4003 05/03/2012 11:57:16  00:00:45 0 1 ‘
callCopy group i i A
b 497 Agent Two 4001 05/03/2012 11:57:00  00:00:21 0 4001 o |
ACD Gate It 436 Agent One 4003 05/03/2012 11:33:56  00:01:05 0 1
i 1 ¢ 495 Agent Two 4001 05/03/2012 11:33:43 | 00:00:19 0 4001 o
| Group I
> 484 Agent One 4003 05/03/2012 11:30:57 | 00:02:37 0 4003 o
I || v
| categaries | = - ) - —_— . -
I | ) r
| My Filters | | Pages: 1 [2s ~ | Items Per Page GoToPage:[1 |of1 [[8| |
| Tag Cloud | | Web Player x
L 1 Agent One —— ——— — - - e —e e - -~ - [ \
Mk A <[
28 customer ol = |
= L]
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10. Conclusion

These Application Notes describe the configuration steps required for CallCopy cc: Discover to
successfully interoperate with Avaya Proactive Contact Avaya Application Enablement Services
and Avaya Aura® Communication Manager using Multi Registration. All test cases were
completed successfully. Please refer to Section 2.2 for test results and observations.

11. Additional References

This section references documentation relevant to these Application Notes. The Avaya product
documentation is available at http://support.avaya.com where the following documents can be
obtained.
[1] Administering Avaya Aura® Communication Manager, Document ID 03-300509
[2] Avaya Aura® Communication Manager Feature Description and Implementation,
Document ID 555-245-205
[3] Avaya Aura® Application Enablement Services Administration and Maintenance Guide
Release 6.1 Issue 2
[4] Application Notes for CallCopy cc:Discover with Avaya Aura® Communication
Manager and Avaya Aura® Application Enablement Services using Single Step
Conference and Service Observing for Recordings
[5] Implementing Avaya Proactive Contact 5.0

All information on the product installation and configuration cc: Discover can be found at
http://www.callcopy.com
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APPENDIX

Below is an extract from the CC_CTICorelr.log file. See highlighted AGENT and CALL
events used to begin a recording for a Multi Registration Call.

2012-03-09 13:12:06.758  Info 0 Channel 0[4000] Type: CTL EVENT AVAYA_PC 8225(2005)
AGENTONCALL IP:
2012-03-09 13:12:06.759  Info 0 Channel 0[4000]

Msg==>timeReceived=13:12:06.742|dialerid=1|agentid=1106|TYPEOFCALL=OUTBOUNDCALL|CALLID=00100106913000
002|DEVICEID=1|EQUIPNUM=366/DNIS=92033333333|USERDATA=IDENT:ACCTNUM,5300292013187256<==

2012-03-09 13:12:06.914 Info 0 Channel 0[] Type: CTI EVENT AVAYA_PC 8225(1003)
CALLCONNECTED IP:
2012-03-09 13:12:06.916  Info 0 Channel 0[]

Msg==>timeReceived=13:12:06.910|dialerid=1|callid=00100106913000002| AGENTNAME=agent2| HEADSETEX TENSION=4
000/AGENTDEVICEID=2|AGENTEQUIPNUM=362|USERDATA=IDENT:ACCTNUM,5300292013187256|SWITCHID=1<=

2012-03-09 13:12:06.916 Info 0 Sending callstart for callid and device 4000
2012-03-09 13:12:06.916  Info 0 Adding call 00100106913000002 to device 4000
2012-03-09 13:12:06.917  Debug 0 CALL START deviceid:4000 devicealias:agent2 group: gate: ani:4000

dnis:92033333333 callid: callinstance: userl: user2:outbnd2 user3: user4:dialer user5:00100106913000002 user6: user7: user8:
user9: userlO: userll: usel2: userl3:-1 userl4: userlS:, keepdays:-1, archiveaction:-1

2012-03-09 13:12:06.917 Debug 0 Looking for matching schedule.

2012-03-09 13:12:06.917  Info 0 Current state is "

2012-03-09 13:12:06.918 Info 0 Current state " was not found, using all associated schedules

2012-03-09 13:12:06.918 Info 0 Schedule ID: [1] Name: [Record All] matched.

2012-03-09 13:12:06.918 Debug 0 Schedule Record All matches at priority 50

2012-03-09 13:12:06.918 Info 0 Schedule ID: [0] Name: [DesktopOnly] failed to match condition [Expression
Match]

2012-03-09 13:12:06.919 Debug 0 Schedule DesktopOnly doesn't match

2012-03-09 13:12:06.919 Info 0 Using schedule Record All

2012-03-09 13:12:06.919  Debug 0 Selectting channel for recording.

2012-03-09 13:12:06.919 Debug 0 Setting board 3 channel 1 status to ReservedForRecording

2012-03-09 13:12:06.920  Debug 0 A channel was selected, it was not a stacked match. Recording will consume a
concurrent recording slot.

2012-03-09 13:12:06.920  Debug 0 Selected board CallCopy.Recording.VoiceBoard channel Channel 1 -
Assignment:DedicatedRecordDevice AssignmentValue:'4000' Name:" Desc:" for recording

2012-03-09 13:12:06.920  Debug 0 Setting board 3 channel 1 status to PreparingToRecord

2012-03-09 13:12:06.920  Debug 0 Setting board 3 channel 1 status to Recording

2012-03-09 13:12:06.921 Debug 0 CTIHost.RecordStart

2012-03-09 13:12:06.921 Debug 0 GetChannelByDeviceld - Using Existing Channel: Channel for deviceld[4000]
localRtpPort:7000 remoteRtpPort:7001

2012-03-09 13:12:06.921 Debug 0 Opening file F:\Recordings\20120309\agent2\agent2-13-12-06.cca
2012-03-09 13:12:06.921 Debug 0 Writing .cca header to F:\Recordings\20120309\agent2\agent2-13-12-06.cca
2012-03-09 13:12:06.922 Info 0 Extension record begin: 4000 [F:\Recordings\20120309\agent2\agent2-13-12-
06.cca]

2012-03-09 13:12:06.922  Debug 0 Record started [4000]

2012-03-09 13:12:06.922 Info 0 Notify stream detected from Avaya Dmcc device:4000 alias:agent2 record:5
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setlp:0.0.0.0 setPort:7000
2012-03-09 13:12:06.922  Debug 0 Media server> Sending stream notification Detected

2012-03-09 13:12:06.923 Debug 0 10.10.16.160:5630BoardMaster SendJsonCommandy():
{"command":"streamdetected","deviceid":"4000","devicealias":"agent2","recordid":"5","setip":"0.0.0.0","setport":"7000"," gate" :
" "group":"","ani":"4000","dnis":"92033333333","sys_usemame":"","requestld":1}

2012-03-09 13:12:06.923  Debug 0 CTIHost.RecordStart Complete
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and
™ are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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