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Abstract

These Application Notes describe the procedures for configuring Session Initiation Protocol
(SIP) Trunking between service provider Bell Canada and Avaya IP Office 9.0.

Bell Canada SIP Trunking provides PSTN access via a SIP trunk between the enterprise and
the Bell Canada network as an alternative to legacy analog or digital trunks. This approach
generally results in lower cost for the enterprise.

Bell Canada is a member of the Avaya DevConnect Service Provider program. Information in
these Application Notes has been obtained through DevConnect compliance testing and
additional technical discussions. Testing was conducted via the DevConnect Program at the
Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the procedures for configuring Session Initiation Protocol (SIP)
Trunking between service provider Bell Canada and an Avaya IP Office solution. In the sample
configuration, the Avaya IP Office solution consists of an Avaya IP Office 500v2 Release 9.0,
Avaya Voicemail Pro, Avaya IP Office Softphone, and Avaya H.323, digital, and analog endpoints.

The Bell Canada SIP Trunking service referenced within these Application Notes is designed for
business customers. The service enables local and long distance PSTN calling via standards-based
SIP trunks as an alternative to legacy analog or digital trunks, without the need for additional TDM
enterprise gateways and the associated maintenance costs.

The Bell Canada SIP Trunking service uses Digest Authentication for outbound calls from the
enterprise, using challenge-response authentication for each call to the Bell Canada network based
on a configured user name and password (provided by Bell Canada and configured in IP Office).
This call authentication scheme as specified in SIP RFC 3261 provides security and integrity
protection for SIP signaling.

2. General Test Approach and Test Results

The general test approach was to configure a simulated enterprise site using Avaya IP Office to
connect to Bell Canada SIP Trunking service. This configuration (shown in Figure 1) was used to
exercise the features and functionality tests listed in Section 2.1.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent to
the interoperability of the tested products and their functionalities. DevConnect Compliance Testing
is not intended to substitute full product performance or feature testing performed by DevConnect
members, nor is it to be construed as an endorsement by Avaya of the suitability or completeness of
a DevConnect member’s solution.

2.1. Interoperability Compliance Testing

A simulated enterprise site with Avaya IP Office was connected to Bell Canada SIP Trunking
service. To verify SIP Trunking interoperability, the following features and functionality were
exercised during the interoperability compliance test:

e Response to SIP OPTIONS queries.

e Incoming PSTN calls to various phone types. Phone types included H.323, digital, and
analog telephones at the enterprise. All inbound PSTN calls were routed to the enterprise
across the SIP trunk from the service provider.

e QOutgoing PSTN calls from various phone types. Phone types included H.323, digital, and
analog telephones at the enterprise. All outbound PSTN calls were routed from the
enterprise across the SIP trunk to the service provider.

e Inbound and outbound PSTN calls to/from the Avaya IP Office Softphone.

¢ Inbound and outbound long holding time call stability.
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e Various call types including: local, long distance, international, outbound toll-free, operator
service and directory assistance.

e Codec G.711MU and G.729A.

e Caller number/ID presentation.

e Privacy requests (i.e., caller anonymity) and Caller ID restriction for inbound and outbound
calls.

e DTMF transmission using RFC 2833.

e Voicemail navigation for inbound and outbound calls.

e Telephony features such as hold and resume, transfer, and conference.

e Use of SIP REFER for call transfer to PSTN.

e FAX G.711 Pass Through.

e Off-net call forwarding.

e Twinning to mobile phones on inbound calls.

2.2. Test Results
Bell Canada SIP Trunking passed compliance testing.

Items not supported or not tested included the following:
¢ Inbound toll-free and outbound emergency calls (911) are supported but were not tested as
part of the compliance test.
e T.38 Fax is not support.

Interoperability testing of Bell Canada SIP Trunking was completed with successful results for all
test cases with the exception of the observations/limitations described below.

e OPTIONS from IP Office — If the periodicity of sending OPTIONS to monitor the SIP
trunk connectivity is configured on Avaya IP Office to be larger than the periodicity of
OPTIONS from Bell Canada, IP Office would effectively cease to send OPTIONS to Bell
Canada. This is expected behavior on Avaya IP Office since it resets the timer for sending
OPTIONS starting from the most recently received OPTIONS from the network.

e Call Display on PSTN Phone — Call display was not properly updated on PSTN phone
involved in a call transfer. After the call transfer was completed, the PSTN phone did not
display the actual connected party but instead showed the party that initiated the transfer.
SIP signaling trace showed that the enterprise IP Office did not send an UPDATE message
to the network to update the call display of the PSTN phone in call transfer. However, it
does not affect the end user.

e Blind Transfer using REFER — Bell network sent “401 unauthorized” message, at the end
of the call transfer sequence after Avaya IP Office sent CANCEL, to second call leg on a
blind transfer call. There is no user impact. Notifying Bell’s team on this issue.

e Call Display on PSTN Phone on PSTN Hold and Resume — Call display was not properly
updated on PSTN phone involved in PSTN Hold and Resume operation. After the inbound
call from PSTN to Avaya IP Office was hold on PSTN phone, when the call was resumed on
the PSTN phone, the PSTN phone displayed trunk number instead of the calling party ID.
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2.3. Support

For technical support on the Avaya products described in these Application Notes visit
http://support.avaya.com.

For technical support on Bell Canada SIP Trunking, contact Bell Canada at
http://www.bell.ca/enterprise/EntPrd_SIP_Trunking.page.
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3. Reference Configuration

Figure 1 below illustrates the test configuration. The test configuration shows an enterprise site
connected to Bell Canada SIP Trunking service through the public IP network. For confidentiality
and privacy purposes, actual public IP addresses used in this testing have been masked out and
replaced with fictitious IP addresses throughout the document.

Located at the enterprise site is an Avaya IP Office 500v2 with digital expansion which provides
connections for 16 digital stations to the PSTN, the extension PHONE 8 card which provides
connections for 8 analog stations to the PSTN as well as 64-channel VCM (Voice Compression
Module) for supporting VVolP codecs. The LAN port of Avaya IP Office is connected to the
enterprise LAN while the WAN port is connected to the public IP network. Endpoints include an
Avaya 9600 Series IP Telephone (with H.323 firmware), an Avaya 9508 Digital Telephones, an
Avaya Symphony 2000 Analog Telephone and an Avaya IP Office Softphone. A separate Windows
XP PC runs Avaya IP Office Manager to configure and administer the Avaya IP Office.

Mobility Twinning is configured for some of the Avaya IP Office users so that calls to these user
phones will also ring and can be answered at the configured mobile phones.
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Figure 1: Test Configuration for Avaya IP Office with Bell Canada SIP Trunking Service
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For the purposes of the compliance test, Avaya IP Office users dialed a short code of 9 + N digits to
send digits across the SIP trunk to Bell Canada. The short code of 9 was stripped off by Avaya IP
Office but the remaining N digits were sent unaltered to Bell Canada. For calls within the North
American Numbering Plan (NANP), the user would dial 11 (1 + 10) digits. Thus for these NANP
calls, Avaya IP Office would send 11 digits in the Request URI and the To field of an outbound SIP
INVITE message. It was configured to send 10 digits in the From field. For inbound calls, Bell
Canada SIP Trunking sent 10 digits in the Request URI and the To field of inbound SIP INVITE
messages.

Bell Canada uses the phone number in the From header of a SIP INVITE message to authenticate the
calling party. Thus, a call will be rejected by the network unless the From header contains a number
known to Bell Canada. This is especially important for calls inbound from the PSTN which are
redirected back to the PSTN by call forwarding or twinning. For call forwarding, Avaya IP Office
sends the number of the forwarding phone in the From header. This is a number known to Bell
Canada. As a result, the call display on the destination phone shows the forwarding party not the
original caller. For twinning, this behavior can be slightly altered through configuration. See
Sections 5.3 and 5.4 for details.

Note that the calling party authentication using the phone number by Bell Canada, as mentioned
above, is in addition to the Digest Authentication by Bell Canada during call setup SIP signaling
exchanges using a user name and password as configured in Avaya IP Office for all calls from the
enterprise to Bell Canada.

In an actual customer configuration, the enterprise site may also include additional network
components between the service provider and the Avaya IP Officer such as a session border
controller or data firewall. A complete discussion of the configuration of these devices is beyond the
scope of these Application Notes. However, it should be noted that SIP and RTP traffic between the
service provider and the Avaya IP Office must be allowed to pass through these devices.
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4. Equipment and Software Val
The following equipment and software/firmware

idated

were used for the sample configuration provided:

Avaya Telephony Components

Equipment Release
Avaya IP Office 500v2 9.0.0.829
Avaya IP Office Manager 9.0.0.829
Avaya Voicemail Pro for IP Office 9.0.0.829

Avaya 11x0 IP Telephone (SIP)

SIP11x0e04.03.12.00

Avaya 9630G IP Telephone (H.323)

Avaya one-X® Deskphone Edition S3.2

Avaya IP Office Softphone 3.2.3.20 64770
Avaya Digital Telephone (9508) N/A
Avaya Symphony 2000 Analog Telephone N/A
Bell Canada SIP Trunking Service Components
Component Release
Acme Packet Net-Net 4250 SBC Firmware SC6.2.0 MR-4 Patch 1 (Build 718)
Broadsoft SoftSwitch Rel18

Legacy Nortel CS2K Media Gateway

SN10 PVG/IW-SPM
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5. Configure IP Office

This section describes the Avaya IP Office configuration to support connectivity to Bell Canada SIP
Trunking service. Avaya IP Office is configured through the Avaya IP Office Manager PC
application. From a PC running the Avaya IP Office Manager application, select Start = Programs
- IP Office = Manager to launch the application. Navigate to File = Open Configuration, select
the proper Avaya IP Office system from the pop-up window, and log in with the appropriate
credentials. A management window will appear similar to the one shown in the next section. The
appearance of the IP Office Manager can be customized using the View menu. In the screens
presented in this section, the View menu was configured to show the Navigation pane on the left
side, the Group pane in the center, and the Details pane on the right side. These panes will be
referenced throughout the Avaya IP Office configuration. Proper licensing as well as standard
feature configurations that are not directly related to the interface with the service provider (such as
LAN interface to the enterprise site and IP Office Softphone support) is assumed to be already in
place.

5.1. LAN Settings

In the sample configuration, the DevCon IPO2 was used as the system name and the WAN port was
used to connect the Avaya IP Office to the public network. The LAN2 settings correspond to the
WAN port on the Avaya IP Office. To access the LAN settings, first navigate to System (1) =
DevCon IPO2 in the Navigation and Group Panes and then navigate to the LAN2-> LAN Settings
tab in the Details Pane. Set the IP Address field to the IP address assigned to the Avaya IP Office
WAN port. Set the IP Mask field to the mask used on the public network. All other parameters
should be set according to customer requirements. Then click OK (not shown).

DevCon IPO 2*

IP Offices

+- & BOOTP (9)
+-¢# Operator (3) -
=% DevCon IPO 2 LAN Settings |yoIP || Network Topology
=)=y System (1) : -
%% DevCon IPO 2 I s ERRER R
-4 Line (9) 1P Mask 255 . 255 . 255 . 240|
[# = Control Unit {4) —— - =
# -4 Extension {42) Primary Trans. IP Address a 0 0 0
@ User(44) ) ] N
w2 Group (7) Firewall Profile <None> v
[+ 8% Short Code (67) RIP Mode None 3
@B service (0)
& oy RAS (1) [[] Enable naT
# - Incoming Call Route (11) : =
£ wanPort (0) Number Of DHCP IP Addresses |1 -
#m Directory (0) DHCP Mode
£ Time Profile {0) ~ ’ L e
@) ) O )]
& @ Firewall Profis (1) ) server (O client (O Dialin (3 Disabled [ Advanced ]
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Select the Vol P tab as shown in the following screen. The H323 Gatekeeper Enable box is checked
to allow the use of Avaya IP Telephones using the H.323 protocol, such the 9600-Series IP
Telephones used in the sample configuration. The SIP Trunks Enable box must be checked to
enable the configuration of SIP trunks to Bell Canada. The SIP Registrar Enable box is checked to
allow Avaya IP Office Softphone usage. The RTP Port Number Range can be customized to a
specific range of receive ports for the RTP media. Based on this setting, Avaya IP Office would
request RTP media be sent to a UDP port in the configurable range for calls using LAN2. The
specific values used for the compliance test are shown in the example below. All other parameters

should be set according to customer requirements. Then click OK (not shown).

B8 DevCon IPO 2 =

System | LAND ||LANZ | DS Voicemail | Telephony | Directory Services | System Events | SMTP | SMDR || Twinning | ¥CM | CCR | Codecs

IP Offices

@& BOOTP (9)
[#-¢/~ Operator (3)
[=)-%5p DevCon IPO 2

=) *=p System (1)

LAN Settings Metwork Topology

| v | < | >

BellSIPTrkIPO9

=1
% DevCon IPO 2 | H323 Gatekeeper Enablel
[ 14 Line (9) [[] Auto-create Extn Auto-create User [[] H323 Remote Extn Enable
[#-<=» Control Unit (4)
[+ 4@ Extension (42)
@@ User (44) SIP Trunks Enable
[+ 53§ Group (7)
B 3‘ Shart Code (67) SIP Registrar Enable
B Service (0) [[] Auto-create ExtnfUser [[] sIp Remate Extn Enable
o, RAS (1) )
[+ @ Incoming Call Route {11) Domain Name
@ WanPort {0) === = T
= Directory (0) uop UDP Part |S060 ¥ | | Remote UDPPort |
£ Time Profile (0) Layer 4 Protocol TCP TCP Port  |S060 2 Remote TCP Port ‘
e} @ Firewall Profile {1)
i+ [l IP Route (2) s TLS Port (5061 3 Remote TLS Port |
am Account Code (0) - il
W License (41) Challenge Expiry Time {secs) 10 &
& Tunnel {(0)
i §ig User Rights (8) RTP
B¢ ARS (1)
Part Number R
5 Location (0) el 7 g :
2% Authorization Code (0) Minirnurn 49152 3 Maximum (53246 3
Port Mumber Range {NAT)
Minimurn j4o152 3 Maximurm 53246 3
Enable RTCP Monitoring on Port 5005
Keepalives
Scope RTP > Periodic timeout 30
Initial keepalives Enabled v
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On the Network Topology tab in the Details Pane, configure the following parameters:

e Select the Firewall/NAT Type from the pull-down menu that matches the network
configuration. No firewall or network address translation (NAT) device was used in the
compliance test as shown in Figure 1, so the parameter was set to Open Internet. With this
configuration, STUN will not be used.

e Set Binding Refresh Time (seconds) to 60. This value is used as one input to determine the
frequency at which Avaya IP Office will send SIP OPTIONS messages to the service
provider. See Section 5.10 for complete details.

e Set Public IP Address to the IP address of the Avaya IP Office WAN port. Public Port is
set to 5060.

e All other parameters should be set according to customer requirements.

Then click OK (not shown).

IP Offices DevCon IPO 2° & ol callet s

=R E)OOTF‘ (933) System | LaN1 ||LAN2 | |DNS | Voicemail | Telephony | Directory Services | System Events | SMTP | SMDR | Twinning | ¥CM | CCR | Codecs
#-47 Operator f g z ]
.43 DevCon IPO 2 LAN Settings | YoIP || Metwork Topology
=)+ System (1) Metwork Topology Discovery
“= DevCon IPO 2 - r =
14 Line (9) STUN Server Address 10,10.10.10 | STUN Port :3478 &
# <= Control Unit (4) FirewalljNAT Type Open Internet v
+ -4 Extension {(42) 2 — r
@ §  User (44) Binding Refresh Time (seconds) |60 ¢
5@ Group (7) = : !
[ B Short Code (67) Public IP Address 10 10 97 39 Run STUN Cancel
@ Service (0)
o, RAS (1) Public Port
@ Incoming Call Route (11) [ LDP S060 = |
2 wanPort (0)
@ Directory (0) TCP o vl
£ Time Profile (0 - :
P 9 s o ¢

@@ Firewall Profile (1)
- [l IP Route (2)

& Account Cods (0) [] Run STUN on startup

In the compliance test, the LANL interface was used to connect the Avaya IP Office to the enterprise
site IP network. The LANL1 interface configuration is not directly relevant to the interface with Bell
Canada SIP Trunking service, and therefore is not described in these Application Notes.
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5.2. System Telephony Settings

Navigate to the Telephony - Telephony Tab in the Details Pane. Choose the Companding Law
typical for the enterprise location. For North America, ULAW is used. Uncheck the Inhibit Off-
Switch Forward/Transfer box to allow call forwarding and call transfer to the PSTN via the
service provider across the SIP trunk. Then click OK (not shown).

Ej DevCon IPO 2° g -8 X |v|<]|>
System | LAN1 | LANZ || DNS Yoicemail | Telephony Directory Services | System Events | SMTP | SMDR | Twinning | YCM CCR Codecs
Telephony | park & Page | Tones & Music | Ring Tones | SM Call Log || TUI
L =
Analogue Extensions Companding Law — |
- - : Switch Line
Default Outside Call Sequence | Mormal v |
- - ¥ r'\, | .
Default Inside Call Sequence Ring Type 1 v © U-Law & UrLawLine
Default Ring Back Sequence vRing Type 2 v/
| — Q A-Law C A-Law Line
‘ Restrict Analogue Extension Ringer Yoltage E]
Dial Delay Time (secs) 4 e [] pss status
Dial Delay Count 0 = ‘ Auto Hold
Default No Answer Time (secs) 15 3 DA B e
1 V| Show & t Codi
Hold Timeout (secs) 120 |2 SR 000
BTy ¢ (secs) o0 A l [] 1nhibit Off-Switch Forward!TransFerl
ark Timeout {secs ; v
Ring Delay (secs) 5 =1 [] Restrict Metwork Interconnect
ing Delay (secs 3 v |
- = [C] orop External Only Impromptu Conference
Call Priority Promotion Time (secs) |Disabled z
- — [] visually Differentiate External Call
Default Currency |UsD v
: [] unsupervised Analog Trunk Disconnect Handling
Default Name Priority Favor Trunk v
— i High Quality Conferencing
Media Connection Preservation | Disabled v |
. [ strict sIPS
DigitalfAnalogue Auto Create User
v
[ oK J [ Cancel J [ Help J

5.3. Twinning Calling Party Settings

When using twinning, the calling party number displayed on the twinned phone is controlled by two
parameters. These parameters only affect twinning and do not impact the messaging or operation of

other redirected calls such as forwarded calls. The first parameter is the Send original calling party
information for Mobile Twinning box on the System->Twinning tab. The second parameter is the
Send Caller ID parameter on the SIP Line form (shown in Section 5.4).

For the compliance testing, the Send original calling party information for Mobile Twinning as
shown below was unchecked. This setting allows Send Caller 1D parameter that was set to P
Asserted ID in Section 4 to be used. IP Office will send the following in the “From” header:
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e On calls from an internal extension to a twinned phone, IP Office sends Calling Party
Number of the originating extension.

e On calls from the PSTN to a twinned phone, IP Office sends Calling Party Number of the
originating PSTN party.

Then click OK (not shown).

IP Offices DevCon IPO 2 | X | v ]|<|>

# R EOOTP (72 ) System | LAN1 | LANZ | DNS Voicemail | Telephony | Directory Services | System Events | SMTP | SMDR | Twinning ||y € »
+ -7 Operator (3 [ - = = - 7 ¥ z
= %29 DevCon IPO 2 I[:] Send original calling party information for Mobile Twinning I
=) %=y System (1) Calling party information for |
%%y DevCon IPO 2 Mobile Twinning

5.4. Administer SIP Line

A SIP line is needed to establish the SIP connection between Avaya IP Office and Bell Canada SIP
Trunking service. The recommended method for configuring a SIP Line is to use the template
associated with these Application Notes. The template is an .xml file that can be used by IP Office
Manager to create a SIP Line. Follow the steps in Section 5.4.1 to create the SIP Line from the
template.

Some items relevant to a specific customer environment are not included in the template or may
need to be updated after the SIP Line is created. Examples include the following:

IP addresses.

SIP Credentials (if applicable).

SIP URI entries.

Setting of the Use Network Topology Info field on the Transport tab.

Therefore, it is important that the SIP Line configuration be reviewed and updated if necessary after
the SIP Line is created via the template. The resulting SIP Line data can be verified against the
manual configuration shown in Sections 5.4.2.

Also, the following SIP Line settings are not supported on Basic Edition:
e SIP Line — Originator number for forwarded and twinning calls.
e Transport — Second Explicit DNS Server.
e SIP Credentials — Registration Required.

Alternatively, a SIP Line can be created manually. To do so right-click Line in the Navigation Pane
and select New - SIP Line. Then, follow the steps outlined in Sections 5.4.2.
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5.4.1. Create SIP line from Template

1. Copy the template file to the computer where IP Office Manager is installed. Rename the
template file to CA_Bell Canada_SIPTrunk.xml. The file name is important in locating
the proper template file in Step 5.

2. Verify that template options are enabled in IP Office Manager. In IP Office Manager,
navigate to File > Preferences. In the IP Office Manager Preferences window that appears,
select the Visual Preferences tab. Verify that the box is checked next to Enable Template
Options. Click OK.

£ 1P Office Manager Preferences

Preferences | Directories | Discovery | Visual Preferences | Security | Walidation

Icon Size | Small A
Multiline Tabs
Enable Template Options

i) [ a4 H Cancel H Help ]

3. Import the template into IP Office Manager. From IP Office Manager, select Tools -
Import Templates in Manager. This action will copy the template file into the IP Office
template directory and make the template available in the IP Office Manager pull-down
menus in Step 5. The default template location is C:\Program Files\Avaya\lP
Office\Manager\Templates.

r"] Avaya IP Office RS Manager DevCon IPO 2 [9.0.0.829

File  Edit View | Tools I Help

[ E] Extension Renumber...

DevCon IPO 2 Line Renumber...

Connect To...

Export >

BOOTP (7)
47« Operator (3)

=2 DevCon IPO 2
“izy System (1)

SCN Service User Management

y

D-E-&

P

Busy on Held validation

w2y DevCon MSM Configuration
=T+ Line {9)
o 1 =
-2 | Import Templates in Manager u

In the pop-up window (not shown) that appears, select the directory where the template file
was copied in Step 1. After the import is complete, a final import status pop-up window (not
shown) will appear stating success or failure. Click OK (not shown) to continue. If
preferred, this step may be skipped if the template file is copied directly to the IP Office
template directory.
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4. To create the SIP Trunk from the template, right-click on Line in the Navigation Pane, then
navigate to New - New SIP Trunk From Template.

IP Offices SIP Line - Line 19* e 9 X v« >I

#- R BOOTP(7)
®ge Operator(3 | T —
=% DevCon I 40 a
g = swll L) New » H323 Line
R (7 Chisy IP DECT Line ek O
Za| copy CtrkC IR Ene LRI Type sip vl
SM Line
. ) Check 003
"1 75 Delete Cri+Del SIP DECT Line A . 3
) B I New SIP Trunk From Templote Call Routing Method |Request LRI v |
[ | Originator number for [ ]
‘ | forwarded and twinning calls ‘
New from Template (Binary) F B w Namé Priotiy {System De}aulg - v}
[ Export as Template (Binary) 8 = e
¥ Extersion (47) e !PAsserted D v! Caller ID from From header

5. In the subsequent Template Type Selection pop-up window, select Canada from the
Country pull-down menu and select Bell Canada from the Service Provider pull-down
menu as shown below. These values correspond to parts of the file name (CA_Bell

Canada_SIPTrunk.xml) created in Step 1. Click Create new SIP Trunk to finish creating
the trunk.

r

"} Template Type Selection

Locale
Country \ Canada v |
Service Provider [Bell Caqgﬁa \?\ [] Display &1

[ Create new SIP Trunk ] [ Cancel ]

6. Once the SIP Line is created, verify the configuration of the SIP Line with the configuration
shown in Sections 5.4.2.
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5.4.2. Create SIP Line Manually

To create a SIP line, begin by navigating to Line in the left Navigation Pane, then right-click in the
Group Pane and select New - SIP Line. On the SIP Line tab in the Details Pane, configure the
parameters as shown below:
e Set ITSP Domain Name to the enterprise domain so that IP Office uses this domain as the
host portion of SIP URI in SIP headers such as the From header.
e Set Send Caller ID to P Asserted ID. For the compliance test, this parameter was ignored
since Send original calling party information for Mobile Twinning is optioned in Section

5.3.

e Check the In Service box.

e Check the Check OOS box. With this option selected, IP Office will use the SIP OPTIONS
method to periodically check the SIP Line.

e Default values may be used for all other parameters.

Then click OK (not shown).

The area of the screen entitled REFER Support is used to enable/disable SIP REFER for call
transfers. The default values of “Auto” for Incoming and Outgoing effectively disable use of SIP
REFER. To enable SIP REFER, select “Always” from the drop-down menu for Incoming and
Outgoing. In the compliance test, both configurations were successfully tested to transfer a call
between a PSTN phone and an enterprise phone to a second PSTN phone.

IP Offices

- & BOOTR (7)
#-4#% Operatar (3)

Ei SIP Line - Line 19°

SIF Line [Transport|SIP ORI YalP | T35 Fax| SIP Credentisls

B - | X

DieviZon IPO 2 Line Murnber [ts E
(=539 System (1)
=29 DewCon IPO 2 ITSP Domain Mame |dornain.itsp. ca In Service
=7 Line (2 T B S
oK c (9 LRI Type sIp ¥|
w2
i v
v Prefis Check 005 .
M 15 Mational Prefix Call Rauting Method Request LRI v
orisiator mmber £ ' ;
riginator number For
% 20 Country Code forwarded and bwinning calls |
wy, 71 } - ]
ny, 22 International Prefix MName Priority :System Default »
w, 23 - =i 1
-2 Contral Unit {4) ISEHCI Caller ID | P Asserted ID | I Caller 1D From From headsr
-y Extension (42) Association Method |By Source IP address | Send From In Clear |
o User (44) L
= .,3 Group (71 User-Agent and Server [
Headers
[+ 8% short Code (67) :
@ Service (0} Service Busy Response 503 - Service Unavailable (% |
s RAS (1)
& @ Incoming Call Route (11 Action on CAC Location Limit | Allow Yoicemail |
@ wianPart (0)
v
#m Directory (0) FEARERENEERE o 1
rl-\\ Time Profile {0} Incoming __Alwas_-'s ) v.:
[ @ Firewall Profile {1} i r = 1
-l 1P Route (2) Oltoing |Abays 2|
am Account Code (0)
W License (41) F
g Tunnel (0) Method For Session Refresh |Update w
+ § § User Rights (5) Session Timer (seconds) [on Demand : .
- BRS (1) ;
&5 Location (0) Media Connection Preservation | Disabled v
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Select the Transport tab. The ITSP Proxy Address is set to the Bell Canada SIP Proxy IP Address
provided by Bell Canada. As shown in Figure 1, this IP Address is 20.20.237.201. In the Network
Configuration area, UDP is selected as the Layer 4 Protocol, and the Send Port is set to the port
number provided by Bell Canada. The Use Network Topology Info parameter is set to LAN 2. This
associates the SIP Line with the parameters in the System - LAN2 - Network Topology tab.
Other parameters retain default values in the screen below. Then click OK (not shown).

IP Offices ﬁ SIP Line - Line 19™ - X|vl<]|>
- & BOOTP (3) SIP LineIP URI|VoIP | T38 Fax| SIP Credentials
[#-¢# Operator (3} F - = -
[=)-*=y DevCon IPO 2 l ITSP Proxy Address |20.20.237.201 I
I [=)-%=p System (1) I .
%= DevCon IPO 2 Metwork Configuration
B L:,el(g) Layer 4 Protocol TUDP v Send Port (5060 =]
e 2 Use Metwork Topology Info ‘L.qm 2 v
., 17
13 3 (7 - T - ————1
Explicit DNS Server(s) 1] o 1] 0 0 1] 1] 0 |
", 20 Calls Route via Registrar
", 21
., 22
e, 23 Separate Reqgistrar

A SIP Credentials entry must be created for Digest Authentication used by Bell Canada SIP trunking
service to authenticate calls from the enterprise to the PSTN. To create a SIP Credentials entry, first
select the SIP Credentials tab. Click the Add button and the New Channel area will appear at the
bottom of the pane. To edit an existing entry, click an entry in the list at the top, and click the Edit...
button. In the bottom of the screen, the Edit Channel area will be opened. In the example screen
below, a previously configured entry is edited. The entry was created with the parameters shown
below:

e Set User name and Authentication Name to the value provided by the service provider.

e Set Password to the value provided by the service provider. Expiry (mins) is set to 60

e Uncheck the Registration required option. Bell Canada does not require registration for

Digest Authentication.

Then click OK (not shown).

[SIF Line [ Transport | siP URI| vl 738 Fax] S1P Credentials ]

Index UserfMame  Authentication Mame  Contact  Expiry (mins)  Register ‘ add...
Remove
Edit...

Mew SIP Credentials

User name |416xxx1396 ‘
Authentication MName 416xxx 17396 1
Contact ‘
Password :*********l ]
Expiry {mins) [so 73
Registration required [:]
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A SIP URI entry must be created to match each incoming number that Avaya IP Office will accept
on this line. Select the SIP URI tab, click the Add button and then New Channel area will appear at
the bottom of the pane. To edit an existing entry, click an entry in the list at the top, and click the
Edit... button. In the example screen below, a previously configured entry is edited. For the
compliance test, a single SIP URI entry was created that matched any DID number assigned to an
Avaya IP Office user. The entry was created with the parameters shown below:

e Set Local URI, Contact and Display Name to Internal Data. This setting allows calls on

this line which SIP URI matches the number set in the SIP tab of any User as shown in

Section 5.6.

e Set PAI to Internal Data. With this setting IP Office will populate the SIP P-Asserted-
Identity header on outgoing calls with the data set in the SIP tab of the call initiating User as

shown in Section 5.6.

e For Registration, select the account credentials previously configured on the line's SIP

Credentials tab.

e Associate this line with an incoming line group in the Incoming Group field. This line
group number will be used in defining incoming call routes for this line. Similarly, associate
the line to an outgoing line group using the Outgoing Group field. For the compliance test, a
new incoming and outgoing group 19 was defined that only contains this line (line 19).

e Set Max Calls per Channel to the number of simultaneous SIP calls that are allowed using

this SIP URI pattern.
Click OK to commit.

SIP URI entry for Channel 1

SIP Line -Line 197

Channel Groups

1 19 19
2 19 19
3 19 19

Edit Channel
Via

Local URI
Contact
Display Mame
PAI
Reaqistration
Incoming Group

QOutgoing Group

Max Calls per Channel

SIP Line|| Transport| SIP URIfyoIP | T38 Fax|/SIP Credentials

Via Lo... ST hoc Display Mame PAI Cred| Add...
1 [ 0: <k
Bkl G 1 By 0: <k Remove
e o3l0m 3105 M... O <N
Edit...
»
10.10.,97.39
|Use Internal Data v
\Use Internal Data ~
[Use Internal Data v |
[Use Internal Data i~
1: 416xxx1396 v
[19 '
19
10 -~
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SIP URI entry Channel 2 was similarly created for incoming calls appropriately to pre-define DID
numbers 416xxx1397 to access to Feature Name Extension 00 (FNEQO). The Short Codes for
FNEOO was defined in Section 5.5 to provide Dial Tone and Mobile Callback for mobility extension.

The Channel 2, as shown in the screenshot below, was configured with following parameters.

e Setthe Local URI and Contact fields to pre-define DID number 416xxx1397 appropriately
for Channel 2.

e Associate Incoming Group and Outgoing Group to SIP Line 19.
e Set the Max Calls per Channel field to 10.
e Other parameters retain default values.

Click OK to commit.

SIP URI entry for Channel 2

Ei SIP Line - Line 19*
SIP Line“Transport; SIP URIjyoIp | T38 Fax SIP Credentials
! Channel  Groups Via Lo... Co... Display Name PAI Cred, Add...
1 19 19 i 0: <h
2 19 19 1... 416... 416... 0: <h Remove
3 19 19 1 310... 310... M. 0O <h
Edit...
\
\
Edit Channel
Via | 10.10.97.39
Local URI |416xxx1397 v
Contact ;416xxx139? i v ‘
Display Mame {Use Internal Data v ‘
Pal Use Internal Data 7 v
Registration [o: <vore> 143
Incoming Group 19
Qutgoing Group ‘ 19 ‘
Max Calls per Channel };iU 7(,: :
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Select the VoI P tab to set the VVoice over Internet Protocol parameters of the SIP line. Set the
parameters as shown below:

The Codec Selection can be selected by choosing Custom from the pull-down menu,
allowing an explicit ordered list of codecs to be specified. Select G.711 ULAW 64K, G.711
ALAW 64K and G.729(a) 8K CS-ACELP codecs cause Avaya IP Office to include these
codes, supported by the Bell Canada SIP Trunking service, in the Session Description
Protocol (SDP) offer, in that order.

Set Fax Transport Support to G711 from the pull-down menu (T.38 faxing is not currently
supported by Bell Canada).

Set the DTMF Support field to RFC2833 from the pull-down menu. This directs Avaya IP
Office to send DTMF tones using RTP events messages as defined in RFC2833.

Uncheck the VVolIP Silence Suppression box. By unchecking the VolP Silence Suppression
box, calls can be established with the G.729 codec but without silence suppression.

Check the Re-invite Supported box.

Default values may be used for all other parameters.

Then click OK (not shown).

SIP Line | Transport| SIP URI T38 Fax| SIP Credentialsr

SIP Line - Line 19" - X|v|<]>

I D YolP Silence Suppression I

[[] allow Direct Media Path

Codec Selection | Custom | I Re-invite Supported l
Unused Selected
;'G.722 R 5 T [] codec Lockdown
|G.723.1 6K3 MP-MLQ |G.711 ALAW 64K [[] pPrack/100rel Supported

G.729(a) 8K CS-ACELP

Force direct media with phones

<= [] G.711 Fax ECaN
‘ ==
Fax Transport Support iG.?ll -
Location | Cloud v ‘
Call Initiation Timeout {s) 4 3
[ DTMF Support |RFC2833 v
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5.5. Short Code

Define a short code to route outbound traffic to the SIP line. To create a short code, select Short
Code in the left Navigation Pane, then right-click in the Group Pane and select New. On the Short
Code tab in the Details Pane, configure the parameters for the new short code to be created. The
screen below shows the details of the previously administered “9ON;” short code used in the test
configuration.

e Inthe Code field, enter the dial string which will trigger this short code, followed by a semi-
colon. In this case, 9N;, this short code will be invoked when the user dials 9 followed by
any number.

e Set Feature to Dial. This is the action that the short code will perform.

e Set Telephone Number to N”@itsptrunk.ca:5060”. This field is used to construct the
Request URI and To headers in the outgoing SIP INVITE message. The value N represents
the number dialed by the user. The host part following the “@” is the domain of the service
provider network.

e Setthe Line Group Id to the outgoing line group number defined on the SIP URI tab on the
SIP Line in Section 5.4. This short code will use this line group when placing the outbound
call.

e Set Locale to United State (US English). Then click OK (not shown).

IP Offices Short Code
& BOOTP (7) Code Telephone Number Il Tehort Code
i+ Operator (3) Bx 73102
[=-*=r DevCon IPO 2 EX 9N; N"@itsptrunk.ca” | Code |9
=7 System (1) ®XFNEOD 00 o 1
7 Line {2 = Feature LDlaI | =
=» Control Unit {4) Telephone Mumber |N"@itsptrunk.ca”

4> Extension (42) :
& User (a4) Line Group ID 1] ~
2k Group (7) T
- =hort Code (67 Locale EUnited States {(US English) ~
&3 SEWi;e)(U) Force Account Code ]
oz RAS(1 -
@ Incoming Call Route (11) Force Authorization Code [

For incoming calls from mobility extension to FNE features hosted by IP Office to provide Dial
Tone functionality, Short Code FNEOO was created. The FNEOO was configured with the following
parameters.

In the Code field, enter the FNE feature code as FNEQO for Dial Tone.

Set the Feature field to FNE Service.

Set the Telephone Number field to 00 for FNEOQO.

Set the Line Group ID field to 0.

Retain default values for other fields. Then click OK (not shown).

Short Code Ex FNEOO: FNE Service

Code Telephones RMumber S
|xrFs102

ll.ca:S0s0 ERIEOn

B FHEOD oo ~
< >

Feature :FNE Service ~ ‘

Telephone MNumber loo

d

Line Group ID l:l 5

_(4.‘

Locale

Force Account Code | |

Force authorization Code [ ]
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5.6. User

Configure the SIP parameters for each user that will be placing and receiving calls via the SIP line
defined in Section 5.4. To configure these settings, first select User in the left Navigation Pane, then
select the name of the user to be modified in the center Group Pane. In the example below, the name
of the user is “H323-29225”. Select the SIP tab in the Details Pane.

The values entered for the SIP Name and Contact fields are used as the user part of the SIP URI in
the From header for outgoing SIP trunk calls. They also allow matching of the SIP URI for incoming
calls without having to enter this number as an explicit SIP URI for the SIP line (Section 5.4). The
example below shows the settings for user H323-29225. The SIP Name and Contact are set to one
of the DID numbers assigned to the enterprise from Bell Canada. The SIP Display Name (Alias)
parameter can optionally be configured with a descriptive name. If all calls involving this user and a
SIP Line should be considered as private, then the Anonymous box may be checked to withhold the
user’s information from the network. Then click OK (not shown).

Extn29225: 29226~

IP Offices

R BOOTP (7) Mame

or R
ko Menu Programming || Mobility | Group Membership | Announcements || SIP |

{7 Operator (3) & Extn29204 29204
(=)-%%9 DevCon IPO 2 é‘tExthQZZS 29225 ] SIP Name |416xxx1397
“& System (1) S Extn29226 29226 | 1
7 Line (9) §rExtnzozz7 29227 SIP Display Mame (Alias) |H323-29225
<= Control Unit (4) g1vR 29228 29228 Ehatant [416xxx1397 | i

& Extension (42) §-1vr 29229 29229
& User (44) §-1vR 29230 29230
g Group (7) fr1vR 29231 29231 [0 anenymes |

One of the H.323 IP Phones at the enterprise site uses the Mobile Twinning feature. The following
screen shows the Mobility tab for User H323-29225. The Mobility Features and Mobile Twinning
boxes are checked. The Twinned Mobile Number field is configured with the number to dial to
reach the twinned mobile telephone, in this case 916139675279. Other options can be set according
to customer requirements. Then click OK (not shown).

B Extn29225: 29225 ek -~ X |~ < | >]

Button Programming | Menu Programming Mobility Group Membership | Announcements | SIP | Personal Directoryr N
-~ |

Mobility Features
Mobile Twinning

Twinned Mobile Mumber [o6139675279 l
including dial access code) | i

Twinning Time Profile ‘ <MNone> ~ |

Mobile Dial Delay (secs) ‘2 i

Mobile Answer Guard (secs) |0 =

[] Hunt group calls eligible For mobile bwinning
[] Forwarded calls eligible For mobile bwinning

[] Twin When Logged Out
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5.7. Incoming Call Route

An incoming call route maps an inbound DID number on a specific line to an internal extension.
This procedure should be repeated for each DID number provided by the service provider. To create
an incoming call route, select Incoming Call Route in the left Navigation Pane, then right-click in
the center Group Pane and select New. On the Standard tab of the Details Pane, enter the
parameters as shown below:

e Set the Bearer Capacity to Any Voice.

e Setthe Line Group Id to the incoming line group of the SIP line defined in Section 5.4.
Set the Incoming Number to the incoming number on which this route should match.
Set Locale to United State (US English).

Default values can be used for all other fields.

Then click OK (not shown).

IP Offices Incoming Call Route 19 416xxx1397
R BOOTP (7) Line Gr... | Incoming Number | Destinf|| standard |voice Recording | Destinations
{7 Operator (3) D19 416xxx1397 I 29225

(=% DevCon IPO 2 20 . —
=2y System (1) D21 , | Bearer Capability | Any Yoice v
4 Line (9) 022 , — E £ == :::
< Contral Unit (4) 023 Line Group ID 19 ¥
dy Eitensionifs) : | Incoming Number 416xxx1397 ‘
§ user(44) - -
ﬂ Group (7) Incoming Sub Address \
8% Short Code (67) >
@ Service (0) | Incoming CLI ] ‘
S RAS(1) | —]
, = Locale | United States {US English) l v
Incoming Call Route {11 j | S
‘WanPort (0) Priority [1-Low NE 1
a4 Directory (0) s gl
£ Time Profile (0) Tag | ‘
Fi Il Profil T ==
% IIIDreRt;jte E;)l e (1) Hold Music Source ES'g;tem Source v ‘1
&m Account Code (0) Ring Tone Override None v |

On the Destinations tab, select the destination extension from the pull-down menu of the
Destination field. In this example, incoming calls to 416xxx1397 on line 19 are routed to extension
29225. Then click OK (not shown).

Incoming Call Route 19 416xxx1397 - X wvl<]|>

Standard || Voice Recording
: TimeProfile Destination Fallback Extension ‘
Dialln |
4 Default Value 29225 Extn29225 V| v
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5.8. Privacy/Anonymous Calls

For outbound calls with privacy (anonymous) enabled, Avaya IP Office will replace the calling party
number in the From and Contact headers of the SIP INVITE message with “restricted” and
“anonymous” respectively. Avaya IP Office can be configured to use the P-Preferred-ldentity (PPI)
or P-Asserted-Identity (PAI) header to pass the actual calling party information for authentication
and billing. For the compliance test, PAI was used for the purposes of privacy.

To configure Avaya IP Office to use PAI for privacy calls, navigate to User - noUser in the
Navigation / Group Panes. Select the Source Numbers tab in the Details Pane. Click the Add
button (not shown).

At the bottom of the Details Pane, the Source Number field will appear. Enter
SIP_USE_DOMAIN_FOR_PAI. Click OK.

@ K EOO": (723) | |user | Voicemail | DND | Short Codes Telephony | Forwarding | Dial In | Voice Recording | Button Programming | Menu Prograr € *
[#-¢# Operator [ 7 7 E |
[=-*%% DevCon IPO 2 ~
&%y System (1) ‘
&9 Line (9)

-2 Control Unit (4)
=+ -4 Extension (42)

=g User(44
p N(oUs)er Edit Source Number
; ‘

g RemoteManager Source Nimber [SIP_USE_DOMAIN_FOR_PAI |
§ 29201 Extn29201 5 g
$ 29202 Extri29202 >

The SIP_USE_DOMAIN_FOR_PAI parameter will appear in the list of Source Numbers as shown
below.

User | Voicemail  DND | Short Codes‘ Telephony | Forwarding | Dial In | Yoice Recording | Button Programming | Menu Prograr € #

| T N
| Source Number ‘ =
SIP_USE_DOMAIN_FOR_PAL | =

|
|

v
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5.9. SIP Options

Avaya IP Office sends SIP OPTIONS messages periodically to determine if the SIP connection is
active. The rate at which the messages are sent is determined by the combination of the Binding
Refresh Time (in seconds) set on the Network Topology tab in Section 5.1 and the
SIP_OPTIONS_PERIOD parameter (in minutes) that can be set on the Source Number tab of the
noUser user. The OPTIONS period is determined in the following manner:

e Ifno SIP_OPTIONS_PERIOD parameter is defined and the Binding Refresh Time is 0,
then the default value of 44 seconds is used.

e To establish a period less than 42 seconds, do not define a SIP_OPTIONS_PERIOD
parameter and set the Binding Refresh Time to a value less than 42 secs. The OPTIONS
message period will be equal to the Binding Refresh Time.

e To establish a period greater than 42 seconds, a SIP_OPTIONS_PERIOD parameter must
be defined. The Binding Refresh Time must be set to a value greater than 42 secs. The
OPTIONS message period will be the smaller of the Binding Refresh Time and the
SIP_OPTIONS_PERIOD.

To configure the SIP_OPTIONS_PERIOD parameter, navigate to User = noUser in the
Navigation / Group Panes. Select the Source Numbers tab in the Details Pane. Click the Add button
(not shown). At the bottom of the Details Pane, the Source Number field will appear. Enter
SIP_OPTIONS_PERIOD=X, where X is the desired value in minutes. Click OK.

=) NoUser: s I I 5 R T
User Woicemail | MDD || Short Codes Telephony || Forwarding | Dial In | Yoice Recording | Bukton Pro 4 *

| Source Number [ Add...
SIP_IUISE_DOMAIM_FOR_PAT

Femove

EiE:

Edit Source Mumber

Isource Mumber |SIP_oPTIONS_PERIOD=2 |

The SIP_OPTIONS_PERIOD parameter will appear in the list of Source Numbers as shown
below. For the compliance test, an OPTIONS period of 1 minute was desired. The Binding
Refresh Time was set to 60 seconds (1 minute) in Section 5.1. The SIP_OPTIONS_PERIOD
was set to 2 minutes. Avaya IP Office chose the OPTIONS period as the smaller of these two
values (1 minute). Click the OK button (not shown).

k- X | v]<|>
User | Voicemail DND | Short Codes Telephony || Forwarding | Dial In | Yoice Recording | Button Pri € ¥

Source Mumber Add...

SIP_UISE_DOMAIN FOR PAI
[SIP_OPTIONS PERIOD=2| Remaove

5.10. Save Configuration

Navigate to File = Save Configuration in the menu bar at the top of the screen to save the
configuration performed in the preceding sections.
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6. Bell Canada SIP Trunking Configuration
Bell Canada is responsible for the configuration of Bell Canada SIP Trunking service. The customer
will need to provide the IP address used to reach the Avaya IP Office at the enterprise. Bell Canada
will provide the customer the necessary information to configure the Avaya IP Office SIP
connection to Bell Canada. The provided information from Bell Canada includes:

e [P address of the Bell Canada SIP proxy.
Supported codecs.

DID numbers.
IP addresses and port numbers used for signaling or media through any security devices.
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7. Verification Steps

The following steps may be used to verify the configuration:

e Use the Avaya IP Office System Status application to verify the state of the SIP connection.
Launch the application from Start - Programs - IP Office & System Status on the PC
where Avaya IP Office Manager is installed. Select the SIP line of interest from the left pane.
On the Status tab in the right pane, verify that the Current State is Idle for each channel
(assuming no active calls at present time).

AVAYA IP Office System Status

Help Snapshot Off Exit About

Status | Utilization Summary alarms

B System

B & Alarms (22)
B Extensions (27)
B Trunks (9)

SIP Trunk Summary

Line: 1 Peer Domain Name: cust2-tor.vsac.bell.ca
2 Resolved Address: 20.20.237.201
Line Mumber: 19
Number of Administered Channels: 30
Number of Channels in Use: 0
Administered Compression: G711 Mu, G729 A
Li 2 22 Silence Suppression: Off
!_||1e: =3 Layer 4 Protocol: UDP
Active Calls ’ B
I Rosaurcen SIP Trunk Channel Licenses: Unlimited . 0%
B Voicemail SIP Trunk Channel Licenses in Use: 0
K IP Networking SIP Device Features: REFER {Incoming and Outgoing)
Locations o
Cl rent  Timein  Rem C C 0 smil
State : te :
1 Ide |00:02:36 A
2 Idle  |00:02:31 E
3 Ide |1day...
4 Idle |1day...
5 Idle |1day...
6 Ide |1day...
7 Ide |1day... v
[ Trace All ] [ Pause ] [ Ping ] Call Details [ Print... ] [ Save As... ]

_3:54:54 PM Online
e Select the Alarms tab and verify that no alarms are active on the SIP line.

AVAYA IP Office System Status

Help Snapshot LogOff Exit About

K System

B & Alarms (22) Status  Utilization Summary Alarms

B! Extensions (27)
B Trunks (9)
Line: 1

Line: 2 Occurrences Error Description

Line: 17

Line: 18
|

Line: 20

Line: 21

Line: 22

23

Active Calls

Alarms for Line: 19 SIP cust2-tor.vsac.bell.ca

3:57:31 PM Online
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e Verify that a phone connected to PSTN can successfully place a call to the Avaya IP Office
with two-way audio.

e Verify that a phone connected to Avaya IP Office can successfully place a call to the PSTN
with two-way audio.

e Using a network sniffing tool e.g. Wireshark to monitor the SIP signalling between the
enterprise and Bell. The sniffer traces are captured at the public interface of the Avaya
SBCE.

Following screenshots show an example incoming call from Bell to the enterprise.
e Incoming INVITE request from Bell.

INVITE sip:416xxx1397@domain.itsp.ca;transport=udp SIP/2.0

Via: SIP/2.0/UDP 20.20.237.201:5060;branch=z9hG4bK9fqrbt108g8gglgi42k0.1
From: <sip:+16139675258@itsptrunk.ca;user=phone>;tag=SD6jfta01-90974318-

1381947317948~

To: "Bell Demol2345"<sip:416xxx1397@domain.itsp.ca>

Call-ID: SD6jftal0l-c0flc706eebc7a42f8e49bedd2e96975-a0n8330

CSeqg: 557666143 INVITE

Contact: <sip:+161396752580@20.20.237.201:5060; transport=udp>

Supported: 100rel

Allow: ACK,BYE,CANCEL, INFO, INVITE,OPTIONS, PRACK,REFER,NOTIFY, UPDATE

Accept: application/media control+xml,application/sdp,multipart/mixed

Max-Forwards: 18

Content-Type: application/sdp

Content-Length: 128

v=0

o=BroadWorks 25699908 1 IN IP4 20.20.237.201
S=-

c=IN IP4 20.20.237.201

t=0 0

m=audio 20308 RTP/AVP 0

a=ptime:20

e Outgoing 2000K response from the enterprise.

SIP/2.0 200 OK

Via: SIP/2.0/UDP 20.20.237.201:5060;branch=z9hG4bK9fqrbt108g8gglgid2k0.1
From: <sip:+16139675258@itsptrunk.ca;user=phone>;tag=SD63fta01-90974318-1381947317948-
Call-ID: SD6jftal0l-c0flc706ee5c7a42f8e49bedd2e96975-a0n8330

CSeqg: 557666143 INVITE

Contact: "H323-29225" <sip:416xxx1397@10.10.97.39:5060; transport=udp>
Allow: INVITE,ACK,CANCEL,OPTIONS,BYE, INFO,REFER,NOTIFY, UPDATE

Supported: timer

Server: IP Office 9.0.0.0 build 829

To: "Bell Demol2345" <sip:416xxx1397@domain.itsp.ca>;tag=e0£f44bdfcb37389%a
Content-Type: application/sdp

Content-Length: 148

v=0

o=UserA 1662657135 2587881872 IN IP4 10.10.97.39
s=Session SDP

c=IN IP4 10.10.97.39

t=0 0

m=audio 49154 RTP/AVP 0

a=rtpmap:0 PCMU/8000
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Following screenshots show an example outgoing call from the enterprise to Bell.
e Outgoing INVITE request from the enterprise.

INVITE sip:6139675280Q@itsptrunk.ca:5060 SIP/2.0
Via:
SIP/2.0/UDP10.10.97.39:5060; rport;branch=z9hG4bK4d2e59b8273159db69d90dd0377c7de
c
From: "H323-29225" <sip:416xxx1397@domain.itsp.ca>;tag=be%ec92b7b20941f
To: <sip:6139675280@itsptrunk.ca:5060>
Call-ID: 9eb5133f886deca753d21c8421d9b48e
CSeqg: 1279801358 INVITE
Contact: "H323-29225" <sip:416xxx13970@10.10.97.39:5060; transport=udp>
Authorization: Digest username="416xxx1396",realm="itsptrunk.ca",
nonce="BroadWorksXhnly7lazT2sdhasBW", response="9c72ea309ba98712d9d119545b69%e207",
uri="sip:6139675280Q@itsptrunk.ca:5060",algorithm=MD5, gop=auth,nc=00000009,
cnonce="9e57e2f5440b84043d16"
Max-Forwards: 70
Allow: INVITE,ACK,CANCEL,OPTIONS,BYE, INFO,REFER,NOTIFY, UPDATE
Content-Type: application/sdp
Supported: timer
User-Agent: IP Office 9.0.0.0 build 829
P-Asserted-Identity: "H323-29225" <sip:416xxx1397@10.10.97.39:5060>
Content-Length: 202

v=0

o=UserA 668696718 813729357 IN IP4 10.10.97.39
s=Session SDP

c=IN IP4 10.10.97.39

t=0 0

m=audio 49154 RTP/AVP 0 101

a=rtpmap:0 PCMU/8000

a=rtpmap:101 telephone-event/8000

a=fmtp:101 0-15

e Incoming 2000K response from Bell.

SIP/2.0 200 OK

Via: SIP/2.0/UDP

10.10.97.39:5060; received=10.10.97.39;branch=z9hG4bK4d2e5908273159db69d90dd0377c7dec; r
port=5060

From: "H323-29225" <sip:416xxx1397@domain.itsp.ca>;tag=be9%ec92b7b20941f

To: <sip:6139675280@itsptrunk.ca:5060>;tag=SD5mbud99-219097660-1382375158311
Call-ID: 9eb5133f886deca753d21c8421d9%048e

CSeqg: 1279801358 INVITE

Supported:

Contact: <sip:6139675280@20.20.237.201:5060; transport=udp>

Allow: ACK,BYE,CANCEL, INFO, INVITE, OPTIONS, PRACK, REFER, NOTIFY, UPDATE

Accept: application/media control+xml,application/sdp

Content-Type: application/sdp

Content-Length: 184

v=0

o=BroadWorks 33153740 1 IN IP4 20.20.237.201
s=—

c=IN IP4 20.20.237.201

t=0 0

m=audio 20550 RTP/AVP 0 101

a=rtpmap:101 telephone-event/8000

a=fmtp:101 0-15

a=ptime:20
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8. Conclusion

Bell Canada SIP Trunking passed compliance testing. These Application Notes describe the
procedures required to configure the SIP connection between Avaya IP Office and Bell Canada SIP
Trunking service as shown in Figure 1.

9. Additional References

[1] IP Office 9.0 Installation, Document number 15-601042 Issue 28, 11 October 2013

[2] IP Office 9.0 Manager 9.0, Document number 15-601011 Issue 9.01, 09 September 2013

[3] IP Office 9.0 Administering Voicemail Pro, Document number 15-601063 Issue 9.0 Release 1.0,
September 2013

[4] IP Office Embedded Voicemail User Guide (IP Office Mode), Document number 15-604067 Issue
9.0, 10 September 2013

Product documentation for Avaya products may be found at http://support.avaya.com. Additional IP

Office documentation can be found at:

http://marketingtools.avaya.com/knowledgebase/

Product documentation for Bell Canada SIP Trunking is available from Bell Canada.

10. Change History

Issue | Date Reason

0.1 10/25/2013 | Initial issue

1.0 12/29/2013 | Publish issue

2.0 04/15/2014 | Making changes on LAN1 configuration to LAN2
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