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Abstract

These Application Notes describe the configuration steps required for Avaya Communication
Server 1000E 7.5 with Nu Technologies ORBI-TEL’ 18.2 using an IP Buffer.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

Nu Technologies ORBI-TEL' is a set of integrated tools to measure quality of service, usage trends
and performance to optimize networks. Nu Technologies ORBI-TEL' consists of four modules. Cost
management also referred to as call logging and reporting module was the only module that was
tested. Call logging and Reporting module collects, stores and processes these call records to provide
usage analysis, call costing and billing capabilities. The other modules, that were not tested, include
Performance management, Traffic management, Operations management and Alarm management.
Nu Technologies ORBI-TEL retrieves Call Details Records via an IP Buffer from Avaya
Communication Server 1000E system. The IP Buffer is configured via a web interface to receive and
buffer Call Detail Records via serial cable connection. Nu Technologies ORBi-TEL" polls the IP
Buffer and converts the call records into a common internal format. Avaya Communication Server
1000E system can generate call detail records for intra-switch calls, inbound trunk calls and
outbound trunk calls. In addition, SE”'[ records can be generated for transferred calls and conference
calls. Nu Technologies ORBI-TEL " creates a custom PBX configuration file to accurately parse the
CDR data. Nu Technologies ORBi-TEL’ server is capable of receiving Call Details Records from
multiple sites.

2. General Test Approach and Test Results

The general test approach was to configure the ORBI-TEL’ to communicate with the Avaya
Communication Server 1000E (CS1000E) as implemented on a customer’s premises. Testing
focused on verifying that Call Detail Records (CDR) are collected by the IP buffer and received
in the format as generated by the CS1000E. The ORBI-TEL' application would collect the CDR
data using File transfer Protocol from the IP buffer. Various call scenarios were preformed to
simulate real call types as would be observed on a customer premises. See Figure 1 for a
network diagram. The interoperability compliance test included both feature functionality and
serviceability tests.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

2.1. Interoperability Compliance Testing

The testing included:
o Verification of connectivity between:
CS1000E and the IP buffer using a Serial connection
ORBI-TEL’ and the IP buffer using a TCP connection
IP buffer and ORBI-TEL’ using a TCP connection
o Verification that CDR data was collected as output by the CS1000E.
e Link Failure\Recovery was also tested to ensure successful reconnection after link failure.
e CDR data collected included:
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Local internal call handling
Handling of Incoming Network calls over PRI and SIP trunks
Handling of External Calls
Call Forwarding on busy or No Answer
Transfers — Blind and Supervised
Call Park and Call Pick Up
Ring again,
Account Codes
Daylight Savings
Handling of calls to and from Avaya IP UniStim, SIP, Digital, and Analog Deskphones
Handling of calls over SIP and QSIG trunks
Defence Tests to ensure recovery following LAN interruptions

2.2. Test Results

Tests were performed to insure full interoperability between ORBi-TEL'/IP buffer and
CS1000E. The tests were all functional in nature and performance testing was not included. All
the test cases passed successfully.

2.3. Support

Technical support from Nu Technologies can be obtained through the following:
Phone: +44 1582 814700

E-mail: support@nut.eu.com.
Web: http://www.nut.eu.com
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3. Reference Configuration

Figure 1 illustrates the network topology used during compliance testing. The Avaya solution
consists of a CS1000E which is configured to output CDR data to ORBI-TEL' via an IP buffer
The CS1000E connects to the IP buffer using a serial connection. The CDR data is sent to and
stored on the IP Buffer which is retrieved by the ORBI-TEL’ application at defined periods.
During compliance testing to test the Multi-Site feature of the ORBI-TEL multiple sites were
configured on the ORBI-TEL' server. To ensure that records were collected by the second site
the IP address of the IP buffer was changed. The ORBI-TEL’ then collected these records as to
simulate a second site. Digital, UniStim, SIP and Soft phones were configured on the CS1000E
to generate intra-switch calls (calls between phones on the same system), and outbound/inbound
calls to/from the PSTN. QSIG and SIP trunks were configured to connect to the PSTN.
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Figure 1: Avaya CS1000E and Nu Technologies ORBi-TEL’ Reference Configuration
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment/Software

Release/Version

Call Processor Pentium Mobile (CPPM) Avaya
Media Gateway NTDW60

Avaya Communication Server 1000E R7.5
FPGA AA18

Avaya S8800 Server running Avaya Aura® System
Manager

Avaya Aura® System Manager R6.1 Build
6.1.0023

Avaya S8800 Server running Avaya Aura® Session
Manager

Avaya Aura® Session Manager R6.1 Build
6.1.0012

Avaya Flexible Analog Line Card

NT5K02QC

Avaya Digital Line Card

NT8D02

Avaya 1100 series IP Telephones
e 1140e

0625C8A (UniStim 5.0)
SIP FW 04.00.04.00.bin

Avaya 3904 Digital set

FIW 2.4

Avaya Analog set

NT2N73AA

Dell Latitude running Windows XP Professional
SP3

ORBI-TEL' Version 18.2

Scannex IP Buffer

Release IPBCF2.75.199 2012-02-09 /i5.0.10

5. Configure Avaya Communication Server 1000E

The configuration operations illustrated in this section were performed using terminal access to
the CS1000E over a telnet session. It is implied a working system is already in place. For all
other provisioning information such as Installation and Configuration, please refer to the product
documentation in Section10. Appendix A has a list of all CS1000E patches, deplist and service
packs loaded on the system. The configuration operations described in this section can be

summarized as follows:

e Configure a TTY port for collecting CDR data

Configure Route Data Block
Configure Telephones for CDR options

Note:

Configure CDR Data in the Configuration Data Block
Configure CDR Data in the Customer Data Block

Configure CDR in the Authorization Data Block

In the telnet screenshots below only the unique prompt inputs are shown in BOLD. To

accept default values carriage return at all other prompts.
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5.1. Configure a TTY port for collecting CDR data

The communication between the Communication Server 1000E and the ORBI-TEL’ uses an
RS232 serial port. A TTY port needs to be configured on the Communication Server 1000E to
support CDR. The IP Buffer monitors the output on this TTY. USER needs to be setto CTY
(Call Detail Recording on Teletype Terminal). In order to configure anew TTY port LD 17 is
used. Subsets of these commands are illustrated below.

LD 17

Prompt Response Description

> LD 17 Enter Overlay 17

REQ CHG Change Data

TYPE ADAN Action Device and Number
ADAN NEW TTY 12 New I/0 device and number
CTYP MGC Card type

IPMG 4 0 loop and Card

PORT 2 Port number

DNUM 13 Device number for I/0 ports
DES ORBITEL Designator

BPS 9600 Bits per Second

BITL 8 Data Bit Length

STOP 1 Number of Stop bits

PARY NONE Parity type

FLOW NO Flow Control

USER CTY Output message type

5.2. Configure CDR Data in the Configuration Data Block

The Format for Call Detail Recording (FCDR) needs to be changed in the CDR Data Block to
NEW. This is the format that ORBI-TEL’ uses when collecting CDR data. Calling Line
Identification (CLID) also needs to be changed to YES. In order to change the CDR data LD 17
is used. Subsets of these commands are illustrated below.

LD 17

Prompt Response Description

> LD 16 Enter Overlay 16

REQ CHG Change Data

TYPE PARM System Parameters

CUST 0 Customer Number

FCDR NEW Format Type

CLID YES Calling Line Identification
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5.3. Configure CDR Data in the Customer Data Block

CDR needs to be enabled and assigned to the TTY port that was configured in Section 5.1.
During compliance testing port 12 was used. The Aux Identification (AXID) and Output in CDR
record (CDR) needs to be set to YES. In order to change the CDR data LD 15 is used. Subsets of
these commands are illustrated below.

LD 15

Prompt Response Description

> LD 15 Enter Overlay 15

REQ CHG Change Data

TYPE CDR Call Detailed Reporting
CUST 0 Customer Number

CDR YES Call Detailed Reporting
AXID YES Aux Identification

PORT 12 Port Number assigned to CDR

5.4. Configure Route Data Block

CDR has to be activated on the trunk route to the PSDN and any other routes to other PBX’s.
During compliance testing route 42 was configured to route calls to and from the PSDN using
QSIG. In order to change the Route data LD 16 is used. Subsets of these commands are
illustrated below.

LD 16

Prompt Response Description

>LD 16 Enter Overlay 16

REQ CHG Change Data

TYPE RDB Route Data Block

CUST 0 Customer Number

ROUT 42 Route Number

CDR YES Call Detail Recording

INC YES CDR records for incoming calls

LAST YES CDR records for redirected calls

TTA YES Time To Answer output in CDR

ABAN YES Abandoned call records for this route
CDRB YES Abandoned call on busy tone records
QOREC NO CDR ACD Q initial connection

OAL YES CDR on outgoing calls

AIA YES Answered call Identification Allowed
OAN YES CDR On Answer of outgoing calls

OPD YES Outpulsed Digits in CDR
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5.5. Configure Telephones for additional CDR options

Abandoned Call-Time to Answer and Internal CDR record options can be activated on a per set
basis by modifying the Class of Service (CLS). Abandoned call record and Time to Answer
(ABD) and Internal Call Detail Recording (ICD) needs to be set to Allowed. If Charge codes are
to be used, Key 25 must be used if the phone type is IP. During compliance testing a number of
telephone types were used, in the example below an Avaya 1140 IP Deskphone was used using
TN96 0 0 1. In order to add CDR options for the phone type 1140 LD 11 is used. Subsets of
these commands are illustrated below.

LD 11

Prompt Response Description

> LD 11 Enter Overlay 11
REQ CHG Change Data

TYPE 1140 Phone Type

TN 96 0 0 1 Terminal Number
CUST 0 Customer Number
CLS ABDA ICDA Class of Service
KEY 25 CHG Charge Account key

5.6. Configure CDR in the Authorization Data Block

During compliance testing Authorization Codes were used. The Activate CDR for Authcodes
(ACDR) option must be set to yes. In order to configure the authorization Data Block LD 88 is
used. Subsets of these commands are illustrated below.

Note: It is implied that the Secure Data Password is already configured

LD 88

Prompt Response Description

> LD 88 Enter Overlay 88

REQ CHG Change Data

TYPE AUB Authcode Data Block

CUST 0 Customer Number

SPWD EIEYLILS Secure Data Password

ALEN 4 Authcode Length

ACDR YES Activate CDR for Authcode

AUTO NO Automatically generate Authcodes

6. Configuration of Scannex IP buffer

This section provides the procedures to configure the Scannex IP buffer. It is implied that the
Scannex IP buffer is already in place and configured with an IP address on the same subnet as
the CS1000E. For all other provisioning information such as initial installation and
configuration, please refer to the product documentation in Section 10. The configuration.

Note: The procedures described below are normally carried out by a Nu Technologies engineer
during installation and subsequent re-configuration.
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6.1. Logging into the Scannex IP Buffer

To access the web-based interface of the Scannex IP Buffer use the URL http://x.x.X.X, where
X.X.X.X is the selected IP address of the IP Buffer. In the windows login box that appears, enter
the default username and password and click on the OK button.

-
Connect to 192.168.10.35

o

R

The server 192,168, 10,35 at ip.buffer requires a username
and password,

Lser narme: | |

Passwiord: |

[ ]Remember my password

[ Cancel

6.2. Setup Scannex IP Buffer

After logging in the Management Main page is displayed. Select SETUP followed by Channel 1
(Not shown).

% @ | ip.buffer webserver | G- B - & - e - O

STATUS SETUP TOOLS ?

Channel 1 Source

Source Storage Destination

Channel 1 Tcp 0 FTP cerver Last data 2012-08-21 22:54:56
"Channel1" Protocol ASCII Lines
System 0% [0/123Mb] 0 alerts Status Listening
2012-08-22 09:44:43 Remote IP 0.0.0.0
Match 1
[Click to refresh]

" stop & auto-refresh (5 second)

Version IPBCF2.75_193 2012-02-09 / i5.0.10

=scannexii
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Once the Channel 1 page is opened select COML1 Serial from the Source dropdown box, then select
show.

V4| ipubuffer webserver I R

STATUS SETUP TOOLS ?
Channel 1: "Channell1”

Hame [c;annel1
EORen | coriz serial v |[show]/ hice Whe oot trom
R COM1 Serial ; -
Destination jayag ¥ | show / hide How to deliver the data

UDRP

m FTP server gs show / hide

Mone [off)
Press SAVE to store changes!

Cancel

Version IPBCF2.75. 199 2012-02-05 / i5.0.10

=5 nex

Once the next page opens select 9600 from the Baud dropdown box. The Baud should match BPS
as configured on the CS1000E in Section 5.1. From the Protocol drop down box enter Nortel
Meridian & Norstar. Use the scroll bar on the right side of the page and scroll to the bottom.

STATUS  SETUP TRoLS 7 ‘Scannex” 00-02-ae-10-23-6a g8
Channel 1: "Channell”

Hame [channely The name of the channel (don't use spaces)

Serial

Baud 500w

Protocol | gy v
Rx/Tx |,
Rx Flow |

[Serotbar] ———

0On Passthrough

Serial transmit

Tx Flow | o5 %

Tx Size llﬁ—

Tx Pause |1, bits

Serial diagnostics

Loopback | jrmal v|

Protocol

|Prutucu|: Nortel Meridian & Morstar s

Time Stamp]

MC; Reviewed: Solution & Interoperability Test Lab Application Notes 10 of 22
SPOC 2/7/2013 ©2013 Avaya Inc. All Rights Reserved. OT7_CS1K 7 5



From the Destination dropdown box select FTP push (client) and then select show.

Notification

Quiet [ minutes

Connects gngre ~

M f hide How to deliver the data
Storage settings show / hide

Press SAVE to store changes!
Cancel

Version IPECFZ.75.199 2012-02-09 / 15.0.10

=S nex

Once the FTP push (Client) window opens, enter the following:
e Address — Enter the IP Address of the ORBI-TEL’ Server
Username — Enter the Username of the ORBi-TEL’ Server
Password - Enter the Password of the ORBI-TEL’ Server
Directory - Enter the file location where the CDR data is stored
Command — select Append from the drop down box
e Filename — Enter FILE1
Use the scroll bar on the right side of the page and scroll down to Push Schedule.

'c;u’ & |5 ip.buffer webserver | | ’fi* ¥,

= >
& f=h v [ Page ~ i) Tools -

STATUS SETUP TOOLS ? Scannex” 00-02-ae-10-23-6a [

Channel 1: "Channell”

Hame [ annelt

USR] | FTF push (client) show / hide

Serallbar ] ——

FTP push (client)

|"“dd’&‘is [t02.168.10.37

Port ,217

I.isernamel

Password |

|Di’m°’¥ [susr/dfile3/ssRyCS 10001 |

ﬁe“ama |FrEs |
Compression | na v|
Limit ,,]— 'k i

Info Filenamel

Event Filename |

Data Markers

Prefix [ Profix strino. Rlank = no nrefix |
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The screen shot below shows the Push Schedule as set during compliance testing. Once the
schedule is complete click on the Save button.

W 4 | jip.buffer webserver

Push Schedule »

Condition Only when data ¥

Deliver Every [ o iec
At/Between [og.00

...and W HH: MM

Variance ;™ res
On These Days [ Monday
¥ Tuesday
¥ Wednesday
¥ Thursday
¥ Friday
W Saturday
¥ Sunday

At all other times

Deliver Every [ e

Failures

Retry time |60

Bl Storage settings show / hide

Press SAVE to store changes!

SAVE Cancel v

o € Internet H100% v

7. Configure ORBI-TEL’

This section provides the procedures to configure ORBI-TEL’ Server to receive CDR data from
the CS1000E via the IP buffer.

7.1. Configure the ORBI-TEL’ Server

The ORBI-TEL’ Server needs to be configured for site details including setting up the Collection
and Translation script for receiving CDR data. This procedure is normally carried out by a Nu
Technologies engineer during installation and subsequent re-configuration.
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7.2. Add Extensions to the ORBI-TEL’ Server Database
The database on the ORBi-TEL’ Server must be populated with CS1000E extensions and trunks
prior to running reports. Enter the following url http://<IPaddr ORBI-TEL’ >/oribitel.html.
Select dbAdmin and then select New on the dbAdmin page (not shown) to access the Add
Extension form.
On the Add Extension form complete the following fields:

e Site Name  Choose a pre-configured site name.

e Extension Enter a valid extension as configured on CS1000E

e Status Choose Ext Owner
Click the Add Extension button. Repeat the these steps to add all necessary extensions

W dbédmin - Add Extension | Logged in as 31000 "-} Home ~ [ ‘| FieadMail s Frint -~ Page+ Safey= Took~- ﬂ Help = 2

Add Extension

Personal Location

Name UNKNOWN - Site Name CS100071 fie

Job Title | Node |CS‘IDD'D EXTNS kol ﬂﬂ
Extension 3004 Code | — ﬂﬂ
Status Ext Qwner =5

Contact Notes

Email

Mobile

Fax

Close I Add Extension H
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8. Verification Steps

This section provides the tests that can be performed to verify correct configuration of CS1000E and
ORBI-TEL?7 solution.

8.1. Verify the Avaya Communication Server 1000E to Scannex IP
buffer connection
In order to verify successful connection of the Scannex IP buffer to the CS1000E select Status. The

Status screen is displayed. The COMZ1 Source displays in green indicating that the IP Buffer has
successfully connected to the CS1000E.

= z - =
=1 ip.buffer webserver G- B f v Page v Safety~ Tools+ @+

STATUS SETUP TOOLS (s

Source  Storage Destination ==

channel 1 COMi 0 FTP push Last data 2011-02-10 10:13:32
"CDR" Protocol Mortel Meridian & Norstar
System 0% [0/27Mb] 0 alerts Rx Pin 2
2011-02-10 10:28:24 Baud 9600
Protocol 8N
[Click to refresh] RTS/CTS 1/1
DTR/DSR 1/1

¢ stop  auto-refresh (5 second)

Version |PRCF2.60_159 2010-07-20 / i5.0.10

=S nex

8.2. Verify connection between Nu Technologies ORBI-TEL7 Server
and the IP Buffer.
Once some test calls, including internal, inbound trunk and outbound trunk calls, have been

produced then run the ORBI-TEL report to ensure correct collection of results. Compare to the
IP Buffer output. The following screen shows a report after some calls were made.

Date Start End Duration Ring Source Source Dest Dest Auth Dialled OLI TLI Destination Exch Cost
Time Time (hh:)mm:ss Time Extn Trunk Extn Trunk Code Digits

07/10/2012 15:39:48 15:40:00 00:12 3016 3032 0.00
07/10/2012 15:56:39 15:57:00 00:21 3016 3032 0.00
07/10/2012 16:29:44 16:30:00 00:16 3909 4901 0.00
07/10/2012 1©:33:406 16:34:00 00:14 3909 4621 0.00
07/10/2012 16:39:44 16:40:00 00:16 2025 4621 0.00
07/10/2012 17:48:54 17:49:00 00:056 4521 2025 0.00

9. Conclusion

A full and comprehensive set of feature functional test cases were during Compliance testing.
ORBI-TEL’ 18.2 is considered compliant with Avaya Communication Server 1000E 7.5. All test
cases have passed and met the objectives outlined in Section 2.2.
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10. Additional References

These documents form part of the Avaya official technical reference documentation suite.
Further information may be had from http://support.avaya.com or from your Avaya
representative.
[1] Software Input Output Reference — Administration Avaya Communication Server 1000
7.5, NN43001-611, 05.09 September 2011
[2] System Management Reference, Avaya Communication Server 1000 7.5, NN43001-600,
05.07 August 2011
[3] Call Detail Recording Fundamentals, Avaya Communication Server 1000 7.5, NN43001-
550, 05.03 September 2011

Product Documentation for ORBi-TEL' and Scannex IP Buffer can be obtained from Nu
Technologies Ltd. or may be requested at http://www.nut.eu.com/nutech/contactus.html
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Appendix A: Avaya Communication Server 1000E Software
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