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Avaya Solution & Interoperability Test Lab

Configuring SIP Trunks among Cisco Unified
Communications Manager, Avaya Aura™ Session
Manager and Avaya Aura™ Communication Manager
5.2 as an Access Element — Issue 1.0

Abstract

These Application Notes present a sample configuration for a network that uses Avaya
Aura™ Session Manager to connect Avaya Aura™ Communication Manager as an
Access Element and Cisco Unified Communications Manager using SIP trunks.

The results in these Application Notes should be applicable to other Avaya Servers and
Media Gateways that support Avaya Aura™ Communication Manager.

Testing was conducted via the Interoperability Program at the Avaya Solution and
Interoperability Test Lab.
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1. Introduction

These Application Notes present a sample configuration for a network that uses Avaya
Aura™ Session Manager to connect Avaya Aura™ Communication Manager as an
Access Element and Cisco Unified Communications Manager (Cisco UCM) using SIP
trunks.

2. Overview

The sample network is shown in Figure 1. Communication Manager supports the Avaya
9620 IP Telephone (H.323) and Avaya 2420 Digital Telephone. The Cisco UCM
supports the Cisco 7911G IP Telephone (SIP) and the Cisco 7911G IP Telephone
(SCCP). SIP trunks are used to connect these two systems to Session Manager. All
inter-system calls are carried over these SIP trunks. Session Manager can support flexible
inter-system call routing based on dialed number, calling number and system location,
and can also provide protocol adaptation to allow for multi-vendor systems to
interoperate. The Session Manager is managed by a separate Avaya Aura™ System
Manager, which can manage multiple Session Managers.
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Figure 1: Connection of CM and CUCM via Session Manager using SIP Trunks
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All telephones in the 135.64.186.x/26 IP network are either registered with
Communication Manager or Cisco Unified Communication Manager. Avaya phones are
registered to Avaya Aura™ Communication Manager and Cisco phones to Cisco UCM.
Avaya Digital and H.323 stations use extensions 300xx. Cisco UCM registered stations

use extensions 3500x. Two separate SIP trunks are provisioned to the Session Manager

to manage call control for calls between the two systems — one from Communication

Manager and one from Cisco UCM.

3. Equipment and Software Validated

The following equipment and software/firmware were used for the sample configuration:

Equipment

Software/Firmware

Avaya S8720 Media Server

Avaya Aura' " Communication Manager 5.2.1

(RO15x.02.1.016.4)

Avaya G650 Media Gateway

e TN799DP C-LAN Circuit Pack
e TN2312BP IP Server Interface
e TN2602AP IP Media Pro

e TN2224CP Digital Line

HWO01 FW034
HW15 FW047
HWO08 FW049
HWO08 FWO015

Avaya S8510 Server with SM100 Card

Avaya Aura™ Session Manager 5.2

Avaya S8510 Server

Avaya Aura™ System Manager 5.2

Avaya 9620 IP Telephone (H.323)

3.002

Avaya 2420 Digital Telephone

Cisco Unified Communications Manager

7.0.2.10000-18

Cisco 7911G SIP Telephone

SIP11.8-4-3S

Cisco 7911G SCCP Telephone

SCCP11.8-4-3S
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4. Configure Avaya Aura™ Communication Manager

This section shows the configuration of Communication Manager. All configurations in
this section are administered using the System Access Terminal (SAT). These
Application Notes assumed that the basic configuration has already been administered.
For further information on Communication Manager, please consult with references [4]
and [S]. The procedures include the following areas:

e Verify Communication Manager license
Administer System Parameters Features
Administer IP Node Names
Administer IP Network Region and Codec Set
Administer SIP Signaling Group and Trunk Group
Administer Route Pattern
Administer Public Unknown Numbering
Administer Dial Plan and AAR Analysis
Save Changes
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4.1. Verify Communication Manager License

Use the display system-parameter customer options command to verify whether the
Maximum Administered SIP Trunks field value with the corresponding value in the
used column. The difference between the two values needs to be greater than or equal to
the desired number of simultaneous SIP trunk connections.

Note: The license file installed on the system controls the maximum features permitted.
If there is insufficient capacity or a required feature is not enabled, contact an authorized
Avaya sales representative to make the appropriate changes.

display system-parameters customer-options Page 2 of 11
OPTIONAL FEATURES
IP PORT CAPACITIES USED
Maximum Administered H.323 Trunks: 30 0
Maximum Concurrently Registered IP Stations: 18000 9
Maximum Administered Remote Office Trunks: 0 0
Maximum Concurrently Registered Remote Office Stations: 0 0
Maximum Concurrently Registered IP eCons: O 0
Max Concur Registered Unauthenticated H.323 Stations: O 0
Maximum Video Capable Stations: 10 1
Maximum Video Capable IP Softphones: 10 4
Maximum Administered SIP Trunks: 100 55

4.2. Administer System Parameters Features

Use the change system-parameters features command to allow for trunk-to-trunk
transfers. This feature is needed to allow for transferring an incoming/outgoing call
from/to a remote switch back out to the same or different switch. For simplicity, the
Trunk-to-Trunk Transfer field was set to all to enable all trunk-to-trunk transfers on a
system wide basis.

Note: This feature poses significant security risk and must be used with caution. As an
alternative, the trunk-to-trunk feature can be implemented using Class Of Restriction or
Class Of Service levels.

change system-parameters features 1 of 18
FEATURE-RELATED SYSTEM PARAMETERS
Self Station Display Enabled? y
Trunk-to-Trunk Transfer: all
Automatic Callback with Called Party Queuing? n
Automatic Callback - No Answer Timeout Interval (rings): 3
Call Park Timeout Interval (minutes): 10
Off-Premises Tone Detect Timeout Interval (seconds): 20
AAR/ARS Dial Tone Required? y
Music/Tone on Hold: none
(or Silence) on Transferred Trunk Calls? no
DID/Tie/ISDN/SIP Intercept Treatment: attd
Internal Auto-Answer of Attd-Extended/Transferred Calls: transferred
Automatic Circuit Assurance (ACA) Enabled? n

Page

Music
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4.3. Administer IP Node Names

Use the change node-names ip command to add entries for the Communication Manager
and Session Manager that will be used for connectivity. In the sample network, clan1a3
and 135.64.186.6 are entered as name and IP Address for the CLAN card in
Communication Manager running on the Avaya S8720 Server. In addition, SM100 and
135.64.186.40 are entered for Session Manager.

change node-names ip Page 1 of 2
IP NODE NAMES

Name IP Address
Gateway001 135.64.186.1
MBTCM 135.64.186.68
MX6200 135.64.186.15
SM100 135.64.186.40
clanla3 135.64.186.6
clanlb3 135.64.186.7
default 0.0.0.0
mprola?2 135.64.186.8
mprolb2 135.64.186.9
onexmobile 135.64.186.30
procr 135.64.186.10
silstackaes 135.64.186.28

4.4. Administer IP Network Region and Codec Set

Use the change ip-network-region n command, where n is the network region number

to configure the network region being used. In the sample network ip-network-region 3

is used. For the Authoritative Domain field, enter the SIP domain name configured for
this enterprise and a descriptive Name for this ip-network-region. Set Intra-region IP-

IP Direct Audio and Inter-region IP-IP Direct Audio to yes to allow for direct media

between endpoints. Set the Codec Set to 3 to use ip-codec-set 3.

change ip-network-region 3 Page 1 of 19
IP NETWORK REGION
Region: 3
Location: Authoritative Domain: silstack.com
Name: To ASM
MEDIA PARAMETERS Intra-region IP-IP Direct Audio: yes
Codec Set: 3 Inter-region IP-IP Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? n
UDP Port Max: 3329
DIFFSERV/TOS PARAMETERS RTCP Reporting Enabled? y
Call Control PHB Value: 46 RTCP MONITOR SERVER PARAMETERS
Audio PHB Value: 46 Use Default Server Parameters? y

Video PHB Value: 26
802.1P/Q PARAMETERS
Call Control 802.l1p Priority: 6
Audio 802.1p Priority: 6
Video 802.1p Priority: 5 AUDIO RESOURCE RESERVATION PARAMETERS
H.323 IP ENDPOINTS RSVP Enabled? n
H.323 Link Bounce Recovery? y
Idle Traffic Interval (sec): 20
Keep-Alive Interval (sec): 5
Keep-Alive Count: 5
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Use the change ip-codec-set n command, where n is the existing codec set number to
configure the desired audio codec.

Note: In addition to the G.711MU codec shown below, G.729 and G.729AB have also
been verified to be interoperable with Cisco UCM via SIP trunks.

change ip-codec-set 3 Page 1 of 2
IP Codec Set

Codec Set: 1

Audio Silence Frames Packet
Codec Suppression Per Pkt Size(ms)
1: G.711MU n 2 20

4.5. Administer SIP Signaling Group and Trunk Group
4.5.1. SIP Signaling Group

In the test configuration, signal group 140 along with trunk group 145 were used to reach
Session Manager. Use the add signaling-group n command, where n is the signaling-
group number being added to the system. Use the values defined in Section 4.3 and 4.4
for Near-end Node Name, Far-End Node-Name and Far-End Network Region. The
Far-end Domain is left blank so that the signaling group accepts any authoritative
domain.

add signaling-group 140 Page 1 of 2
SIGNALING GROUP

Group Number: 140 Group Type: sip
Transport Method: tcp
IMS Enabled? n
IP Video? n

Near-end Node Name: clanla3 Far-end Node Name: SM100
Near-end Listen Port: 5063 Far-end Listen Port: 5063
Far-end Network Region: 3
Far-end Domain:

Bypass If IP Threshold Exceeded? n

Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n

DTMF over IP: rtp-payload Direct IP-IP Audio Connections? y

Session Establishment Timer (min): 3 IP Audio Hairpinning? n

Enable Layer 3 Test? n Direct IP-IP Early Media? n

H.323 Station Outgoing Direct Media? y Alternate Route Timer (sec): 6
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4.5.2. SIP Trunk Group

Use the add trunk-group n command, where n is the new trunk group number being
added to the system. The following screens show the settings used for trunk group 145.

add trunk-group 145 Page 1 of 21

TRUNK GROUP

Group Number: 145 Group Type: sip
Group Name: To Session Manager COR: 1 TN: 1
Direction: two-way Outgoing Display? y
Dial Access? n
Queue Length: 0
Service Type: tie

Night Service:

Auth Code? n

Signaling Group:
Number of Members:

Navigate to page 3 and enter public for Numbering Format.

add trunk-group 145 Page
TRUNK FEATURES

ACA Assignment? n Measured: none

CDR Reports:

y
145

140

3 of 21

Maintenance Tests? y

Numbering Format: public

UUI Treatment: service-provider

TP; Reviewed:
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Replace Restricted Numbers? y
Replace Unavailable Numbers? y

Show ANSWERED BY on Display? Y

Navigate to page 4 and enter 101 for Telephone Event Payload Type

add trunk-group 145 Page 4 of 21
PROTOCOL VARIATIONS

Mark Users as Phone? n

Prepend '+' to Calling Number? n

Send Transferring Party Information? n
Network Call Redirection? n

Send Diversion Header? n

Support Request History? y
Telephone Event Payload Type: 1
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4.6. Administer Route Pattern

Configure a route pattern to correspond to the newly added SIP trunk group. Use the
change route-pattern n command, where n is the route pattern number specified in
Section 4.8. Configure this route pattern to route calls to trunk group number 145
configured in Section 4.5.2. Assign the lowest FRL (facility restriction level) to allow all
callers to use this route pattern.

change route-pattern 140 Page 1 of 3
Pattern Number: 140 Pattern Name: To ASM
SCCAN? n Secure SIP? n
Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC
No Mrk Lmt List Del Digits QSIG
Dgts Intw
1: 145 O n user
2: n user
3: n user
4: n user
BCC VALUE TSC CA-TSC ITC BCIE Service/Feature PARM No. Numbering LAR
01l 2M4wW Request Dgts Format
Subaddress
l: yyyyyn n rest none
2: yyyyyn n rest none
3: yyyyyn n rest none
4: yyyyyn n rest none

4.7. Administer Public Unknown Numbering

Use the change public-unknown-numbering command to define the calling party
number to be sent out through the SIP trunk. Add an entry for the trunk group defined in
Section 4.5. In the sample network configuration below, all calls originating from a 5-
digit extension beginning with 300 and routed to trunk group 145 will result in a 5-digit
calling number. The calling party number will be in the SIP “From” header.

change public-unknown-numbering 0 Page 1 of 2
NUMBERING - PUBLIC/UNKNOWN FORMAT

Total
Ext Ext Trk CPN CPN
Len Code Grp (s) Prefix Len

Total Administered: 3
5 300 145 5 Maximum Entries: 240
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4.8. Administer Dial Plan and AAR Analysis

Configure the dial plan for dialing 5-digit extensions beginning with 350 to stations
registered with Cisco UCM. Use the change dialplan analysis command to define
Dialed String 350 as an aar Call Type.

change dialplan analysis Page 1 of 12
DIAL PLAN ANALYSIS TABLE
Location: all Percent Full: 2

Dialed Total Call Dialed Total Call Dialed Total Call
String Length Type String Length Type String Length Type

1 3 dac

300 5 ext

350 5 aar

8 1 fac

9 1 fac

R 3 fac

# 3 fac

Use the change aar analysis n command where n is the dial string pattern to configure
an aar entry for Dialed String 350 to use Route Pattern 140

change aar analysis 350 Page 1 of 2
AAR DIGIT ANALYSIS TABLE
Location: all Percent Full: 2
Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Regd
350 5 5 140 aar n
7 7 7 254 aar n
8 7 7 254 aar n
9 7 7 254 aar n

4.9. Save Changes

Use the save translation command to save all changes.

save translation
SAVE TRANSLATION
Command Completion Status Error Code

Success 0
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5. Configuring Avaya Aura™ Session Manager

This section provides the procedures for configuring Session Manager. For further
information on Session Manager, please consult with references [1], [2], and [3]. The
procedures include the following areas:

Login to Session Manager
Administer SIP domain
Administer Adaptations
Administer SIP Entities
Administer Entity Links
Administer Time Ranges
Administer Routing Policies
Administer Dial Patterns
Administer Session Manager

5.1. Login to Session Manager

Access the Avaya Aura™ System Manager using a Web Browser and entering
http://<ip-address>/SMGR, where <ip-address> is the IP address of System Manager.
Log in using appropriate credentials and accept the subsequent Copyright Legal Notice.

AVﬂyA Avaya Aura System Manager 5.2 :
| ooeitig e, .|

Log On
¥t leirink SUCCEiEhally bpptd swt.
Username
Passward
[Legin | [Camcel
& 2 %odLocal mirant
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By selecting Network Routing Policy from the left panel menu, a short procedure for
configuring Network Routing Policy is shown on the right panel.

AVAYA

Avaya Aura System Manager 5.2

Weltom b, el 4st U000 anvat Ko, [, 2009 5P

Heke | Log nff
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Ereey Links
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Faoubreg Poliips
EIP-Domain:

ZIF Enbhe=

T Rangar
Parscrsl Settnoe
b Sty

L]
Seitings

Seensiem Manager

Chisrgs Pazswond

L e Pz

Halp for Impam 88 Data
Hil for Export &l Data
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coefiguratic
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5.2. Administer SIP Domain

Add the SIP domain, for which the communications infrastructure will be authoritative,
by selecting SIP Domains on the left panel menu and clicking the New button (not
shown) to create a new SIP domain entry.
Complete the following options:

Name The authoritative domain name (e.g., silstack.com)

Notes Description for the domain (optional)
Click Commit to save changes.

Verify the domain is created as in screenshot below.

e, aolesie st Lig: an at W

AVﬂ\yA Avaya Aura System Manager 5.2 Hak | Lng ot
T T —— Dvemsiia Managemint
- E'm:‘m-ﬁpﬂnm IE: [ Mormasmom = |
o Mg Managumunt
R i 1 e Fafrasl Flie Enalda
= Mirbwrark Roiitisg Policy

Aclaprmtions [l Hams T mafault Hutes

0 Datrhimes O | sistsckcom is | O

ookl Solact: A, Mo f © pf 1 Sebeced &

Lotatons

Regular Expressnns
ot Policias
LA

SIF Enmoie

Note: Since the sample network does not deal with any foreign domains, no additional
SIP Domains entry is needed.
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5.3. Administer Adaptations

Create an adaptation entry for an incoming call from Cisco UCM. For the Cisco UCM
adaptation, enter the following information:
CiscoUCM-7, an informative name for the adaptation
Enter CiscoAdapter 10.10.5.100, where

10.10.5.100 is the Cisco UCM IP address.

Digit Conversion for incoming Matching Pattern 350 with a minimum and maximum
of 5 digits long, which is the dial pattern for a station
registered with Cisco UCM. Delete Digits has value 0

Name

Adaptation Module

Calls to SM

[val Patiernz

Enfity Linkd
Lot
Regular Erprocsions
Routing Pokcies
SIP OorhanE
BIF Enties
Tiros: P
Pemnnal Ssthings

¥ Soperty

» Mpplications

¥ Suttings
b Sogsinn Masaper
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5.4. Administer SIP Entities

A SIP Entity must be added for Session Manager for each SIP-based telephony system
supported by a SIP Trunk. To add a SIP Entity, select SIP Entities on the left panel
menu and then click on the New button (not shown). Enter the following for each SIP

Entity:

Under General:

Name An informative name (e.g., SessionManager)

FQDN or IP Address IP address of the signaling interface on the Session
Manager

Type ”Session Manager” for Session Manager, “CM” for
Communication Manager, or “Other” for Cisco UCM

Time Zone Time zone for this location

AVAYA Avaya Aura™ System Manager 5.2 e e

# Asred Mamspraest SIP Estity Datails Canmi |_\.in|:ﬁ|
o o el Sy Etam g
et it el ik

& UserManagemeit * Nami: | Sussordana nrl B
i bt L

*FQDMN or 1P Address: | 135 69, 185,40 E

Twne; || Gession Mansger = I

Adaplations

Disl Pathsrrs Miobes:
ErcEy Links
Locahon: Lucatinn; -
Fegudar Exprassions Outh d Prowe e
Py Policies
Time Tone; | Eurooe/Tubin -
SIP-Domals
m Cradendtial name:
Time Pangas

SIP Link fonitorng
Parzonsl Settroe

SIP Link Msaltoring: | Lise Gresion Mansger Corfigurstion
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Under Port, click Add, and then edit the fields in the resulting new row
Port Port number on which the system listens for SIP requests
Protocol Transport protocol to be used to send SIP requests

The following screen shows the Port definitions for the Session Manager SIP Entity.

Hilp for STR-Entity Dot fielde Port =
Hule fow 0 " Ramavs
ol urator dhiargets
Sems  REfreshn Filter: Enatin
1 o - Protseni _n-i-uk;liumnlq Hotes
O [somo ToE B [k
O [s0eL TLE Ak
Ll B062 TLS = mbdack cam
1 |s0s3 TCA sktack oam =
1 |s064 TLS widack cam =
Silact: AF, hiore | 0 pf 5 Geleded )
* Input Bequired [ Cammt: | [ Caneal

The following screen shows the SIP Entity for Communication Manager.

AVAVA Avaya Aura™ System Manager 5.2 o

Hul | Log aff

» ASGAE Rap SIF Entity Details [Cgammi | [Sancel |
o Commmmara s Systam
My pammany

General
» Usar Managemunt § Numr'.w .
= Rt 2 il ¥ EQDN or IF ddress; | 12504 19008

Dial Patrais Hubes;
EfEx Lk
Locatans Adaptation: »
Fegpiar Expresmions Location: e
Foobing Folidak
Time Innn:l EuropsyTubin = I
SIP Domarm
(rraerida Port & Trassport with DS SRV [
Tme Ranges O 510 Timer B/F {in ssconds); 4

Poroonad Sattvge
o Security
Aparil i triets

» Geflimgy STP Lk Mgasts

Cresteatial name;

Call Datail Recording: | nona =

o ‘Sanshes Manager SIP Link Meaftoring: | Lse Session Managsr Configuration =
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The following screen shows the SIP Entity for Cisco UCM.

AVAYA Avaya Aura™ System Manager 5.2 R i

S0 Entity Dt CoamimeE,

(ST

. * Masis | CigcolM k
= o * FOpd o TP Adibreiss || 10.10.5.
remting Peficy

Types | Cther -

Dial Pathesns Pisdn s

Enmity Links

e e —)
Raguls’ Erpyassion s Lcativi: =

::;::I:::u’ T hw[El.run!n'Dubln w I
Dverride Pard B Transperd with ores say- [

Tirve Fagec F S0P Thesir B/F (i sacosnds e (9

Fernnal s=ngs Cridantisl sases:

CTE
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5.5. Administer Entity Links

A SIP trunk between a Session Manager and a telephony system is described by an Entity
Link. To add an Entity Link, select Entity Links on the left panel menu and click on the
New button (not shown). Fill in the following fields in the new row that is displayed.

Name An informative name

SIP Entity 1 Select SessionManager

Port Port number to which the other system sends its SIP requests

SIP Entity 2 The other SIP Entity for this link, created in Section 5.4

Port Port number to which the other system expects to receive SIP
requests

Trusted Whether to trust the other system

Protocol Transport protocol to be used to send SIP requests

Click Commit to save changes. The following screen shows the Entity Links used in the
sample network.

AVAVA Avaya Aura System Manager 5.2 Hik [ Lag aff
T
+ ALEEE Mok Entity Lisbs
" Cemesgarotos Syiirm . : 4
. [ram] [ Mormaciom = | [Commt |
» Usar Managemunt
JL Tl &Mems  Rairksh Fitar: Eniabii
= Hirtvrash Rniitisg Pollicy - . :
Relmierit & Mams SEP Emisy 1 Pretucel Pt SIP Entsy 2 Fart Trusted hietus
Dial Pattam: [} e} Femmonidanager LS SO0E Avayalh SO0 =]
|1y Ly L sxawaTom dassonidanagar TR Tes AvayaCMbam B =] |
Lotations O  Bronch Offce SeraonManager  TLS 5051 Branch ©M 0] =]
Regular Expressinns [ eco Soszoeianagar  TOR TOEn  Chenl B0 =] |
oo i) Ptk O  Ecatuns Server Seusiorfdanager TLS eoed  featum et =]
=1F Domars O me-Sa200 Sassorfdanager UDP EOEE M-SR EE =] Lirk 1o WHE200
S Entites O Io OC5 fMedistion Semoriianager TCF 000 Stack OC5 Medishon Sereer SO0 =
Tene Ranpe: O oicekakds Sessoeidanagar TCR Ee0  Wocsal B0 =]
SRECER TR Selngtial, Hore (O of B Sakced 3
» Gequrity
* AppSaties
¢ Sritegy
» Segakam Managay
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5.6. Administer Time Ranges

Before adding routing policies (see next step), time ranges must be defined during which
the policies will be active. In the sample network, one policy was defined that would
allow routing to occur at anytime. To add this time range, select Time Ranges from the
left panel menu and then click New on the right. Fill in the following fields.

Name An informative name (e.g. Always)
Mo through Su Check the box under each day of the week for inclusion
Start Time Enter start time (e.g. 00:00 for start of day)
End Time Enter end time (e.g. 23:59 for end of day)
AVﬂyﬂ\ Avaya Aura System Manager 5.2 T ey
| o it Facg oty (T R |
& Kasat Manageist Tiing Rl
T G S i i [l Skl
b RBERE M Bl
it 2 fkams | Fefras R Enatis
= Medwvinrk Reeting Pelicy
FrpAnaTI [ e Ma Tu we Th o Ba = Sfart Time End Time Hatmn
[ial Batrarns 0 aur B = a8 a2 a8 = H o000 =550 Tima Rarge 24,7
Entity Links O dwas = E] B B B & =] 0000 =52 |
::T:';m“sm Selewti &f; Monp [0 A2 Seoered )
Ruutimg Policss
EIF Oomsns
EIF Entiies
Patsanal Ssinngs
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5.7. Administer Routing Policies

Create routing policies to direct how calls will be routed to a system. Two routing
policies must be added; one for Communication Manager and one for Cisco UCM. To
add a routing policy, select Routing Policies on the left panel menu and then click on the
New button (not shown).
Under General

Enter an informative Name
Under SIP Entity as Destination

Click Select, and then select the appropriate SIP entity to which this routing

policy applies
Under Time of Day

Click Add, and then select the time range configured in the previous step.

The following is screen shows the Routing Policy Details for Communication Manager.

AVAYA Avaya Aura System Manager 5.2 bl | Log.oft
o Ansed Managuement Butitieg Policy Details II__cm 'i"l‘i'
. Cnemenminécat on System

ey ST
» User Managament
= pareit s el azabled; [T

Hdaptations Mobes:

Disl Fartterms

Sl STP Entity as Cestination

Locators

Fisapdai Erjordsions e )

#ippt i Policis Hum PODN ar 17 Address TR Motes

SIF Demans Prp—— 135 4k 15,6 oh

SIF Entities

THME R T of Dhary

Persons Settres [adn] [Remave | [ vien capsovertins |

Hacimdy
» Apglications it Salhsd ZirdRdnni
» Battieags ]| Waakiey ETe P Tt e This FW St Bun “Gthet Tine Enll Time Hotes
o Bnssion Manager (ol ] Y a0 PerT]
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The following is screen shows the Routing Policy Details for Cisco UCM.

Welcomie, el st ) pad aneat Wi, Dd, SO0 Sad P
AVAVA Avaya Sura System Manager 5.2 Ml | Log nif
# Ms3rd Flsmsprmnret Routisg Policy Details @ EI
g [ R T
Sl i ik 1 e
anogement "
! fsabled: [
Adaptations bk
il Paite e
EFLEy Liks
SIP Entiby os Destimatiorn
Lorahons
Fegrdar Expressone | e |
Rinrfisg Py e w-,h“__ Trom stun
210 Domaks oat Cibdbsans e -
IR Enbhe=
Tine Rangas Teme of Dy
Perzonal Soitre [Remava | [ Wies Gapeiivedars |
o Sadiirliy
& gl atipmy 1 1em | Ferpsh Fiters Enabls
» Satthegs [ mekiay [ Hams 1 Fion Tue Wnd ‘I'h.l.a s se staet Time a.n..., L
o Seziam Manager O i abanys oo )
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5.8. Administer Dial Patterns

A dial pattern must be defined that will direct calls to the appropriate telephony system.
In the sample network, 5-digit extension beginning with 300 reside on Communication
Manager, and 5-digit extension beginning with 350 reside on Cisco UCM. For
Communication Manager Dial Pattern configuration, select Dial Patterns on the left
panel menu and then click on the New button (not shown).

Under General

Pattern Dialed number or prefix

Min Minimum length of dialed number
Max Maximum length of dialed number
Notes Comment on purpose of dial pattern

SIP Domain Select ALL

AVAyA Avaya Aura™ System

Manager 5.2

welcorne, admin Last Logged on at
Moy, 11, 2009 2:04 PM

Help | Log off

Dial Pattern Details

b Asset Management Dial Pattern Details

g Communication System
Management

" General

b User Management

B Munituring * Pattern:
= Network Routing Policy * Min: _

Adaptations = -
Dial Patterns =

Entity Links Emergency Call: []

Locations SIP Domain: |' -ALL- |
Fegular Expressions Notes: i

Routing Policies
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Navigate to Originating Locations and Routing Policies and select Add (not shown).
Under Originating Location select all locations by checking the box next to ALL and
under Routing Policies select a Routing Policy by checking the box next to
AvayaCMtom. Click Select button to confirm the chosen options. You will then be
returned to the Dial Pattern screen (shown above), select Commit button to save.

¥ Asset Management Originating Location and Routing Policy List
Communication System
Management
F User Management
» Monitoring
* Network Routing Policy Originating Location
B AL 4 ltemns  Refresh Filter: Enabls
Dial Patterns ; - g
Entity Links u | ey sl
Foiatioe ] Any Locations
Regular Expressions B v
Routing Policies B ke
SIP Domains | Stack Enterprise Main Office for Stack Testing
SIP Entities Select : All, Hone { O of 4 Selected )
Time Ranges
Personal Sethings
F Security
» Applications Routing Policies
y SEtings g Items | Refresh Filter: Enable
¥ Session Manager ! -
] | i | Disabled  Destination Notes
Shortcuts [ Awvayack SvayaCM
Change Passwaord ] AvayaCMiom
[ Branchcm Branch CM Branch CM
[0 ciscocm CiscoCM
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To configure Cisco UCM Dial Pattern select Dial Patterns on the left panel menu and
then click on the New button (not shown).

Under General
Pattern
Min
Max
Notes

Dialed number or prefix

Minimum length of dialed number
Maximum length of dialed number
Comment on purpose of dial pattern

SIP Domain Select ALL

AVAYA

Avaya Aura™ System
Manager 5.2

welcome, admin Last Logged on at
Moy, 11, 2009 3:04 PM

Help | Log off

b Asset Management

/ Dial Pattern Details

Dial Pattern Details

Communication System

» Management
p User Management

2 Mnnitoring

¥ Network Routing Policy

Adaptations

ial Patterns

Entity Links

Locations

Regular Expressions

Routing Policies

T et s
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Navigate to Originating Locations and Routing Policies and select Add (not shown).
Under Originating Location select ALL and under Routing Policies select CiscoCM.
Click Select button to confirm the chosen options. You will then be returned to the Dial
Pattern screen (shown above), select Commit button to save.

b Asset Management

Communication System
Management

} User Management

b Maonitoring

* Network Routing Policy
Adaptations

Originating Location and Routing Policy List

Originating Location

4 Items  Refresh

Cancel

Filcer: Enable
Dial Patterns - 5 —
Entity Links . | Hame arsE
e O M Any Locations
RFegular Expressions 0 vy
Routing Policies B i
1P Domaing [ Stack Enterprise Main Office for Stack Testing
SIP Entities Select : all, Mone ¢ O of 4 Selacted )
Time Ranges
Personal Settings
b Security
» Applications Routing Policies
Y eting: & Items | Refresh Filter: Enable
¥ Session Manager ! - -
0 | Name: Disabled | Destination Notes
Shortcuts [ Awayach AvayaCM
Change Password il AvayaCMtarmn AvayaCMtorn
[0 Branchcm Branch CM Eranch CM
O CiscoCM
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5.9. Administer Session Manager

To complete the configuration, adding the Session Manager will provide the linkage
between System Manager and Session Manager. Expand the Session Manager menu on
the left and select Session Manager Administration. Then click Add, and fill in the
fields as described below and shown in the following screen:

Under General:

* SIP Entity Name: Select the name of the SIP Entity added for Session
Manager

* Description: Descriptive comment (optional)

* Management Access Point Enter the IP address of the SessionManager management

Host Name/IP interface.

Under Security Module:

* Network Mask: Enter the network mask corresponding to the IP address of
Session Manager
* Default Gateway: Enter the IP address of the default gateway for Session

Manager

Use default values for the remaining fields. Click Commit to add this Session Manager.

o Manage

+ ARGEd Aol aaal
o Commcaties Sysiem
Hpnppraral

——

Add Session Manager caomnk ||| Canzal |

» Usme Managuenient SEner | Seor
» Mgmioring
» Nebrrdrk Bnuiseg folicy

» SErurty

“SIP Entity Miesss !Slrswgn h'lar:ap_el
Duscriptien fEscion Managar |

“ranaguinant Accass st Hast Mame IR 13564 155 38 .
st

*Direct Resting te Endpsiots |Encble =

Mutwink Corfiguraion

Device and Location

Cnnfiguration

Applicak Comfiouation
ity Module

Sy stem Shatus

SIP Estity 1P Addrarcs | 135 64 125.40 |
e 2
*Watwrerk Mask| (285 258 255 oo
j|as5mank 25t ]
P——
|135.64.106.55 |

Swetam Taoks

Shewiruts
*Deleel Galesay

*Cam Contesd PHB |45

“0s Priokty [&
St i Dl | i1 -

WLAM ID | |
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6. Configure Cisco UCM

This section provides the procedures for configuring Cisco UCM. These Application
Notes assumed that the basic configuration needed to support Cisco IP telephones has
been completed. For further information on Cisco UCM, please consult references [6]
and [7]. The procedures include configuration of the following items:

e Login to Cisco UCM
Administer SIP Trunk Security Profile
Administer SIP Trunk
Administer Route Pattern
Administer Phone

6.1. Login to Cisco UCM

Open Cisco Unified CM Administration by entering the IP address of the CUCM into the
Web Browser address field, and log in using an appropriate Username and Password.

alml,  Cisco Unified CM Administration R Cicco Unified CM Administration | Go

CI5€0 £y Cisco Unified Communications Solutions

Usernarne

Cisco Unified CM

Fasswaord

Administration T —
lr;lin | Reset
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6.2. Administer SIP Trunk Security Profile
Select System = Security Profile > SIP Trunk Security Profile from the top menu
then click Add New to add a new SIP Trunk Security Profile.

Cisco Unified CM Administration = || Go

ahaliy  Cisco Unified CM Administration

cisco For Cisco Unified Communications Solutions

interop About Logout

Bulk Administration =  Help -

System =  CallRouting = Media Resources »  Yoice Mail » Device = Applicstion = User Management «

Find and List SIP Trunk Security Profiles

E:} Aclel Blewr @ Select Al @ Clear All g Delete Selected

— Status

@ 2 records found

SIP Trunk Security Profile (I - 2 of 2)

Rows per Pagel a0 ;I

;Ilbegins with ;Il Findl Clear Filter | l:|‘]=| =|

Copy

Find £IP Trunk Security Profile where |Name

Description

I_ Mame *
i Mon Secure SIP Trunk Profile Mon Secure SIP Trunk Profile authenticated by null String 1)

| Add New ! Select all Clear all Celete Selected
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The following is a screen capture of the SIP Trunk Security Profile Configuration

used in the sample network. Configure the highlighted areas and click Save to commit
the changes.

SIP Trunk Security Profile Configuration

— SIP Trunk Security Profile Information

Marne*® [Avaya CM |
Cescription !SIF' connection to CM Silstack |
Device Security Mode ! Mon Secure v|
Incorning Transport Type® iTcp+|_|D|:| v|
Qutgoing Transport Type iTCF‘ "’|

[lEnable Digest Authentication
Monce Validity Tirme (rins)* Itr\- |

=509 Subject Name | |

Incoming Port® !5%,:, |

[ lEnable application Level authorization

Accept Presence Subscription
ficcept Out-of-Cialog REFER

Accept Unsolicited Motification

Accept Replaces Header

Ll Transmit Security Status

k5 [Save] [Delete ] [Cnpy] [Reset] [ add Mew ]
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6.3. Administer SIP Trunk
Add a new SIP trunk by selecting Device = Trunk from the top menu then click Add

New to begin adding a new SIP trunk.

alle  Cisco Unified CM Administration

€ISCO  Eor cisco Unified Communications Solutions
System »  Call Routing »  Media Resources » Yoice Mail +  Device = Application »  User Managemert = Bulk Administrstion +  Help =
E:}i Ao Mew
Trunks
=l[begins with =]| Find| _ Clear Filter Iilil

Find Trunks where | Device Mame
|Se|ect itern or enter search text;l

Logout

interop About

Mo active query, Please enter vour search criteria using the options above,

Select SIP Trunk as the Trunk Type and the Device Protocol field will automatically
be changed to SIP. Click Next to continue.

Cisco Unified CM Adrninistration =

Mavigation

alal,  Cisco Unified CM Administration

cisco For Cisco Unified Communications Solutions Logout

interop Ahout

Bulk Administration =  Help -

“oice Mail =  Dewvice = Application = User Management -

System »  Call Routing - hedia Resources -
GEECHRE] A Back Ta Find/List =

Trunk Configuration

. Mest

— Status
® Status: Ready
r=Irunk Inforoation
|Truﬁk Type® SIP Trunk =1 |
Device Protocal® [g1p =
{ Nextll
@ *. indicates required item.
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Enter the appropriate information for the SIP Trunk. The following screen shows the
configuration used in the sample network.

Device Name An informative name

Description Any note for this trunk

Remote-Party-Id  Checked to send

Asserted-Identity  Checked to send caller information

Asserted-Type Select PAI for P-Asserted-Identity

lonle  Clgco Unified CH Administration
CEIE0  po Ganch MniTecd Sammemme hbi 5o/t

Bpden = ClBooliog ~  MoowFrsoumes = Wokelll = Ceviee = dpploalon = Userhimgoet - Bubddainkimin - Hepos

Trunk Ceadigarathes

Cinco Linfied CH Admininirabon # §C

CHFTEEEREE Back To FindiList b

FPackwt Caphura Durstian

] ¥acks Terminmian Prink Ragursd

[ ratry vidas Call an fusdia

I Tranumit UTP:8 Far Calkng Farkp Hame
] unatiendad Port

Use Togsted kelay Point®

Frid ok BIF Trnk

Casics Pratocal: 5P
[Cester rame” Eenl-Siknack |
[Eancripaon ToSHIOD |

Device Pl Cufaul -
Cammen Davice Configurshon = Hpdig = -
Call Clissification Liva Srabarm O ac -
Madis Rarmnce Group Lt DU bS8 -
Locatian® Hub_Hene -
AARR Group < H\;ﬂt £ 3
Facket Caphure Made™ Hara -

] 5ermo -t csand - ‘Whan this Aig i chacked, Enerppbad TLS naads tn be canfigursd in B nsbecrk ba provide and 4o and sscurity. Padurs b da a6 will mspeos keys ard cther informtian.

Difautf -

— Incamssg Calleg Farty Selings

Incoming Calkrg Party Unkrarn Humbar Prafic

1Fthe sdminitrabar smts the prafix b Dateul this indicrtes cal-procassing wil uss prafic o the nect laval setting {DesicsPal/Servics Parsmebsr]. Ctharsine, the valus configursd in uisd as the prafic b the fuld
e amily i ahich case there 15 na peeflic assired.

| [lear Prefis Seiiogs Il

Deedault Feedin Battings ]

[Catuat
Multdewsd Freiedence sl Fresmption (MUFE) Isformates
WP Domsn | - pane = -
— Call Routing Isfurmaties
L] sserted T ity
.
SIP Frivey Cafmuk: -
— Inbramd Caliy
Tignicant Dugts® ) -
Connacted Une 10 Prasentston * [ Dafaun b
Cenrmcisd Hame Prasentstien® | Ger -
Collng Granh Bpace « Honm = Ll
2R Caling Search Space < Nong > -
Pratis O#
Dﬁeumtmg DOikversion Hesder Dwlvare - Tnbodred
1= Cally
Culld Party Transfarmsbon C55 | < Hene = -~
[l Davice Poal Callad Party Tramfarmation C55
Colling Party Transtormaton C88 | & Hone = ]
Eliips Bavice Peal Calbng Barty Trgnstematon C68
Zulling Partp Selechon® |J'm?'r.g|-:u' -
Calng Ling 10 Pres st * Ciafauit ac
Cullng Mame Frassntshen ™ Dipfsult -
RELIS slul]
Callar Mama
[CIRadirecing Orarian Hasder Dufvare - Quthound
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Navigate to SIP Information section and enter following configuration:
Destination Address IP address of the Session Manager
Destination Port Destination port number use for SIP communication
SIP Trunk Security Profile Profile configured at Section 6.2
DTMF Signaling Method Select RFC 2833

Click Save to complete.

6.4. Administer Route Pattern

Select Call Routing - Route/Hunt > Route Pattern then click Add New to add a new
route pattern for extension 300xx which are for telephones registered with
Communication Manager.

alinlne Cisco Unified CM Administration JE 8| Cisco Unified CM Administration =

cisco For Cisco Unified Communications Solutions

interop Abaout Log

System w  Call Routing »  Media Resources - Woice Mail ~  Device = Application = User Management ~  Bulk Administration = Help -

Find and List Route Patterns
Ell} Add New @ Select Al @ Clear Al @ Delete Selected

— Status
® 1 records found
Route Patterns (7 - f of 1) Rows per Pagelﬂ
Find Route Patterns where IPattern ;”begins with ;” FI_ndI Clear Filter |i|i|
I- Pattern ~ Description Partition Route Filter Azsociated Dewice Copy
| Add Mew Il Select all | Clear all | Delete Selected I
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The following screen shows the route pattern used in the sample network. The route
pattern 300xx will cause all 5 digit calls beginning with 300 to be routed through the
ASM-Silstack SIP Trunk defined in Section 6.3. Click Save to complete.

wlonle  Clsco Unified CH Administration Cinco Uindied CH dminitration  BE
B0 por fanca Nnieed Sammemmer it o liiiss

Bpden w Gl Fodig = MesFrscures = YikeMs v Doste r  Sypkekn w Lherhimogeient v Bk ddonkiikn « Hopor

Fsutn Parfess Configerstion

(T N TR Boack: T FincliList & BG

SLE
@:Ilul: Faady

r— Pattern Dediniis

|Rmpmm‘ A |

Foutw Partiion < P w
[Cestrmen Ta fvavacil_|

Humnbanng Flan

Finaite Fiker

WMLPF Fracadence ™ Cesfin

HESOUE Priority MM 0208 WEDAORK DDMAN |2 Nara = w

alwmmpRaute Lk ® HEM-BdstL ¥ (edel
ATE: AP0 o =} Pauks this patiern

2 mlek thin’ partiern [He Em‘o_r -
a0 Clagitioatian® it T
] 6o Cevice Overie Elrmvids Catside Dial Tone [l fkw Svadso Sending. T Ungent Prianty
[T Requars Fored duthoeizatian Code

Authorieatien Laval® a

] Rwquisrm Cimnk Mattar Codn

— Calling Party Tr 1 ol
] uss Calirg Part's Extarmal Phone Flurmber Mask
Caling Party Trarsfonm Mask
Frafix Digke {Cutgang Calix)
Caling Lire [0 Presaniation” [ Cafmik o
Callng Hama Frowrketan® | Lusfagk -
aling Ferty Marbier Tipe"  [Ciico CalManaaer =
Caling Party furmbarng Plan® Cisto O oM anser -
— Connected Party
Corvered Urs 1D Fressntation® | Cufuk b
Cannmctad Marms Praverkabian® | Loty -
— Called Pariy T : il
Ciscard Digis
Called Party Transform Mk
Frefiv D {Caitpaing Calke]
Caled Parkp Humbar Typs® Ghm.l.',:-allham.por v
Called Party Humbenrg Ao ® [ Cige calManapar -
= D80 Metwork-Specdic Facilitees Ink dinn Element
ek prk Sarvios Prodooed | 4ok selacted — et
Carrmr Idarkizatian Code
Webairk Sarvin Arrvice Farameber Flame Brrvoe Farameber Wakie
Sl T hsfiokaal el
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6.5. Administer Phone

Select Device = Phone then click on the Device that needs to be administered. The
following screen shows the display after a device has been selected. Click on the line for
the device as highlighted in the screen below.

wlaen  Cisco Unified CH Administration Cieco Unfed B Adminsirsion w JGO
EISE0 v taare Uniised Commmamsratsans §ilitsm

Sydem v el Bading »  VscmPMmsmsces = Yesshel v Devike = Appkesin » Lisrblwogessd v Bufdnndaben = Hilp =

Plhpee Confepersiion CTRIES NSRS Back To FindiList

Stafus
|_ i TERLEE L] ‘

— Asse<tiaban Informatiss —————————————— — Fh T
Moty Burion [bams Preduct Typa:  Concs PRI
I e Bevice Pratocsd S1F
1 rrabieg [L1- Z5000 (g pyiiban]
I hdre Duwvice Tnf
3 Bmidds rew S0 Ragsirahan Bagitberad with Ciaco Unified Cammunicatinn PMensger col Mo
gi.Add 4 e 50 i, L3604 A6 IR
e bl i b OIE34ACDRTE
* Bmiddsrewin Oeriotian Sty AE0D
& Smaddas paesn Dirvice Paci® i =
cemeeies Linmamgried Anazsbad Hema oo Lomman Devke COMgURAtRn | None > I Diskal

The following screen shows the display after the line has been selected. Enter information
for Alerting Name and ASCII Alerting Name.

wlsnl  Clsco Unified CH Administrabion Ciacn Unified CN Admnidrakon w5
KPS0 o oniom U1 Moed Dot ittt 5 00 et

Vsl e« YR e Ddvke o ApRsEN) v Lner MISISWST v o B Roneearabin - HED T

Direciory Mumbur Ceedlguraoiies CHETEERS R Configurs Device (SEPQOZ0M5C DR TR Fic

Stasus

@m'm: Raady

_rlnom-':u Rumber™ [ 3ppg i
Fouts Partiaon < Hpng = -
Dwsuription
flarang Heme [Cnastn
TR TR | oo B [P
[ e Carered of Dievica fram ST
Anecasbed Dwvicas - SEp G AMAC0BTE. e
Edit Line Apgaarance
wa
Cagromints Do wies |
— Darectary Mumbar Settings
Voice Mall Frafis < Hong = # | [Chorem =Mare> b2 uss 1yabem defaulth
Caling Seerch Somon = Wenm & - w
Fresancs Group® sl:,a'r\-da-dl.’nes.;n-:t_qr\.om L
User Apld MOH Budo S00F |« wone » - L
Hebaork Hald MOH Audi Soures | o o -
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Navigate to Line 1 on Device section and enter information for Display (Internal Caller
ID) and ASCII Display (Internal Caller ID). This will be displayed on the called party
phone on all outgoing calls. Check all boxes in Forwarded Call Information Display
on Device section. Click Save to complete.

r— Lssee | e Dayioe SEFRRE I SLOBTE

Dol (lviemal Callar 107 CiecaSIF I Easplay Tewt Tor o lne appearanos i inended for dsplapnp oeer such a5 8 neme ircteed of 4 drecoey numbsre for incemal

Talv. F yau specy 4 rumber, the paran recarang o csll map rat s the proper ety of te caler
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7. Verification

This section provides the tests that can be performed on Communication Manager,
Session Manager, and Cisco UCM to verify their proper configuration.

7.1. Communication Manager

Verify the status of the SIP trunk group by using the status trunk n command, where n
is the trunk group number being investigated. Verify that all trunks are in the in-

service/idle state as shown below.

status trunk 145

Member

0145/001
0145/002
0145/003
0145/004
0145/005
0145/006
0145/007
0145/008
0145/009
0145/010

Port

T00036
T00037
T00038
T00039
T00040
T00041
T00042
T00043
T00044
T00045

TRUNK GROUP STATUS

Service State

in-service/idle
in-service/idle
in-service/idle
in-service/idle
in-service/idle
in-service/idle
in-service/idle
in-service/idle
in-service/idle
in-service/idle

Mtce Connected Ports
Busy

no
no
no
no
no
no
no
no
no
no

Verify the status of the SIP signaling-group by using the status signaling-group n
command, where n is the signaling group number being investigated. Verify that the
signaling group is in the in-service state as shown below.

status signaling-group 140
STATUS SIGNALING GROUP

Group ID:

Group Type:
Signaling Type:
Group State:

TP; Reviewed:
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7.2. Session Manager

Select Session Manager - System Status - SIP Entity Monitoring. Verify as shown
below that none of the SIP entities for Avaya or Cisco links are down, indicating that
they are all reachable for routing.
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Click on the SIP Entity Names AvayaCMtom and CiscoCM, shown in the previous
screen, and verify that the connection status is Up, as shown in screenshots below.
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7.3. Cisco Unified Communications Manager

The Real Time Monitoring Tool (RTMT) can be use to monitor events on Cisco Unified
CM. This tool can be downloaded by selecting Application - Plugins from the top
menu of the Cisco Unified CM Administration Web interface. For further information on
this tool, please consult with reference [8]. The following screen shows where user can
view and perform real time data capture.

i
4 [ Trace & Log Central -

[ Trace & Log Central
[} Remiote Browse
[} CallectFiles
D Query Wizard
[} schedule Caollection
D Local Browse
@ [ Real Time Trace

[systom | |

System Summary

L Systern Surnmary
Server
% CPU and Mamary

Process

o e | [ view Real Time Data
ﬁ Critical Services L3 Manitor User Event
|Performance [ Collect Grash Durmp
Performance D Collect Install Logs

Performance Log Viewer

Tools
L8 2lert Central

E: Trace & Log Central

Ei Joh Status

-Trace&LogCentral
CallManager | ' =i
-Sysfem Summary I _CaII Activity I
|
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7.4. Verified Scenarios

The following scenarios have been verified for the configuration described in these
Application Notes.

e Basic calls between various telephones on Communication Manager and Cisco
UCM can be made in both directions using G.711MU, G.729, and G.729AB. For
G.729 interoperability, the IP codec set on Communication Manager must include
a version of the G.729 that Cisco UCM supports.

e Proper display of the calling and called party name and number information was
verified for all telephones with the basic call scenario.

e Supplementary calling features were verified. The feature scenarios involved
additional endpoints on the respective systems, such as performing an unattended
transfer of the SIP trunk call to a local endpoint on the same site, and then
repeating the scenario to transfer the SIP trunk call to a remote endpoint on the
other site. The supplementary calling features verified are shown below.

o Unattended transfer
Attended transfer
Hold/Unhold
Consultation hold
Call forwarding
Conference

O O O O O

8. Conclusion

As illustrated in these Application Notes, Avaya Aura™ Communication Manager can
interoperate with Cisco Unified Communications Manager using SIP trunks via Avaya
Aura™ Session Manager. The following is a list of interoperability items observed:

e For G.729 interoperability, make sure both G.729 and G729AB are part of the
audio codec selection in Communication Manager.

e For proper displaying of calling party information, Cisco UCM must be
configured with the Internal Caller ID name as described in Section 6.5.

e With direct media shuffling enabled, a one-way audio issue was observed when a
conference call was initiated by a Cisco phone to two Avaya H.323 phones. No
audio was being sent towards the H.323 phones in the conference. A workaround
is to disable direct media shuffling.
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9. Additional References

Product documentation for Avaya products may be found at http://support.avaya.com

[1] Avaya Aura™ Session Manager Overview, Doc # 03-603323, Issue 2

[2] Administering Avaya Aura™ Session Manager, Doc # 03-603324, Issue 2

[3] Maintaining and Troubleshooting Avaya Aura™ Session Manager, Doc # 03-
603325, Issue 2

[4]  SIP Support in Avaya Aura™ Communication Manager Running on Avaya S8xxx
Servers, Doc # 555-245-206, Issue 9

[5]1 Administering Avaya Aura™ Communication Manager, Doc # 03-300509, Issue 5.0

Product documentation for Cisco Systems products may be found at

http://www.cisco.com

[6] Cisco Unified Communications Manager Administration Guide for Cisco Unified
Communications Manager Business Edition, Release 7.0(1), Part Number: OL-
15405-01

[7]1 Cisco Unified Communications Manager Features and Services Guide for Cisco
Unified Communication Manager Business Edition, Release 7.0(1), Part Number:
OL-15409-01

[8] Cisco Unified Real-Time Monitoring Tool Administration Guide, Release 7.0(1),
Part Number: OL-14994-01
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