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Application Notes for Configuring Avaya IP Office 8.1 with
Colt VVolP Access service — Issue 1.0

Abstract

These Application Notes describe the procedures for configuring Session Initiation Protocol
(SIP) trunking between Colt VolIP Access and Avaya IP Office.

The Colt VoIP Access service provides PSTN access via a SIP trunk connected to the Colt
Voice Over Internet Protocol (VolP) network as an alternative to legacy Analogue or digital
trunks. Colt are a member of the Avaya DevConnect Service Provider program.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the procedures for configuring Session Initiation Protocol
(SIP) trunking between Colt VoIP Access and Avaya IP Office. Colt VoIP Access provides
PSTN access via a SIP trunk connected to the Colt network as an alternative to legacy Analogue
or Digital trunks. This approach generally results in lower cost for customers.

2. General Test Approach and Test Results

The general test approach was to configure a simulated enterprise site using Avaya IP Office to
connect to Colt VolP Access. This configuration (shown in Figure 1) was used to exercise the
features and functionality listed in Section 2.1.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

2.1. Interoperability Compliance Testing
Avaya IP Office was connected to Colt VoIP Access. To verify SIP trunking interoperability the
following features and functionality were exercised during the interoperability compliance test:
e Incoming PSTN calls to various phone types including H.323, Digital and Analogue
telephones at the enterprise.
e Allinbound PSTN calls were routed to the enterprise across the SIP trunk from the
Service Provider
e Outgoing PSTN calls from various phone types including H.323, Digital, and Analogue
telephones at the enterprise.
e All outbound PSTN calls were routed from the enterprise across the SIP trunk to the
Service Provider
e Inbound and outbound PSTN calls to/from an IP Office Softphone client
Various call types including: local, long distance, international, toll free (outbound)and
directory assistance
Codecs G.711A and G.729A
Caller ID presentation and Caller ID restriction
DTMF transmission using RFC 2833
Voicemail navigation for inbound and outbound calls
User features such as hold and resume, transfer, and conference
Off-net call forwarding and twinning
T.38 fax
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2.2. Test Results

Interoperability testing of the sample configuration was completed with successful results for
Colt VVolIP Access with the following observations:
e The No Answer timer for incoming calls at 3 minutes and 40 seconds was longer than
that normally observed
e Although Colt support G.722 and IBLC, the commonly supported codecs were limited to
G.711A and G.729A
e The Colt test system does not route to Operator services and these calls were not tested
e P-Asserted-1D and Privacy headers are not used for delivery of restricted CLI on
incoming calls. The enterprise equipment displays the user portion of the Request URI,
and in test this was “Unavailable”. This is potentially misleading where users may be
more familiar with more commonly used indicators for restricted CLI such as “Private”.
e The CLI displayed on terminating equipment for outgoing calls was a single number
provided by the network regardless of the extension used. This suggests that CLI
validation was not used in the network during test.
e Delays in speech up to 1 second for PSTN to PSTN calls were experienced during test
and echo was significant. This is a result of numerous IP to TDM network hops in the test
network and is not thought to be an issue for the live network.

2.3. Support

For technical support on the Avaya products described in these Application Notes visit
http://support.avaya.com.

For technical support on Colt products please contact the Colt authorized representative at:
www.colt.net or Colt Local Support numbers.

Austria 0800 880 990 Belgium 0800 507 01

Germany 0800 111 1230 [France 0800 948 888

Italy 192090 Netherlands |0800 265 8023

Portugal 808 780 222 Spain 901 888400

Switzerland {0800 560 560 UK 0800 136 166
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3. Reference Configuration

Figure 1 illustrates the test configuration. The test configuration shows an enterprise site
connected to Colt VolIP Access. Located at the enterprise site is an Avaya IP Office 500 v2.
Endpoints include two Avaya 1600 Series IP Telephones (with H.323 firmware), an Avaya 2420
Digital Telephone, Avaya Analogue Telephone and fax machine. The site also has a Windows
XP PC running Avaya IP Office Manager to configure the Avaya IP Office as well as an IP
Office Softphone client for mobility testing. For security purposes, any public IP addresses or
PSTN routable phone numbers used in the compliance test are not shown in these Application
Notes. Instead, public IP addresses have been changed to a private format and all phone numbers

have been obscured beyond the city code.
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Figure 1: Colt VolP Access Solution to Avaya IP Office Topology
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Avaya IP Office was configured to connect to a static IP address at the Service Provider. For the
purposes of the compliance test, users dialed a short code of 9 + N digits to send digits across the
SIP trunk to the Colt network. The short code of 9 is stripped off by Avaya IP Office and the
remaining N digits sent with adaptation to E.164 format with leading “+.

In an actual customer configuration, the enterprise site may also include additional network
components between the Service Provider and Avaya IP Office such as a Session Border
Controller or data firewall. A complete discussion of the configuration of these devices is beyond
the scope of these Application Notes. However, it should be noted that SIP and RTP traffic
between the Service Provider and Avaya IP Office must be allowed to pass through these
devices. Colt sends SIP signalling from one IP address. However, RTP traffic may originate
from a different IP address and ports which may vary from customer to customer. Customers will
need to work with Colt to determine the proper IP addresses and ports that require access to their
network.

4. Equipment and Software Validated
The following equipment and software were used for the sample configuration provided:

Equipment/Software | Release/Version

Avaya

Avaya IP Office 500 V2 Avaya IP Office R8.1(43)
Avaya 1603 Phone (H.323) 1.3100

Avaya 1608 Phone (H.323) 1.3100

Avaya 2420 Digital Phone N/A

Avaya 98390 Analogue Phone N/A

Colt

Sonus GSX/NBS 9000 V 8.4.2

Sonus PSX V 8.4.2

5. Configure Avaya IP Office

This section describes the Avaya IP Office configuration to support connectivity to Colt VVoIP
Access. Avaya IP Office is configured through the Avaya IP Office Manager PC application.
From a PC running the Avaya IP Office Manager application, select Start = Programs -2 IP
Office = Manager to launch the application. Navigate to File > Open Configuration, select
the proper Avaya IP Office system from the pop-up window, and log in with the appropriate
credentials. A management window will appear similar to the one in the next section. All the
Avaya IP Office configurable components are shown in the left pane known as the Navigation
Pane. The pane on the right is the Details Pane. These panes will be referenced throughout the
Avaya IP Office configuration. All licensing and feature configuration that is not directly related
to the interface with the Service Provider (such as twinning) is assumed to already be in place.
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5.1. Verify System Capacity

Navigate to License - SIP Trunk Channels in the Navigation Pane. In the Details Pane verify
that the License Status is Valid and that the number of Instances is sufficient to support the
number of SIP trunk channels provisioned by Colt.

IP Offices

S Office Worker

. one-¥ Portal for IP Office

% Phone Manager Pro

% Phone Manager Pro (per seat)

.. Phone Manager Pro IP Audio Er
. Power User

. Preferred Edition (Voicemail Prc
.. Preferred Edition Additional Voi
. PreferredfAdvanced to Branch
.. Proactive Reporting

. RAS LRQ Support (Rapid Respc
. Receptionist

. Report Viewer

L N SIP Trunk Channels

. Small Office Edition YCM {chanr

A~

B SIP Trunk Channels
Licencesr |
Licence Key | sooonooonooonnooonn |

050700074

Licence Type ‘SIP Trunk Channels

Licence Status i\lalid

Instances i255

Expiry Date |Never

5.2. LAN2 Settings

In the sample configuration, the LANZ2 port was used to connect the Avaya IP Office to the

external internet. To access th

e LAN2 settings, first navigate to System = GSSCP_IPO?2 in the

Navigation Pane where GSSCP_IPO2 is the name of the IP Office. Navigate to the LAN2 =
LAN Settings tab in the Details Pane. The IP Address and IP Mask fields are the public
interface of the IP Office, Primary Trans. IP Address is the next hop, usually the default
gateway address. All other parameters should be set according to customer requirements. On
completion, click the OK button (not shown).

IP Offices

GSSCP_IPO2

@& BOOTP (4) System | LAN1 NS | Voicemail | Telephony | Directory Services | System Events | SMTP | SMDR
[+ ¢~ Operator (3) — = — L
=% GSSCP_IPO2 LAN Settings | yoIP | Network Topology | SIP Registrar |
SRR 1 e
».ftgg]ss:p) PO2 IP Address \7192 168 122 57 |
&7 Line (9) IP Mask |255 . 255 . 255 . 128 |
[#-<=» Control Unit {4) P— —
[+ 4 Extension {29) Primary Trans. IP Address ‘ 192 . 188 . 122 7 \
- § User(29) ‘ — =B
G m HuntGroup (1) Firewall Profile | <Mone> i
[+ @% Short Code (59) RIP Mode ‘ Noni |
@B service (0) ' -
o, RAS (1) [[] Enable MAT
£ Incoming Call Route {5 ]
g W anPIor? o) ® Number OF DHCP IP Addresses 200 C
@m Directory (0) DHCP Mode
£ Time Profile (0) e e ) -
s client O Dial Disabled _
- @ Firewall Profile (1) O'server O et O'Diain @ Disable Advanced
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On the VoIP tab in the Details Pane, check the SIP Trunks Enable box to enable the
configuration of SIP trunks. The IP Office Softphone uses SIP. If Softphone along with any other
SIP endpoint is to be used, the SIP Registrar Enable box must also be checked. The RTP Port
Number Range can be customized to a specific range of receive ports for the RTP media. Based
on this setting, Avaya IP Office would request RTP media be sent to a UDP port in the
configurable range for calls using LAN2.

Avaya IP Office can also be configured to mark the Differentiated Services Code Point (DSCP)
in the IP Header with specific values to support Quality of Services policies for both signalling
and media. The DSCP field is the value used for media and the SIG DSCP is the value used for
signalling. The specific values used for the compliance test are shown in the example below. All
other parameters should be set according to customer requirements. On completion, click the OK
button (not shown).

IP Offices E GSSCP_|PO2

i x BOOTR4) | System Lant | LANZ s | voicemal Telephony | Directory Services | System Events | SMTP | SMDR
[#-¢# Operator (3) [ . = :
(=% GSSCP_IPO2 | LAN Settings | YoIP | Network Topology | SIP Registrar

[=)- %59 System (1)

™ faooChelRee H.323 Gatekeeper Enable

- Line (9)

-2 Control Unit (4) SIP Trunks Enable

i@ Extension (29) SIP Registrar Enable

@@ User(29)

[+ 4§ HuntGroup (1)

[+ 8% Short Code (59) RTP Port Number Range

,, @ service (0) H.323 Auto-create Extn IS T

[+ oy RAS (1) -

- @ Incoming Call Route (5) [ H.323 Auto-create User Port Range (Maximum) [53246 2|
£8 wanPort (0) ‘
@u Directory (0) [[] H.323 Remote Extn Enable

£ Time Profile {0) st
Enable RTCP Monitorin:
- @ Firewall Profile (1) On Port 5005 ?

- [l IP Route (5) - -
#m Account Code (0) DiffServ Settings
i+ W Licence (76) B8 | DSCP({Hex) Fe B | DSCPMask (Hex) (88 & | SIGDSCP (Hex)
% Tunnel {0) CrEn i ==y =t
- §5 User Rights (8) |46 | DsCP B3 3| DSCPMask 34 3| siGpsce
& ARS (1) :
« RAS Location Request (0) ERAMEE na
Primary Site Specific Option Number (SSOM) 176 =
Secondary Site Specific Option Number (SSON) 242 e }
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On the Network Topology tab in the Details Pane enter the Public IP Address for the IP Office.
The same Public IP Address is used in the STUN Server IP Address field, even if not running
STUN. It is important that the Binding Refresh Time is set to the correct value. Avaya IP Office
sends SIP OPTIONS messages periodically to determine if the SIP connection is active. The rate
at which the messages are sent is determined by the combination of the Binding Refresh Time
(in seconds) set on the Network Topology tab and User settings, see Section 5.10 for more
details. Below is a sample configuration. On completion, click the OK button (not shown).

IP Offices E GSSCP_|PO2

@-& BOOTP (4) System | LAN1 | LANZ | DNS || voicemail | Telephony | Directory Services | System Events | SMTP | SMDR
[+ 47 Operator (3) - —-
) GSSCP_IPOZ LAN Settings | VoIP | | SIP Reqistrar
==y System (1) Network Topology Discovery
% GSSCP_IPOZ — —_—
&4 Line (9) STUN Server IP Address | 192 . 168 . 122 . 57 | STUN Port .3478 2l
k- e Control Unk (1) Firewall/NAT Type §0pen Internet v
¥p
[+ 4 Extension (29) e e .
@@ User(29) (s“;c'gng ds; <
[+ 3§ HuntGroup (1) 4 ——
- @% Short Code (59) Public IP Address |192 - le8 . 122 . 57 |
Service (0 h &l
6l % RAS (1)( ) Public Port o v Run STUN Cancel
& Incoming Call Route (5)
(5;7! WanPort (0) [C] Run STUN on startup
@m Directory (0)

5.3. System Telephony Settings

Navigate to the Telephony = Telephony tab on the Details Pane. Choose the Companding
Law typical for the enterprise location. For Europe, ALAW is used. Uncheck the Inhibit Off-
Switch Forward/Transfer box to allow call forwarding and call transfer to the PSTN via the
Service Provider across the SIP trunk. On completion, click the OK button (not shown).

IP Offices E GSSCP_IPO2

@& BoOTP (42) System | LaM1 | Lanz | DNS | voicemail | Telephony | Directory Services | System Events | SMTP | SMDR | Twinning | ¥cM | CCR
[#- 47 Operator (3 e
) GSSCP_IPOZ Telephony | Tones & Music | Call Log

[=)- %59 System (1) S %
e GSSCP_IPO2 Analogue Extensions Companding Law

AT L T Switch Line
i 1 Line (9) ” Default Outside Call Sequence | Normal v
[#-<=» Control Unit (4) = = ‘
- Extension (29) Default Inside Call Sequence |Ring Type 1 v O U-Law U-Law Line
- User(29) o —
] Default Ring Back Sequence Ring Type 2 v
= a8 H:"tGmLép(‘) 2 9 L9 2V J ® A-law @ A-Law Line
& 8% Short Code (S9) Restrict Analogue Extension Ringer Yoltage []

@ service (0)
- ok RAS (1) Dial Delay Time (secs) 4 s [[] D5 Status
- P Incoming Call Route (5) = 2

€8 wanPort (0) Dial Delay Count [0 = Auto Hold

&= Directory (0) —

(l* Time Profile () Default No Answer Time (secs) ‘15 v Dial By Name
& @ Firewall Profile (1) Hold Timeout (secs) o = Show Account Code
- [l IP Route (5) = —=

#m Account Code (0) Park Timeout (secs) s [ ID Inhibit Off-Switch Forward] Transfer
[+ Wy Licence (76) = 7

& Tunnel (0) Ring Delay (secs) 5 3 | [[] Restrict Network Interconnect
- §q User Rights () Call Priority Promation Time (secs) |Disabled & [] Drop External Only Impromptu Conference
H-¢ ARS (1) —

@ RAS Location Request (0) Default Currency GBP =] [[] visually Differentiate External Call

Defaul Name Priority [Favour Trunk | [] Unsupervised Analog Trunk Disconnect Handling
: > High Quality Conferencing
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5.4. System Twinning Settings

Navigate to the Twinning tab, check the box labeled Send original calling party information
for Mobile Twinning. With this setting, Avaya IP Office will send the original calling party
number to the twinned phone in the SIP From header (not the associated desk phone number) for
calls that originate from an internal extension. For inbound PSTN calls to a twinned enabled
phone, Avaya IP Office will continue to send the associated host phone number in the SIP From
header (used for the caller display). This setting only affects twinning and does not impact the
messaging of other redirected calls such as forwarded calls. If this box is checked, it will also
override any setting of the Send Caller ID parameter on the SIP line (Section 5.6). On
completion, click the OK button (not shown).

IP Offices

- & BOOTP (4)
[#- ¢/~ Operator (3)

B GSSCP_IPO2

System | LAN1 | LAMZ | DNS | VOiFrerr‘,‘f'ilmTe,!?Phon}’m Directory Services | System Events | SMTP | SMDR |

[=)-%%p GSSCP_IPO2 I Send original calling party information for Mobile Twinning
(== System (1) Calling party information for [
“2y GSSCP_IPO2Z Mobile Twinning
#- 7 Line (9)

5.5. Codec Settings

Navigate to the Codecs tab (not shown) on the Details Pane. Check the Available Codecs boxes
as required. Note that G.711 ULAW 64K and G.711 ALAW 64K are greyed out and always
available. Once available codecs are selected, they can be used or unused by using the horizontal
arrows as required. Note that in test, G.729(a) 8K CS-ACELP and G.711 ALAW 64K were
used. The order of priority can be changed using the vertical arrows. On completion, click the
OK button (not shown).

IP Offices ] GSSCP_IPO2

@R BOOTP (4) System | LAN1 | LANZ | DNS Yoicemail | Telephony | Directory Services | System Events | SMTP | SMDR
[+ ¢# Operator (3) [ - = \ . !
(=539 GSSCP_IPOZ Available Codecs Default Codec Selection

(= *=p System (1) I ) Unused Selected

%% GSSCP_IPO2 |4 G.711 ULAW 64k [G.711 ULAW 64K | => | [c.729(a) 8K CS-ACELP |

®-F7 Line (9) 711 ALAW 64k G.722 64K G.711 ALAW 64K

[+ Control Unit {4) G.722 64K

[+ 4 Extension (29) .729(a) 8K CS-ACELP -

w @ User(29) [ G.723.1 6K3 MP-MLO)

4§ HuntGroup (1)
[+ @3 Short Code {59)
B service (0) S
o, RAS(1) !
® Q Incoming Call Route (5)
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5.6. Administer SIP Line

A SIP line is needed to establish the SIP connection between Avaya IP Office and the Colt VVolP
Access service. To create a SIP line, begin by navigating to Line in the Navigation Pane. Right-
click and select New->SIP Line (not shown). On the SIP Line tab in the Details Pane, configure
the parameters below to connect to the SIP Trunking service.

e ITSP Domain Name field should remain blank as Colt VVoIP Access have not provided a
Domain Name

e Set Send Caller ID to None as it is only required if the box labeled Send original
calling party information for Mobile Twinning is unchecked in Section 5.4

e Ensure the In Service box is checked

e Default values may be used for all other parameters

On completion, click the OK button (not shown).

IP Offices E SIP Line -Line 18

@& BOOTP (4) SIP Line [Transport||SIP URI| voIP |T38 Fax|SIP Credentials
[#-¢7 Operator (3) -
(=% GSSCP_IPOZ Line Mumber {18 e
(=)= System (1) =
w5y GSSCP_IPOZ I ITSP Domain Name ‘
=4 Line (9)
o 1
e Prefix ‘ | checkoos O
s = = 3
16 Mational Prefix o \ Call Routing Method |Request URI v
7 = d ]
118 Country Code [44 |
@ 9
o 10
., Caller ID from From header  []
J- <> Control Unit {4) Send From In Clear [}
|- 4 Extension (29) User-Agent and Server
§ useriz®) Headers
5§ HuntGroup (1) lSend Caller ID |None v:
[+ @3 Short Code (59) — =
@ Service (0) Association Method By Source IP address ¥
o, RAS (1)
[+ e Incoming Call Route (5) EliREREh St
@ WanPort {0)
@m Directory (0)
;,“ Time Profile {0)
£ @ Firewall Profile (1)

- [l IP Route (5) : ‘
#m Account Code (0) UPDATE Supported | Never v

\| I In Service I

Use Tel URI O

Originator number for
forwarded and twinning calls |

International Prefix |00 [ Mame Priority | System Default v

[+

e
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Select the Transport tab and set the following:
e Set ITSP Proxy Address to the IP address of the Colt SIP proxy
e Set Layer 4 Protocol to UDP
e Set Send Port and Listen Port to 5060

On completion, click the OK button (not shown).

IP Offices B SIP Line - Line 18
@ & BOOTP (4) SIP Ling| Transport |51p URI| voIP 738 Fax| SIP Credentials
#-¢# Operator(3) |/ — ——
[=)-%%p GSSCP_IPOZ ITSP Proxy Address 1192168.230.93
[=)- %= System (1)
%= G55CP_IPO2 Network Configuration
=4 Line (9 —_— —_—
= -~ 1( ) Layer 4 Protocol |UDP v Send Port  [S060 =l
"f 2 Use MNetwork Topology Info {LAN 2 v ‘ st ) i |
s : :
e Explicit DNS 5 [0 0 .o . o|[o .0 . 0 . 0|
"7 plici erver(s) \
(R Calls Route via Registrar
@ 9
@ 10
", 18 Separate Registrar [ ‘
[#- <= Control Unit (4) T T =

After the SIP line parameters are defined, the SIP URIs that Avaya IP Office will accept on this
line must be created. To create a SIP URI entry, first select the SIP URI tab. Click the Add
button and the New Channel area will appear at the bottom of the pane.

X —

= SIP Line - Line 18
:SIP Linét]’rﬂqﬁ J M{VOIP | T38 Fax| SIP Credentiaisj
Channel  Groups Via Local URI Contact Display Name PAlI Credential Max Calls
Remove
Edit...
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For the compliance test, a single SIP URI entry was created that matched any number assigned to
an Avaya IP Office user. The entry was created with the parameters shown below.

e Set Local URI to *, This setting allows all calls with numbers defined in Incoming Call
Routing as shown in section 5.9.

e Set Contact, Display Name and PAI to Use Internal Data
For Registration, select 0: <None> from the pull-down menu since this configuration
does not use SIP registration.

e Associate this line with an incoming line group by entering a line group number in the
Incoming Group field. This line group number will be used in defining incoming call
routes for this line. Similarly, associate the line to an outgoing line group using the
Outgoing Group field. The outgoing line group number is used in defining short codes
for routing outbound traffic to this line. For the compliance test, a new incoming and
outgoing group 18 was defined that was associated to a single line (line 18).

e Set Max Calls per Channel to the number of simultaneous SIP calls that are allowed
using this SIP URI pattern.

On completion, click the OK button.

X —

= SIP Line - Line 18
|SIP Line | Transport| SIP URT olIP | T38 Fax| SIP Credentials
‘ Channel  Groups Via Local URI Contact Display Mame PAI Credential Max Calls | Add...
Remove

Edit...

MNew Channel

Incoming Group

Outgoing Group

Max Calls per Channel

10

18

18

(%>

A
Via 1192.168.122.57

'
Local URI id
Contact \Use Internal Data
Display Name |Use Internal Data
PAI \Use Internal Data
Reqistration 0: <Mone> v |
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Select the VoI P tab, to set the Voice over Internet Protocol parameters of the SIP line. Set the
parameters as shown below:

Select Custom in the Codec Selection drop down menu to specify the preferred codecs
Highlight codecs in the Unused box that are to be used on this line and click on the right
arrows to move them to the Selected box

Highlight codecs in the Selected box that are not to be used and click on the left arrows
to move them to the Unused box

Highlight codecs in the Selected box and use the up and down arrows to change the
priority order of the offered codecs, for testing with Colt this was G.729(a) 8K CS-
ACELP followed by G.711 ALAW 64K

Select T38 in the Fax Transport Support drop down menu to allow T.38 fax operation
Select RFC2833 in the DTMF Support drop down menu. This directs Avaya IP Office
to send DTMF tones using RTP events messages as defined in RFC2833

Uncheck the VVolIP Silence Suppression box

Check the Re-invite Supported box, to allow for codec re-negotiation in cases where the
target of the incoming call or transfer does not support the codec originally negotiated on
the trunk

Default values may be used for all other parameters

On completion, click the OK button (not shown).

= SIP Line - Line 18
SIP Line | Transport| SIP URI| ¥oIP 738 Fax |SIP Credentials
Codec Selection 1C”uiséom = [] voIP silence Suppression
Unused Selected Re-invite Supported
[G.711 ULAW 64K e G.729(a) 8K C5-ACELP :
G.722 64K G.711 ALAW 64K [[] use Offerer's Preferred Codec
[] Codec Lockdown
[[] prackj100rel Supported
>
| Fax Transport Support T38 ¥
Call Initiation Timeout (s} 4 37
| DTMF Support \RFC2833 [ ]
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Select the T.38 Fax tab, to set the T.38 parameters for the line. Un-check the Use Default
Values box (not shown) and select 2 from the T38 Fax Version drop down menu. Set the Max
Bit Rate (bps) to 14400. All other field may retain their default values. On completion, click the
OK button (not shown).

= SIP Line - Line 18
SIP LinévTrans;ErtiSlP URiv'-.-’oIP f38Fax ISIP Credentiais]
T38 Fax Version ‘ 2 VA]
Scan Line Fix-up
Transport TFOP Enhancement
RS : e [[] Disable T30 ECM
Low Speed E:f — 7: [] Disable EFlags For First DIS
High Speed E? v [] pisable T30 MR Compression
TCF Method TransTCF v [ wsF Override
Max Bit Rate (bps) 14400 v e 3
EFlag Start Timer {msecs) i2600 i ‘ ; ¢ ‘ ’
EFlag Stop Timer {msecs) }[230'3 e 1\
Tx Network Timeout (secs) ;156 fz’

Note: It is advisable at this stage to save the configuration as described in Section 5.11 to make
the Line Group ID defined in Section 5.6 available.
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5.7. Short Codes

Define a short code to route outbound traffic to the SIP line. To create a short code, right-click
Short Code in the Navigation Pane and select New(not shown). On the Short Code tab in the
Details Pane, configure the parameters as shown below.
¢ Inthe Code field, enter the dial string which will trigger this short code, followed by a
semi-colon
e The example shows 900N; which will be invoked when the user dials 9 followed by an
international number.
e Set Feature to Dial. This is the action that the short code will perform.
Set Telephone Number to +N which will insert the E.164 number prefixed with a + in
the Request URI and To headers in the outgoing SIP INVITE message
e Set the Line Group Id to the outgoing line group number defined on the SIP URI tab on
the SIP Line in Section 5.6

On completion, click the OK button (not shown).

IP Offices 900N;: Dial

X *44 A || Short Code |
B F45HN# i :
X *46 Code 'QDUN;
% *47
B *45
B *49
83 *50 _
#x *s1 Line Group ID 18 v
8 *52 =
X FSTFNR Locale

B¢ ST Force Account Code  []
B¢ K70
¢ KT
@3¢ *9000*
3¢ *91N;
93¢ *92N;
@3 *D3Sh
B *3Dn
8¢ *SKN
9 118N;

Feature :Dial v ‘

Telephone Number  |+N
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Short codes are also used for routing of national calls and Operator calls. An example for
national calls is shown below.
e The example of a national call shows 90N; which will be invoked when the user dials 9
followed by a national number.
e Set Telephone Number to +44N which will insert the E.164 number prefixed with a + in
the Request URI and To headers in the outgoing SIP INVITE message
e Set other parameters as shown in the previous example.

IP Offices B 90N;: Dial

B *44 A || short Code |
B *45Hu
8 *46 Code |90M;

|

X *47 — =1
BX *45 Feature | Dial e
|

\

:x :49 Telephone Number | +44N
% *50

X *51 Line Group ID 18 v
Px *52 = —
B3 53 Locale L o
B ST Force Account Code [ ]

B¢ FTOHNR
¢ *71 R
@3¢ *9000*
% *91N;
9 *o21;
@3¢ *D3SH
¢ *3SDn
¢ *3SKn
9% 1181
95 900N;
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5.8. User

Configure the SIP parameters for each User that will be placing and receiving calls via the SIP
line defined in Section 5.6. To configure these settings, first navigate to User in the Navigation
Pane. Select the User tab if any changes are required. The example below shows the changes
required to use IP Office Softphone which was used in test. Softphone replaced Phone Manager

at IP Office 8.0.

e Change the Name of the User if required, this will be used for login to the IP Office

Softphone

Select Teleworker User from the Profile drop down menu
Check the Enable Softphone box

IP Offices Extn89010: 89010

89005 Extng900S
§9006 Extng9006
89007 Extng9007
89011 Extng9011
89012 Extng9012
§9013 Extng9013
89014 Extng89014
§9015 Extn39015
89016 Extng9016
89017 Extn89017
§9018 Extng9018
89020 Extng9020
§9021 Extn89021
§9022 Extng9022
89023 Extn89023
§9024 Extng9024
89025 Extng9025
§9026 Extn39026
89027 Extng9027
89028 Extng9028
89100 Mailbox
4 HuntGroup (1)
[+ @3 Short Code (59)

B service (0)
& o RAS (1)
3 e Incoming Call Route (S)

2 wanPort (0)

@m Directory {0)

£ Time Profile (0)
- @ Firewall Profile (1)

A user | voicemail | DND | ShortCodes | Source Mumbers Telephony | Forwarding | Dial In | Voice Recording

Name ‘Extn89010

c
Password ok

Confirm Password [Foodokk
L

Full Name: ‘E;(tnBQUlﬂ

Extension {89010

Locale I Z‘
Priority ‘S X V‘
System Phone Rights ilNone V‘
Profile tTéléﬂrkef ﬁéer E

[T] receptionist

| Enable Softphone
Enable one-¥ Portal Services
Enable one-¥ TeleCommuter
Enable Remote Worker

Enable Flare Flare Mode

[] Ex Directory

Device Type 5 Avaya 1603L

IP Office Softphone uses SIP for signalling and hence required setting of the SIP Registrar
Enable as described in Section 5.2. Call forwarding and transfer make use of the SIP REFER
message. To handle SIP REFER on IP Office, the Call waiting function is used.
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To turn on Call Waiting, navigate to Telephony->Call Settings. Check the Call Waiting On
box.

= Extn89010: 89010

User || Yoicemail | DND | ShortCodes | Source Mumbers | Telephony Forwarding | Dial In | Yoice Recording | Button Programming

| Call Settings Supervisor Settings || Multi-ine Options | Call Log

Outside Call Sequence if_)_gfgul_t__P_\_igg_ ij I Call Waiting On

Inside Call Sequence ;Pefault Ring ; [] answer Call Waiting On Hold
Ringback Sequence Default Rlng v [] Busy On Held

Mo Answer Time {secs) iﬁystem Defaidlt?@) C [[] offhook Station

Wrap-up Time {secs) ‘2 3 ‘

Transfer Return Time (secs) Off

.\<>1

Call Cost Mark-Up 1100

Next Select the SIP (not shown) tab in the Details Pane. To reach the SIP tab click the right
arrow on the right hand side of the Details Pane until it becomes visible. The values entered for
the SIP Name and Contact fields are used as the user part of the SIP URI in the From header for
outgoing SIP trunk calls. These allow matching of the SIP URI for incoming calls without
having to enter this number as an explicit SIP URI for the SIP line (Section 5.6). As such, these
fields should be set to one of the DDI numbers assigned to the enterprise from Colt.

In the example below, one of the DDI numbers in the test range is used, though only country
code, city code and least significant digit are shown. The SIP Display Name (Alias) parameter
can optionally be configured with a descriptive name. On completion, click the OK button (not
shown).

] Extn89010: 89010

Telephony | Forwarding || Dial In || Yoice Recording | Button Programming | Menu Programming | Mobility | Phone Manager Options | Hunt Group Membership | Announcements | SIP

SIP Name +44207nnn0n0 ]
SIP Display Name {alias) |+44207nnnnn0

Contact +44207nnnnn0

Anonymous

Note: The Contact field must be in E.164 format for the caller ID on the called phone to display
properly. Also note that the Anonymous box is checked. This was done as part of the Calling
Party Number presentation test and is not normally checked.
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5.9. Incoming Call Routing

An incoming call route maps an inbound DDI number on a specific line to an internal extension.
To create an incoming call route, right-click Incoming Call Routes in the Navigation Pane and
select New. On the Standard tab of the Details Pane, enter the parameters as shown below:

e Set the Bearer Capacity to Any Voice

e Set the Line Group Id to the incoming line group of the SIP line defined in Section 5.6

e Set the Incoming Number to the incoming number that this route should match on.
Matching is right to left

e Default values can be used for all other fields

IP Offices B 18 +442071900050
@& BOOTP (4) | Standard | voice Recording | Destinations
- Operator (3) ‘ Bicesiacenblil et Lotolel |
(=939 GS5CP_IPOZ
[+ %59 System (1) Bearer Capability }F\ny Voice Sl
#- 4 Line (9) ) r -
&< Control Unit (4) Line Group ID |18 >
i Extension (29) Incoming Mumber +44207nnnnn0 |
g User(29) ;
[+ 4§ HuntGroup (1) Incoming Sub Address \
[+ @% Short Code (59) ) = — =
@ Service (0) Incoming CLI ‘ |
i o RAS (?) | Locale l v
=@ Incoming Call Route (5) o =
-1 18 +44207 nnnnnd Priority 1-Low v|
@ 15 +44207nnnnn1 = =
@ 15 +44207nnn0n2 Tag \
@ 13 +44207nnnnn3 ; :
1 v
- e 18 +44207 4 Hold Music Source | System Source v

On the Destinations tab, select the destination extension from the pull-down menu of the
Destination field. On completion, click the OK button (not shown). In this example, incoming
calls to the test DDI number on line 18 are routed to extension 89010.

18 +44207nnnnn o gk -8 | X |wv]|<]s

Standard | Yoice Recording ‘ Destinations

TimeProfile Destination Fallback Extension
» I Default Yalue 89010 Extng9010 v vi
|
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5.10. SIP Options

Avaya IP Office sends SIP OPTIONS messages periodically to determine if the SIP connection
is active. The rate at which the messages are sent is determined by the combination of the
Binding Refresh Time (in seconds) set on the Network Topology tab in Section 5.2 and the
SIP_OPTIONS_PERIOD parameter (in minutes) that can be set on the Source Number tab of
the noUser user. The OPTIONS period is determined in the following manner:
e Ifno SIP_OPTIONS_PERIOD parameter is defined and the Binding Refresh Time is
0, then the default value of 44 seconds is used
e To establish a period less than 42 seconds, do not define a SIP_OPTIONS_PERIOD
parameter and set the Binding Refresh Time to the value required
e To establish a period greater than 42 seconds, a SIP_OPTIONS_PERIOD parameter
must be set to the value required
Note: The OPTIONS message period will be the smaller of the Binding Refresh Time and the
SIP_OPTIONS_PERIOD.

To configure the SIP_OPTIONS_PERIOD parameter, navigate to User = NoUser in the
Navigation Pane. Select the Source Numbers tab in the Details Pane. Click the Add button (Not
shown)

IP Offices NoUser:

[#-¢# Operator (3) 1 | user | voicemail | DND | ShortCodes | Source Numbers | Telephony | Forwarding | Dial In | Yoice Recording
(=)= GSSCP_IPO2
=9 System (1) Source Number
|- Line (9)
= Control Unit (4)
| 4 Extension (29)
§ User(z9)
#rg MoUser

o-E-E-EB-E

At the bottom of the subsequent Details Pane, the Source Number field will appear. Enter
SIP_OPTIONS_PERIOD=X, where X is the desired value in minutes. Click OK.

Mew Source Number
Source Number
'
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The SIP_OPTIONS_PERIOD parameter will appear in the list of Source Numbers as shown
below. For the compliance test, an OPTIONS period of 2 minutes was desired. The Binding
Refresh Time was set to 300 seconds (5 minutes) in Section 5.2. The
SIP_OPTIONS_PERIOD was set to 2 minutes. Avaya IP Office chooses the OPTIONS period
as the smaller of these two values (2 minutes). Click the OK button (not shown).

NoUser: *

User | Yoicemail | DND ShortCodes' Source Numbers lTelephony Forwarding | Dial In | Yoice Recording

Source Number
| SIP_OPTIONS_PERIOD=2

5.11. Save Configuration

Navigate to File = Save Configuration in the menu bar at the top of the screen to save the
configuration performed in the preceding sections.

6. Colt VoIP Access Configuration

Colt is responsible for the configuration of the SIP Trunking service. The customer will need to
provide the public IP address used to reach the Avaya IP Office at the enterprise. Colt will
provide the customer the necessary information to configure the SIP connection to the SIP
Trunking service including:

e [P address of SIP Trunking SIP proxy
Network SIP Domain
Supported codecs
DDI numbers
All IP addresses and port numbers used for signalling or media that will need access to
the enterprise network through any security devices.
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7. Verification Steps

This section includes steps that can be used to verify that the configuration has been done
correctly.

7.1. SIP Trunk status

The status of the SIP trunk can be verified by opening the System Status application. This opens
in a browser and can be found in the IP Office folder at Program Files = Avaya > IP Office
-> System Status. Click on Index.html.

#% System Status

File Edit View Favorites Tools Help

QBack ~ ) ¥ O search

[ Folders ‘ [

Address iC) C:\Program Files\Avaya\IP Officed\System Status

| X
j Foiders ndex. html jh.jar
' = |2) Program Files Lo ILPQL Dacinont Eff;':;éab’e JotsFle
’ ® ) 7-zip Sods
Ff] i‘_j Adobe ssaviewer.jar 555.jar
[# |) Apache Group Executable Jar File Executable Jar File
= ) Avaya 2,329KB 2,430 KB
# ) ATA i M.
R : sss_de.jar sss_es_MX.jar
& u_j Avaya one-X Communic Executable Jar File Executable Jar File
|2 Backup Tool 1,776 KB 1,775 KB

& () 1P Office

= |f_=) 1P Offices sss_fr.jar sss_it.jar

o Executable Jar File Executable Jar File
& G Manager 1,336 KB 1,733 KB
[ |.2) Monitor

) System Status sss_nl.jar sss_pt_BR.jar

SIEEE
I!%“J I!!%-‘J I!!%»‘_J I!%‘J I!!%-J

& () Voicemail Pro
@ ) vp32
() My Product Name

table Jar File Executable Jar File
KB 1,652 KB

Note: in the example shown the System Status folder is in IP Office8. This is because of a
previous installation; normally this would be in IP Office.
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Log in to IP Office System Status at the prompt using the Control Unit IP Address for the IP
office. The User Name and Password are the same as those used for IP Office Manager.

AVAYA IP Office System Status

Online [Bffline

Logon

Control Unit IP Address: BUBTKRN]

Services Base TCP Port: i:ITY

Local IP Address: JEINGENT

UELTANET Tl Aduinistrator

Password:

M Auto reconnect

From the left hand menu expand Trunks and choose the SIP trunk (18 in this instance). The
status window will show the status as being idle and time in state if the Trunk is operational. IP
address has been changed.

AVAYA IP Office System Status

Help Snapshot  LogOff  About

K System

B & Alarms (7) Status | Utilization Surmmary Alarms

K Extensions (18)

SIP Trunk Summary

B Trunks (9)
Line: 1 Peer Domain Name: sip:/f192.168.230.98
L!ne: 2 Resolved Address: 192.168.230.98
L!nes. S Line Number: 18
Line: 9
Line: 10 MNumber of Administered Channels: 10
[ ine: 13 Mumber of Channels in Use: 0
Active Calls Administered Compression: G7294, G711 A
L] PeaDuILE Silence Suppression: OFff
R SIP Trunk Channel Licenses: Unlimited
K IP Networking 0%
SIP Trunk Channel Licenses in Use: 1]

SIP Device Features:

Call Ref Current State Timein State Remote Media Codec  Connection  Caller IDor  Other Party on Call

Type Dialed Digits

1 Idle 00:12:22
2 Idle 00:12:11
3 Idle 01:46:02
4 Idle 01:46:02
S Idle 01:46:02
6 Idle 01:46:02
7 Idle 01:46:02
g Idle 01:46:02
9 Idle 01:46:02
10 Idle 01:46:02
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8. Conclusion

The Colt VoIP Access service passed compliance testing. Interoperability testing of the sample
configuration was completed with successful results for Colt VolP Access. Refer to Section 2.2
for test observations.

9. Additional References

Product documentation for Avaya products may be found at http://support.avaya.com.
[1] Avaya IP Office 8.1 Documentation CD, 16" July 2012.

[2] Avaya IP Office Installation, Document number15-601042, 14™ August 2012.

[3] Avaya IP Office Manager, Document number15-601011, 3 August 2012.

[4] System Status Application, Document number15-601758, 12th November 2011
[5] IP Office Softphone Installation, 28" September 2011

[6] IP Office SIP Extension Installation, 3" October 2011
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