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Abstract

These Application Notes describe the procedures for configuring Session Initiation Protocol
(SIP) Trunking on an enterprise solution consisting of Avaya IP Office 9.0, to interoperate
with Swisscom SME SIP Trunking.

Swisscom is a member of the Avaya DevConnect Service Provider program. The Swisscom
SME SIP Trunking service provides customers with PSTN access via a SIP trunk between the
enterprise and the Swisscom network, as an alternative to legacy analog or digital trunks. This
approach generally results in lower cost for the enterprise.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as the observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the procedures for configuring Session Initiation Protocol
(SIP) Trunking on an enterprise solution consisting of Avaya IP Office 9.0, to interoperate with
Swisscom SME SIP Trunking.

In the sample configuration, the Avaya IP Office solution consists of an Avaya IP Office 500v2
Release 9.0, Avaya Voicemail Pro, Avaya IP Office soft clients and deskphones, including SIP,
H.323, digital, and analog endpoints.

The Swisscom SME SIP Trunking service referenced within these Application Notes is designed
for small and medium size enterprises. Customers using this service with the Avaya SIP-enabled
enterprise solution are able to place and receive PSTN calls via a broadband WAN connection
and the SIP protocol. This converged network solution is an alternative to traditional PSTN
trunks such as analog and/or ISDN-PRI.

As a required component of the Swisscom SME SIP Trunking service offer, a SIP Enterprise
Session Border Router (ESBR) server is deployed by the service provider at the enterprise site,
as Customer Premises Equipment (CPE).

2. General Test Approach and Test Results

A simulated enterprise site containing the Avaya IP Office equipment was installed at the Avaya
Solution and Interoperability Lab. The enterprise site was configured to connect to the Swisscom
SME SIP Trunking service via a broadband connection to the public Internet.

The configuration shown in Figure 1 was used to exercise the features and functionality tests
listed in Section 2.1.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

Testing was performed with IP Office 500 v2 R9.0, but it also applies to IP Office Server Edition
R9.0. Note that IP Office Server Edition requires an Expansion IP Office 500 v2 R9.0 to support
analog or digital endpoints or trunks.
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2.1. Interoperability Compliance Testing

To verify SIP trunking interoperability, the following features and functionality were covered
during the interoperability compliance test:

Response to SIP OPTIONS queries.

Incoming PSTN calls to various phone types. Phone types included SIP, H.323, digital
and analog telephones at the enterprise. All inbound PSTN calls were routed to the
enterprise across the SIP trunk from the service provider.

Outgoing PSTN calls from various phone types. Phone types included SIP, H.323,
digital, and analog telephones at the enterprise. All outbound PSTN calls were routed
from the enterprise across the SIP trunk to the service provider.

Inbound and outbound PSTN calls to/from Avaya IP Office Softphone.

Inbound and outbound PSTN calls to/from Avaya Flare® Experience for Windows
softphone.

Various call types including: local, long distance, international, outbound toll-free, etc.
Codec G.711A.

Caller ID presentation and Caller ID restriction.

DTMF transmission using RFC 2833.

Voicemail navigation for inbound and outbound calls.

User features such as hold and resume, transfer, and conference.

Off-net call transfer, call forwarding and twinning.

Items not supported or not tested included the following:

Inbound toll-free and emergency calls are supported but were not tested as part of the
compliance test.

Fax is not supported in the Swisscom SME SIP Trunking service offer.

The REFER method of network call redirection is not supported on the Swisscom
network.
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2.2. Test Results

Interoperability testing of the Swisscom SME SIP Trunking service with and Avaya IP Office
9.0 was completed with successful results for all test cases with the exception of the observations
and limitations described below:

Response to OPTIONS: During the compliance test, Swisscom was not configured to
send SIP OPTIONS messages on the SIP trunk, but responded to the OPTIONS sent by
the IP Office with a “401 Unauthorized” message. Since the OPTIONS messages were
used to check the status of the network connectivity to the service provider, any response
received from Swisscom was sufficient to achieve that purpose.

RFC2833 Payload Type 120 — Soft client Avaya Flare Experience for Windows uses
payload type 120, which is not configurable. When using this soft client as one of the
extensions at the enterprise to make outbound calls on the SIP trunk, Swisscom seems to
dynamically negotiate and to accept the payload type 120 sent on the SDP offer of the
outbound INVITE from the IP Office, but DTMF transmissions failed when using this
specific soft client at the enterprise. This issue was sent to Swisscom for investigation.
Additionally, there is a ticket currently open with Avaya IP Office development
requesting the change of the payload type when using the Flare to the payload type of the
SIP trunk (JIRA IPOFFICE-41776). A fix is expected in a future software release of the
IP Office.

2.3. Support

For technical support and contact information on the Swisscom SME SIP Trunking service offer,
visit http://www.swisscom.ch/en/business/sme/help/contact-page-sme.html
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3. Reference Configuration

Figure 1 illustrates the sample Avaya SIP-enabled enterprise solution, connected to the
Swisscom SME SIP Trunking service through a public Internet WAN connection.
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Figure 1: Test Configuration

Note that for security purposes, all public IP addresses of the network elements, public PSTN
numbers and SIP trunk credentials shown throughout these Application Notes have been edited
so the actual values are not revealed.

The enterprise site contains the Avaya IP Office 500v2 with analog and digital extension
expansion modules, as well as a VCM®64 (Voice Compression Module) for supporting VolP
codecs. The LAN1 port of Avaya IP Office is connected to the enterprise LAN while the LAN2
port is connected to the public IP network. Endpoints include Avaya 1600 and 9600 Series IP
Telephones (with H.323 firmware), Avaya 1140E IP Telephones (with SIP firmware), Avaya
1408 and 9508D Digital Telephones, analog telephones and PCs running Avaya IP Office
Softphone and Avaya Flare® Experience for Windows.
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The site also has a Windows PC running Avaya IP Office Manager to configure and administer
the Avaya IP Office system, and Avaya Voicemail Pro providing voice messaging service to the
Avaya IP Office users. Mobile Twinning is configured for some of the Avaya IP Office users so
that calls to these users’ extensions will also ring and can be answered at the configured mobile
phones.

In the reference configuration, the Swisscom ESBR server, also known as “Connect Box”, was
required and installed at the enterprise site, acting as a SIP interface between the Avaya IP Office
and the Swisscom network.

In an actual customer configuration, the enterprise site may include additional network
components between the service provider and the Avaya IP Office system, such as a router or
data firewall. A complete discussion of the configuration of these devices is beyond the scope of
these Application Notes. However, it should be noted that all SIP and RTP traffic between the
service provider and the Avaya IP Office system must be allowed to pass through these devices.

4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Component | Version

Avaya

Avaya IP Office 500v2 9.0.300.941

Avaya IP Office Digital Expansion Module 9.0.300.941

DCPx16

Avaya IP Office Manager 9.0.3.0.Build 860

Avaya IP Office Voicemail Pro 9.0.300.212

Avaya 1608 IP Telephone (H.323) 1.3 SP3

Avaya 9640 IP Telephone (H.323) Avaya one-X Deskphone Edition
3.2

Avaya 1140E IP Telephone (SIP) 04.04.14.00

Avaya Digital Telephone 1408 38.0

Avaya Digital Phone 9508 0.55

Avaya IP Office Softphone 3.2.3.49.68975

Avaya IP Office Flare Experience for Windows 1.1.4.23

Swisscom

Broadsoft Softswitch R 16

Acme Packet SBC Not Available

Connect Box, Patton SmartNode SN5300 Trinity 3.5.2_14085

MAA; Reviewed:
SPOC 11/19/2014

Solution & Interoperability Test Lab Application Notes
©2014 Avaya Inc. All Rights Reserved.

6 of 32

Swisscom_IPO9



5. Configure IP Office

This section describes the Avaya IP Office configuration necessary to support connectivity to the
Swisscom SME SIP Trunking service. Avaya IP Office is configured through the Avaya IP
Office Manager PC application. From the PC running Avaya IP Office Manager, select Start =
Programs - IP Office > Manager to launch the application. Navigate to File 2 Open
Configuration (not shown), select the proper Avaya IP Office system from the pop-up window,
and log in with the appropriate credentials.

(@ Avaya IP Dffice Manager _ (O x!
File Edit Wiew Took Help
2E-dEEE A S22
IP Offices
=-R BOCTR(E)
o a)  Select TP Difice =10 x|
Name | IP Address | Type | Yersian I Edition I
Release 9.0
IPSO0VZ Main 192.168.10.60 [P S00%2  9.0.3.0 buid 941 1P OFfice
Configuration Service User Login
1P Office: IPS00VZ Main - 1P 500 42
Service User Name |
Service User Passward I
oF I Cancel Help
TCP Discovery Progress
Unit/Broadcast Address
[zt =] pevesn Conce

A management window will appear similar to the one shown in the next section.

The appearance of the IP Office Manager can be customized using the View menu. In the
screens presented in this section, the View menu was configured to show the Navigation pane on
the left side and the Details pane on the right side. These panes will be referenced throughout the
Avaya IP Office configuration.

Standard feature configurations that are not directly related to the interfacing with the service
provider (such as LAN interface to the enterprise site, Twinning and IP Office Softphone
support) are assumed to be already in place, and they are not part of these Application Notes.
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5.1. Licensing

The configuration and features described in these Application Notes require the IP Office system
to be licensed appropriately. If a desired feature is not enabled or there is insufficient capacity,
contact an authorized Avaya sales representative.

In the reference configuration, IP500V2 Main was used as the system name. To verify that there
is a SIP Trunk Channels License with sufficient capacity, navigate to IP500V2 Main in the
Navigation pane and select License. Confirm that there is a valid license with sufficient
“Instances” (trunk channels) in the Details pane.

IP Offices

Operator (3)
¢ IPSO0YE Main
)30 System (1)
H--19 Line (21)
#--<= Control Unit (43

License |Remote Server |

License Mode  License Mormal

PLDS Host ID 1115

£
£
B Feature | License ke | Instances | Stakus | Expiry Dakte | Source o
(-4 Extension (46) Unused (1) tG2gHNYNSDP@KF,,, 255 alid Mewver ADI Nadal
Bl-§  User (48) CTI Link Pro BGCrmbEmeryYag0; 255 Valid Newver ADI MNodal
G- Group (1) SIF Trunk Channels l255 [vaid ] Hever
B Short Code (68 3rd Party IP Endpoints _MISz... 255 "alid MNewer ADI Modal
_____ @ Service (0) IPS00 Universal PRI (Additional chan...  1nmDJRGQWIpOOUL... 255 Yalid Mewer ADI Modal
-l RAS (1) 1600 Series Phones LqOrJz@4L0f JaPoE... 255 Walid Mewer ADT Modal
sy . | Wave User BlzsxrBlEA@SUIR, ., 255 Yalid Mewver ADT Modal
- Incoming Call Route ( Inteqgrated Messaging ctws3ctzLat7hg_DF.., 255 Yalid Newer ADI Nodal
""" 2 wan Port (0) Preferred Edition (Voicemai Pra) @Iink@@_Msenh... 255 Yalid Never A0 Nodal
----- ag, Direckory (0} Microsoft CRM Integration (users) QlzSfo@xD¥zE98,,, 255 Walid Mesver ADT Modal
----- ".“ Time Profile {0} CCC Spectrum Wallboards BINbIEdjgkYUE38xH, ., 255 Yalid Mewver ADI Modal
[]...@. Firewall Prafile (1) Phone Manager Pro 23CTz1vEPNShlxxT... 255 "alid MNewer ADI Modal
-l TP Route (2) Phone Manager Pro IP Audio Enabled. .. ¥T9Inje2MyUGquxe.., 255 Yalid Mewver ADI Modal
_____ &m Account Code (0) Compack Business Centre MaS3qeckgi¥lUKD],.. 255 Yalid MNewer ADT Modal
X CCC Server @h13H09d a7, 255 Yalid Mewver ADT Modal
""" S, License (62) CCC PC Walboards ealR_QUFEWWISQEZ... 255 Yalid Never D1 Nadal
----- &l Tunnel (0} CCC Supervisors Z3WxEYELoVxiaPey. ., | 255 Yalid Never ADI Nodal
I:I---§ y User Rights (5} Receptionist ZROnH3tmMAwASp, .. 255 Yalid Mewver ADI Modal
- ARS (2) eELF gr@yhTeWwdOYHax.,, 255 Walid Mewer ADI Modal
..... # RAS Location Reques! Preferred Edition Additional Yoicemail ... ZIUGWYSLLMy7F2fc,.. 255 "alid MNewer ADI Modal
_____ i Location (09 AUDTY Voicemail ATQuUhZBEdAd@Sr. ., 255 Walid Mewer ADI Modal
YMPro Metworked Messaging bTM30Fd1Dyvllsye... 255 Walid Newer ADI Nodal
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5.2. LAN2 Settings

In the reference configuration, the WAN port was used to connect the Avaya IP Office to the
public network. The LAN2 settings correspond to the WAN port on the Avaya IP Office. To
access the LAN2 settings, first navigate to IP500V2 Main = System (1) in the Navigation pane
and select the LAN2 - LAN Settings tab in the Details pane. Set the IP Address field to the IP
address assigned to the Avaya IP Office WAN port. Set the IP Mask field to the mask used on
the public network. All other parameters should be set according to customer requirements.

IP Offices E IPS00%2 Main & - v |

®- & BOOTF (8)

; COperator (3)

2y IPSO0YZ Main LAM Settings |\-'oIP | Network Topolagy |
-2 System (1)

Syskem | LaM1  LANZ |DNS | Yoicemail | Telephonyl Directory Services | System Events | SMTP | SMDR. | Twinning | WCM | CCR | Codecs | ACCS |

£

B Lne (21) IP Address 172 . 16 . 157 . 135

- Cantrol Unit (4) IP Mask 255 . 255 . 255 . 192

[+ Extension {48)

[]---: User (43) Primary Trans, IP Address o . o0 .0 .0

I:I---ia Group (1) ) )

-8 Short Code (68) Firewsall Profile |<N0ne> j

""" B service (0) RIP Mode INDne j

FH-afy RAS (1)

I:I'--e Incoming Call Route § " Enable NAT

----- £ wan Port (0) —

s Directory (0) MNumber OF DHCP IP Addresses IZDD 3.
£ Time Profile (0 DHCP Mode
[]---@ Firewall Profile (1) ’7(- . . .
Server  Client ¢ Dialin % Disabled |

-Jll IP Route (2} Advanced
""" i Account Code (0)

On the VolIP tab in the Details pane, check the SIP Trunks Enable box to enable the
configuration of SIP trunks on this interface. Leave the SIP Registrar Enable box unchecked,
since no SIP users are expected to register to the Avaya IP Office using this interface.

L&M Settings  YoIP |Network Topology |

H3Z23 @atekeeper Enable
" futo-create Extn ™| Auto-create Wser ™| Hazz Remote Extn Enable

¥ 5IP Trunks Enable

T SIP Registrar Enable
I= | Auto-create ExtnflUser " SIP Remote Extn Enatile

Drarnain Marme I

¥ upe UCP Port ISD&D 3: Remoke UDP Port ISDﬁD 3:
Layer 4 Protocol ¥ Tce TCP Part Im Reroke TCP Park m

O s TLS Port m Reroke TLS Park m
Challenge Expiry Time [secs) m
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The RTP Port Number Range can be customized to a specific range of receive ports for the
RTP media. Based on this setting, Avaya IP Office would request RTP media be sent to a UDP
port in the configurable range for calls using LAN2.

Avaya IP Office can also be configured to mark the Differentiated Services Code Point (DSCP)
in the IP header with specific values to support Quality of Services policies for both signaling
and media. The DSCP field is the value used for media and the SIG DSCP is the value used for
signaling. The specific values used for the compliance test are shown in the example below.

All other parameters should be set according to customer requirements.

LAM Settings  ¥oIP |Network Topalogy |

—RTP

— Part Mumber Range

Miniraurn |49152 3: Madirnwm |53246 3:
—Port Mumber Range (MAT)
Mirirmur |49152 3: Maxirmrm |53246 3:
¥ Enable RTCP Manitaring on Port 5005
—Keepalives
Scope IDisabIed j Periodic timeouk ID
Initial keepalives IEnabIed ﬂ
DiffSery Settings
IBS 3: DSCP{Hex) IBB 3: Widea DSCPiHex) |Fo DSCP Mask (Hex) |88 S1G DSCP (Hex)

|46 3: D3P |46 3: Yideo DSCP |63 3: DSCP Mask |34 3: 515 DSCP
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On the Network Topology tab in the Details pane, configure the following parameters:

Select the Firewall/NAT Type from the pull-down menu to the option that matches the
network configuration. Since no network address translation (NAT) was used in the
compliance test, the parameter was set to Open Internet. With this configuration, the
STUN Server IP Address and STUN Port are not used.

Set Binding Refresh Time (seconds) to 300. This value is used to determine the
frequency at which Avaya IP Office will send SIP OPTION messages to the service

provider.

Set Public IP Address to the IP address that was set for LAN2.
Under Public Port, set UDP to 5062, as specified by Swisscom.
All other parameters should be set according to customer requirements.

LAaM Settingsl ¥oIlp  Metwork Topalogy |

—MNetwork Topology Discovery

STUM Server Address
Firewall[MAT Twpe
Binding Refresh Time {seconds)

Public IP Address

Public Part

LDF |5062 3:

TCP

"

TLS

[ Run STUN on skartup

|69.9III.168.13

STUM Part |34?8 3:

|O|:uen Internet

300

=

|1?2 . 16

. 157

135 Run STIUM | Cancel |

In the compliance test, the LAN1 interface was used to connect the Avaya IP Office to the
enterprise site IP network. The LANL1 interface configuration is not directly relevant to the
interface to the SIP trunk to Swisscom, and therefore is not described in these Application Notes.
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5.3. System Telephony Settings

Navigate to the Telephony - Telephony Tab in the Details Pane. Choose the Companding
Law typical for the enterprise location. A-Law was used. Uncheck the Inhibit Off-Switch
Forward/Transfer box to allow call forwarding and call transfers to the PSTN via the SIP trunk
to the service provider.

B IP500V2 Main

System | LaN1 | Laniz | ONS | Voicemsil Telephony | Directory Services | System Events | SMTP | sMDR | Twinning | %cM | ccR | Codecs |

Telephony | park & Page | Tones &Music | Ring Tones | sM | callLog | TUr |

Analague Extensions Commpanding Law
Switch Ling
Default Outside Call Sequence INormaI j
Dief ault Inside Call Sequence IRing Type 1 j O UHaw € WLay line
Default Ring Back Sequence Ring Type 2 <
¥ 9 I EAEL J & A-law & A-Law Line
Restrict Analogue Extension Ringer Yoltage I

Dial Delay Time {secs) I” bS5 Status

Dial Delay Count IV Auto Hold

e
Defaulk Mo Answer Time (secs) 1 ! Dl By Hamz

v
Hold Timeout {secs) ¥ Shaw Account Code

™" Inhibit OFF-Switch F dfTransF
Patk Timeout (secs) 200 rihibi witch ForwardTransfer

" Restrict Metwark Interconnect

NENEMN

Ring Delay {secs)

- r Drop External Only Impromptu Conference
Call Priority Promation Time {secs) IDisabIed 3.

r Wisually Differentiate External Call
Defaulk Currency usD b

r Unsupervised Analog Trunk Disconnect Handling
Default Mame Priority IFa\.-'or Trunk 'l

v High Quality Conferencing
Media Connection Preseryvation IDisabIed Vl

" strict S1ps

v Digitalfanalogue Auto Create User

5.4. Twinning Calling Party Settings

Navigate to the Twinning tab on the Details Pane. Uncheck the Send original calling party
information for Mobile Twinning box. This will allow the Caller 1D for Twinning to be
controlled by the setting on the SIP Line (Section 5.7). This setting also impacts the Caller ID
for call forwarding.

= IP500%2 Main e v

System | Lam1 | Lamz | DNS | voicemail | Telephony | Directory Services | System Events | sMTp | smor  Twinning |vcrv| | cor | codess |

™ send ariginal caling party inFarmatian For Mabile Twinning

Calling party infarmation for I
Mahbile Twinning
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5.5. System Codecs Settings

Navigate to the Codecs tab in the Details Pane. The RFC2833 Default Payload field allows the
manual configuration of the payload type used on SIP calls that are initiated by the IP Office.
Since Swisscom supports dynamic payload negotiation, the default value 101 was used. The list
of Available Codecs shows all the codecs supported by the system, and those selected as usable.
The Default Codec Selection area enables the codec preference order to be configured on a
system-wide basis. The buttons between the two lists can be used to move codecs between the
Unused and Selected lists, and to change the order of the codecs in the Selected codecs list. By
default, all IP (SIP and H.323) lines and extensions will use this system default codec selection,
unless configured otherwise for a specific line or extension. Click OK (not shown) to save any
changes made to any of the various “System” tabs.

6 — .
= IPS00V2 Main £ - v
system | Lamt | Lanz | ows | woicemail | Telephomy | Directory Services | System Events | smTP | SDR | Twinning | vem | cocr Codecs
RFC2533 Default Payload f101 =
— Available Codecs —Default Codec Selection
—Unused ———————— —Selected

G711 LLAW 64K 5722 64K a3 G711 ALAW B9

CF11 AR BdK 3.723.1 BK3 MP-MLO) G.711 LLAW B4

J— G.720(a) 8K CS-ACELP

G.729(2) 8K CS-ACELP .

G.723.1 6K3 MP-MLG

NERS

S
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5.6. IP Route

In the reference configuration, the IP Office LAN2 interface and the Swisscom ESBR server
resided on the same subnet, so an IP route was not necessary. In an actual customer
configuration, these two interfaces may be in different subnets, and in that case an IP route
would have to be created to specify the IP address of the gateway or router where the IP Office
needs to send the packets, in order to reach the subnet where the Swisscom ESBR server is
located.

To create an IP route, on the left navigation pane, right-click on IP Route. Select New (not
shown).

e Setthe IP Address and IP Mask of the subnet of the Swisscom ESBR server, or enter
0.0.0.0 to make this the default route.

e Set Gateway IP Address to the IP Address of the default router in the IP Office subnet.

e Set Destination to LAN2 from the pull-down menu.

e Click OK (not shown) to save any changes.

P Rate |
IF Address fo .o .0 0
IP Mask. [0 .0 .0 . o0
Gateway IP Address |1?2 .ole 157 . 129
Destination [Lanz |
Metric o =
r Proxy ARP
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5.7. Administer SIP Line

A SIP line is needed to establish the SIP connection between Avaya IP Office and Swisscom
SME SIP Trunking. This line will carry outbound and inbound traffic between to and from the
service provider. The recommended method for configuring a SIP Line is to use the template
associated with these Application Notes. The template is an .xml file that can be used by IP
Office Manager to create a SIP Line. Follow the steps in Section 5.7.1 to create the SIP Line
from the template.

Some items relevant to a specific customer environment are not included in the template or may
need to be updated after the SIP Line is created. Examples include the following:

IP addresses

SIP Credentials (if applicable)

SIP URI entries

Setting of the Use Network Topology Info field on the Transport tab.

Therefore, it is important that the SIP Line configuration be reviewed and updated if necessary
after the SIP Line is created via the template. The resulting SIP Line data can be verified against
the manual configuration shown in Sections 5.7.2 — 5.7.5.

Also, the following SIP Line settings are not supported on Basic Edition:

e SIP Line — Originator number for forwarded and twinning calls
e Transport — Second Explicit DNS Server
e SIP Credentials — Registration Required

Alternatively, a SIP Line can be created manually. To do so, right-click Line in the Navigation
Pane and select New => SIP Line. Then, follow the steps outlined in Sections 5.7.2 — 5.7.6.
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5.7.1. SIP Line From Template
Complete the following steps to create a SIP Line from the template associated with these

Application Notes:

1. Copy the template file to the computer where IP Office Manager is installed. Rename the
template file to CH_Swisscom_SIPTrunk.xml. The file name is important in locating
the proper template file in Step 5.

2. Verify that template options are enabled in IP Office Manager. In IP Office Manager,
navigate to File = Preferences. In the IP Office Manager Preferences window that
appears, select the Visual Preferences tab. Verify that the box is checked next to Enable
Template Options. Click OK.

Icon Size ISmaII

i# 1P Office Manager Preferences

Preferences | Directories | Discovery  Yisual Preferences |Securit~;.-' | Yalidakion I

=~

V' Multiline Tabs

V' Enable Template Cptions

0

Ik | Cance| |

Help

3. Import the template into IP Office Manager. From IP Office Manager, select Tools -
Import Templates in Manager. This action will copy the template file into the IP Office
template directory and make the template available in the IP Office Manager pull-down
menus in Step 5. The default template location where the template will be copied is
C:\Program Files\Avaya\lP Office\Manager\Templates.

File  Edit  Wiew

IPSO0YZ Main
-3

IP Offices

=& BooTP(8)

Tools | Help

[l Avaya IP Office Manager IP500¥2 Main [9.0.300.941] [Administrator{Administrator}]

Extension Renumber..,
Line Renumber. .,
Conneck To...

Expoart

SCM Service User Managernent
Busy on Held Validation

1130 Configuration
Print Eutton Labels

ain <

IP500V2 Main

Yoicemail | Telephony | Directory Services | Syskem Events | SMTP

IIF‘SDD'-;'Z Mair Locale

Location

= Conkrol Unit
[+ 48 Extension (4

Inmpart Templates in Manager

Gystem under special control

Bl-@ User (481
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In the pop-up window (not shown) that appears, select the directory where the template
file was copied in Step 1. After the import is complete, a final import status pop-up
window (not shown) will appear stating success or failure. Click OK (not shown) to
continue. If preferred, this step may be skipped if the template file is copied directly to
the IP Office template directory.

4. To create the SIP Trunk from the template, right-click on Line in the Navigation Pane,
then navigate to New > New SIP Trunk From Template.

IP Offices PRI 24 (Universal) - Line 1 i x

& BOOTP (9) PRI 24 Line |Channels|
+]-¢7 Operator (3)

IPSO0YZ Main Line Mumber IDI Line SubType IF‘RI ﬂ

Mew 4 | H323 Line

-1 & cut Chrl+# IF DECT Line IIn Service ﬂ

2l
<=2 Conl o SIP Line
-l Exts =3 Copy Chrl+C

Clrl+y SUtine

: i ILocaI Telco
H-g  Usel aske

-8 6o % Delets i SIP DECT Line
v

Yalidate Mew SIP Trunk From Template

gy RAS Conneck Ta... Chrl+T
[]---e Incq :
Mew from Template (Binary) ﬂ

.amm Dire Change Universal PRI Card Line Type b
£ Time Profile (0)
[]---@ Firewall Profile {1} Test Mumber I

-l TP Route (3] Clock Quality INetwork ﬂ Framing IESF ﬂ
----- B Arennnt Code (0N

5. In the subsequent Template Type Selection pop-up window, select Switzerland from the
Country pull-down menu and select Swisscom from the Service Provider pull-down
menu as shown below. These values correspond to parts of the file name created in Step
1 (CH_Swisscom_SIPTrunk.xml). Click Create new SIP Trunk to finish creating the

trunk.
ﬁ Template Type Selection M=l 3
Lacale | Urited States (U5 English) =
Coaurtry
Service Provider ISwisscDm j I Digplay Al

Create new SIP Trunk | Cancel |

6. Once the SIP Line is created, verify the configuration of the SIP Line with the
configuration shown in Sections 5.7.2 - 5.7.5.
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5.7.2. SIP Line Tab
On the SIP Line tab in the Details Pane, configure (or verify) the parameters as shown below:

e Set the ITSP Domain Name to the IP address of the Swisscom ESBR server. IP Office
will use this IP address as the host portion of the SIP URI of SIP headers in messages
sent to Swisscom.

e Check the In Service box.

e Check the Check OOS box. With this option selected, the IP Office will check the
responses to SIP OPTIONS messages sent to the service provider to determine the
operational status of the SIP Line.

e Set Send Caller ID to Diversion Header. With this setting, Avaya IP Office will include
the Diversion Header for calls that are redirected via Call Forward or Mobile Twinning
out the SIP Line to Swisscom.

e Since REFER is not supported, uncheck the REFER support box. .

e Default values may be used for all other parameters.

| Pofices |B SIP Line - Line 17 EEEIES
- & BOOTP (8) || stP Line |Transp0rt|SIP URI|volP | 138 Fax|StP Credentials|
% Operator (3)
IPS00YZ Main Line Mumber Il? 3:

Syskem {13

2y IPSO0VZ Main ITSP Domain Mame |1?2.16.15?.14D In Service v

. URI Type SIP -
: f? Prefix | Check 005 v
""" ", 15 Mational Prefisx ID Call Routing Methad IRequest URI 'l
‘: - Originator number Far l—
..... :::_‘: ig; Country Code I forwarded and bwinning calls
----- T:‘. 203 International Prefix IDD Mame Priority ISystem Default 'l
I-j: ig; Send Caller ID IDiversionHeader j Caller ID from From header W
::::: ig? Association Method IBy Source IP address j Send From In Clear r
..... Y 208 User-Agent and Server l—
..... 1 209 Headers
..... 1 210 Service Busy Response lm
..... 15 211
..... 7 212 Ackion on CAC Location Limik W
:::j ;ii I” REFER Support
----- 1 215 |- Incarning IAIways j

Bl Eolntzrlo?Unit e el faiways I
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5.7.3. Transport Tab
Select the Transport tab and set the following:

e Setthe ITSP Proxy Address to the IP address of the Swisscom ESBR server.
e Set the Layer 4 Protocol to UDP.

e Set Use Network Topology Info to LAN2 as configured in Section 5.2.

e Setthe Send Port to 5062, as specified by Swisscom.

e Default values may be used for all other parameters.

i

= SIP Line - Line 17

SIP Line Transport |SIP UR1|vate | 138 Fax|SIP Credentials|

ITSF Proxy Address [172.16,157,140

Metwaork Configuration

Layer 4 Protocol |uoe | sendpPart |soez =
Use Metwork Tapology Info ILP.N z j Lisken Park ISEIISZ j
Explict DNSServer(sy |0 . 0 . 0 .0 |0 .0 .0 .0

Calls Route via Registrar v

Separate Registrar I
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5.7.4. SIP Credentials

Swisscom required the use of SIP Credentials for the registration of the SIP trunk with the
service provider. These SIP Credentials are also used to authenticate calls made from the
enterprise on the SIP trunk to the PSTN.

To create a SIP Credentials entry, first select the SIP Credentials tab. Click the Add button and
the New SIP Credentials area will appear at the bottom of the pane. For the compliance test, a
single SIP credential was created with the parameters shown below:

e Set User name, Authentication Name and Password to the values provided by the
service provider. For the compliance test the User name was the trunk network 1D, the
pilot DID number assigned by Swisscom to the SIP trunk.

e Set the Expiry (mins) field to 2. Swisscom required the registration to be renewed every

120 seconds.

e Check the Registration required box.

e Click OK.

SIP Line -Line 17

SIP Line| Transport| st URI|vole | 738 Fax SIP Credentials |

MAA; Reviewed:

Index | Userhlame | Authentication Mame | Cantack | Excpiry {rnins) | Reqgister

—Mew SIP Credentials

User name
Authentication Marme
Contack

Password

Expiry {mins)

Reqgistration required

ID43123456?

Iuser123

s
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5.7.5. SIP URI Tab

A SIP URI entry needs to be created to match each number that Avaya IP Office and the service
provider will accept on this line. Select the SIP URI tab, click the Add button and the New
Channel area will appear at the bottom of the pane. In the example screen below, a previously
configured entry was edited to use the parameters shown below:

Set Local URI, Contact and Display Name to Use Internal Data. This setting allows
calls on this line that have a SIP URI that matches the number set in the SIP tab of any
user as shown later in Section 5.8.

Set PAI to Use Credentials User Name. Swisscom required the trunk network ID to be
sent in the PAI header of all requests sent to the network.

Under Registration, select 1: <0431234567> from the pull-down menu. Swisscom uses
Digest Authentication to challenge all calls made from the enterprise to the PSTN.

IP Office will use this set of SIP credentials, defined in the previous section, to
authenticate outbound calls to the service provider.

Associate this line with an incoming line group by entering a line group number in the
Incoming Group field. This line group number will be used in defining incoming call
routes for this line. Similarly, associate the line to an outgoing line group using the
Outgoing Group field. The outgoing line group number is used in defining short codes
for routing outbound traffic to this line. For the compliance test, a new incoming and
outgoing group 17 was defined that only contains this line (line 17).

Set Max Calls per Channel to the number of simultaneous calls to be allowed on the SIP
trunk using this SIP URI pattern.

= SIP Line -Line 17

SIP Line | Transport SIP URI |\-'|JIP | 738 Fax| 51P Credentials|

Zhanrnel | Groups | VVia | Local URI | Contact | Display Mame | PAI | Cre Add..,
1 17 17 1... 0... 1:C

Remmaye |
Edlit... |

—Edit Channel
ia [172.16.157.135 Ll
Local URI Lse Internal Data j LEEI'
Conkack ILIse Inkernal Craka j
Display Mame IUse Internal Data j
Pal IUse Credentials User Mame j
Registration [1: 0431234567 =l
Incaming Graup Il.'-"
Oubgoing Group Il?
Max Calls per Channel m
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Additional SIP URIs may be required to allow inbound calls to numbers not associated with a
user, such as a short code. These URIs are created in the same manner as shown previously,
with the exception that the incoming DID number is entered directly in the Local URI, Contact,
and Display Name fields, and only the Incoming Group needs to be associated to the SIP line.

5.7.6. VolP Tab

Select the VolP tab to set the VVoice over Internet Protocol parameters of the SIP line. Set the
parameters as shown below:

X —

Codec Selection ICustnm j

In the sample configuration, the Codec Selection was configured using the Custom
option, allowing an explicit ordered list of codecs to be specified. The buttons allow
setting the specific order of preference for the codecs to be used on the line, as shown.
Since fax is not supported by Swisscom, set Fax Transport Support to None.

Set the DTMF Support field to RFC2833. This directs Avaya IP Office to send DTMF
tones using RTP events messages as defined in RFC2833.

Check the Re-invite Supported box to allow for codec re-negotiation in cases where the
target of an incoming call or transfer does not support the codec originally negotiated on
the trunk.

Check the PRACK/100rel Supported box, to advertise the support for provisional
responses and Early Media to the service provider.

Default values may be used for all other parameters.

Click OK (not shown) to save any changes made to any of the various “SIP Line” tabs.

SIP Line - Line 17

S1P Line| Transport | 51 URI VoIP |38 Fax| StP Credentias]

[ voIP silence Suppression

[ allaw Direct Media Path

¥ Re-irvite Suppotted
—Unused ———————— —Selected

G722 64k == G711 ALAW 64E

G,729(a) 8K C5-ACELP G 7L LULAW 64k
G.723.1 6K3 MP-MLO

™ Coder Lackdawn
¥ PRACK/100rel Supported
™| Force direct media with phenes

o T 5,711 Fax ECan

HRIA|SE

=3

Fax Transport Suppark INu:une j
Location ICIDUI:I j
Zall Initiztion Timeauk (s) |4 3:
DTMF Suppart |rFczaas =]
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5.8. Users

Configure the SIP parameters for each user that will be placing and receiving calls via the SIP
line defined in Section 5.7. To configure these settings, navigate to User in the left Navigation
Pane and select the name of the user to be modified. In the example below, the name of the user
is Extn 1102dcp. Select the SIP tab in the Details Pane.

The values entered for the SIP Name and Contact fields are used as the user part of the SIP URI
in the From and Contact headers for outgoing SIP trunk calls. In addition, these settings are used
to match against the SIP URI of incoming calls without having to enter this number as an explicit
SIP URI for the SIP line (Section 5.7.5). The example below shows the settings for user
“Extn1102dcp”. The SIP Name and Contact are set to one of the DID numbers assigned to the
enterprise by Swisscom. The SIP Display Name (Alias) parameter can optionally be configured
with a descriptive name. Click OK (not shown) to save any changes.

IP Offices E Extn1102cdcp: 1102

T‘, Line (21) d User | '\-'Dicemaill DR | Shork Cudesl a0urce Numbersl Telephorey | Furwardingl Dial In | ‘oice Recording |
[#-2 Cankral Uit {4)

[ Extansion (46) Announcements  SIP Personal Direckary
Ed User (48) SIP Harme [n431234566
. i MoUser
""" #rg RemateManager SIP Display Name (Alias) [Extril102dep
----- § 1101 Extnii0ldcp
1102 Extnl 102dzp Contact [p431234568

----- § 1103 Extnlioadep
----- § 1104 Extnii04

A
fl 1105 Extnll0s MEMEIETE

MAA,; Reviewed: Solution & Interoperability Test Lab Application Notes 23 of 32
SPOC 11/19/2014 ©2014 Avaya Inc. All Rights Reserved. Swisscom_IPO9



5.9. Incoming Call Route

Incoming call routes map inbound DID numbers on a specific line to internal extensions, hunt
groups, short codes, etc, within the IP Office system. Incoming call routes are defined for each
DID number assigned by the service provider.

In a scenario like the one used for the compliance test, only one incoming route was needed,
which allowed any incoming number arriving on the SIP trunk to reach any predefined extension
in the IP Office. The routing decision for the call is based on the parameters previously
configured for the SIP URI (Section 5.7.5) and the users SIP Name and Contact, already
populated with the assigned Swisscom DID numbers (Section 5.8)

To add a new incoming call route, from the left Navigation Pane, right-click on Incoming Call
Route and select New (not shown). On the Details Pane, under the Standard tab, set the
parameters as show below:

e Set Bearer Capacity to Any Voice.
e Setthe Line Group Id to the incoming line group of the SIP line defined in Section 5.7.
e Default values may be used for all other parameters.

IP Offices = 17
"'a BOOTP () Standard |\-'|:|ice Recording I Destinations |
(7 Operator (3)
-y IPSO0Y2 Main
[+-#20 System (1) Bearer Capability I.fm\,f Yoice j
-9 Line {(21) .
= Contral Linit {41 Line: Group ID |17 [~
[+ Extension [46) g (e I
g User (48)
-4 Sroup (1) Incoming Sub Address I
- 8% Shart Code (6E)
..... @ Service (0) Incoming CLI I
[l RAS (1)
Locale -
(28 T+ Incoming Call Route (8) I J
----- E8 wan Port (0 Priarity [1-Low |
----- @ Directory {00
£ Time Prafile (0 Tag I
[]---@ Fireweall Profile (1) . -
-l 1P Route (2) Hold Music Source ISvstem Source J
""" dm Account Code (0) Ring Tone Owerride INl:une j
----- W License (62)

Under the Destinations tab, enter “.” for the Default VValue. This setting will allow the call to be
routed to any destination with a value on its SIP Name field, entered on the SIP tab of that User,
which matches the number present on the user part of the incoming Request URI.

X v 2=
Standard I Voice Recording  Destinations |
TimeProfile Destination Fallback Extension
» Default value . j j
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Additional incoming call routes may be required to allow inbound calls to numbers not
associated with a user, such as a short code. These routes are created in the same manner as
shown, with the exception that the incoming DID number is entered directly in the Incoming
Number field on the Standard tap, and the specific destination (short code, etc.) needs to be
entered on the Default VValue field of the Destinations tab. Click OK (not shown) to save any
changes.

5.10. Short Code

Avaya IP Office uses Automatic Route Selection (ARS) to route outbound traffic to the SIP line.
A short code is needed to send the outbound traffic to the ARS route. To create the short code
used for ARS, right-click on Short Code in the Navigation Pane and select New (not shown).
The screen below shows the creation of the short code 9N used in the reference configuration.
When the Avaya IP Office users dialed 9 plus any number N, calls were directed to Line Group
50: Main, configurable via ARS and defined next in Section 5.11

On the Short Code tab in the Details Pane, configure the parameters as shown below.

e Inthe Code field, enter the dial string which will trigger this short code, in this case 9N.
This short code will be invoked when the user dials 9 followed by any number.

e Set Feature to Dial. This is the action that the short code will perform.

e Set Telephone Number to N. The value N represents the number dialed by the user after
removing the 9 prefix.

e Setthe Line Group ID to the ARS route to be used. In the example shown, the call is
directed to Line Group 50: Main.

e Click OK (not shown).

IP Offices B 9N: Dial e -1 X

=R BOCTP (&) Short Code |
. Operator {3)
). IPS00YZ Main Code £

-

Feature IDiaI j

{
<2 Conkrol Unit (4)
-4y Extension (46)
User (48) Line Group ID |50: Mlain
Group (1)
+ Short Code (68) Locale I

o Service () Force account Code [
F-al, RAS (1)

Telephone Mumber IN

-

Led Lo
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5.11. Automatic Route Selection

While detailed coverage of ARS is beyond the scope of these Application Notes, this section
includes some basic screen illustrations of the ARS settings used during the compliance test.

The following screen shows the ARS configuration for the route 50: Main. Note the sequence of
Xs used in the Code column of the entries, to specify the exact number of digits to be expected
following the access code and the first digits on the string. This type of setting results in a much
quicker response in the delivery of the calls by the IP Office.

IP Offices B Main eh- X[ v <
=& BOOTP (5) AR5 |
ARS Route Id ISD ¥ Secondary Dial tone
[#-#=p System (1)
-1 Line (21) Route Name IMaiH ISystemTone =
[+ Control Unit {43
B« Extension (46) Dial Delay Time System Default (4) V¥ Check User Call Barring
[-f  User (48)
I:I---ia Group (13
E-ax ShorF Cods (58) In Service M Out of Service Raute |<N0ne> 4|
-G Service (0)
o, RAS (1) 1
[]---e Incoming Call Route ¢
¥ WAN Port (0) Timne Profile <Mone = ¥ | m—t Out of Hours Rouke |<N0ne> j
s Directory {00 l
(.\ Tirme Prafile {0}
[+-{8 Firewall Profile {13
[]___g 1P Route (2 Code | Telephone Mumber | Feature | Line Group 1D ;l Add. .. |
. Account Code (0) OOLKERARARENS  OOIN Dial 17
. License (62) DI3LHRRRNN 031N Dial 17 Remove |
g Turnel (0) 43RRARN 04N Dial 17 y
-y User Rights (5) 0300KREHY 03001 Diial 17 LI
- g ARS(2) 11K 11N Dial 17
; 50; Main 16% 16M Cial 17
¢ 51: outhound Fa 1R 1AM Al 17 _ILI
P RAS Location Reques < | B
g Location {0} l
Alternate Route Priority Level |3 'I l
Albernate Route Wait Time |3D 3: e (it ETIGEE ROUEE |<N0ne> j

For example, for local calls, the user dialed 9 plus the 10 digit local number, starting with the
area code 043 and then the remaining 7 digits. Other entries were created for different are codes,
international calls, toll free, information, etc.

MAA; Reviewed:
SPOC 11/19/2014

Code f 04300000
Feature IDiaI j

Cancel |
Telephone Mumber IEI43N
Line Group 1D 17 =
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5.12. Save Configuration

Navigate to File = Save Configuration in the menu bar at the top left of the screen to save the
configuration performed in the preceding sections.

The following will appear, with either Merge or Immediate selected, based on the nature of the
configuration changes made since the last save. Note that clicking OK may cause a service
disruption. Click OK to proceed.

Save Configuration M= E3

— IP Office Settings

IP300YZ Main

— Configuration Reboot Mode
i+ Merge

" Immediate

" when Free

' Timed

— Rebook Time

14:53 =

— Call Barring
El Incoming Calls
E Dukgaing Zalls

K, I Cancel Help
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6. Swisscom SME SIP Trunking Configuration

The service provider is responsible for the configuration of the Swisscom SME SIP Trunking
service, including the provisioning of the Swisscom ESBR server (Connect Box) in the
customer’s network. Swisscom will require from the customer the information needed to
configure the service, which includes:

e [P address used to reach the Avaya IP Office at the enterprise. In the reference
configuration, this is the IP Office LANZ2 IP address.
e |P address of the default gateway/router and DNS server used to reach the public network

Swisscom will provide the customer the necessary information to configure the Avaya IP Office
SIP trunk connection, including:

IP address, protocol and port used to reach the Swisscom ESBR server

Credentials for the SIP trunk registration.

Supported codecs and order of preference.

DID numbers.

All IP addresses and port numbers used for signaling or media that will need access to the
enterprise network through any security devices.

7. Verification Steps

The Avaya IP Office System Status and Monitor applications are useful tools used for the
verification of the IP Office configuration and for troubleshooting the SIP connection to the
service provider.

7.1. System Status

The Avaya IP Office System Status application can be used to verify the service state of the SIP
line. Launch the application from Start = Programs = IP Office = System Status on the PC
where IP Office Manager was installed. Under Control Unit IP Address select the IP address of
the IP Office system under verification. Log in using the appropriate credentials

Online | Offline

Logon

g BT G R 192 ,1658.10.60

Services Base TCP Port: =it

Local IP Address: RG]
User Name:
Password:

® Auto reconnect
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Select the SIP line of interest from the left pane (Line 17 in the reference configuration). On the
Status tab in the right pane, verify that the Current State is Idle for each channel (assuming no
active calls at present time).

Avaya IP Dffice System Status - IP500%2 Main (192.168.10.60) - IP500 ¥2 9.0.3.0 build 941 =] B3

IP Office System Status

apshot  LogOff  Exit  About

Alarms

SIP Trunk Summary

Peer Domain Mame: sip JMT2.16.167.140
Resolved Address: 172.16.157.140
Line Mumber: 17
Mumber of Administered Channels: &
Mumnber of Channels in Use: a
Administered Compression: G711 A, G711 My
Silence Suppression: OFf
. t Layer 4 Protocol: DR
Locations SIP Trunk Channel Licenses: Unlimited . o
SIP Trunk Channel Licenses in Use: ]
SIP Device Features: REFER. {Incoming and Cutgoing)
i C0... Conn... Caller  Other Party  Directi,., Round
e Sta 10 or ... on Call Trip ... Jitker
1 Ide |00:03
2 Ide |00:03
3 Ide |00:03
4 Ide |00:03...
5 Ide |00:03...
3] Ide |00:03...

Trace | Trace all | Pause | Fing | Call Details | Print. .. | Save As... |

IP Office System Status

Help  Snapshak

System
Status  Utilization Summary Alarms Reqistration

Alarms for Line: 17 SIP sip://172.16.157.140

Last Date OF Error Occurrences Errar Description

Status  Utilization Summary Alarms | Registration

Registration Status

Retry Time

0431234567 Registered 10/3/2014 3:21:36 PM
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7.2. Monitor

The Avaya IP Office Monitor application can be used to monitor and troubleshoot signaling
messaging on the SIP trunk. Launch the application from Start = Programs = IP Office -
Monitor on the PC where IP Office Manager was installed. Click the Select Unit icon on the
taskbar and Select the IP address of the IP Office system under verification.

Iﬂ_ Avaya IP Office SysMonitor - [STOPPED]
File Edit Wiew Fikers Status Help

=8| »8|T| x|V = €<=

' RN

Start/Stop Trace Select
Trace Options  Unit

Clicking the Trace Options icon on the taskbar and selecting the SIP tab allows modifying the
threshold used for capturing events, types of packets to be captured, filters, etc. Additionally, the
color used to represent the packets in the trace can be customized by right clicking on the type of
packet and selecting to the desired color.

atM | cal | DTE | ECont | FrameRelsy | GOD | H323 | Intesface |
T1 | VPN | WAl | SCN ] Jade
ISOH ] K.w.ﬂ.-un‘pl Dilel::h:lr:,'] Media | PPP | A2 I Hl:luling] Servicez Ej.'slem
Everts
¥ Sip [Low = ™ STUN ™ SIP Dect
Packets
[~ SIP Reg/Opt Rx [~ SIP Misc Rx
[~ SIP Reg/Opt Tx [~ SIP Mise Tx
¥ SIP Call Fx ™ CmMotily Ry
W SIPCal Ty ™ Con Nty T
¥ Sip Ax [~ hes IF Fiter [man.ninm nrn e
¥ Sip Tx [ hex |
Defouk All | Cloar Al | TabClesrat | Tabseran oK Cancel
Save Fie J LoadFie |  SelectFie J
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8. Conclusion

These Application Notes describe the procedures for configuring Session Initiation Protocol
(SIP) Trunking between Swisscom SME SIP Trunking and Avaya IP Office 9.0, as shown in
Figure 1.

Interoperability testing of the sample configuration was completed with successful results for all
test cases with the exception of the observations/limitations described in Section 2.2.
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Swisscom.

MAA,; Reviewed: Solution & Interoperability Test Lab Application Notes 31 of 32
SPOC 11/19/2014 ©2014 Avaya Inc. All Rights Reserved. Swisscom_IPO9


https://downloads.avaya.com/css/P8/documents/100174004
https://downloads.avaya.com/css/P8/documents/100174478
https://downloads.avaya.com/css/P8/documents/100175132
https://downloads.avaya.com/css/P8/documents/100173994
http://marketingtools.avaya.com/knowledgebase

©2014 Avaya Inc. All Rights Reserved.

Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and
™ gare registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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