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Application Notes for InteractCRM ThinConnect 2.0 with
Avaya Interaction Center 7.2 — Issue 1.0

Abstract

These Application Notes describe the configuration steps required for InteractCRM
ThinConnect 2.0 to interoperate with Avaya Interaction Center (IC) 7.2. ThinConnect is an
interaction management application for the Avaya IC platform developed using the Avaya IC
Client Software Development Kit (SDK). ThinConnect supports the Avaya IC voice channel
and performs CTI functions required by agents to handle voice calls.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required for InteractCRM ThinConnect
2.0 to interoperate with Avaya Interaction Center (IC) 7.2. ThinConnect is an interaction
management application for the Avaya IC platform developed using the Avaya IC Client
Software Development Kit (SDK).

2. General Test Approach and Test Results

The feature test cases were performed manually. Incoming and outgoing calls were made on
Communication Manager and the calls were handled by agents running InteractCRM
ThinConnect Client. All operations were made using the ThinConnect Client without interacting
with the telephone.

The serviceability test cases were performed manually by disconnecting the Ethernet cables on
the ThinConnect client PC, ThinConnect server and Application Enablement Services server,
and by rebooting of Communication Manager and ThinConnect server.

2.1. Interoperability Compliance Testing
The interoperability compliance test included feature and serviceability testing.

The feature testing focused on verifying InteractCRM ThinConnect on the following:

Agent log in, log out and change work modes.
Handling incoming and outgoing calls.

Holding and resuming calls.

Blind and consult voice transfers and voice conference.
Wrap up and aux work reason codes.

The serviceability testing focused on verifying the ability of InteractCRM ThinConnect to
recover from adverse conditions, such as disconnecting the Ethernet cables on the ThinConnect
client PC, ThinConnect server and Application Enablement Services server, and resetting
Communication Manager and ThinConnect server.

2.2. Test Results

All test cases were executed and passed.

2.3. Support
Technical support on InteractCRM ThinConnect can be obtained through the following:

e Phone: +91-22-40553055
e FEmail: tcsupport@interactcrm.com
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3. Reference Configuration

The compliance test configuration utilized two servers to host Avaya IC components, as shown
in Figure 1 below. InteractCRM ThinConnect server application is installed on a Windows 2003
Server, and networked to the Avaya IC Client SDK server via TCP/IP. The agent PCs are
running the ThinConnect client application hosted on the InteractCRM ThinConnect server using
the Microsoft Internet Explorer 7.0. Contact related actions such as answering calls and
transferring calls are initiated via the desktop utilizing the ThinConnect client.

Avaya IC has a CallVisor LAN (CVLAN) Computer Telephony Integration (CTI) link to Avaya
Aura® Application Enablement Services to enable call event reporting and third-party call
control of contact center devices on Avaya Aura® Communication Manager. The administration
of the contact center devices and CTI connectivity for Communication Manager, Application
Enablement Services, and Avaya IC are assumed to be in place and will not be described in these
application notes.

In addition, the network infrastructure includes a Microsoft SQL 2005 Server in the test
configuration for database support. These Application Notes assume all network infrastructures
are in place and configured, and the focus will be on the configuration of the Avaya IC Client
SDK server and InteractCRM ThinConnect.

:::I: ------------- TE A :Asﬂﬂﬁﬁﬁf.m
Microsoft

InteractCRM Core [ Client SQL Server 2005
ThinConnect Server Telephony SDK  (IC Repository)

Avaya Interaction Center Servers

U CLAN: .21
‘MEDPRO; .31

Avaya GBS0 Media Gateway

Avaya 4548GT-PWR
Ethernet Routing Switch

A0

. %@)

Avaya 58800 Server running Avaya

Avaya IC
Aurad Communication Manager : Design and
| Administration
| } Tools
E—— ] S ES g
Avaya Aura®l Application Enablement
Services Agent PCs running ThinConnect
Client using Microsoft Internet
Explorer 7.0 with Avaya 96x1 Series
IP Telephones
Figure 1: Test Configuration
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment/Software Version
Avaya S8800 Server Avaya Aura® Communication Manager
6.0.1

(Service Pack 2 00.1.510.1-18860)

Avaya G650 Media Gateway

HWO07, FW053

Dell PowerEdge 1950

e TN2312BP IP Server Interface

e TN799DP C-LAN Interface HWO1, FW039

e TN2602AP IP Media Processor HWO02, FWO058

o TN2185B BRI Trunk 000004
Avaya Aura® Application Enablement 6.1 Patch 2
Services (r6-1-0-20-0)
Avaya Interaction Center servers on 7.2.3

Microsoft Windows Server 2003, SP2

Avaya 96x1 Series IP Telephones

6.0 SP3 (H.323)

Dell PowerEdge 1950

Avaya 4548GT-PWR Ethernet Routing Switch V5.4.0.008

InteractCRM ThinConnect clients using 2.0

Microsoft Internet Explorer on 7.0

Dell PCs Microsoft Windows XP Professional, SP3
InteractCRM ThinConnect server on 2.0

Microsoft Windows Server 2003, SP2

Microsoft SQL Server on
Dell PowerEdge 1950

Microsoft SQL Server 2005, SP4
Microsoft Windows Server 2003, SP2

Sun Java SE Development Kit (JDK)

Version 6 Update 25

Apache Tomcat

6.0.24
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5. Configure Avaya Interaction Center

The detailed administration of the CTI connectivity between Avaya IC, Application Enablement
Services, and Communication Manager is not the focus of these Application Notes and will not
be described. For administration of the CTI connectivity, refer to the appropriate documentation
listed in Section 9.

For the Avaya IC Client SDK server, it is assumed that the Avaya IC core server components
have been installed with a secondary ORB server created as part of the installation. This section
provides the procedures for configuring the Avaya IC Client SDK server, which includes the
following areas:

Launch IC Manager

Administer SDK domain

Administer agent account for Java Application Bridge
Administer Java Application Bridge

Administer client SDK service

Start Avaya IC Client SDK Service

For the compliance testing, agents with login ID of “agentl, agent2 and agent3” were created on
the Avaya IC server and configured to be able to handle contacts from the voice media channel.
Domain “Voicel” was created with an Agent Data Unit (ADU) server.

5.1. Launch IC Manager

From the PC where the Avaya IC Design and Administration Tools have been installed, select
Start > All Programs > Avaya Interaction Center 7.2 > IC Manager to launch the IC
Manager. The IC Manager Login dialog box is displayed. Enter the appropriate credentials and
click Ok.

= IC Managen Login [Z]IEIEI

Enter login id and password.

FART/ANPAAY
. Login Id: | |

Password: | |

" 0k X Cancel

This system is restricted soleby to authorized users for
legitimate business purposes only. The actual ar attempted
unauthorized access, use, ar modification of this system is
stricthy prohibited.

Unauthorized users are subject to company disciplinany
procedures and ar criminal and civil penalties under state,
federal, or other applicable domestic and forzign 1aws.
The use of this system may be monitared and recorded far
administrative and security reasons. Anyone accessing this

»

[4]
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5.2. Administer Agent Account for Java Application Bridge

On the IC Manager screen, click the Agent tab. The IC Manager screen is updated with agent
account information. In the left pane, navigate to the place where a non-human agent account
will be created. For the compliance testing, the agent account was created under 1C >
Administrator, as shown below. Select Agent > New from the menu bar to create an agent

account.
0 ]
Manager Tools Services A;ﬁent".| Help
ey == Edit... | [ |
PIRES FIRSL]
. New...
Server AgEl noln ration # Device
% - Delete [l]:
Ic :[7] Find Agents N D ; M
B 1% Refresn - me omam ZRARCT
o fo} DefaultTenant o . : in, Adam Lger
EUMTL ar, wehsite YWiehsite
| | ¥ Auto Commit  ver, icrbridge ek
| 4 O Auto Load et deobridge Uszer
| | O o Sort ierm Uzeri
14] i [ »
Rezdy
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The Agent Editor screen is displayed. Select the General tab. Enter the following values for the
specified fields, and retain the default values for the remaining fields.

¢ First Name:

e Last Name:

e Preferred Name:
Login Id:
Domain:

Task Load:
Task Ceiling:

A descriptive first name, in this case “dcobridge3”.
A descriptive last name, in this case “dcobridge3”.

A descriptive preferred name, in this case “dcobridge3”.
A descriptive login id, in this case “dcobridge3”.
Select the “User1” domain.
Use the down arrow to decrease the load to “0”.

Use the down arrow to decrease the ceiling to “0”.

72 hgent Editor

General rChannels |’Security | Properties

Skills rnﬂuucate | Miscellaneous |

Title First Name * Middle Name Last Name *

| | |dcobridges || | |deobridges |
Preferred Name : * |dcobridgel | Manager :
Employeeld: | | I1s Manager: [

$ Agent L <] Email LPhune L & Address L Notes L History |

rSystem Information

Membership Information

'Login Id : * dcobridge? | || Domain: * T i
| Options :
&l Workgroup : *
TaskLoad:* ] =
N = Site : * DefaultSite | |
Task Ceiling: * ] D
| < 0K ¥ Cancel + Apphy Help
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Select the Security tab and enter the desired password into the Password and Confirm fields.
Uncheck the Force password change on login field, and check the Agent field. Click Ok.

72 hgent Editor

|/General rChannels |/Security rPruperties |/5kills rnﬂuucate rMiscellaneuus |

Password: |**‘“‘*‘***‘“‘*

Confirm: |**‘“‘*‘**“‘*‘*

[ ] Force password change on login

[ ] Disable login

‘Roles

[ | Administrator [ | Supervisor

[ | Postmaster [ | Operator

Agent [ ] Clerk

(| Support [ Editor

" Ok ¥ Cancel + Apply Help
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5.3. Administer Java Application Bridge

Click the Server tab. The IC Manager screen is updated with server information. Select Server
> New from the main menu, as shown below.

dnage L]
Manager Tools Semvices | Server | Help
P AEE @
Status
%Sew&r . Ager  Update ration |||<ll Device
1 MHew.. .

i All Domains; . ame Domain | Status Host Port | U
-3 Defaul L e 2 Default - 10.1.10.76 soos - [~
- Email : Default : 10.1.10.76 9003 -

-1 Email_Helper Io oy ry Default z 10.1.10.76 aonz -
'g RrORgpleH || Stop Voicel  Voiced - 1011076 sooe - |-
_D \L:S_E”z Commit rerSs. . Default - 101.10.76 9005 -
= WD;ZE Shutdown _ [ce Voiced - 1011076 0013 -
G e Haer | [ Bmmn Goi (S5 S0 L R
_D wWehsite ¥ Auto Load Oice ajce & B =
S s Dt nBridge_.. User1 - 1011077 002 -
1] e
D P e_Default Default 2 10.1.10.76 gigan
= I Auto Sort Lleard | leor 10140 75 andn Jat]
4T i
Rezdy
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The Select or enter server type dialog box is displayed.

“JavaAppBridge”. Click Ok.

JC; Reviewed:
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72 Select or enter server type

Server Type: |JavafppBridge

Scroll down the top pane and select

Email
EventCollector
HTTFCannector
Hitpw O

avafppBridge

License
LogCollector
Maotification

Description

Allowes Java classes hosted in & web containerfo | =
call VESF server and receive events from them.

1EX

" 0k X Cancel
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The Server Editor screen is displayed next. Select the General tab. For the Name field, enter a
descriptive name. Select the Userl domain from the Domain field drop-down list and select the
IP address of the server that will run the IC Client SDK from the Host field drop-down list.
Maintain the automatically populated default values in the remaining fields.

=2 Server Editor

General rdmnppﬂridge rCunﬁguratiun rDEhug rnmranced |

Mame: |JlavafppBridge_Llser] Domain:

zerl -

Host: 1011077 | Directony: CAProgram Files\Avayatl ST et
Port: 900z Executable: [am Files\@vayallCi2himjahsnd -
[] Auto Start Status:
|Start Time:
[ ] Security
Uptime:
Version:
" 0Ok ¥ Cancel 4 Apply Help
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Select the JavaAppBridge tab. For the IC User field, enter the agent account from Section 5.2.
Select the IC Password field to display the setPassword dialog box. Enter the agent account
password from Section 5.2 into the Password and Confirm Password fields in the dialog box,
and click Ok. Maintain the default values in the remaining fields on the Server Editor screen,

and click OKk.

= Server Editor

General | JavaAppBridge rCunﬁguratiun rDEhug rnﬂuanced

*IC User |dcubridg93 |

*IC Password

78 setPassword

Refresh Gl Password: ||-|||-|||- |
Confirm Password: |-"""--- |
Refresh E
Refres v Ok ¥ Cancel
UNC to UNIX Path Mapping
v Ok ¥ Cancel + Apply Help
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5.4. Administer Avaya IC Client SDK Service

From the IC Client SDK server, select Start > Programs > Avaya Interaction Center 7.2 >
Config Tool. The AIC Login dialog box is displayed. Enter the appropriate administrator
credentials and click Ok.

= AIC Login =100 x|

Enter login id and password.

Login Id: ldrmin |

Password: | |

" 0k X Cancel

This system is restricted soleby to authorized users for
legitimate business purposes only. The actual or attem pted
unauthorized access, use, ar modification of this system is
stricthy prohibited.

Unauthorized users are subject to company disciplinany
procedures and ar criminal and civil penalties under state,
federal, or other applicable domestic and foreign laws.
The use of this systerm may be monitared and recorded far
administrative and security reasons. Anyone dccessing thizs | o

»

The Avaya Interaction Center Configuration Tool screen is displayed next. Select the SDK
Server tab. For the SDK Server Machine field, enter the fully-qualified domain name of the IC
Client SDK server. For the JavaAppBridge Name field, enter the name of the Java Application
Bridge from Section 5.3. Click Apply Settings followed by Exit.

=
(‘Web | Initial Configuration || SDK Server | Weh Client

* SDK Server Machine |icT25vr2.sgIab.cnm |

* JavaAppBridge Name |JavaAppBridge_User1 |

" Exit || 4 Apply Settings
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5.5. Start Avaya IC Client SDK Service

From the IC Client SDK server, select Start > Administrative Tools > Services (not shown) to
bring up the Services screen below. Right click on Avaya IC SDK Service 7.2, and select Start
to start the service.

4, Services ) o =] |

File  Action Mjiew Help

¢= @ FER|2mE| > = I »

% Services (Localy Mame / | pescription [ status | Startup Tvpe | Logonas | -~

Alerter Mokifies sel... Disabled Local Service

%.ﬁ.pplicatiun Experience Lookup... Processes ...  Started Automatic Local System
Application Layer Gakeway Ser... Provides s... Manual Local Service —_—

%F\pplicatinn Management Processes i... Tanual Lacal System

%F\utumatic Updates Enables th...  Started Aukornatic Local System

%F\vaya IC ORE Service 7.2 Started Aukornatic Local System

s X fvvaya IC 5 2 - Autamatic Lacal System

%F\vaya Yoice Media Manager 5 Autornakic Local System

%Backgmund Intelligent Transfe.., Trans P Marual Local System

%Clipﬁuuk Enabl R Disabled Local System

%COI\’H Ewvent Swskem Supp BELpa Aukomakic Local System

%COI\’H System Application Mana —— | Manual Local Systemn

%Cnmputer Browser Maint  All Tasks F | Automatic Local System

%Cryptographic Services Provi W Autornatic Local System

%DCOM Server Process Launcher  Prowi = | Automatic Local Syskem

%DHCP Client Reqis  Properties Aukornatic Metwork 5.,

%.n.r\:-l...:L..l..J Pl il | | ———————— ¥, ey 1 o e i h Cn j

Exterded & Standard / Help

|5tart service Avaya IC SDK Service 7.2 on Local Computer |

6. Configure InteractCRM ThinConnect

This section provides the procedures for configuring InteractCRM ThinConnect, which includes
the following areas:

e Configure InteractCRM ThinConnect Server
e Configure InteractCRM ThinConnect Client PC

6.1. Configure InteractCRM ThinConnect Server

InteractCRM ThinConnect Server is deployed on a Windows 2003 Server running Apache
Tomcat 6.0.24. InteractCRM ThinConnect Server consists of two components:

e [oadBalancer - Dynamically distributes agents across available ThinConnect Server(s).
e ThinConnect Server - Avaya IC SDK compliant call control server and Agent Interaction
Manager.
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InteractCRM ThinConnect supports multiple ThinConnect Server machines for redundancy and
uses the LoadBalancer to distribute the agents. In this test configuration, the deployment consists
of one ThinConnect Server with both the LoadBalancer and ThinConnect Server co-resident on

the same machine. The configuration of the LoadBalancer will not be covered as it does not
interface with the Avaya IC.

6.1.1. Configure ThinConnect Server

From the InteractCRM ThinConnect server, edit the file config.properties located in the folder
C:\InteractCRM\ HOME\THINCONNECT_HOME\config\ using Notepad. Enter the
following values for the specified fields, and retain the default values for the remaining fields.

e ICSDK.serverlP: IP Address of IC SDK Server, in this case “10.1.10.77”.

e ICSDK.serverPORT: Port of IC SDK Server. Use the default “9700”.

e ACTIVE_TCServer.IP: IP address or hostname of ThinConnect Server, in this case
“svrl25”.

e ACTIVE_TCServer.PORT: Port of ThinConnect Server. Use the default “8080”.

!!. config.properties - Motepad = |I:I|5|
File Edit Format Wew Help

[EMAELE_SECURE_CONNECTION = false o
#DE_COWHNER= T
FML_EMCODING = ISO-8855-1

# Time in sSeconds
ACwW_TIME = 22

#sms, fromaddress = customer@labaic?lthin. interactormll. com

#ICSDE LRI

: 168.1.85:9700Fcsdk
ICSDK. serverIP= 10.1.10.77
ICSDK. serverPORT=%700

# Customer sSpecific.
MediaTypeImpl = com.interactcrm. impl.CCCMT

#workitem polling time in seconds
TCServer.pollingTime=30

# time in minutes. Min. 1 min. and Max &0 mins.
TCServer.AgentLastaccessTimeout = 3
TCserver.HealthCheckTime = 3

#FIP-Address & port of machine.
ACTIVE_TCServer.IP=syrldh
ACTIVE_TCServer. PORT=8080
ACTIVE_ToSserver.SITE=L
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6.2. Configure InteractCRM ThinConnect Client PC

From the InteractCRM ThinConnect Client PCs, launch Microsoft Internet Explorer. Select
Tools > Internet Options and click the Security tab. Click Trusted sites and then click Sites.

JC; Reviewed:
SPOC 6/23/2011

Internet Options

Generall Security iPrivacy Content | Conmections | Programs | Advanced

Select a zore b view or change security settings.

@ |« v O

Internet Local inkranet  QEVEEEREIEE  Restricted
sites

Trusted sites

'f This zone contains websites that you
h 4 trust not o damage vour computer ar
wour Files,
You have websites in this zone,

Security level For this zone

Custom
Cuskom settings,
- To change the settings, click Cusktom level,
- To use the recormmended settings, click Default level,

[ Custam level. ][ Defaulk level ]

[ Reset all zones to defaulk level l

[ Ok, ] [ Cancel
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In the Trusted sites window, enter the URL to launch the ThinConnect Client in Add this Web
site to the zone and click Add. Uncheck Require server verification (https:) for all sites in

this zone. Click Close.

Trusted sites E|

; ‘ou can add and remove websites from this zone, All websites in
Tl this zone will use the zone's security settings.

Add this wehsite ko the zone:
| httpeff10.1.10,125:5080

| Add |

websites:

[ |Require server verification ¢https: ) For all sices in this zone

Close

18 of 22
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In the Security level for this zone area, click Custom Level (not shown). Configure the
following:

Under ActiveX Controls and plug-ins:

Download signed ActiveX controls: Enable

Download unsigned ActiveX controls: Enable

Initialize and script ActiveX controls not marked as safe for scripting: Enable
Run ActiveX controls and plug-ins: Enable

Script ActiveX controls marked safe for scripting*: Enable

Under Downloads:
e File download: Enable

Under Miscellaneous:
e Access data sources across domains: Enable

Click OK. At the next screen, click Yes to confirm the changes. This completes the
configuration required for the ThinConnect Client PC.

Security Settings - Trusted Sites Zone

Setkings

|#| Download signed Activel cantrols L
() Disable I
®
{:} Prampk

|#| Download unsigned Actives contrals
() Disable
(¥) Enable
{:} Prampk

|#| Initialize and scripk Actives contrals not marked as safe for s
() Disable
(¥) Enable
{:} Prampk

|#| Run Activer contrals and plug-ins
) Administratar approved

() Disable
(T‘. Frizhl=
L | >

*Takes effect after vou restart Internet Explarer

Reset cuskorn settings

Resetto: | Medium (default) v | [ Reset... ]
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7. Verification Steps

This section provides the tests that can be performed to verify proper configuration of Avaya
Interaction Center and InteractCRM ThinConnect.

7.1. Verify Avaya Interaction Center

From the IC Manager screen, select the Server tab and then select the User1 domain. Right-
click on the Java Application Bridge created in Section 5.3 and click Status. Verify that the
Status is “Up” as shown below.

]
Manager Tools Services Server Help
= et T
PnAESEmMSe s ¢
%Sem&r . Agent
iRy
] Al Domains | Type Name Domain | Status Host Port | Upi
-l Default ‘|Blender EBlender_Userl  Usert = 10.1.10.76 80711 =
‘|:_| Ermail wiorkFlow  WorkFlow_User1 User - 10.1.10.76 a010d
[ EmcllHelper  12bibg ADU_Userl User! = 10.1.10.76 9006 -
- Promptert ‘|JavadppBrid... JavaAppBridge_.. User] | Up | Edit.. |07 8002 262 s
-1 vaiced : Ehilirs
L2 ek Update
- web_Helper - Hew...
L 0] wehsite Copy...
: Delete
. Start
A4 i [ | »
Stop
Ready Backup into configtoolbackup ffd completei ] |

7.2. Verify InteractCRM ThinConnect

Make an incoming call to the agent. Verify that the agent desktop is populated with an alerting
call entry with the State “New”. Click on Answer to answer the call. Verify that the agent is
connected to the caller, and that the State for the call changes to “In Progress”. Verify also that
the other buttons such as “Hold”, “Transfer”, “Conf” and “Consult” are now enabled.

8. Conclusion

These Application Notes describe the configuration steps required for InteractCRM ThinConnect
2.0 to interoperate with Avaya Interaction Center 7.2 using the Avaya IC Client SDK interface.
All feature and serviceability test cases were completed successfully.
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9. Additional References
This section references the product documentation relevant to these Application Notes.

The following documents are available at http://support.avaya.com.

[1] Administering Avaya Aura® Communication Manager, Release 6.0, Document No. 03-
300509, August 2010.

[2] Avaya Aura® Application Enablement Services Administration and Maintenance Guide,
Release 5.2, Document ID 02-300357, Issue 11, November 2009.

[3] Avaya Interaction Center Release 7.2 Installation & Configuration, May 2009.

[4] Avaya Interaction Center Release 7.2 Client SDK Programmer Guide, May 2009.

The following documents are provided by InteractCRM upon request.

[5] InteractCRM ThinConnect Installation Guide, Version 2.0.
[6] InteractCRM ThinConnect User Manual, Version 2.0.
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and
™ are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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