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Abstract

These Application Notes describe the steps to configursid®esnitiation Protocol (SIP|
Trunking betweerGroup of Gold LineSIP Trunkingand an AvayaSIP-enabled enterpris
solution. The Avaya solution consists of Avayaura® Session Manages.2, Avaya Aura®

Communication Manages.2, Avaya Session Border Controlldor Enterprise(SBCE) 4.0.5
Q18and various Avayandpoints.

Group of Gold Linelnc is a member of the Avaya D@wnnectService Provider progran
Information in these Application Notes has been obtained throughCbBerectcompliance
testing and adtonal technical discussionslesting was conducted via the [Ennect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the steps to configure Session Initiation Protocol (SIP)
Trunking betweerGroup of Gold LineSIP Trunkng and an Avaya P-enabled enterprise
solution.The Avaya solution consists of Avaya Aura® Sessvianage6.2, Avaya Aura®
Communication Managé.2, AvayaSession Border Controlléor Enterprise (SBCE4.0.5 Q18
and various Avaya endpoints

Customers using this AvayslP-enabled enterprissolution withGroup of Gold LineSIP
Trunkingare ablea place and receive PSTN calls via a broadb&AdN connectiorandthe SIP
protocol.This converged network solution is an alternative to traditional PSTN trunks such as
ISDN-PRI.

2. General Test Approach and Test Results

The general test approach was targect a simulated enterprise sitemup of Gold LineSIP

Trunking via the public Internet and exercise the features and functionality liskedtion 2.1

The simulated enterprise site was comprised of Communication Manager, Session Manager and
the AvayaSBCEwith various types of Avaya phones.

DevConnect Compliance Testing is conducted jointhAlglya and DevConnect membefse
jointly-defined test plan focuses on exercising APIs and/or standasgsl interfaces pertinent

to the interoperabilitpf the tested products and their functidties. DevConnect Compliance

Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of theysaitabili
compl eteness of a DevConnect memberds solutio

2.1. Interoperability Compliance Testing

To verify SIP trunking interoperabilityhe following features and functionality were covered
during the nteroperability compliance test.

e Incoming PSTN calls to veous phone types including H.323, SIP, digital, and analog
telephones at the enterprigdl.inbound PSTN calls were routed to the enterprise across
the SIPtrunk from the service provider

e Outgoing PSTN calls from various phone types including H.323,d¢iRal, and analog
telephones at the enterprigdl. outbound PSTN calls were routed from the enterprise
across the # trunk to the service provider

e Inbound and outbound PSTN calls to/from Avaya-&®& Communicator (soft client).
Avaya oneX® Communia@tor can place calls from the local computer or rbrat
separate physical phorigoth of these modes were tested

e Various call types including: local, long distanceemiational, outbound/inbound toll
free.

e G.711MU, G.711Aand G.729Acodecs

e DTMF transmission using RFC 2833
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Caller ID presentation and Caller ID restriction

Response to incompletall attempts and trunk errors

Voicemail navigation for inbound and outbound calls

User features such as hold and resunternal call forwardingtransfe, and conference
Off-net calltransfer, conferencéyrwarding andenterprisemobility (extension to
cellular).

T.38 Faxwith fallback to G.711

e Contact Center

Items not supported or not tested included the following:

411 Serviceand911 Energency cids arenot supported

e Operator Assisted calare not supported
Network Call Redirectionand Wser toUserInformation (NCR and UUIare nottested
because the functionality is not available at this time.

2.2. Test Results

Interoperability testing oGroup ofGold LineSIP Trunkingwas completed with successful
results for all test cases with the exception of the obsenslimitations described below:

e Calling Party Number (PSTN transfers) The calling party number displayed on the
PSTN phonevasnot updaed to reflect the true connected party on callsweae
transferred to the PSTN. After the call transt@scomplete, the calling party number
displayedthe number of the transferring party and not the actual connected party.
Communication Manager gvides the new connected party information by updating the
Contact header in a4l&lVITE messageén this call scenaricGroup of Gold Linedoes
not use the updated Contact header for displaying calling party information.

e Call Forwarding: If the setting oLATA on Gold LineSONUS switch is screengdalls
from private PSTN networks will faiVerify Gold Lineis configured correctlyo remove
the screening so that call forwarding warks

2.3. Support

For technical support ahe Group of Gold Linesystem pleasecontactGroup of Gold Line
Account Executive ovisit http://www.groupofgoldline.com

Avaya customers may obtain documentation and support for Avaya products by visiting
http://support.avaya.comlternatively, n the United States, (866) GRVAYA (866-462-8292)
provides access to overall sales and service support menus.
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3. Reference Configuration

Figure lillustrates asample Avay&aSIP-enabled enterprissolution connectéto Group of Gold
Line SIP Trunking This is the configuration usddr compliance testing

For confidentiality and privacy purposes, actual public IP addresses used in this testing have
been masked out and replaced with fictitious IP addresses thraugeaocument.

Avaya Aura® System Manager AvayaAura® Session Manager Avaya Aura® Communication Manager

.10.97.196 .10.97..246

.10.97.193 .10.97.193

.10.97.129 .10.97.193

.10.97.189

Avaya SBCE Avaya 9600 Series |P Phones (H323/SIP)
.10.97.245

ﬁ ﬁ - Avaya G450 Media Gateway

Analog Phone FAX Digital Phone

R Avayaone-X® Communicator

»é DevConnect Test LAB

Sonus Switch Gateway

192.168.96.1

Internet Group of Gold Line Inc

Network Cloud

Digital/IP Phones FAX

Figure 1: Avaya IP Telephony Neivork and Group of Gold Line SIP Trunking
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4. Equipment and Software Validated
The following equipment and software were used for the sample configuration provided:

Equipment/Software Release/Version

Avaya S8300 Server Avaya Aura® Communication Manager R6.2
02.0.823.0 SP3

Avaya G450 Media Gateway HWO01 FW001

MM711 Analog HW31 FWO087

MM712 Digital HWO05 FWO009

Avaya S8800 Server Avaya Aura®Session Manager
R6.2.0.0.620103 6.2.1.621002

Avaya S8800 Server Avaya Aura®System Manager R6.2i0SP1i
6.2.0.0.15669 6.2.12.105

AvayaDell R210 V2 Server Avaya Session Border Controller for
Enterprise R4.0.5 Q18

Avaya 9640 Series IP Telephonés323) Avaya oneX Deskphone Edition S3.110b

Avaya 96xx IP Phone (SIP) 6.0.3120511

Avaya Digital Telephones (1408D) N/A

Avaya Symphony 2000 Analog Telephone N/A

Avayaone X Communicator 3.2.3.15 64595

| Groupof Gold Line SIP Trunking Soltion Components |
Equipment/Software Release/Version
SONUS Switch GSX9000HD versioiv07.03.02 R007

Table 1: Equipment and Software Tested

The specific configuration above was used foratplianceesting.Note that thisolution will
be compatible with othervaya Server and Media Gateway platfommsning similar versions
of Communication Manager ai@ession Manager

HV; Reviewed: Solution & Interoperability Test Lab Application Note 7 of 57
SPOC1/4/2013 ©2013 Avaya Inc. All Rights Reserved. GLCM62SM62SBCE



5. Configure Avaya Aura® Communication Manager

This section describes the procedure for camfigg Communication Manager for Group of Gold
Line SIP Trunking. It is assumed the general installation of Communication Manager, Avaya
Media Gateway and Session Manager has been previously completed and is not discussed here.

The Communication Manager configuration was performed usengystem Access Tminal
(SAT). Some screens in this section have been abridged and highlighted for brevity and clarity in
presentation.

5.1. Licensing and Capacity

Use thedisplay systemparameters customeroptions command to verify that thiglaximum
Administered SIP Trunks value onPage 2is sufficient to support the desired number of
simultaneous SIP calls across all SIP trunks at the enterprise including any trunks to the service
provider. The example shows tH@00 SIP trunks are available and 1@ in use. The license

file installed on the system controls the maximum values for these attrib@esquired feature

is not enabled or there is insufficient capacity, contact an authorized Avaya sales representative
to add additional capacity.

display system - parameters custo mer- options Page 2 of 11
OPTIONAL FEATURES

IP PORT CAPACITIES USED
Maximum Ad ministered H.323 Trunks: 4000 50
Maximum Concu rr ently Registered IP Stations: 24 00
Maximum Admin istered Remote Office Trunks: 4 000
Maximum Concurrently Regis tered Remote Office Stations: 24 00
Maximum Concu rrently Registered IP eCons: 68
Max Concur Registered Unauthenticated H.323 Stations: 100 0
Maximum Video Capable Stations: 24 00
Maximum Video Capable IP Softphones: 24 00
Maxi mum Administered SIP Trunks: 4000 100
Maximum Administered Ad- hoc Video Conferencing Ports: 4 000 O
Maximum Number of DS1 Bo  ards with Echo Cancellation: 80 0
Maximum TN2501 VAL Boards: 10 0
Maxi mum Media Gateway VAL Sources: 50 0
Maximum TN2602 Boards with 80 VolP Channels: 128 0
Maximum TN2602 Boards with 320 VolP Channels: 128 0
Maximum Number of Expanded Meet - me Conference Ports: 300 0

O OON

N O

(NOTE: You must logoff & login to effect the permission changes.)

OnPage 3 verify thatARS is set toy.

display system - parameters customer - options Page 3 of 11
OPTIONAL FEATURES

Abbreviated Dialing Enhanced List? n Audible Message Waiting? y
Access Security Gateway (ASG)? n Authorization Codes? n
Analog Trunk Incoming Call ID? n CAS Branch? n
A/D Grp/Sys List Dialing Start at 01? n CAS Main? n
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ARS/AAR Dialing with out FAC?y
ASAI Link Core Capabilities? y
ASAI Link Plus Capabilities? y
Async. Transfer Mode (ATM) PNC? n
Async. Tr  ansfer Mode (ATM) Trunking? n D
ATM WAN Spare Processor? n
ATMS? y

Attendant Vect oring? 'y

Answer Supervision by Ca Il Classifier? n Change COR by FAC? n
ARS?y Computer Telephony Adjunct
Links? n
ARS/AAR Partitioning? y Cvg Of Calls Redirected
Off - net?y

DCS (Basic)? y
DCS Call Coverage? y
DCS with Rerouting? y

igital Loss Plan Modification? y
DS1 MSP?y
DS1 Echo Cancellation? y

OnPage 5 verify thatPrivate Networking andProcessor Ethernetare set tqy.

display system - parameters customer

Multinational Loca tions? n
MSP? n
Multiple Level Precedence & Preemption? n

Multiple Locations? n

Personal Station Access (PSA)?y
PNC Duplication? n
Port Network Support? n
Posted Messages? n
Uniform Dialing Plan? y
Private Networking? y
Processor and System MSP? n
Proces sor Ethernet? y

Remote Office? n
Restrict Call Forward Off Net? y
Secondary Data Modu

- options
OPTIONAL FEATURES

Station as Virtual Extension? n

Terminal Trans. Init. (TTI)? y

le?y

Page 5 of 11

Station and Trunk

System Management Data Transfer? n
Tenant Partitioning? n

Time of Day Routing? n
TN2501 VAL Maximum Capacity? y

Usage Allocation Enhancements? y

Wideband Switching? n
Wireless? n

5.2. System Features

Use thechangesystemparameters features command to set therunk -to-Trunk Transfer
field to all for allowing inboundcalls from the PSTN to be traesfed to another PSTN
endpoint.If for security reasons, incoming calls should betallowed tdetransferedback to

the PSTN then leave the field sentmne

change system - parameters features Page 1of 19
FEATURE RELATED SYSTEM PARAMETERS
Self Station Display Enabled? y
Trunk - to - Trunk Transfer: all
Automatic Callback with Called Party Queuing? n
Automatic Cal Iback - No Answer Timeout Interval (rings): 3
Call Park Timeout Interval (minutes): 10
Off - Premises Tone Detect Timeout Interval (seconds): 20
AAR/ARS Dial Tone Required? y
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OnPage 9 verify that a text string has been defined to replace the Calling Party Number (CPN)
for restricted or unavailable call$his text $ring is entered in the two fields highlighted below.
The compliance test used the valuaobnymousfor both

change system - para meters features Page 9 of 19
FEATURERELATED SYSTEM PARAMETERS

CPN/ANV/ICLID PARAMETERS
CPN/ANV/ICLID Replacement for Restricted Calls: anonymous
CPN/ANV/ICLID Replacement for Unavailable Calls : anonymous

DISPLAY TEXT
Identity When Bridging: principal
User Guidance Display? n
Extension only label for Team button on 96xx H.323 terminals? n

INTERNATIONAL CALL ROUTING PARAMETERS
Local Country Code: 1
International Access Code: 011

SCCAN PARAMETERS
Enable Enbloc Dialing without ARS FAC? n

CALLER ID ON CALL WAITING PARAMETERS
Caller ID on Call Waiting Delay Timer (msec): 200
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5.3. IP Node Names

Usethechangenode-names ipcommand to verify that node hames have been previously
defined forthe IP addresses G@ommunication Managéprocr) and Session Manager
(InteropSM). These node names will be needed for defining the service provider signaling

group inSection5.7.

change node- names ip Page 1lof 2
IP NODE NAMES
Name IP Address
InteropSM 10.33.1.11
default 0.0.0.0
msgserver 10.10.97.246
procr 10.10.97.246
procr6
5.4. Codecs

Use thechange ipcodecsetcommand talefine a list of codecs to use for calls between the
enterpise and the service providéor the compliane test, ipcodeeset 1 was used for this
purpose. Group of Gold Lin®IP Trunking supports th8.711MU, G.711AandG.729A
codecs Default values cahe used for all other fields

change ip -codec -setl
IP Codec Set
Codec Set: 1
Audio Silence Frames Packet
Codec Suppress ion Per Pkt Size(ms)
1. G.711MU n 2 20
2: G.711A n 2 20
3: G.729A n 2 20

Page 1lof 2

OnPage 2to enable T.38 faxset theFax Modeto t.38-standard. Otherwise, set the Fax Mode

to off.
change ip - codec -setl Page 2 of 2
IP Codec Set
Allow Direct - IP Multimedia? n
Mode Redundancy

FAX t.38 - standard 0

Modem off 0

TDD/TTY us 3

Clear -channel n 0
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5.5. IP Network Region

Createa separate IP network regiaor theservice provider trunkThis allows for separate codec
or quality of service settings to be used (if necessary) for calls between the enterprise and the
service provider versus calls withihe enterprise or elsewheFar the compance test, IP
networkregionl was chosendr the service provider trunklse thechange ipnetwork-region

1 command to configure regidnwith the following parameters:

¢ Set theAuthoritative Domain field to match theSIP domain of the enterpride. this
configuration, the dmain name i®vwdev7.com This nhame appears in the From header
of SIP messages originating from this IP region.

e Enter a descriptive name in tNemefield.

e EnablelP-IP Direct Audio (shuffling) to allow audio traffic to be sent directly between
IP endpoing without using media resaigs in the Avaya Media Gatew&et both
Intra -region andlInter -region IP-IP Direct Audio to yes.This is the default setting.
Shuffling can be further restricted at the trunk level on the Signaling Group form.
Set theCodecSetfield to the IP codec set defined$ection 54.

e Default values can be used for all other fields.

change ip - netwo rk - region 1 Page 1 of 20
IP NETWORK REGION
Region: 1
Location: Authoritative Domain: bvwdev7 .com
Name: procr

MEDIA PARAMETERS Intra -region IP - IP Direct Audio: yes

Codec Set: 1 Inter -regionIP - IP Direct Audio: yes

UDP Port Min: 2048 IP Audio Hairpinning? n

UDP Port Max: 3329
DIFFSERV/TOS PARAMETER
Call Control PHB Value: 46
Audio PHB Value: 46
Video PHB Value: 26
802.1P/Q PARAMETERS
Call Control 802.1p Priority: 6
Audio 802.1p Priority: 6
Video 802.1p Priority: 5 AUDIO RESOURCE RESERVATION PARAMETERS
H.323 1P  ENDPOINTS RSVP Enabled? n
H.323 Link Bounce Recovery? y
Idle Traffic Interval (sec): 20
Keep- Alive Interval (sec): 5
Keep- Alive Count: 5
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5.6. Configure IP Interface for procr

Use thechange ipinterface procr command to change the Processor Ethernet (procr)

parameers. The following screen shows the parameters used in the sample configuration. While
the focus here is the use of the procr for SIP Trunk signaling, observe that the Processor Ethernet
will also be used for registrations from H.323 IP TelephoBasureEnable Interfaceisy and

Network Regionis 1

change ip - interface procr
IP INTERFACES

Type: PROCR
Target socket load: 48 00
Enable Interface ?y Allow H.323 Endpoints? y
Allow H.248 Gateways? y
Network Region: 1 Gatekeeper Priority: 5

IPV4 PARAMETERS
Node Name: procr IP Address: 10.10.97.246
Subnet Mask: /26

5.7. Signaling Group

Use theadd signalinggroup command to create signaling greljetween Communication
Manager and Session Managghne signaling group areused for inbound and outbound calls
between the serwicprovider and the enterprigeor the conpliance test, signaling grod® was
used foroutbound calls and signaling grotip was used for inbound callsxdwereconfigured
using he parameters higighted below.

e Set theGroup Type field to sip.

e Set thed MS Enabled field to n. This specifies the Communication Manager will serve as
an Evolution Server for Session Manager.

e Set theTransport Method to the value ofcp (Transport Layer Security).he tansport
method specified here is used between Communication Manager and Session Manager.

e Set thePeer Detection Enabledield toy. ThePeerServerfield will initially be set to
Others and cannot be changed via administration. LaterP#e-Server field will
automatically change t8M once Communication Manager detects its peer as a Session
Manager.

e Set theNear-end Node Nameo procr. This node name maps to the IP address of
Communication Manager as defined3action 53.

e Set theFar-end Node Nameo InteropSM. This node name maps to the IP address of
Session Manager as definedSaction 53.

e Set theNear-end Listen PortandFar-end Listen Port to a validused porfor TCPas
5060

e Set theFar-end Network Regionto the IP network region defined fdre service
provider inSection 55.
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Set theFar-end Domain to bvwdev7.comof the enterprisdomainfor signaling group

10and blank value for signaling grodg.

SetDirect IP-IP Audio Connectionstoy. This field will enable media shuffling on the

SIP trink allowing Communication Manager to redirect media traffic directly between

the SIP truk and the enterprise endpoititthis value is set to, then the Avaya Media
Gateway will remain in the media path of all calls betwéenSIP trunk and the

endpoirn. Depending on the number of media resources available in the Avaya Media
Gateway, these resources may be depleted during high call volume preventing additional
calls from completion.

Set theDTMF over IP field to rtp -payload. This value enables Commuaitn

Manager to send DTMF transmissions using RFC 2833.

Set theAlternate Route Timer to 6. This defines the number of seconds the
Communication Manager will wait for a response (other than 100 Trying) to an outbound
INVITE before selecting another routéan alternate route is not defined, then the call is
cancelled after this interval.

Default values may be used for all other fields.

add signaling - group 10 Page 1of 2
SIGNALING GROUP
Group Number: 10 Group Type: sip
IMS Enabled? n Tran sport Method: tcp
Q@ SIP?n

IP Video? n Enforce SIPS URI for SRTP? y

Peer Detection Enabled? y Peer Server: SM
Near - end Node Name: procr Far - end Node Name: Interop SM

Near - end Listen Port 5060 Far - end Listen Port: 5060
Far - end Network Region: 1
Far - end Secondary Node Name:
Far - end Domain: bvwdev7 .com

H.323 Station Outgoing Direct Media? n

Bypass If IP Threshold Exceeded? n
Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n
DTMF over IP: rtp - payload Direct IP - IP Audio Connections? y
Session Establishment Timer(min): 3 IP Audio Ha irpinning? n
Enable Layer 3 Test? y Initial IP - IP Direct Media? n

Alternate Route Timer(sec): 6
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add signaling - group 11 Page lof 2
SIGNALING GROUP

Group Number: 11 Group Type: sip
IMS Enabled? n Transport Method: tcp
Q SIP? n
IP Video? n Enforce SIPS URI for SRTP? y

Peer Detection Enabled? y Peer Server: SM

Near - end Node Name: procr Far - end Node Name: Interop SM
Near - end Listen Port : 5060 Far - end Listen Port: 5060
Far - end Network Region: 1
Far - end Secondary Node Name:
Far - end Domain:
Bypass If IP Threshold Exceeded? n

Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n

DTMF over IP: rtp - payload Direct IP - IP Audio Connections? y
Session Establishment Timer(min): 3 IP Audio Hairpinning? n

Enable Layer 3 Test? y Initial IP - IP Direct Media? n
H.323 Station Outgoing Direct Media? n Alternate Route Timer(sec): 6

5.8. Trunk Group

Use theadd trunk -group command to create trurgtoups for the signaling grougpcreated in
Section 57. For the compliance tegtunk grouplOwas used fooutbound calls and trunk group
11was used for inbound callmdwereconfigured using the parameters highlighted below

e Set theGroup Type field to sip.

e Enter a descriptive name for tli@oup Name.

Enter an available trunk access code (TAC) that is consistent with the existing dial plan

in theTAC field. (i.e.*010, *011).

SetDirection to outgoing for trunk groupl0 andincoming for trunk groupll.

Set theService Typefield to public-ntwrk .

SetMember Assignment Methodto auto.

Set theSignaling Group to the signaling grouponfiguredin Section 57. Trunk group

10was associated to signaling graland trunk groud.1 was associated to sigiraj

groupll

e Set theNumber of Membersfield to the number of trunk embers in the SIP trunk
group.This value determines how many simultaneous SIP calls can be supported by this
trunk.

e Default values were used for all other fields.
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add trunk - group 10 Page 1lof 21
TRUNK GROUP
Group Number: 10 Group Type: sip CDR Reports: y
Group Name : GoldLine COR: 1 TN: 1 TAC: *010
Direction: outgoing Outgoing Display? n
Dial Access ?n Night Service:
Queue Length: 0
Service Type: public - ntwrk Auth Code? n
Member Assignment Method: auto
Signal ing Group: 10
Number of Members: 5 0
add trunk - group 11 Page 1of 21
TRUNK GROUP
Group Number: 11 Group Type: sip CDR Reports: y
Group Name : GoldLine COR: 1 TN: 1 TAC: *011
Direction: incoming Outgoing Display? n
Dial Access? n Night Service:
Queue Length: 0
Service Type: public - ntwrk Auth Code? n
Member Assignment Me  thod: auto
Signaling Group: 11
Number of Members:5 0

OnPage 3 set thdNumbering Format field to private. This field specifies the format of the
calling party nurber (CPN) sent to the f&nd.Beginning with Communication Manager 6.0,
public numbers are automatigappreceded with a + sign (E.164 numbering format) when passed
in the SIP From, Contact andA&serted Identity headers. The compliance test used 10 digit
numbering format. Thudjumbering Format was set tgrivate and theNumbering Format

field in the roué pattern was set tlmk-unk (seeSection 5.10.

Set theReplace Restricted NumberandReplace Unavailable Numbersields toy. This will

allow the CPN displayed on local endpoints to be replaced with the valueSssttion 52 if the
inbound call eabled CPN blocki-or outbound calls, these same settings request that CPN block
be activated on the faand destinatioif an enterprise user reque§&PBN block on a particular

call routed out this truniDefault values were used for all other fields.
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add trunk - group 10 Page 3 of 21
TRUNK FEATURES
ACA Assignment? n Measured: none
Maintenance Tests? y

Numbering Format: private
UUI Treatment: service - provider

Replace Restricted Numbers? y
Replace Unavailable Numbers? y

Modify Tandem Calling Number: no

Show ANSWERED BY on Display? y

DSN Term? n

add trunk - group 11 Page 3 of 21
TRUNK FEATURES
ACA Assignment? n Measured: none
Maintenance Tests? y

Numbering Format: private
UUI Treatment: service - provider

Replace Restri cted Numbers? y
Replace Unavailable Numbers? y

Modify Tandem Calling Number: no

Show ANSWERED BY on Display? y

DSN Term? n

OnPage 4 set theNetwork Call Redirection field toy.

Set theSend Diversion Headeffield toy and theSupport Request Historyfield ton. The

Send Diversion HeadeandSupport Request Historyfields provide additional information to
the network ifthe call has been+directed.These settings are needed to support call forwarding
of inbound calls back to the PSTN and some Extension to Cellular (EC500) call scenarios.

Set theTelephone Event Pgload Typeto 101.
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add trunk - group 10 Page 4 of 21
PROTOCOL VARIATIONS

Mark Users as Phon  e?n
Prepend '+' to Calling Number? n
Send Transferring Party Information? n
Network Call Redirection? n
Send Diversion Header? y
Support Request History? n
Telephone Event Payload Type: 101

Convert 180 to 183 for Early Media? n
Always Use re - INVITE for Display Updates? n
Identity for Calling Party Display: P - Asserted - Identity
Block Sending Calling Party Location in INVITE? n
Enable Q - SIP?n

5.9. Calling Party Information

The calling party number is sent inthe 8Pr oomoi Cont act 0 aSQimtepriviteAl 0O
numbering was selected to define the format of this nungeatipn 58), use thechange
private-numbering command tareate an entry for each exsgon which has a DID assigned.
The DID numbers are providéyy the SIP service providétach DID number is assigned to one
enterprise internal extension or Vector Directory Numbers (VDNs.used to authenticate the
caller.

In a real customer environment, normally the DID number is comprised of the local extension
plus a prefix. If this is true, then a singlevatenumbering entry can be applied for all
extensions. In the exgte below, 8 stations with a 4digit extension beginning wité will send

the calling party number as tReivate Prefix plus the extension number

change private - numbering O Page 1lof 2
NUMBERING- PRIVATE FORMAT
Ext Ext Trk Private Total
Len Code Grp(s) Prefix Len
4 6 1 0 416849 10 Total Administered: 21
Maximum Entries: 540
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5.10. Outbound Routing

In these Application Notes, thfutomatic Route Selection (ARS) teae is used to route

outbound calls via the Slirunk to the service providein the sample configuration, the single

digit 9is used as the ARS access cdfigerprise callerswilldigdt o r each an fAout si
This common configuration is illusttedbelow. Use thechangedialplan analysiscommand to

define aDialed String beginning with9 of Length 1 as a feature access coflcj.

change dialplan analysis Page 1of 12
DIAL PLAN ANALYSIS TABLE
Location: all Percent Full: 2
Dialed Total Call Dialed Total Call Dialed Total Call
String Length Type String Length Type String Length Type
40 4 udp
6 4 ext
9 1 fac
* 4 dac
# 4 dac

Use thechange featureaccesscodescommand to configur@ as theAuto Route Selecbn
(ARS) T Access Code.

change feature - access - codes Page 1of 11
FEATURE ACCESS CODE (FAC)

Abbreviate d Dialing Listl Access Code:

Abbreviate d Dialing List2 Access Code:

Abbreviate d Dialing List3 Access Code:
Abbreviated Dial - Prgm Group List Access Code:

Announcement Access Code: *007
Answer Back Access Code:

Auto Alternate Routing (AAR) Access Code: *00

Auto Route Se lection (ARS) - Access Code 1: Access Code2 : 9
Automatic Callback Activation: * 033 Deactivation: # 033
Call Forwarding Activation Busy/DA: *30  All: * 031 Deactivation: # 030
Call Forwarding Enhanced Status: Act: Deactivation:
Call Park Access Code: * 040
Call Picku  p Access Code: * 041
CAS Remote Hold/Answer Hold - Unhold Access Code: * 042

CDR Account Code Access Code:
Change COR Access Code:
Change Coverage Access Code:

Conditional Call Extend Act ivation: Deactivation:
Contact Closure Open Code: * 080 Close Code: # 080
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Use thechange ars analysi€ommand to configure the routing of dialed didgbllowing the

first digit 9. The example below shows a subset of the dialed strings tespeditaf the
compliance tst. SeeSection 2.1for the complete list of call typeested All dialed strings are
mapped tdRoute Pattern 10 which contains the SIP trunk to the service provider (as defined
next).

change ars analysis 0 Page 1lof 2
ARS DIGIT ANALYSIS TAB LE

Location: all Percent Full: 1

Dialed Total Route Call Node ANI

String Min Max Pattern Type Num Reqd

011 10 18 10 int | n
1613 11 11 10 pubu n
1800 11 11 10 pubu n
1877 11 11 10 pubu n
1905 11 11 10 pubu n
1908 11 11 10 pubu n

The route pattern defines which trugitoup will be used for the call and performs any nemgs
digit manipulationUse thechange routepattern command to configure the parameters for the
service provider trunk route piarn in the following mannefhe example below shows the
values useth route patterriOfor the compliance test.

e Pattern Name Enter a descriptive name.
Grp No: Enter the outbound trunk grofipr the SIP service providefor the compliance
test, trunk groudOwas used.

e FRL: Set the Facility Restriction LeveFRL) field to a level that allows access to this
trunk for all urs that require ifThe value oD is the least restrictive level.

e Numbering Format: Set this field taunk-unk since private Numbering Format should
be used for this route (s&ection 58).
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change route - pattern 10 Page 1lof 3
Pattern Number: 5 Pattern Name: GoldLine
SCCAN?n  Secure Sl P?n
Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC
No Mrk Lmt List Del Digits QSIG
Dgts Intw
1: 10 O n user
2: n user
3: n user
4: n user
5: n user
6: n user
BCC VALUE TSC CA -TSC ITC BCIE Servi ce/Feature PARM No. Numbering LAR
012M4W Request Dgts Format
Subaddress

l.yyyyynn rest unk - unk none
2:yyyyynn rest none
3:yyyyynn rest none
4:yyyyynn rest none
5:'yyyyynn rest none
6:yyyyynn rest none

5.11. Incoming Call Handling Treatment

In general, the incoming call handling treatment for a trunk group can be used to manipulate the
digits received for an incoming call if necessary. Since Session Manager is present, Session
Manager can based to perform digit conversion, and digit manipulation via the Communication
Manager incoming call handling table may not be necessary. If the DID number Sswing
Provideris unchanged by Session Manager, then the DID number can be mappegtensior

using the incoming call handling treatment of teeeivingtrunk-group11. As an example, use
thechange inecall-handling-trmt trunk -group 11to convert incoming DID numbers

41684%xxx to 4 digit extension xxxx by deletir@of the incoming digs.

changeinc -call -handling -trmt trunk -groupl 1 Page 1lof 3
INCOMING CALL HANDLING TREATMENT
Service/ Number Number Del Insert
Feature Len Digits
public - ntwrk 10 416849 6
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5.12. Communication Manager Stations
In the sample configuration, four digit station extens were used with the format>é. Use
theadd station6693command to add an Avaya H.323 IP telephone

e EnterType: 9620 Name Ext_6693, Security Code 1234 Coverage Path 11

e Leave other values as default

add station 6693 Page 1of 5
STATION
Extension: 6693 Lock Messages? n BCC: 0
Type: 9620 Security Code: 1234 TN: 1
Port: SO0000 Coverage Path 1: 1 COR: 1
Name: Ext_6693 Coverage Path 2: Cos: 1

Hunt - to Station:
STATION OPTIONS
Time of Day Lock Table:

Loss Group: 19 Personalized Ringing Pattern: 1
Message Lamp Ext: 6693
Speakerphone: 2 - way Mute Button Enabled? y

Display Language: english
Survivable GK Node Name:
Survivable COR: internal Media Complex Ext:
Survivable Trunk Dest? y IP SoftPhone? n

IP Video? n

Customizable Labels? Y

5.13. Save Avaya Aura® Communication Manager Configuration
Changes
Use thesave translation command to save the configuration.

6. Configure Avaya Aura® Session Manager

This section provides the proceduresdonfiguring Session Managdrhe procedures include
configuring the following items:

SIPDomain

Logical/physical Location that cdre occupied by SIP Entities

Adaptation module to perform dial plan manipulation

SIP Entities correspondito Communication Manage8BCE and Session Manager
Entity Links, which define the SIP trunk parameters used by Session Manager when
routing callsto/from SIP Entities

e Routing Policies, whicllefine route destinations andntrol call routing between the SIP

Entities
e Dial Patterns, whickpecify dialed digits angovern which Routing Policy is used to
service a call.
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It may not be necessary to ate all the items above wheanfiguringa connection to the

service provider since some of these items would have already been defined as part of the initial
Session Manager installation. This includes items such as certaldo8i&ins,Locations, SIP

Entities, and Session Manager itsélbwever, each item should be reviewed to verify the
configuration.

6.1. Avaya Aura® System Manager Login and Navigation

Session Manager configuration is accomplished by accessing the bimagserGUI of System
Manager, usinghe URLashttps://<ip-address>/SMGR where <ip-address> is thelP

address of System Managét.the System Manager Log Orscreengnter appropriateser ID
andPasswordand press theog On button(not shown) The initial screen shown below is then
displayed.

A
AVAyA AVaya AU r'a3 System Manager 6 2 Help | About | Change Password | Log off admin
Administrators B5800 Branch Gateway Backup and Restore
Manage Administrative Users Manage B5800 Branch Gateway Backup and restore System
Directory Synchronization 6:2.¢lements Manager database
Synchronize users with the Communication Manager Bulk Import and Export
enterprise directory Manage Communication Manager Manage Bulk Import and Export
Groups & Roles 5.2 and higher elements of Users, User Global Settings,
Manage groups, roles and assign Conferencing Roles, Elements and others
roles to users Manage Conferencing Multimedia Configurations
User Management Server objects Manage system wide
Manage users, shared user Inventory configurations
resources and provision users Manage, discover, and navigate Events
to elements, update element Manage alarms,view and harvest
software logs
Meeting Exchange Licenses
Manage Meeting Exchange and View and configure licenses
Avaya Aura Conferencing 6.0 Replication
elements Track data replication nodes,
Messaging repair replication nodes
Manage Avaya Aura Messaging, Scheduler
l(\:ﬂommurjlcatlor:j h;l/laréa?er Schedule, track, cancel, update
essaging, and Modular and delete jobs
Messaging z
p Security
g Manage Security Certificates
Presence - e
3 emplates
X Routing Poli Manage Templates for
-e Wark:kodnng koo Communication Manager,
Session Manager Messaging System and B5800 v

Most of the configuration items are f@med in the Routing Elementli€k on Routing in the
Elementscolumn to bring up théntroduction to Network Routing Policy screen.
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The navigation tree displayed in the left pane will be referencadbseguent sections to
navigate to items requiring configuration

~
AVAyA AVaya Aura® System Manager 6.2 Help | About | Change Password | Log off admin
Routing *| Home
Routing Ll Home /Elements / Routing
Domains Help ?
Locations Introduction to Network Routing Policy
gapiotics Network Routing Policy consists of several routing applications like "Domains", "Locations", "SIP Entities", etc.
SInEnthes The recommended order to use the routing applications (that means the overall routing workflow) to configure your network
Entity Links configuration is as follows:
Time Ranges Step 1: Create "Domains" of type SIP (other routing applications are referring domains of type SIP).
Routing Policies
Step 2: Create "Locations"”
Dial Patterns
Regular Expressions Step 3: Create "Adaptations”
Defaults Step 4: Create "SIP Entities"
- SIP Entities that are used as "Outbound Proxies" e.g. a certain "Gateway" or "SIP Trunk"
- Create all "other SIP Entities" (Session Manager, CM, SIP/PSTN Gateways, SIP Trunks)
- Assign the appropriate "Locations", "Adaptations" and "Outbound Proxies"
Step 5: Create the "Entity Links"
- Between Session Managers
- Between Session Managers and "other SIP Entities"
Step 6: Create "Time Ranges"
h]
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6.2. Specify SIP Domain

Create a SIPomainfor each domaif which Session Manager will need todeare in order
to route callsFor the compliance test, this includes the enterprise coowvaidev7.com
Navigate toRouting A Domainsin the lefthand navigation pane and click tNew button in
theright pane (not shown)n the new right pane that appears (shown below), fill in the

following:

¢ Name: Enter the domain name.

o Type:

Selectsip from the puldown menu.

o Notes: Add a brief description (optiongl

Click Commit (not shown}o save

The screen below shows the entry for the enterprise domain.

Last Logged on at November 19, 2012 2:27 PM &
AVAYA Avaya Aura® System Manager 6.2 Help | About | Change Password | Log off admin
Routing *| Home
«
Help ?
Locations Domain Management
Adaptations
SIP Entities
Entity Links
4 Items Refresh Filter: Enable
Time Ranges
Routing Policies [J] | Name Type Default Notes
Dial Patterns [0 |bvwdev7.com sip a Gold Line
Regular Expressions
Defaults
Select : All, None
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6.3. Add Location

Locations can be used to identify logical and/or physical locations \@iEerg&ntities reside for
purposes of bandwidtimanagemet and call admission contrd\ singleLocation was defined
for the enterprise even thgln multiple subnets were uséthe screens below show the addition
of theLocation namedelleville, which incluas all equipmenn the enterprise including
Communication Mnager, Session Manager axhya SBCE.

To add a_ocation, navigate tRouting A Locationsin the lefthand navigation pane and click
theNew button in the ght pane (not shownh the new righpane that appears (shown below),
fill in the following:

In the General sectia, enter the following valueslse default values for all remaining fields.

e Name: Enter a descriptive name for thecation.
o Notes: Add a brief description (optiongal

Click Commit to save.

y A

Log off admin

AVAYA Avaya Aura® System Manager 6.2 i A

Routing * Home

[l Home /Elements / Routing / Locations

Domains Help 2

Location Details

Adaptations

SIP Entities General

Entity Links *Name: |Belleville

Time Ranges Notes:
Routing Policies

Dial Patterns Overall Managed Bandwidth

Regular Expressions
Managed Bandwidth Units:  Kbit/sec v

Defaults
Total Bandwidth: 100000
Multimedia Bandwidth: 100000

Audio Calls Can Take Multimedia Bandwidth:

Per-Call Bandwidth Parameters

idth (Intra-Location): 1000 Kbit/Sec

i (Inter-Location): 1000/ Kbit/Sec @

Note that call bandwidth management parameters should be set per customer requirement.

6.4. Add SIP Entities

A SIP Entity must be added for Session Manager and for each SIP telephony system connected
to Session Manager which includes Commatian Manager red Avaya SBCE. Navigate to

Routing A SIP Entitiesin the lefthand navigation pane and click on thew buttonin the

right pane (not shown)n the new right pane that appears (shown below), fill in the following:

In theGeneral section.erter the following valuedUse default values for all remaining fields.
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¢ Name: Enter adescriptive name.

e FQDN or IP Address: Enter the FQDN or IP address of the SIP Entity that is used for SIP
signaling.

o Type: SelectSession Managefor SessiorManagerCM for
Communication Manager ar@ther for SBCE.

e Adaptation: This field is only present ifype is not set tdsession Manager
Adaptation module was not used in this configuration.

e Location: Select thd_ocation that applies to the SHnatity being created. For
the compliance test, all components were locatédaation
Belleville.

e Time Zone: Select the time zone for thecation above.

In this configuration, there are three SIP Entities.
e Session Manager SIP Entity
¢ Communication Maager SIP Entity
e AvayaSession Border Controlléor EnterpriseSIP Entity

6.4.1. Configure Session Manager SIP Entity

The following screen shows tlagldition ofthe Session Manage$IP EntitynamednteropSM.
The IP address @ession Managérs s i g nfackis emtgredifolFr@DNror IP Address
10.33.1.11

Last Logged on at November 18, 2012 2:27 PM

A\/A\YA Avaya Aura® System Manager 6.2 Help | About | Change Password | Log off admin
Routing *| Home

Ll Home /Elements / Routing / SIP Entities
Domains Help 2
Locations SIP Entity Details

Adaptations

General

o ’Name: InteropSM

Entity Links

- * FQDN or IP Address: |10.33.1.11
Time Ranges

Routing Policies \Type:—,

Dial Patterns Notes: |Interop Session Manager

Regular Expressions

Location: |Belleville v |

Defaults
Outbound Proxy: [ i ;7

Time Zone: | America/Toronto v|

Credential name:

SIP Link Monitoring
SIP Link Monitoring: | Use Session Manager Configuration v |
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To define the portased by Session Manager, scroll down toRbé& section of theSIP Entity
Details screenThis section is only present fire Session ManageSIP Entity.

In thePort section, tick Add and enter the following valueklse default values for all
remaining fields:

e Port: Port number on which Session Manager lisfen SIPrequests.

e Protocol: Transport protocol to be used with this port.

e Default Domain: The default dorain assoiated with this portFor the compliance
test, this was the enterprise $3Bmain.

Defaults can be used for the remainfigdds. Click Commit (not shown}o save.

The compliance test us@ort 5060with TCP for connectingo Communication Managemd
port5060with UDP for connecting tAvayaSBCE

In addition, port 5060 with TCP was also uggch separate SIP Link between Session Manager
and Communication Manager for Avaya SIP telephones and SIP soft clients. This SIP Link was
part of the standd configuration on Session Manager and was not directly relevant to the inter
operability withGroup of Gold LineSIP Trunking.

Other entries defined for other projects as shown in the screen were not used.

Port
TCP Failover port:
TLS Failover port:

Add Remove

5 Items Refresh

] Port Protocol | | Default Domain Notes
[ |ls0s0 TCP ¥ bvwdev7.com ¥
[ [isoso (UDP ¥ bvwdev7.com v

6.4.2. Configure Communication Manager SIP Entity

Thefollowing screen shows the additiontb Communication Manager SIP Entitgmed
G450_CM62 In order for Session Manager to send SIP service provider traffic on a separate
Entity Link to Communication Managsit,is necessary to createseparate 8BIEntity for
Communication Managen addition to the one createdring Session Manager installation for
use with all other SIP traffic within the enterpri3éne FQDN or IP Addressfield is set to the

IP addess of Communication ManagE0.10.97.246TheLocation field is set toBelleville

which is theLocationthat includeghe subnet where Communication Manager residete that

CM was selected forype.
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Last Logged on at November 19, 2012 2:27 PM &

AvAyA AVaya Aurag SyStem Manager 62 Help | About | Change Password | Log off admin
Routing * Home
Pill Home /Elements / Routing / SIP Entities
Domains Help 2
Locations SIP Entity Details
Adaptations Gansral
% |Name: G450_CM62 ‘

Entity Links -
2 *|FQDN or IP Address: |10.10.97.246 l
Time Ranges

Notes: |For CM6.2

Dial Patterns

Regular Expressions
Adaptation: | v

Location: | Belleville v

ITime Zone: :AméFlcél'Toronto {\

Defaults

Override Port & Transport with DNS SRV: []
* SIP Timer B/F (in seconds): 4
Credential name:

Call Detail Recording: |none v/

1B

6.4.3. Configure Avaya Session Border Controller for Enterprise SIP Entity
The following screen showke addion of AvayaSBCESIP entity namedvayaSBCE_UDP.
TheFQDN or IP Addressfield is set to the IP addresstoth e  B/&é network interface
10.10.97.189TheLocation field is set taBelleville which includesthe sibnet where th&vaya
SBCEreddes.Note thatOther was selected fofype.

6.5. Add Entity Links

A SIP trunk between Session Manager and a telephony system is described by an Entity Link.
Two Entity Links were created: one to Communication Manager for use only by service provider
traffic and one to thAvaya SBCE.
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