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Abstract

These Application Notes describe the configuration steps required for AGC Networks
VoiceNet 1.3 to interoperate with Avaya Voice Portal 5.1, Avaya Aura® Application
Enablement Services 5.2.2 and Avaya Aura® Communication Manager 6.0. VoiceNet is a
software solution that works in conjunction with Avaya Voice Portal to reach people with
personalized messages and with call transfer to live agents. VoiceNet campaign functions in
two modes — Proactive Contact and CallBack Manager. It uses the Voice Portal Web Services
to initiate the outbound calls.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required for AGC Networks VoiceNet
1.3 to interoperate with Avaya Voice Portal 5.1, Avaya Aura® Application Enablement Services
5.2.2 and Avaya Aura® Communication Manager 6.0. VoiceNet is a software solution that
works in conjunction with Avaya Voice Portal to reach customers with personalized messages.
VoiceNet campaign functions in two modes — Proactive Contact and CallBack Manager. It uses
the Voice Portal Web Services to initiate the outbound calls.

For callback functionality, VoiceNet can be incorporated into existing call routing strategies
using the call vectoring functionality available on Avaya Aura® Communication Manager. These
Application Notes describe a sample call vector for VoiceNet integration. For more details on
vector programming, please refer to References [3], [4] and [5].

2. General Test Approach and Test Results

The feature test cases were performed manually.

For the Proactive Contact function, campaigns were configured and started using the VoiceNet
Administrator web interface to various destinations such as internal extensions, PSTN land lines,
mobile phones and international numbers.

For the Callback Manager function, calls were placed to the Vector Directory Number (VDN)
and in the associated vector steps, the calls were routed to the VoiceNet Voice XML (VXML)
application running on the Voice Portal, where the caller provided the callback number and
optionally, the date and time for a scheduled callback. At the scheduled time, VoiceNet launched
a call back to the same VDN to find an available agent, and then put the agent on hold while
making a call to the customer. When the customer answered, VoiceNet transferred the call to the
agent to complete the callback.

For both functions, call scenarios such as destination phone busy or no answer and invalid
number were tested.

The serviceability test cases were performed manually by rebooting the VoiceNet server and
Voice Portal server.
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2.1. Interoperability Compliance Testing
The interoperability compliance test included feature and serviceability testing.

The feature testing focused on verifying AGC Networks VoiceNet for the following:

e Placing proactive contact calls to internal extensions, PSTN land lines, mobile phones
and international numbers.

e Placing a successful proactive contact call under normal conditions.

e Placing calls to destinations which are busy or no answer, or invalid number.

e Rescheduling of the proactive contact calls when not successful.

e Requesting an immediate or a scheduled callback.

e Performing a successful callback under normal conditions.

e Performing a callback under various call scenarios such as, customer phone busy or no
answer and invalid callback number.

¢ Rescheduling of the callback when not successful.

The serviceability testing focused on verifying the ability of AGC Networks VoiceNet to recover
from adverse conditions, such as rebooting VoiceNet and Voice Portal.

2.2. Test Results

All feature and serviceability test cases were executed and passed.

2.3. Support
Technical support on AGC Networks VoiceNet can be obtained through the following:

e Phone: +91-79-66130600
e Web: http://www.agcnetworks.com/service-request.aspx?Type=16
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3. Reference Configuration

Figure 1 illustrates a sample configuration consisting of an Avaya S8800 Server running Avaya
Aura® Communication Manager, an Avaya G650 Media Gateway, Avaya Voice Portal running
on a single server and Avaya 9640 IP Telephones. AGC Networks VoiceNet is installed on a
Windows 2003 Server together with Microsoft SQL Server 2005 for database support. For the
callback functionality, VoiceNet voice application uses the Avaya Dialog Designer CTI
Connector to obtain the customers’ calling number from the Avaya Aura® Application
Enablement Services. The Avaya 4548GT-PWR Ethernet Routing Switch provides Ethernet
connectivity to the servers and IP telephones.

Avaya GEB50 Media Gateway

Avaya Aura® Application
Enablement Services

122

AGC Networks
VoiceNet

10.1.10.0/24

Avaya S8800 Server running * f s h s LY. .
Avaya Aura® Communication Manager Avaya 4548GT-PWR
Ethernet Routing Switch

Avaya Voice Portal ﬁ ﬁ ﬁ

Agents using
Avaya 9640 IP Telephones

Figure 1: Test Configuration
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment/Software Version
Avaya S8800 Server Avaya Aura® Communication Manager
6.0
(Service Pack 00.0.345.0-18567)
Avaya G650 Media Gateway -
e TN2312BP IP Server Interface HWO07, FW049
e TN799DP C-LAN Interface HWO1, FW034
e TN2302AP IP Media Processor HW20, FW120
o TN2185B BRI Trunk 000004
Avaya Voice Portal 5.1
Avaya Aura® Application Enablement Services 5.2.2 Patch 3
Avaya 4548GT-PWR Ethernet Routing Switch V5.4.0.008
Avaya 9640 IP Telephones 3.1.1 (H.323)
AGC Networks VoiceNet 1.3
on
Dell PowerEdge 1950 Microsoft Windows Server 2003, SP2
e Microsoft SQL Server Microsoft SQL Server 2005, SP3
e Sun Java SE Development Kit (JDK) Version 6 Update 10
e Apache Tomcat 5.5.27

5. Configure Avaya Aura® Communication Manager

These Application Notes assume that Communication Manager is installed and operational. This
section describes the steps for configuring Communication Manager to work with AGC
Networks VoiceNet as well as the integration steps for Voice Portal and Application Enablement
Services. All configurations in the section are administered using the System Access Terminal
(SAT). The procedures covered include the following:

Verify Special Applications

Configure Avaya Voice Portal H.323 Stations
Configure Avaya Voice Portal Hunt Group
Configure Vector Routing Table, Vectors and VDNs
Configure AES and CTI Links

Verify Auto Route Selection (ARS) Access Code
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5.1. Verify Special Applications

For these Application Notes, H.323 stations will provide the integration between Communication
Manager and Voice Portal. Calls to these stations will be routed to Voice Portal which will run a
VXML application from the VoiceNet server. The H.323 stations are configured as 7434ND
type, which allows it to receive call status messages through the activation of the SA8874 special
application. Enter the display system-parameters special-applications command. On Page 6,
verify that (SA8874) - Call Status Messages for 7434ND IP Softphone is set to y. If not,
contact an authorized Avaya account representative to obtain the activation.

display system-parameters special-applications Page 6 of 9
SPECIAL APPLICATIONS

(SA8758) - Auto Exclusion for Analog Bridged Extensions?
(SA8759) - Invoke NCR Transfer on Answer Only?

(SA8796) - Incoming Call Display with No/Delayed Ringing?
(SA8797) - CTI Agent Call Capture by FAC?

(SA8835) - Conference to VDN?

(SA8847) - Forced Disconnect of Diverted Predictive Calls?
(SA8851) - Remove Caller Id from Set Display?

(SA8852) - Display VDN Information on Route-To Calls?
(SA8853) - Support of LSPs Behind NAT?

(SA8854) - NCR OOB Transfer & Connect/Courtesy Transfer?
(SA8859) - Default PSA Station?

(SA8869) - SIP Caller-ID Blocking in a Hosted Environment?
(SA8870) - Tandem Network Call Redirection?

(SA8874) - Call Status Messages for 7434ND IP Softphone?
(SA8876) - Expanded Holiday Table?

(SA8879) - DCP Xfer Lamp Control/Buttonless Auto Exclusion?

S BBBB3B8BB3BB3B8BBB83B8B803

5.2. Configure Avaya Voice Portal H.323 Stations

Enter the add station n command. In the station form, set the Type to 7434ND, set Port to IP
and provide a descriptive Name. Specify a Security Code, which will be used in Section 6.1
Step 2 when configuring Voice Portal and set the Display Module and IP SoftPhone fields to y.

add station 10201 Page 1 of 6
STATION
Extension: 10201 Lock Messages? n BCC: O
Type: 7434ND Security Code: 1234 TN: 1
Port: IP Coverage Path 1: COR: 1
Name: VP #1 Coverage Path 2: COS: 1

Hunt-to Station:
STATION OPTIONS
Time of Day Lock Table:

Loss Group: 2 Personalized Ringing Pattern: 1
Data Module? n Message Lamp Ext: 10201
Display Module? y
Display Language: english Coverage Module? n
Survivable COR: internal Media Complex Ext:
Survivable Trunk Dest? y IP SoftPhone? y

Remote Office Phone? n
IP Video Softphone? n
Short/Prefixed Registration Allowed: default
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On Page 2 set MultiMedia Mode to enhanced.

add station 10201 Page 2 of 6
STATION
FEATURE OPTIONS

LWC Reception: spe Auto Select Any Idle Appearance? n

LWC Activation? y Coverage Msg Retrieval? y
LWC Log External Calls? n Auto Answer: none

CDR Privacy? n Data Restriction? n
Redirect Notification? vy Idle Appearance Preference?
n
n
s

n

Per Button Ring Control? Bridged Idle Line Preference? n

Bridged Call Alerting? Restrict Last Appearance? y

Active Station Ringing: single

H.320 Conversion? n Per Station CPN - Send Calling Number?

Service Link Mode: as-needed EC500 State: disabled

Multimedia Mode: enhanced
MWI Served User Type: Display Client Redirection? n
AUDIX Name: Select Last Used Appearance? n

Coverage After Forwarding? s

Remote Softphone Emergency Calls: as-on-local Direct IP-IP Audio Connections? y
Emergency Location Ext: 10201 Always Use? n IP Audio Hairpinning? y

On Page 4 add ucid-info to button 10.

add station 10201 Page 4 of 6
STATION
SITE DATA
Room: Headset? n
Jack: Speaker? n
Cable: Mounting: d
Floor: Cord Length: 0
Building: Set Color:

ABBREVIATED DIALING
Listl: List2: List3:

BUTTON ASSIGNMENTS

1: call-appr 6
2: call-appr 7:
3: call-appr 8:
4: OF
5 10: ucid-info

On Page 6 add a normal button to the station.

add station 10201 Page 6 of 6
STATION

DISPLAY BUTTON ASSIGNMENTS

1: normal
23

Repeat the above steps for each Voice Portal station. In this configuration, ten Voice Portal
stations were configured with an extension range of 10201-10210.
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5.3. Configure Avaya Voice Portal Hunt Group

To route the calls to Voice Portal, a hunt group is created to include all the Voice Portal stations
configured in the steps above. To add a hunt group, use the command add hunt-group n. Enter a
descriptive name for Group Name, set Group Extension to an available extension number and
set Group Type to ucd-mia.

add hunt-group 200 Page 1 of 60
HUNT GROUP

Group Number: 200 ACD? n
Group Name: Voice Portal Queue? n
Group Extension: 10200 Vector? n
Group Type: ucd-mia Coverage Path:
TN: 1 Night Service Destination:
COR: 1 MM Early Answer? n
Security Code: Local Agent Preference? n

ISDN/SIP Caller Display: grp-name

On Page 3, add the Voice Portal stations configured in Section 5.2 to the hunt group.

add hunt-group 200 Page 3 of 60
HUNT GROUP

Group Number: 200 Group Extension: 10200 Group Type: ucd-mia

Member Range Allowed: 1 - 1500 Administered Members (min/max): 1 /10

Total Administered Members: 10
GROUP MEMBER ASSIGNMENTS

Ext Name (19 characters) Ext Name (19 characters)
1: 10201 VP #1 14:
2: 10202 VP #2 153
3: 10203 VP #3 16:
4: 10204 VP #4 17:
5: 10205 VP #5 18:
6: 10206 VP #6 19:
7: 10207 VP #7 20:
8: 10208 VP #8 21:
9: 10209 VP #9 22:
10: 10210 VP #10 23:
11 24:
12: 25:
13: 26:
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5.4. Configure Vector Routing Table, Vectors and VDNs

5.4.1. Configure Vector Routing Table

A Vector Routing Table is used to match calls originating from Voice Portal in the vector. To
add a Vector Routing Table, enter the add vrt n command. Add the Voice Portal stations
configured in Section 5.2 to the Vector Routing Table.

add vrt 1

Number :

\e]

e = = S S
U W N

QO J oy Ul b WN

[
(@]

10201
10202
10203
10204
10205
10206
10207
10208

: 10209
: 10210

VECTOR ROUTING TABLE

Name: VoiceNet CBM Sort? n

17:
18:
19:
20:
21 3
228
23:
24:
25:
26:
27:
28:
293
30:
31:
32:

Page

1

of
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5.4.2. Configure Vector to Integrate VoiceNet

To add the callback functionality of VoiceNet to an existing call center ACD, a sample
modification of the vectors and VDNs that queued the calls to the agents is shown below. A brief
explanation of the relevant vector steps are as follows:

e Step 02 checks if the call is originating from the Voice Portal using the Vector Routing
Table created in Section 5.4.1. This occurs when VoiceNet is performing the callback. If
yes, it will jump to Step 07 to queue the call to the agents.

e Step 03 checks if there are agents available. If yes, it will route the call to the agent.

e Step 04 routes the call to the Voice Portal hunt group configured in Section 5.3 and the
VoiceNet application will prompt the caller for callback details.

e Step 07 to 09 queues the call to the agents and provides music playback to the caller.

Note: This is a sample vector. It is possible to provide additional call treatment within the vector
such as queue announcements, expected-wait-time evaluation and time of day routing, please see
References [3], [4] and [5] for further information.

change vector 201 Page 1 of 6
CALL VECTOR

Number: 201 Name: CBMVector
Meet-me Conf? n Lock? n
Basic? y EAS? vy G3V4 Enhanced? y ANI/II-Digits? y ASATI Routing? y

Prompting? y LAI? y G3V4 Adv Route? y CINFO? y BSR? vy Holidays? y
Variables? y 3.0 Enhanced? y

01l wait-time 1 secs hearing ringback

02 goto step 7 if ani in table 1

03 check skill 6 pri m if available-agents > 0 all-levels
04 route-to number 10200 with cov n if unconditionally
05 stop

06

07 queue-to skill 6 pri m

08 wait-time 300 secs hearing music

09 goto step 7 if unconditionally

5.4.3. Configure VDN to Queue to Agents

The VDN to queue to the agents was created prior to the integration with VoiceNet. It is included
here for reference.

change vdn 2200 Page 1 of 3
VECTOR DIRECTORY NUMBER

Extension: 2200
Name*: VDN: CBCon Eg-Q2Agts
Destination: Vector Number 201

Meet-me Conferencing? n
Allow VDN Override? n
COR: 1

TN*: 1

Measured: none
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5.5. Configure AES and CTI Links

Applicable Enablement Services forwards CTI requests, responses, and events between
VoiceNet Server and Communication Manager. Applicable Enablement Services communicates
with Communication Manager over an AES link. Within the AES link, CTI links are configured
to provide CTI services to CTI applications such as VoiceNet. The following steps demonstrate
the configuration of the Communication Manager side of the AES and CTI links. See Section 6
for the details of configuring the Applicable Enablement Services side of the AES and CTI links.

Step | Description
1. | Enter the display system-parameters customer-options command. On Page 3, verify
that Computer Telephony Adjunct Links is set to y. If not, contact an authorized Avaya
account representative to obtain the license.
display system-parameters customer-options Page 3 of 11
OPTIONAL FEATURES
Abbreviated Dialing Enhanced List? n Audible Message Waiting? n
Access Security Gateway (ASG)? n Authorization Codes? y
Analog Trunk Incoming Call ID? n CAS Branch? n
A/D Grp/Sys List Dialing Start at 012 n CAS Main? n
Answer Supervision by Call Classifier? n Change COR by FAC? n
ARS? y Computer Telephony Adjunct Links? !
ARS/AAR Partitioning? y Cvg Of Calls Redirected Off-net? n
ARS/AAR Dialing without FAC? y DCS (Basic)? n
ASAI Link Core Capabilities? n DCS Call Coverage? n
ASAI Link Plus Capabilities? n DCS with Rerouting? n
Async. Transfer Mode (ATM) PNC? n
Async. Transfer Mode (ATM) Trunking? n Digital Loss Plan Modification? n
ATM WAN Spare Processor? n DS1 MSP? y
ATMS? n DS1 Echo Cancellation? y
Attendant Vectoring? n
2. | Enter the add cti-link n command, where n is a number between 1 and 64, inclusive.
Enter a valid Extension under the provisioned dial plan in Avaya Communication
Manager, set the Type field to ADJ-IP, and assign a descriptive Name to the CTI link.
add cti-link 1 Page 1 of 3
CTI LINK
CTI Link: 1
Extension: (10091
Type: ADJ-IP
COR: 1
Name : HSAPI Serviceﬂ
3. | Enter the change ip-services command. On Page 1, configure the Service Type field to
AESVCS and the Enabled field to y. During the compliance test, the Local Node field is
set to the processor Ethernet interface procr which is IP address of the S8800 Server as
shown in Figure 1. The default port 8765 was utilized for the Local Port field.
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Step | Description

change ip-services

IP SERVICES

Service Enabled Local Local Remote
Type Node Port Node
AESVCS y procr 8765

Page 1

Remote
Port

server in Section 6.3 Step 2.

On Page 3, enter the hostname of the Applicable Enablement Services server for the AE
Services Server field. The server name may be obtained by logging in to the Applicable
Enablement Services server using Secure Shell (SSH), and running the uname -a

command. Enter an alpha-numeric password for the Password field and set the Enabled
field to y. The same password will be configured on the Applicable Enablement Services

change ip-services
AE Services Administration

Server 1ID AE Services Password Enabled
Server
1g aesl XXXXXXXXXXXXKXXXX ﬂ
23
3:

Page 3 of 3

Status

5.6. Verify Auto Route Selection (ARS) Access Code

The Auto Route Selection (ARS) Access Code is used to route calls to the PSTN. Enter the
command display feature-access-codes and take note of the Auto Route Selection (ARS) -

Access Code 1, which will be used to configure VoiceNet in Section 8.1.

display feature-access-codes

FEATURE ACCESS CODE (FAC)
Abbreviated Dialing Listl Access Code: *00
Abbreviated Dialing List2 Access Code: *01
Abbreviated Dialing List3 Access Code: *02
Abbreviated Dial - Prgm Group List Access Code: *03
Announcement Access Code: *04
Answer Back Access Code: *05

Access Code: 8
- Access Code 1: 9

Auto Alternate Routing (AAR)

Auto Route Selection (ARS) Access Code 2:

Automatic Callback Activation: *06 Deactivation:
Call Forwarding Activation Busy/DA: *08 All: *09 Deactivation:
Call Forwarding Enhanced Status: *11 Act: *12 Deactivation:
Call Park Access Code: *14
Call Pickup Access Code: *15
CAS Remote Hold/Answer Hold-Unhold Access Code:
CDR Account Code Access Code: *16
Change COR Access Code:
Change Coverage Access Code:
Conditional Call Extend Activation: Deactivation:

Contact Closure Open Code: Close Code:

Page

1 of 9

=07
*10
=3
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6. Configure Avaya Aura® Application Enablement Services

This section provides the procedures for configuring Application Enablement Services (AES).
The procedures fall into the following areas:

e Verify Application Enablement Services License

e Administer CTI User

e Administer Switch Connection
e Administer TSAPI link

¢ Administer CTI user permission

6.1. Verify Application Enablement Services License

Step | Description

1. | Launch a web browser and enter https://<IP address of AES server> to access the
Application Enablement Services Management Console. Log in using an administrative
login and password (not shown), and the Welcome To OAM screen will be displayed.

& AES Management Console - Windows Internet Explorer E@g
& - e mpsinoiionmecmenetmiaas T Gt o | ] | csies 2
W B @ O @@

Welcome: User craft

o H i H Last login: Fri Feb 18 12:25:44 2011 f 10.1.10.152
VAyA Appllcatlon Enablement Ser‘"ces Hac:stNEagnTE_-"IS: aEesl_-"IU.L.LEI.?l e

Management Console Server Offer Type: TURNKEY
SW Version: r5-2-2-105-0

Home Home | Help | Logout

» AE Services
Communication Manager

> Interface Welcome to OAM
» Licensing
. The AE Services Operations, Administration, and Management (OAM) Web provides you with
» Maintenance tools for managing the AE Server. OAM spans the following administrative domains:
» Networking . : . "
® AE Services - Use AE Services to manage all AE Services that you are licensed to use
» Security on the AE Server.
& Communication Manager Interface - Use Communication Manager Interface to manage
» Status switch connection and dialplan.
» Licensing - Use Licensing to manage the license server.
} User Management # Maintenance - Use Maintenance to manage the routine maintenance tacks.
» Metworking - Use Networking to manage the network interfaces and ports.
» Utilities & Security - Use Security to manage Linux user accounts, certificate, host authentication

and authorization, configure Linux-PAM (Pluggable Authentication Modules for Linux)
» Help and so on.
Status - Use Status to obtain server status infomations.

User Management - Use User Management to manage AE Services users and AE
Services user-related resources.

Utilities - Use Utilities to carry out basic connectivity tests.

» Help - Use Help to obtain a few tips for using the OAM Help system

Drepending on your business requirements, these administrative domains can be served by
one administrator for both domains, or a separate administrator for each domain.

& 2009 Avaya, Inc. All Rights Reserved.
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Step | Description

2. | Select AE Services from the left menu. From the Welcome to AE Services page, verify
that the Application Enablement Services has proper license for the feature illustrated in
these Application Notes by ensuring the License Mode for TSAPI Service is NORMAL
MODE, as shown below. If the TSAPI Service is not licensed, then contact the Avaya
sales team or business partner for the proper license to install onto the WebLM Server.

@ AES Management Console - Windows Internet Explorer E@g

GuU-

wod B &G e-i

Goog:jtﬂs G 2 - |

Welcome: User craft —

H 1 1 Last login: Fri Feb 13 12:25:44 2011 from 10.1.10.152
AVAyA Application Enablement Services = oon: reb 12 122540

Management Console Server Offer Type: TURNKEY
SW Version: r5-2-2-105-0

AE Services Home | Help | Logout

CVLAN

AE Services
DLG
DMCC
SMS
IMPORTANT: AE Services must be restarted for administrative changes to fully take effect.
TSAPI Changes to the Security Database do neot reguire a restart.
» Communication Manager =
oy or fservice _________|status _|state  Jlicense Mode [Cause |
b Licensing iASAI Link Manager ‘NHA |Runnir|g |N!A | NfA
» Maintenance [cvian service [onLINE |Running  [NORMAL MODE [ wa
» Networking [DLG service [oFFLINE [Running  [w/a [ wa
NS ety [oMeE service |oNLINE |[Running  [NORMAL MODE [ wa
|T5API Service [oNLINE |Running  [NORMAL MODE [ wa
) Status - _
|Transpnr‘t Layer Service ‘NHA |Runn|ng |N!A | N/
b User Management
) Utilities For status on actual services, please use Status and Control
» Help * — For more detall, please mouse over the Cause, you'll see the tooltip, or go to help page.
License Information
“ou are licensed to run Application Enablement (CTI) version 5.0
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6.2. Administer CTIl User

Click User Management, then User Admin > Add User in the left pane. Specify a value for
User Id, Common Name, Surname, User Password and Confirm Password. Set CT User to
Yes. Use the values for User Id and User Password to configure AGC Networks VoiceNet in
Section 7 to access the TSAPI Service on the Applicable Enablement Services. Scroll down to

the bottom of the page and click Apply (not shown).

@ AES Management Console - Windows Internet Explorer E@g
S0 - bW X

w R A-B &GO R

» AE Services

Communication Manager
Interface

» Licensing

} Maintenance
» Networking
b Security

» Status

~ User Management

Service Admin
User Admin
« Add User

= Change User Password
= List All Users

Application Enablement
AVAyA Services

Management Console

Add User

Fields marked with * can not be empty.
* User Id voicenet

* Common Name VoiceNet

* Surname AGC

* User Password LTI

* Confirm Password  sssssess
Admin Note

Avaya Role MNone
Business Category

Car License

Welcome: User craft

Last login: Fri Feb 18 12:25:44 2011 from
10.1.10.152

HostName/IP: aes1/10.1.10.71

Server Offer Type: TURNKEY

SW Version: r5-2-2-105-0

User Management | User Admin | Add User Home | Help | Logout

m

= Modify Default Users CM Home
= Search Users Css Home
N - - ves - -
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6.3. Administer Switch Connection

Step | Description

1.

configuration, sitel is used.

From the left menu, select Communication Manager Interface > Switch Connections.
Enter a descriptive name for the switch connection and click Add Connection. In this

& AES Management Console - Windows Internet Explorer

QU

Wk R B &G @&

Welcome: User craft
Last login: Mon Dec 20 10:52:30 2010 from 10.1.10.152
HostName/IP: aes1/10.1.10.71
Server Offer Type: TURNKEY
SW Version: r5-2-2-105-0

Application Enablement Services
Management Console

AVAYA

Communication Manager Interface | Switch Connections

» AE Services

+ Communication Manager
Interface

Switch Connections
Switch Connections

Home | Help | Logout

m

|Yes
b Security :

Dial Plan sitel
» Licensing Number of Active Connections ||
» Maintenance | @) sited iYes i30 |0
b Nehwiorking | ) site6 ‘ !30 Iz

[ Edit Connection

I

Edit PE/CLAN IPs

]

Edit H.323 Gatekeeper | |

» Status

Delete Connection

} User Management

»+ Utilities

» Help

e Internet | Protected Mode: On

#100% -
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Step | Description

2. | The Connection Details — sitel screen is displayed. For the Switch Password and
Confirm Switch Password fields, enter the password that was administered in
Communication Manager using the IP Services form in Section 5.5 Step 3. Both the SSL
and Processor Ethernet fields need to be checked. Click on Apply.

{€ AES Management Console - Windows Internet Explorer @@lﬂ

GO |

w & B-0-8-0G 0

&

Welcome: User craft 1
tsVAyA App'ication Enabiement SErvices Last login: Mon Dec 20 10:52:30 2010 from 10.1.10.152

HostName/IP: aes1/10.1.10.71
Management Console Server Offer Type: TURNKEY
SW Version: r5-2-2-105-0

Communication Manager Interface | Switch Connections Home | Help | Logout

» AE Services

-~ Communication Manager E E =
" Interface Connection Details - site1

Switch Connections

n

Dial Plan Switch Password sEsBsIRsRRIRIRLY
b Licensing Confirm Switch Password sesssssssssasses
» Maintenance Msg Period 30 Minutes (1 - 72)
» Networking a0
} Security Processor Ethernet
b Status
¢ User Management i
» Utilities
» Help o
Done € Intemet | Protected Mode: On H100% -
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Step

Description

The Switch Connections screen is displayed again. Select the new switch connection
name sitel and click Edit PE/CLAN IPs.

» AE Services

Interface

& AES Management Console - Windows Internet Explorer lﬂlﬂ&
A I =
@U' 1] hes ).1.10.71 ol [ Geoglesc o |
v e oo~ v v e e @ E
Welcome: User craft =
H H H Last login: Mon Dec 20 10:52:30 2010 from 10.1.10.152
AVAyA Apphcatlon Enablement sewlces HostName/IP: aes1/10.1.10.71
Management Console Server Offer Type: TURNKEY

Communication Manager Interface | Switch Connections Home | Help | Logout

~ Communication Manager

Switch Connections

SW Version: r5-2-2-105-0

Switch Connections

n

Dial Plan i 7
» Licensing
b+ Maintenance | @ site1 iYﬂ 30 !n
» Networking | ® i iYes |3U iU
b Security o ! |
) Status | ) sites |Y39 |30 ll
) User Management | Edit Connection | [ EditPE/CLANIPs | [  Edit H.323 Gatekeeper | [  Delete Connection |
b Utilities
» Help .
& Intemet | Protected Mode: On #100% v
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Step | Description
4. | In the Edit Processor Ethernet IP — sitel screen, enter the host name or IP address of the
Communication Manager processor Ethernet. In this case, 10.1.10.10 is used, which
corresponds to the IP address of the S8800 Server as shown in Figure 1. Click Add/Edit
Name or IP.
& AES Management Console - Windows Internet Explorer @@g
@Q- [ | Googies o -
wode B -GG @G
. A 3 Welcome: User craft e
AVAyA Application Enablement Services == s ion Sec 20 10552 20 2010 from 10.1.10.152
Management Console Server Offer Type: TURNKEY
SW Version: r3-2-2-105-0
» AE Services
'Icrf;':;l::écatm" i Edit Processor Ethernet IP - site1 A
Switch Connections 1
Dial Plan 10.1.10.10 [ Add/Edit Nameorip |
» Licensing
» Maintenance
» Networking
b Security
» Status
¢ User Management i
» Utilities
» Help o
& Internet | Protected Mode: On #100% -
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6.4. Administer TSAPI Link

Step | Description
1. | To administer a TSAPI Link, select AE Services > TSAPI > TSAPI Links from the left
menu. Click Add Link.
/€ AES Management Console - Windows Internet Explorer lﬂlm
@Q. [ || Googiess 2~
ook £ v G G @ &
. B 3 'r‘.'elc.cm_e: User craft =
AVAyA Application Enablement Services = oo ion bec 20 10:52:50 2010 from 10.1.10.152
Management Console Server Offer Type: TURNKEY
SW Version: r5-2-2-105-0

Y TSAPI Links

DLG

[Link | switch Connection | switch CTI Link | ASAI Link version | security |

S5Ms | '::.' 4 lsited |l |UNKNDWN |Buth I

TSAPI | = ' '

z. - (@ |s|teG 1 |5 |Buth |
= TSAPI Links
= TSAPI Properties [ Add Link | [ Edit Link | [ Delete Link |
Communication Manager
Interface
» Licensing
Done & Intemnet | Protected Mode: On H100% -
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Step | Description

2. | In the Add TSAPI Links screen, select the following values:

Link:

e Security:

Switch Connection:
Switch CTI Link Number: Corresponding CTI link number in Section 5.5 Step 2.
e ASAI Link Version:

Select an available Link number from 1 to 16.
Select the switch connection in Section 6.3 Step 1.

Set to 5.

Set to Both so that both encrypted and unencrypted

TSAPI Links can be used.

Note that the actual values may vary. Click Apply Changes.

& AES Management Console - Windows Internet Explorer

G - Tmpsimiiorisech

] | Googiesa
A 3

v o v B ovodhov 2§

CVLAN

TSAPI
= TSAPI Links

= TSAPI Properties

Communication Manager
Interface

b Licensing

Maintenance

AVAyA Application Enablement Services

Welcome: User craft

HostName/IP: ae=1/10.1.10.71
Server Offer Type: TURNKEY

Management Console )
SW Version: r5-2-2-105-0

AE Services | TSAPI | TSAPI Link Home | Help | Logout

Add TSAPI Links

Link 1 -
Switch Connection sitel -

Switch CTI Link Number 1 =

ASAI Link Version 5 -
Security Both -
[ Apply Changes ] [ Cancel Changes

Last login: Mon Dec 20 10:52:30 2010 from 10.1.10.152

m

@ Internet | Protected Mode: On 100% -
In the next page, click Apply to confirm the changes (not shown).
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Step | Description

3. | To restart the TSAPI Service, select Maintenance > Service Controller from the left

click Restart to confirm the restart (not shown).

menu. Check the TSAPI Service checkbox and click Restart Service. In the next page,

_r,é AES Management Console - Windows Internet Explorer

GO-

Tk BB GO R

HostName/IP: aes1/10.1.10.71
Management Console Server Offer Type: TURNKEY
SW Version: r5-2-2-105-0

» AE Services
Communication Manager =
Interface Service Controller
¢ Licensing
.
* Maintenance 5
[T asalI Link Manager Running
Date Time/NTP Server )
[ omcc service Running
Security Database
=t [ cvian service Running
Service Controller 2 2 ;.
] oLG service Running

Welcome: User craft
ﬁva yﬁ Applicatinn Enablement Services Last login: Mon Dec 20 10:52:30 2010 from 10.1.10.152

Maintenance | Service Controller Home | Help | Logout

m

Server Data D Transport Layer Service Running T
» Networking TSAPI Service Running
» Security
For status on actual services, please use Status and Control
b Status
Biier W amcal [Start |[Stop ][ Restart Service || Restart AF Server || Restartlinux || Restart Web Server |
& Internet | Protected Mode: On H100% -
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Step | Description

4. | Navigate to the Tlinks screen by selecting Security > Security Database > Tlinks from
the left menu. Note the value of the Tlink Name, as this will be needed to configure the
VoiceNet Server in Section 7. In this configuration, the unencrypted Tlink Name
AVAYA#SITE1#CSTA#AESI is used.

& AES Management Console - Windows Internet Explorer LEIEIQ

GoogleSG £+

Wk fac B e O @ §

Welcome: User craft =

o H H H Last login: Mon Dec 20 10:52:30 2010 from 10.1.10.152
VAyA Appllcatlon Enabiement Sel‘\llces HostName/IP: aes1/10.1.10.71

Management Console Server Offer Type: TURNKEY
SW Version: r5-2-2-105-0

Security | Security Database | Tlinks Home | Help | Logout

» AE Services

Communication Manager 5
Interface Tlinks

» Licensing

m

Tlink Name
@ AVAYA£SITELZCSTA#AESL

» Maintenance

» Networking

= @ AVAYAZSITEL£CSTA-SEAESL
¥ Security

@ AVAYA#SITE4#CSTA#AESL
Account Management

Audit

(D) AVAYAZSITE4£CSTA-S2AESL

() AVAYAZSITE6£CSTA#AESL

Certificate Management
() AVAYAZSITEGECSTA-SEAESL

Enterprise Directory

[ Edit Tlink ][ Delete Tlink B

Host AA
PAM

Security Database
= Control

CTI Users

= Devices

= Device Groups

= Tlinks

& Intemet | Protected Mode: On £ 100% ¥
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6.5. Administer CTIl User Permission

Step | Description

1. | Select Security > Security Database > CTI Users > List All Users from the left menu.

Select the User ID created in Section 6.2 and click Edit.

/& AES Management Console - Windows Internet Explorer

i | GoogleSG

* & BB G0

T VTSI T oo

» AE Services

Communication Manager
' Interface CTl Users

» Licensing

Security | Security Database | CTI Users | List All Users Home | Help | Logout

» Maintenance user 10 ______|Common Name __Worktop Name [Device D |

m

|
» Networking ‘ ® craft craft iNONE INONE
- T T
¥ Security ‘ @ voicenet WoiceNet iNONE iNONE
Account Management
—
Certificate Management i
Enterprise Directory
Host AA
PAM
Security Database
= Control
& CTI Users
= List All Users -
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Step

Description

Assign access rights and call/device privileges according to customer requirements. For
simplicity in configuration, Unrestricted Access was enabled during compliance testing.
If Unrestricted Access is not desired, then consult Reference [6] for guidance on
configuring the call/device privileges as well as devices and device groups. Click Apply

Changes.
[ @ AES Management Console - Windows Internet Explorer @Elg
@ U 7 |_§, GoogleSG P '|

Wk - EG

Application Enablement
Services
Management Console

AVAYA

Welcome: User craft

Last login: Fri Feb 18 12:25:44 2011 from
10.1.10.152

HostName/IF: aes1/10.1.10.71

Server Offer Type: TURNKEY

SW Version: r5-2-2-105-0

Security | Security Database | CTI Users | List All Users Home | Help | Logout

m

» AE Services
Communication Manager d
Interface Edit CTl User
» Licensing
e User Profile: Uszer ID wvoicenet
e Common Name VoiceNet
» Networking Worktop Name NOMNE ~
¥ Security Unrestricted Access
Account Management
audit Call Origination and Termination / Device Status | None
Certificate Management
e Call and Device Monitoring: Device MNone
Call / Device None
Host AA =
Call
PAM
Security Database = i
. 2 Allow Routing on Listed
. Control Routing Control: i None
@ CTI Users [ Apply Changes ] [ Cancel Changes

= List All Users

In the next page, click Apply to confirm the changes (not shown).
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7. Configure Avaya Voice Portal

This section provides the procedures for configuring Voice Portal. Voice Portal is configured via
an Internet browser using Voice Portal Management System (VPMS) web interface. It is
assumed that Voice Portal and the WebLM license file have already been installed. In this
configuration, Voice Portal is connected to Communication Manager using H.323 VolP
Connection. The procedures fall into the following areas:

e Configuring H.323 Connection to Avaya Aura® Communication Manager
e Add Applications
e Configure Web Service Authentication

7.1. Configuring H.323 Connection to Avaya Aura® Communication
Manager

Step | Description

1. | Using a web browser, browse to http://<IP Address of VPMS>/ and log in using an
account with administrative privileges. Click VoIP Connections from the left menu and
click Add from the H.323 tab.

ﬁnvaya ¥oice Portal Management System - Windows Internet Explorer !E
P T 5

G. y > |A hitps:[i10.1.10.81 WoicePortal(f acesimain. jsf _ﬂ i Certificate Errar | 4| X |lEc-c-;ie 5G 2~
M y 5 . »

4 4R A\ Avaya Yoice Portal Management System J ] ‘E;‘ - B -tk (G-

AVAyA welcome, admin

Last logged in yesterday at 5:55:47 PM ST

Yoice Portal 5.1 {YoicePortal)  Homme  PrHelp @ Logoff
Lag Viewar - ]
Alarm Manager vauaps ek Horn's;

¥ System Management e
MPP Manager VYolIP Connections

Software Upgrade
Systern Backup

+ System Configuration
Alarm Codes
AlarmfLog Options
Applications
MPP Seruars [
Report Data H.323 [ SIR |
SHMP
35?;%‘Di::;irzns Mo H.323 Connections are configured,

WPRME Servers

¥ Secunty
Sertestes  ndd | [ 1elo |
Licensing
~ Reports
Standard
Custam
Scheduled

l [T T T @ kemet [#100% -~

This page displays a list of Yoice over Internet Protocol (WoIP) servers that Voice Portal communicates with, You can
configure multiple SIP connections, but only one SIP connection can be enabled at any one given time.

L]
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Step

Description

In the Add H.323 Connection screen, specify a Name and enter the IP address of the
Avaya S8800 Server in the Gatekeeper Address field. Set Media Encryption to No as it
was not configured on Communication Manager for this testing.

ﬁnvaya Yoice Portal Management System - Windows Internet Explorer !EIB
@ g v |A https: /f10.1.10.51 WoicePortalFaces/main. jsf j ;;" Certificate Error | ++ | A IGr_'t.‘--;l\: G P
Ny A 5 - »
o ke A\ Avaya Voice Portal Management System I l E;} ~ B - o o-o ke (R~
AVA A Welcome, admin
Last logged in vesterday at 5:55:47 PM SGT
Yoice Portal 5.1 (¥YoicePortal) # Home  PwHelp @ Logoff
Expand all | Collapse All o ) s
¥ t Home erm Config WolP Connections H.323 Connectior
+ User Management )
Roles Add H.323 Connection

Users
Lagin Optians

* Real-Time Monitoring
Systern Monitor

Active Calls
Port Distribution Name: ICM
¥ System Maintenance
Audit Log Wiewer Enable: @ yee D Ha

Trace Viewar
Log Wiewer Gatekeeper Address: IlDJ.lD.lD
Alarm Manager .

- System Management Alternative Gatekeeper Address:l

Usge this page to add a new H.323 connection.

MPP Manager
i U?jgrade Gatekeeper Port: Il?19
Systern Backup .
* System Configuration Media Encryption:  ves @ no

Ao Godes -l =l

|Done ’_ ’_ ’_ ’_ ’_ ’_ |@ Internet | Eol00% - A~

In the New Stations section, set the Station From, To and Password fields according to
the stations configured in Section 5.2. Highlight Inbound and Outbound for Station
Type and click Add. Accept the default values for the other fields and click Save.

(,“Avaya ¥oice Portal Management System - Windows Internet Explorer !EE

@. o |A htps:f10.1.10.81/VoicePortal{f aces/main. jsf j ;:i Certificate Errar | ¥4 | A ||§:|t.‘--_:|= aG L

oy A\ Avaya voice Portal Management System I I ":;} ~ B ook (G

AVA A Welcome, admin
Last logged in yesterday at 5:55:47 PM SGT

¥oice Portal 5.1 (¥oicePortal) ¥ Horme 2. Help 9 Logoff

Expand All | Collapse All ~| New Stations i3

* User Management
Rolas
Users
Login Gptions Station:  [10201 |1oz10
* Real-Time Monitoring
Systern Monitor Password: |ssssss
Active Calls
Port Distribution
¥ Syctam Maintenance & Same Password
Audit Log Wiewer
Trace Viewer  Use sequential passwords
Log Wiewer

From To

Alarmn Manager Inbound and Outbound
- .

;‘;ﬁ;‘;::’zgeme"t Station Type: |Inbound Only Add

Softwara Upgrade Maintenance

Systern Backup

~ System Configuration
Alarm Codes N N .
Alarm/Log Gptians Configured Stations {M for Maintenance, I for Inbound Only)
Applications
MPE Servers 10201 - 10210
Repart Data

SHMP =
Speech Servers EmMove

VolP Connections
WPMS Servars

* Security
Certificates

Licensing -
el [5ove | i | 1
Standard | -

Done ’7 ,7 ’7 ,7 ’7 ,7 ‘@ Internet 0% v g
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7.2. Add Inbound Applications

Step | Description

1. | Navigate to System Configuration > Applications and click Add (not shown). On the

Add Application page, set the Name for the application to CBM_Register, set the Type
field to VoiceXML, and set the VoiceXML URL field to a URL provided by AGC
Networks that will point to the callback application hosted on the VoiceNet server. In this
testing, the Voice XML URL is set to http://10.1.10.122:8080/CBM _ Register/Start.

& Avaya Voice Portal Management System - Windows Internet Explorer

= [ = [l |

@'\/ ~ [ A https://10.1.10 81 /VoicePortalfaces/mainjsf

- fgj} Certificate Error I 823 [ Es 1 | GoogleSG

L ~|

w &k Q- &®-EB-G 08

AVAYA

Expand All | Collapse All

~ User Management
Roles
Users
Login Options

~ Real-Time Monitoring
System Monitor
Active Calls
Port Distribution

~ System Maintenance
Audit Log Viewer
Trace Viewar
Log Viewer
Alarm Manzger

~ System Management

~ System Configuration
Alarm Codes
Alarm/Log Options
Applications
MPF Servers
Report Data
SNMP
Speech Servers
VolP Connections
VEMS Servers

+ Sacurity
Certificates
Licensing

~ Reports
Standard
Custom
Scheduled

Voice Portal 5.1 (VoicePortal)

Home

Add Application

Use this page to deploy and configure a new WVoiceXML or CCXML application on the Voice Portal system.

Name: CBM_Register
Enable: @ ves @& N

Type: VoiceXML

VoiceXML URL: http://10.1.10.122:8080/CBM_Register/Start

Mutual Certificate Aut

Basic Authentication:

Speech Servers

ASR: Mo ASR -

o

MPP Manager URL
Software Upgrade
Systemn Backup P = . .
@ single ©) Fail Over ) Load Balance

hentication:

@ Yes @ No

TTS: NoTTS -

@ Yes @ No

Welcome, admin
Last logged in 2/22/11 at 5:06:59 PM S5GT

% Home & Logoff

?- Halp

Applications

mn
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Step | Description

Add. Click Save.

Number.

Voice Portal launched an application based on the called number. Scroll down to the
Application Launch section, and select Inbound. In the Called Number field, enter the
incoming VDN that queues the calls to the agents, as shown in Section 5.4.3 and click

Note: If there are other VDNSs used in the call center, add them to the list of Called

& Avaya Voice Portal Management System - Windows Internet Explorer

= [ 5 [l |

) - [Alhttps/1011081 NVoicePortalfaces/main,st

B [x] Certificate Error I ‘f—l i | ‘ GoogleSG

wR -8 -&E@-0-g

AVAYA

~ User Management
Roles
Users
Login Options

+ Real-Time Monitoring
System Monitor
Active Calls
PBort Distribution

~ System Maintenance
Audit Log Viewar
Trace Viewer
Log Viewer
Alarm Manager

~ System Management
MPP Manager
Software Upgrade
Systern Backup

+ System Configuration
Alarm Codes
Alarm/Log Options
Applications
MEP Servars
Report Data
SNMP
Speech Servers
VoIP Connections
VPMS Servers

- Security
Certificates
Licensing

+ Reports
Standard
Custom
Scheduled

Voice Portal 5.1 (VoicePortal)
Expand All | Collapse All

Speech Servers

ASR: No ASR - T7S: No TTS -
Application Launch

@ Inbound © Inbound Default © Outbound

URI

<MNo Called Number or Called URI configured>

@ Number ©) Number Range O

Called Number: 2200

Speech Parameters »
Reporting Parameters »

Advanced Parameters »

[save J cancel [ el

Remove

Welcome, admin
Last logged in 2/22/11 at 5:06:59 PM SGT
© Logoff

% Home 7. Help

m
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7.3. Add Outbound Applications

Step | Description

1. | Add a new outbound application to be used by VoiceNet’s proactive contact functionality.

In the Application Launch section, select Outbound and click Save.

From the System Configuration > Applications page, click Add (not shown). On the
Add Application page, set the Name for the application to ProactiveContact, set the Type
field to CCXML, and set the CCXML URL field to a URL provided by AGC Networks
that will point to the proactive contact application hosted on the VoiceNet server. In this
testing, the CCXML URL is set to http://10.1.10.122:8080/Outbound_PC/jsp/start.jsp.

{& Avaya Voice Portal Management System - Windows Internet Explorer

@ s FA https://10.110 81/VoicePartal/faces/main.jsf 5 [_’g' Certificate Error l +3 I A i | GoogleSG

wod BB @G @8

AVAYA

1 Home

Voice Portal 5.1 (VoicePortal)
Expand Al | Cellapse &l

Home = on Applications
~ User Management : .
Falzs Add Application
Users.
Login Options
~ Real-Time Monitoring
System Monitor
Active Calls
Port Distribution
~ System Maintenance
Audit Log Viewsr
Trace Viewer
Log Viewer

Use this page to deploy and configure a new Voice XML or CCXML application on the Voice Portal system.

Name: ProactiveContact
Enable: @ yves ' No

Type: CCXML -

Alarm Manager

~ System Management
MPP Manager URL
Software Upgrade
System Backup

~ System Configuration
Alarm Codes
Alarm/Log Options
Applications
MPP Servers
Report Data
SNMP Mutual Certificate Authentication: ) yes @ Mo
Speach Sarvars : :
VoIP Connections
VPMS Servers

~ Sacurity
Certificates

@ single © Fail Over ) Load Balance

CCXML URL: http://10.1.10.122:8080/0utbound_PC/jsp/start.jsp

Basic Authentication: @ Yes @ No

Licensing

¥ Reports
Standard
Customn
Scheduled

Speech Servers

ASR: No ASR = TT5: NoTTS =

Application Launch

" Inbound © Inbound Default @ Outbound
Speech Parameters »
Reporting Parameters »

Advanced Parameters »

D B oo

Last logged in 2/22/11 at 5:06:53 PM 5GT

?- Halp

Welcome, admin

@ Logoff

mn
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Step

Description

Add another outbound application to be used by VoiceNet to interact with the customer.

The ProactiveContact application configured in Step 1 calls this application when the

customer answers the call. In this testing, a simple application called VoiceNet is used to
play an announcement to the customer. From the System Configuration > Applications

page, click Add (not shown). On the Add Application page, set the Name for the

application to VoiceNet, set the Type field to VoiceXML, and set the VoiceXML URL

field to a URL provided by AGC Networks that will point to the application hosted on the

VoiceNet server. In this testing, the VoiceXML URL is set to
http://10.1.10.122:8080/VoiceNet/Start. In the Application Launch section, select
Outbound and click Save.

& Avaya Voice Portal Management System - Windows Internet Explorer

@\J « [ A hitps//10.1.10 81 VoicePortal/faces/main jsf = 4l Certificate Error | +7 | %] | GoogleSG J2

o BB O @ E

AVAYA

Voice Portal 5.1 (VoicePortal)

Expand All | Collapse All

~ User Management
Roles
Users
Login Options

~ Real-Time Monitoring
System Manitor
Active Calls
Port Distribution

¥ System Maintenance
Audit Log Viewer
Trace Viewer
Log Viewer
Alarm Manager

¥ System Management
MPP Manager
Software Upgrade
System Backup

* System Configuration
Alarm Codes
Alarm/Log Options
Applications
MPP Servers
Report Data
SHMP
Speech Servers
VoIP Connections
VPMS Servers

~ Security
Certificates
Licensing

~ Reports
Standard
Custorn
Scheduled

Welcome, admin
Last logged in 2/22/11 at 5:06:59 PM SGT

% Home 8 Logoff

?. Help

Home E Applications =
Add Application
Use this page to deploy and configure a new VoiceXML or CCXML application on the Voice Portal system.

Name: VoiceNet

Enable: @ vyes ) No

Type: VoiceXML -
URL
@ single ) Fail Over ) Load Balance
VoiceXML URL: http://10.1.10.122:8080/ VoiceNet/Start
Mutual Certificate Authentication: ) ves @ No
Basic Authentication: 7 Yes @ No E
Speech Servers
ASR: No ASR ~  TTS: NoTTS =

Application Launch

) Inbound © Inbound Default @ Outbound
Speech Parameters »
Reporting Parameters »

Advanced Parameters »

| Save | Cancel [ Help | 2
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Step

Description

Add another outbound application to be used by VoiceNet to callback the customers that
have left their requests. From the System Configuration > Applications page, click Add
(not shown). On the Add Application page, set the Name for the application to
ProactiveContact, set the Type field to CCXML, and set the CCXML URL field to a
URL provided by AGC Networks that will point to the application hosted on the
VoiceNet server. In this testing, the CCXML URL is set to
http://10.1.10.122:8080/Outbound _CBM/jsp/start.jsp. In the Application Launch
section, select Outbound and click Save.

& Avaya Voice Portal Management System - Windows Intemnet Explorer

= | B [

@\J [ A\ hitpsy//10110 81 VoicePortal/faces/main.st

- [_Pg' Ce_rl_'rﬁcate I_:nur l 3 I 0 i | GoogleSG

TR

AVAYA

Voice Portal 5.1 (VoicePortal)
Expand All | Collapse All

= ] Home =
¥ User Management
Roles Add Application
Users
Login Options
* Real-Time Monitoring
Systam Monitor
Active Calls
Port Distribution
¥ System Maintenance
Audit Log Viewer
Trace Viewer

Mame: CallBackManager

Enable: @ vyez ) No

e v Type: CCXML -
Alarm Manager
¥ System Management
MPP Manager URL
Software Upgrade
Shstem Backup @ single ) Fail Over ©J Load Bal

¥ System Configuration
Alarm Codes
Alarm/Log Options
Applications

MPP Servers
Report Data
SNME: Mutual Certificate Authentication: (&)
Speech Servars
VoIP Connections & &
VDPMS Servers. Basic Authentication:
~ Security
Certificates
= I;:::i;g Speech Servers
Standard
Custom ASR: No ASR =~ TTS: NoTIS ~
Scheduled
Application Launch
7 Inbound @ Inbound Default @

Speech Parameters »
Reporting Parameters »

Advanced Parameters »

[oove I Concer § e |

Last logged in 2/22/11 at 5:06:59 PM SGT

# Home

Applications =

ance

CCXML URL: http://10.1.10.122:8080/0utbound_CBM/jsp/start.jsp

Yes @ No

7 Yes @ No

Cutbound

Use this page to deploy and configure a new VoiceXML or CCXML application on the Voice Portal system.

?- Help

Welcome, admin

B Logoff

m
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7.4. Configure Web Service Authentication

Navigate to System Configuration > VPMS Servers and click VPMS Settings (not shown).
On the VPMS Settings page, scroll down to the Web Service Authentication section. For
Outcall, specify a User Name and Password for VoiceNet to instruct Voice Portal to make
outbound calls. Click Save.

& Avaya Voice Portal Management System - Windows Internet Explorer SHEEE X

K3 - [ Alnttps/10.1.10 81/VoicePortal/faces/maingst v Certificate Emor | 47 [ x| | Googlesc p -
Wod MR &G @8

AVAyA Welcome, admin

Last logged in 2/22/11 at 5:06:5% PM SGT

Voice Portal 5.1 (VoicePortal)

Expand All | Collapse All

ere: Home System Configuration > VPMS Sarvars - .A.

* User Management

Roles VPMS Settings

Users
- ;ﬁ'cﬁﬂw:ﬂhﬁ“g Uze this page to configure system parameters that affect the Voice Portal system.

System Monitor

Acti Call 2 R

Pu:’gistariljutiun Voice Portal Name: \VoicePortal
= Au| dif:;;:'i;:f;a"ce Mumber of Application Server Failover Logs : 10

Trace Viewer
Log Viewer
Alarm Manager
* System Management

Commands to Retain in MPP Configuration History: 50

MPP Manager Resource Alerting Thresholds (%)
Softvare Upgrads | High Water |
System Backup X

* System Configuration Disk: S0 a0

Alarm Codes
Alarm/Log Options

Applications: Web Service Authentication ~ =
MPP Servers
Report Data Application Reporting
SHMP
Speach Servers User Name: =Default>
VoIP Connections
WPMS Servers Password: TTITITIT]
¥ Security
Certificates Verify Password:
Licensing
* Reports
gzasr;i:d Outcall
Scheduled
User Name: outcall
Password: [TTTTITITIIT)

Verify Password: eesssssss

@J ":
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8. Configure AGC Networks VoiceNet

This section provides the procedures to configure AGC Networks VoiceNet. The configuration
of the VoiceNet Campaigns and Phone Strategies are beyond the scope of this document and will
not be covered. Refer to Reference [8] for details. The procedures fall into the following areas:

e Configure VoiceNet Settings
e Configure Dialog Designer CTI Connector

8.1. Configure VoiceNet Settings

Step | Description

1. | Launch a web browser and enter https://<ip-addr>/VoiceNetAdmin, where ip-addr is
the IP address of VoiceNet server, to access the VoiceNet Administrator web interface.
Log in using an administrative login and password (not shown) and the following screen

will be displayed.
[ & Admin Tasks - Campaign Detail - Windows Internet Explorer S
@I\,J' - ‘E__‘ http://101.10122/VoiceNetAdmin/CampaignStatus.aspx v | “9| X | ‘ GoogleSG pel ~|
wR ARG @ o
) 1 "
A\ =< L A Y < B
P G2 o e VeiceNet
;;’;C;IE: Loader Scrubber Reports s::?:: ¥ sil:‘;magls i\f\:‘ .I-:f.

NETWORKS LTD

Wwelcome Administrator
Phone Strategy: Wednesday, 9 March, 2011 6:24:27 PM

Campaign Status Campaign Lists

= fJProcess List Process Start End [Feeder|Campaign(Running Proggress
S t ampaign Name Time| Status| Status Status s ety (In %)

Eflcamp1(Running) proc1 campl PC 00:0023:59 Active Mot Active default_PC_Strategy 100
= @ procCBM(InActive) proc2  campCSV PC 10:0022:59 Active  Active . default_PC_Strategy 96
llcamp_cBM(Stopped) |procCBM camp_CBM cB 00:002359 "% Active @  default CB_Strategy 100
= @ proc2(Active) | Active
EflcampCsV(Running)
JC; Reviewed: Solution & Interoperability Test Lab Application Notes 34 of 44

SPOC 5/4/2011 ©2011 Avaya Inc. All Rights Reserved. VoiceNet-VP




Step | Description

Avaya Voice Portal in Section 7.4.

Select Global Settings from the top menu. In the fields AVP Appinf UserName and
AVP Appinf Password, enter the Outcall User Name and Password configured in

& Global Settings - Windows Internet Explorer

=i x>

=

@u - |§, http://10.1.10.122/VoiceNetAdmin/GlobalSet.aspx

"‘?|A HGDD;‘:'ESG £~

wak -8 -EB-Ge-a

S )
(&=

NETWORKS LTD

DNC Settings

Folder Settings :
Loader Inbox

Updater Inbox

Server URL

Server Name

Database Name

AVP Appinf UserName:

AVP Appinf Password:

Record Selector Outbox

Release Thread Wait (ms):

o0 17 -.‘.\2 |
Phona
'g;t{:“s: Loader  Scrubber  Reports Strategy

Welcome Administrator

Global Settings

inbLoader
outRS

inbUpdater

Report Server Settings:

http://10.1.10.122/\VoiceNetReport/Login.aspx

Outbound Database Server Settings:

swr122

avp_outbound

User Name =a
Password admin@123
Rule Length Settings:

Max Rule Name Length: 12

System Configuration Settings:
Caller Thread Wait {ms):

200 Launcher Thread Wait (s): 10
200 Set Retry Thread Wait (s): 5
outcall CCXML Launch Timeout {s): 120
OO0

Q@ &

-
Global Archive
Settings Settings

VeiceNet
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Step | Description

3. | Select Process Details from the top menu. Click on the respective campaign from the left

configured in VoiceNet.

pane (e.g. campCSYV in this case). In the field Prefix, enter the ARS Access Code
configured in Communication Manager in Section 5.6. Repeat for all campaigns

’_,é Admin Tasks - Campaign Detail - Windows Internet Explorer

@u - |§. ht‘tp:fﬂﬂ.l.lﬂ.lﬂ/\’uicel\lEtAdmin.fCampaignDetail.ast

] 42| x ||| Googless

wod B -G 0L

(R . z e
= W Y 8 #H# o Y
_ ‘,
Process Phone Global ArChive
s Loader Scrubber  Reports Strateay ol T

NETWORKS LTD

Welcome Administrator

Campaign Details: Wednesday, 9 March, 2011 6:50:45 PM

Processes >>>>>

{hmﬁin

= f8Process List
= @proci(Active)
= gprDcCBM(InA:tlve,J
= @ procz(Active)

EflcampCsv(Running) Process Name:

Campaign Mame:

Process Details

Campaign . )
Details: Primary Campaign
proc2(Active)

campCSY Phone Strategy: default_PC_Strate ~

Description: Campaign for cev file
Start Date/Time: 08-02-2011 T2 10 v Hrs 00 ~min
End Date/Time: 28-02-2011 T 22 v Hrs 53 » min

Sun Mon Tue Wed Thu Fri Sat
2 7 R R 72 R

SBF Campaign: testCamp -

Weekdays:

Application Name: SampleApp

Application Type: PC -
Agent VDN:

Priority: Maximum Ports: 2

Max Attempts: 3

Selection Criteria:

Service Code:

|_Stop Cam

VeiceNet
D

m

Mew Phone Strategy
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8.2. Configure Dialog Designer CTl Connector

Step | Description

be displayed.

1. | Launch a web browser and enter http://<ip-addr>:8080/runtimeconfig, where ip-addr
is the IP address of VoiceNet server which host the Dialog Designer Admin Console. Log
in using an administrative login and password (not shown) and the following screen will

/& Dialog Designer Application Configuration - Windows Internet Explorer SRRl X
()~ |[E http://101.10.122:8080 runtimeconfiy/jsp/main s ~[ 43| x ||| Googlesc o
s P JLAlles 9/Jsp J5p gle

w R Q- -&-EB-G -
AVA A Welcome, ddadmin
Last logged in Wed Mar 09 18:59:08 GMT+08:00 2011
Dialog Designer 05.00.15.05 @ Logoff
License Server
Proxy Settings i = z s % =,
o Dialog Designer Application Server Configuration
IR Channel Map Version 05.00.15.05
IC Common
HLEY Dialog Designer Application Server Configuration is the consolidated web-based application for
1C VRUSM/HTTPVOX administering Dialog Designer projects.
Users
Legal Notice
©® 2005 - 2009 Awvaya Inc. A1l Rights Reserved. -
Notice
While reasonable efforts were made to ensure that the information in
this document was complete and accurate at the time of printing,
Avaya Inc. can assume no liability for any errors. Changes and
corrections to the information in this document might be
incorporated in future releases.
Documentation disclaimer
Avaya Inc. is not responsible for any modifications, additions, or
deletion=s to the original published wversion of this documentation
unless such modifications, additions, or deletions were performed by
Awvaya. Customer and/or End User agree to indemnify and hold harmless
Awvaya, Avaya's agents, servants and employees against all claims, -
Last Login: Wed Mar 09 13:59:08 GMT+08:00 2011
L
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Step | Description

2. | Select CTI from the left menu. Configure a new tserver/AES entry as follows:

e Name: Enter a descriptive name, e.g. AES]1.

e Service Name: Enter the Tlink Name shown in Section 6.4 Step 4.
e User Name: Enter the User Id configured in Section 6.2.

e Password: Enter the User Password configured in Section 6.2.

Click Add TServer/AES.

& Dialog Designer Application Configuration - Windows Internet Explorer = | B )

@@ [T http:/10.1:10.1228080/ runtimeconfig/jsp/mainsp ~[ 4] x || Googlesc 2 -

Wk fi-B =G-8

AVAYA

Dialog Designer 05.00.15.05

License Server
Proxy Settings

crt

IR Channel Map

1C Common

1CVOX

1C VRUSM/HTTPVOX
Users

Welcome, ddadmin
Last logged in Wed Mar 09 18:59:08 GMT+08:00 2011

: : Time in ms to wait for TServer/AES to obtain the call. =
Himenus A000 Do not end the input with 'ms'.
Trace Verbosity: 3 Amount of debug output: 0-off - 3 full.

(Wrwe Jrome servcerome ———— Josertame ——Joarap [sosratover
Delete |

Note: The tserver/AES and failover names cannot contain '*'. Server name must be unique: i.e. tserver/AES names cannot be duplicated. Failover within a tserver
cannot be duplicated. Failover name cannot be the same as tserver/AES.

m

o laes R i
Service Name: AVAYAZSITEI#CSTAZAESL Identifies the service provider in the format: vendor#switch2type#server.
User Name: weicenet Username to connect to this tserver/AES.
Password: ssssss Unencrypted password to connect to this tserver/AES.

Confirm Password: ssssss Confirm password must match password.

Add TServer/AES

Note: You will need to restart the CTI Connector for changes to take affect
You will also need to modify tsapi.pro that is included with your runtimesuppart files before connecting to a TServer/AES. Please read Dialog Designer
documentation for correct location to place this file.
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Step

Description

The CTI page will be shown with the new TServer entry added. Click map.

{& Dialog Designer Application Configuration - Windows Internet Explorer

@ v - |@ http://10.1.10 122:8080/runtimeconfig/jsp/main.jsp > ‘ +5 ‘ K | ‘ GoogleSG 2 ~|

W BB &G0 D

Welcome, ddadmin

AVAyA Last logged in Wed Mar 09 18:59:08 GMT+08:00 2011

Dialog Designer 05.00.15.05
a: Home
License Server T
Proxy Settings
-~ CTI
IR Channel Map

IC Common
Time in ms to wait for TServer/AES to obtain the call.

ICVOX .
IC VRUSM/HTTPVOX SO 000 Do not end the input with ‘'ms'. =

I S S S (TS ) L

| {tserver/AES |BES1 |AVAYA#SITEL# CSTAZAESL voicenet g add failover

Delete |

NMote: The tserver/AES and failover names cannot contain '*'. Server name must be unique: i.e. tserver/AES names cannot be duplicated. Failover
within a tserver cannot be duplicated. Failover name cannot be the same as tserver/AES.

|
e Trace Verbosity: 3 Amount of debug output: 0-off - 3 full. ‘

Define the Voice Portal stations configured in Section 5.2 so that they will be monitored
by the CTI Connector. Enter 10201-10210 in the Channel field and 10201 (first
extension) in the Mapped Extension field to add all 10 Voice Portal stations. Click Add.
The Tserver Extension Map page will be shown again with the mapped extensions.

/& Dialog Designer Application Configuration - Windows Internet Explorer = | (B

@u ¥ |E http://10.1.10.122:8080/runtimeconfig/jsp/main.jsp = ‘ ‘1| x | | GoogleSG e -

woR M- & -E G d

Welcome, ddadmin

A\/AyA Last logged in Wed Mar 09 18:59:08 GMT+08:00 2011

Dialog Designer 05.00.15.05

You are here: Home > CTI = Tserver E
License Server
Proxy Settings z
o Tserver Extension Map
IR Channel Map
IC Commaon - 3
ey Extension Map for Tserver : AES1

IC VRUSM/HTTPVOX &
e (8] chamel | osedoriemon | Obnerve o startup
[ooe]

You can map a range of sequential channels to sequential extensions using the format "1-n" in the Channel field.
You need only to enter the start extension in the Mapped Extension field.

Channel: 10201-10210 (_:hannel call will arrive on for IR. For VP, this value is arbitrary but should be unigue to the
Mapped Extension: 10201 extension channel maps to for IR. For WP, this is the extension the call will arrive on.

Observe On Startup: always true.

Ada)
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Step | Description

5. | From the VoiceNet server, edit the file tsapi.pro located in the folder <Apache Tomcat
Home>\common\lib\ using Notepad. Specify the IP address of the Application
Enablement Services Server by inserting the following entry as shown below. Note that
450 is the default port number of the TSAPI Service running on Application Enablement

Services.
ﬂ tsapi.pro - Motepad I =]
File Edik Faormat YWiew Help
Wsun Mow 06 00:33:04 EST 2005 =]

debuglLewvel=0
altTraceFile=tsapi_trace.txt

10.1.10.71=450
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9. Verification Steps

This section provides the tests that can be performed to verify proper configuration of
Communication Manager, Application Enablement Services, Voice Portal and VoiceNet.

9.1. Verify Communication Manager

Verify the status of the administered Voice Portal H.323 stations by using the status station n
command, where n is a H.323 station created in Section 5.1. The Service State ficld should
display in-service/on-hook or in-service/active.

status station 10201 Page 1 of 7

GENERAL STATUS

Administered Type: 7434ND Service State: in-service/on-hook
Connected Type: N/A TCP Signal Status: connected
Extension: 10201
Port: S00099 Parameter Download: not-applicable

Call Parked? no SAC Activated? no
Ring Cut Off Act? no
Active Coverage Option: 1
EC500 Status: N/A
Message Waiting:
Connected Ports:
Limit Incoming Calls? no

N/A
N/A

one-X Server Status:
Off-PBX Service State:

HOSPITALITY STATUS
Awaken at:
User DND:
Group DND:
Room Status:

User Cntrl Restr:
Group Cntrl Restr:

none
none
not activated
not activated
occupied

9.2. Verify Application Enablement Services

From the Application Enablement Services Management Console, verify the status of the TSAPI
Link by selecting Status > Status and Control > TSAPI Service Summary from the left menu.

The Status field for the TSAPI Link should display Talking and the State field show Online.

{@ AES Management Console - Windows Internet Explorer

G - [Frpeaoi: T s Ceniicat

wow -0 &
NI IS T

H
Management Console Serv

Status | Status and Control | TSAPI Service Summary _ ol s

» AE Services

T Communication Manager
Interface

TSAPI Link Details

» Licensing
[] Enable page refresh every 60 ~ seconds

Msgs Msgs
Link Status Associations|  to i
Li nk ID Switch Swm:h

site1 Fri Feb 18 12 33: 54 431 1073

» Maintenance
» Networking
» Security

¥ Status

Alarm Viewer

Y sited | 1 Switch | Fri Feb 18 12:33:54 DnhnE 16 a 0 0 30

Logs Down 2011

[FriFeb1s12:33:54 [, o | [
S011 |Online 15 ) 15 15 30

Talking

Status and Control ® | e site6 1
Offline
= DLG Services Summary - ;J

= DMCC Service Summary For service-wide information, choose one of the following:
= Switch Conn Summary [ TSAPIService Status  |[ TLink Status ][ User Status
= TSAPI Service Summary.

= CVLAN Service Summary
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9.3. Verify Voice Portal

From the VPMS web interface, click System Management > MPP Manager. On the MPP
Manager page, verify that the MPP server is Online and Running.

& Avaya Voice Portal Management System - Windows Intemet Explorer E@ﬂ_hj

& - [Abtps/01108 NoicPortl/facesfmaingst v 1 Cerificate Brror | 7] | [ Googlesc L ~|
o A& DO @8

AVA A Welcome, admin
Last logged in 2/4/11 at 5:01:19 PM SGT

Voice Portal 5.1 (VoicePortal) # Home 7. Help @ Logoff
Expand All | Collapse All - -
— You are here: Home > System Management > MPF Manager e
* User Management -
Rales
e} MPP Manager (3/9/11 7:34:24 PM SGT) et

Login Options

= gezt:n::u::i‘zgfmmg This page displays the current state of each MPP in the Veoice Portal system. To enable the state and mode
Az:\re calls commands, select one or more MPPs. To enable the mode commands, the selected MPPs must also be
Port Distribution stopped.

¥ System Maintenance
Audit Log Viewsr

m
m

Trace Viewer Last Poll: 3/9/11 7:34:07 PM 5GT
s2ELSVEE Restart Schedule | Active Calls
Alarm Manager Server Name Auto Restart Tod Pas I out

* System Management et Zinnly By L
MEP Manager
SOl paiade rnppD Online  Running Yes f’ Mo f None f a o
System Backup

¥ System Configuration

State Commands

Alarm Codes —
Alarm/Log Options : | 5
Appicstions Restart/Reboot Options

MPP Servers
Report Data
SHMP
Speech Servers Mode Commands
VoIP Connections

9.4. Verify AGC Networks VoiceNet

Configure and start a campaign using VoiceNet Administrator web interface. Verify that the
proactive contact calls are made to the correct destinations and the desired voice application is
played to the customer.

Place a call to the VDN to verify that a callback can be scheduled using the VoiceNet callback
voice application running on Voice Portal. Verify that the callback is received at the desired time
and phone number.

10. Conclusion

These Application Notes describe the configuration steps required for AGC Networks VoiceNet
1.3 to interoperate with Avaya Voice Portal 5.1, Avaya Aura® Application Enablement Services
5.2.2 and Avaya Aura® Communication Manager 6.0. All feature and serviceability test cases
were completed successfully.
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11. Additional References

This section references the Avaya and AGC Networks documentations that are relevant to these
Application Notes.

The following Avaya product documentations can be found at http://support.avaya.com.

[1] Administering Avaya Aura™ Communication Manager, Release 6.0, Document No. 03-
300509, August 2010.

[2] Avaya Aura™ Communication Manager Feature Description and Implementation, Release
6.0, Issue 8.0, June 2010, Document No. 555-245-205.

[3] Administering Avaya Aura™ Call Center Features, Release 6.0, November 2010.

[4] Programming Call Vectors in Avaya Aura™ Call Center, Release 6.0, June 2010.

[5] Avaya Aura™ Call Center Feature Reference, Release 6.0, November 2010.

[6] Avaya Aura™ Application Enablement Services Administration and Maintenance Guide,
Release 5.2, Document ID 02-300357, Issue 11, November 2009.

[7] Avaya Dialog Designer Developer’s Guide, Release 5.1, June 2010.

The following product documentations are available from AGC Networks upon request.
[8] VoiceNet Automatic Dialing System, Installation and Administration Guide, Release 1.3,
October 2010.
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and
™ are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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