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Abstract

These Application Notes describe the configuration steps requirebhifmft synTelateto
interoperate withAvaya Proactive Contacvith CTI. In the compliance testingnisoft
synTelateusedthe Agent API from Avaya Proactive Conta@nd the Telephonyervices
Application Programmer Interface from Avayara™ Application Enablement Servicee
provide a customagent desktop for Avaya Proactive Contagéntsfor handling ofoutbound
calls delivered by Avaya Proactive Contact and inbound calls delivered by Avayd"“A
Communication Manager.

Information in these Application Notes has been obtathedugh DevConnectcompliance
testing and additional technical discussions. Testing was conducted vi2e#@onnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steqsired fornisoft synTelatdo
interoperate with Avaya Proactive Contadth CTI. In the compliance testintpisoft
synTelateused the Agent API from Avaya Proactive Contaad the Telephon8ervices
Application Programmer Interfa¢@ SAPI) from Avaya Aura™ Application Enablement
Servicedo provide acustomagent desktop for Avaya Proactive Contagéntsfor handling of
outbound calls delivered by Avaya Proactive Contact and inbound calls delivered by Avaya
Aura™ Communication Manager.

ThesynTelatesolution consists of theynTelate Designer and the synTelate AgaynTelate
Designer is a graphical tool used to define the calV tind custom agent screen, which with
on the synTelate Agent. A subset of the Avaya Proactive Contact Ageém Ased by
synTelate Designer to obtgmbs, call lists anddata fields to facilitate the agent screen
customization.

The Avaya Proactive Contact Agent API is used by synTelate Agent to obtain information such
as job tye, agent state, customer regttields and values from Avaya Proactive Contact to
display on the customized agent desktop, and to request customer record update functions
initiated from the agent desktop

The inbound calls are delivered to the agents by Avaya™ Communication Maager. The
TSAPI interfacéfrom AvayaAura'™ Application Enablement Servicesused by synTelate
Agent to request call control functiofe the inbound calls, such as hold and reconnect.

The detailed administratiasf basicconnectivityamongstAvaya Roactive ContagtAvaya
Aura™ Communication ManageandAvayaAura™ Application Enablement Servicasenot
the focus of these Application Notes and will not be describedthermore, the detailed
customization of the agent screen using synTelategBesis also outside the scope of these
Application Notes.

This compliance testsedthe Avay Proactive Contact witBTI deployment option.
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1.1. Interoperability Compliance Testing
The interoperability compliance test included feature and serviceabsiing.

The featuredsting focused on verifyingroper display ofhe customizedsynTelate Agentvith
appropriate options, fields, and valdesthe following scenarios:

1 Outbound and inbound calls.

1 Outbound andnanaged jobs.

1 AgentBlending algoritim.

1 Change passwordnd automatienable/disable agent traas part of agent login/logaut
1 Hold/reconnect and transfef outboundcalls via the agent telephone.

1 Hold/reconnect and transfer of inbound callssyaTelate Agent.

1 Log in, join job, go oroff break, leave job, and log off.

1 Send/receive message, agent drop, customer drop, release line, and finish work.
1 Set calback and update customer record fields.

1 Use ofAvaya Proactive Contact Supervisor to send/receive message with theaadent,
immediate and graceful stop of jobs while the agent is on an active call.

The serviceability testing focused on verifying the abitgynTelateo recover from adverse
conditions, such agisconnectingeconnectinghe Ethernet cable tthesynTelate Degjner and
to the synTelate Agent

1.2. Support
Technical support ogynTelatecan be obtained through the following:

1 Phone: (603) 3834999 or +44 (0) 14552-8800
9 Email: support@inisoft.co.uk
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2. Reference Configu ration

The configuration used for the compliance testnghownin Figure 1. In thecompliance
testing,synTelate usethe Agent APto monitor and contrabutboundcalls for the agents, and
usedTSAPIto monitor and control thebound calls for the amts.

The table below shows tlentact center devices dwayaAura™ Communication Manager
that werepre-defined andisedin the testing.

Device Type Extension
Supervisor Station 65000
Agent Statiorf Headset Numbe| 65001, 65002
AgentLogin ID 41661, 41662
Agent Password 41661, 41662
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Figure 1: synTelatewith Proactive Contactwith CTI
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3. Equipment and Software Validated
The following equipment and software were used for the sample configuration provided:

Equipment

Software

Avaya Aurd" Communication Manager on
Avaya S880 Server

R016x.000.345.018246

AvayaG650Media Gateway

1 TN799DP C-LAN Circuit Pack HW01 FWO3
AvayaAura™ Application Enablement Services | 5.2.2
Avaya Proactive Contaetith CTI 4.2
Avaya Proactive Contact Superviso 4.2
Avaya $00 Series IP Telephones (H.323) 3.1
synTelate Designer 4.1.6.0
synTelate Agent with 4.1.6.0

1 MosaixTelephonySvr.dll 4.1.8.0

1 TSAPITelephonySvr.dll 4.1.81
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4. Configure Avaya Proactive Contact

This section provides the procedures for configgivaya Proactive Contacl.he procedures
include the following areas:

9 Obtain customer record fields
1 Obtain completion codes

4.1. Obhtain Customer Record Fields

Log in to the Linux shell of the Avaya Proactive Contact seridavigate to the
/opt/avaya/pds/Ists directory to locate the configuration féor the @alling lists used by the
jobs.

Il n the compliance t evadusedfor all jobd)and theacdll reconddields i s t
for Al i st 10 lisil.&ictdfg fileismowrdbelownThetchstomer recoffiélds used for

the testing werdCCTNUM , BALANCE , NAME1, NAME2, ZIPCODE, andCOMMENT1 .

These field namesereused bysynTelatefor customization othe agent screen

$ more listl.fdict.cfg

RECLEN:740
ACCTNUM:16:C:ACCOUNT NUMBER:
BALANCE:10:$:BALANCE:
TOTALDUE:10:$:TOTAL DUE:
NAME1:25:C:NAME LINE1:
NAME2:25:C:NAME LINE2:
CITY:25:C:City:

STATE:2:C:State:
ZIPCODE:5:N:ZIPCODE:
PHONE1:12:C:HOME PHONE:
PHONE2:12:C:BUSINESS PHONE:
COMMENT1:60:C:COMMENT LINE 1:
AGENT:8:C:AGENT ID:

DTE:10: D:SYSTEM DATE:
TME:8:T:SYSTEM TIME:
CODE:3:C:COMPLETION CODE:
JOBNAME:20:C:Job Name:
COUNTER:3:N:RECORD ATTEMPT COUNTER:
ENTRYDATE:10:D:1ST DATE ON SYSTEM:
STATUSFLAG:1:C:RECORD STATUS:
RECALLNAME:30:C:RECALL NAME:
RECALLDATE:10:D:RECALL DATE:

-- More-- (22%)
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4.2. Obtain Completion Codes

Navigate to théopt/avaya/pdstonfig directory to locate theompletion code filag_cmd1.ky
Make a note of the completion codes to be used, in thissca3e35, 93, and98, which will be
used later to configure synTelate

$ more ag_cmd1.ky

e =

:LOGOUT:::F2 Logout of job

:DIAL:::F3  Dial previewed record
:CANCEL:cancel_call:35:F4 Managed cancel call
:RELEASE:call_complete:89:F5 Managed non - connection
:RELEASE:pf_msg_1:20:F6 Play pre - recorded msg
:HOME::: F7  Goto first editable field
:RELEASE:call_complete:21:F8
:RELEASE:call_complete:22:F9
:RELEASE:call_complete:23:F10

:RECALL::F11 Set recall
:RELEASE:call_complete:19:F12 Recall release
:DONE:::SF1 Release record

:CALL:::SF2  Field call

:H ANGUP:::SF3 Manual hangup

:MCALL:::SF4 Manual call

:HOOKFLASH:::SF5 PBX Transfer call
:RELEASE:call_complete:16:SF6 Ringing phone

:RELEASE:call_complete:17:SF7 Cust hung - up in queue
:RELEASE:call_complete:24:SF8
:DIALDIGIT:::SF9 Dial pad enable

‘EAR_VOLUME:::SF10  Adjust ear volume
:MOUTH_VOLUME:::SF11 Adjust mouth volume
:MASTER:::SF12 Agent assistant key

:HOLD:::CF1 Agent HOLD key

:UNHOLD:::CF2 Agent UNHOLD key
:MOFLASH_B:call_complete:6:CF3 Blind trans to INB
‘MOFLASH_S:::CF4 Supv trans to INB

:iCF5

:::CF6

:RELEASE:call_complete:93:CF7 Sold Campaign
:::CF8

:RELEASE:call_complete:98:CF9 Agent owned recall
-- More-- (82%)
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5. Configure Avaya Aura ™
This section provides the predures for configuring Avayaura™

Services. The procedures include the following areas:

1 Verify TSAPI license

9 Launch OAM interface

9 Administer TSAPI link

1 Disable security database
9 Restart TSAPI service

9 Obtain Tlink name

1 AdministersynTelateuser

5.1. Verify TSAPI License

Access th&Veb License Managérnt er f ace by us iaddgesBVdbleM/ UR L
an Internet baddwsegs awiing otwh e whkRrrad din &

index.jsp i

n

Application Enablement Servicesrver.

Application Enablement Services
Application Enablement

TheWeb License Managerscreen is displayed. Log in usitige appropriate credentials.

TLT; Reviewed:
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TheWeb License Managerscreen belovis displayed.SelectLicensed products >

APPL_ENAB > Application_Enablementin the left pane, to display thécensed Features
screen in the right pane.

Verify that there are sufficient licenses T8API Simultaneous Usersas shown below.

7 AVAYA

Web License Manager (WeblLM v4, 6)

| Install License

wLicensed Products

|~ APPL_ENAB
Application_Enablement

Uninstall License

, Change Password

| Server Properties

{

i rManage Users

| Logout

Application Enablement {CTI) - Release: 5 - SID: 10503000 (Standard License File)

“fou are here: Licensed products > Application Enablerment [CTI)

License installed on: Apr 16, 2010 11:27:38 AM EDT

Yiew Peak Usage

Licensed Features

Feature Explratlon
tke sward)

Unified ©C API Desktop Edition

(WALUE_AES_AEC_UNIFIED_CC_DESKTOR

Device Media and Call Contral
(VALUE_AES_DMCC_DMC)
DLG

(VALUE_AES_DLG)

CULAN ASAT
(WALUE_AES_CWLAN_ASAL)

AES ADMANCED SMALL SWITCH
(MALUE_AES_AEC_SMALL ADWANCED)

CWLAN Proprietary L|n|-<s
(MALUE_AES_PROPRIETARY_LIMKS)

AES ADWANCED LARGE SWITCH
(VALUE_AES AEC_LARGE_ADWAMCED)

| TSAPI Simultaneous Users
| (WALUE_AES_TSAPI_USERS)

permanent

permanent

permanent

permanent

permanent

permanent

perrmanent

) perranent |1000

100

16

16

3

16

3

1000
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5.2. Launch OAM Interface

Access th@©OAM webbased nt er f ace by us iandgd rtehses OUR Ln fiahnt tlpnst:
browser wi ndadw,e swhoe ri es i ihpApplicRion&Edablenerg Servicels t h e
server. Thévlanagement Consolescreen is displayedLog inusingthe appropriate credentials.

AVAyA Application Enablement Services

Management Console

Please login here:

Usernamei |

Password | |

2009 Avarya, Inc. all Rights Reserved.

TheWelcome to OAMscreen is displayed next

Welcome: User craft

H H H Last login: Thu Aug 26 15:21:54 2010 from 10.32.35.10
AVAyA Application Enablement Services Lestloau; duion addsis ol 30l
Management Console Server Offer Type: TURMKEY

SW AMersion: r5-2-2-105-0

Home Home | Help | Logout

} AE Services

Commu tion Manager
Interface Welcome to OAM

Licensing
5 The AE Services Operations, Administration, and Management {OAM) Web provides you with tools for managing
Maintenance the AE Server. O&M spans the following administrative domains:

MNetworking ; ; : ;
®» AE Services - Use AE Services to manage all AE Services that you are licensed to use on the AE Server.
Security # Cormmunication Manager Interface - Use Commmunication Manager Interface to manage switch connection
and dialplan.
# Licensing - Use Licensing to manage the license server,
# Maintenance - Use Maintenance to manage the routine maintenance tasks,
User Management ® Networking - Use Networking to manage the network interfaces and ports,
® Security - Use Security to manage Linux user accounts, certificate, host authentication and authorization,
configure Linux-PAM {Pluggable Authentication Modules for Linux) and so an.
# Status - Use Status to obtain server status informnations.
® lser Management - Use User Management to manage AE Services users and AE Services user-related
resources,
» Utilities - Use Utilities to carry out basic connectivity tests,
# Help - Use Help to obtain a few tips for using the OAM Help systemn

Status

Depending on your business requirements, these administrative domains can be served by one administrator for
both domains, or a separate administrator for each domain,
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5.3. Administer TSAPI Link

SelectAE Services> TSAPI > TSAPI Links from the left pane. Th&SAPI Links screen is
displayed. Locate the TSAPI link poenfigured for use with Avaya Proactive Contactd
click Edit Link .

Welcome: User craft

H H H Last login: Thu sug 26 15:21:54 2010 from 10.32.35.10
A\/A A Application Enablement Services 5707 [ n e o0
Management Console Server Offer Type: TURMKEY
S Mersion: r5-2-2-105-0

AE Services | TSAPI | TSAPI Link Home | Help | Logout
ChLAN =
TSAPI Links
OLG
DMCC [Link _Jswitch Connection __Jswitch cTI Link # __|asal Link version _|security |
SMS 3 1 |=8%00 L 4 Encrypted
TSAPI

[ add Link | [ Edit Link ][ Delete Link |

= TSAPI Links
= TSAPI Properties

TheEdit TSAPI Links screen is displayed nexkor Security, s e | e éram thie Bropt h 0
down list Retain the default values in the remaining fields, and djgily Changes

Wwelcome:! User craft
H H H Last login: Thu &ug 26 15:21:54 2010 from 10.32.35.10
AVAyA Appllcatlon Enablement Servlces HostMame/IP: AES-Test/10.32.32.20
Management Console Server Offer Type: TURMKEY
W Version: r5-2-2-105-0
AE Services | TSAPI | TSAPI Link Home | Help | Logout
cula Edit TSAPI Links
DLG
517 [aln) Link al
f . Epp— |
e Switch Connection |5E|50_9I_:|
Switch CTI Link Number |1 v |
TSAPI i .
. TSAPI Links ASAI Link Yersian |i_:'
« TSAPI Properties Security |Both. B |
Communication Manager [ apply Changes || Cancel Changes |
Interface
» Licensing
TLT; Reviewed: Solution & Interoperability Test Lab Application Note 110f31
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5.4. Disable Security Database

SelectSecurity > Security Database > Controfrom the left pane, to display ti8&DB Control
for DMCC and TSAPI screenn the right pane. Unchedknable SDB TSAPI Service, JTAPI
and Telephony Serviceand clickApply Changes

welcome: User craft
H H H Last login: Thu Aug 26 15:21:54 2010 from 10.,32.35.10
AVAyA Appllcatlo“ E“ableme“t servlces HostMame/IP: AES-Test/10.32.32.20
Management Console Server Offer Type: TURNKEY

SW Version: r5-2-2-105-0

Security | Security Database [ Control Home | Help | Logout

b AE Services

Communication Manager
* Interface SDB Control for DMCC and TSAPI
b Licensing

» Maintenance [] Enable SDB for DMCC Service

[[] Enable SDB TSAPI Service, ITAPI and Telephony Service

Apply Changes

» Networking

¥ Security

Account Management
Audit

Certificate Managemeant
Enterprise Directory
Host &8

PAM

Security Database

= Control

5.5. Restart TSAPI Service

SelectMaintenance > Service Controllerfrom the left pane, to display ti8ervice Controller
screen in the right pane. &tk theTSAPI Service and clickRestart Service

welcome:! User craft
= H - Last login: Thu Aug 26 15:21:54 2010 from 10.32.35.10
AVA A Appllcatlon Enablement Services Hosthame/IF: AES-Test/10.32.32.20
Management Console Server Offer Type: TURMKEY

SW Version: r5-2-2-105-0

Maintenance | Service Controller Home | Help | Logout

» AE Services
Communication Manager

¥ Interface Service Controller
g [0 asal Link Manager Running
e [ oMcc service Running
S e [ cwLan service Running
Service Controller B s S

Server Data . .
|:| Transport Layer Service Running

g bietatking TSAPI Service Running

F Security
For status on actual services, please use Status and Control

b Status

» Uiser Management [start(stop [ Restart Service | Restart AE Server  |[ Restart Linux || Restart Web Server |
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5.6. Obtain Tlink Name

SelectSecurity > Security Database > Tlinkgrom the left pane. Thélinks screen showa

listing of the Tlink namesLocate the Tlink nanmseassociated with the relevant switch

conrection, which would use the name of the switch connection as part of the Tlink name. Make
a note of the associated Tlink nafoethe norencrypted TSAPI linkto be used later for
configuringsynTelate Note that the encryptefSAPI link is used by Avay Proactive Contact.

I n this case, t he ass S80CCETRAHAESTIE ShTko . n a ni\Neo ties tihAle
of the switch ¢ o BectorcSBaspart ofihg BlibBkh&e. f r o m
2 5 o Welcom_e: User craft
AVAYA  Application Enablement Services AR e g rom 02 R
Management Console Server Offer Type: TURMKEY

SW Mersion: r5-2-2-105-0

Security | Security Database | Tlinks Home | Help | Logout

} AE Services

Communication Manager .
Interface Tlinks

¢ Licensing
Tlink Mame

@ avATA#SESODACSTA#AES-TEST

b Maintenance

» Networking
O AVAYA#SBS00#CSTA-S#AES-TEST

¥ Security

[ Edit Tlink | [ Delete Tlink |

Account Management
Audit

Certificate Management
Enterprise Directory
Host &4

PAM

Security Database

= Control

CTI Users

= Devices

= Davice Groups
= Tlinks
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5.7. Administer synTelate User

SelectUser Management > User Admin > AddJserfrom the left pane, to display tiAeld
User screen in the right pane.

Enterdesired values fddser Id, Common Name Surname, User Password andConfirm
Password ForCT User, s el ect A Y edown list. rRetam the kefaultdvaluz m the
remaining fields. CliclApply at the bottom of the screen (not shown below).

Wwelcome: User craft

- = = Last login: Thu Aug 26 15:21:54 2010 from 10.32.35.10
AVA A Application Enablement Services ot g s Tt fo
Management Console Server Offer Type: TURMNKEY

SW \Mersion: r5-2-2-105-0

User Management | User Admin | Add User Home | Help | Logout

» AE Services

Communication Manager

" Interface Add User
» Licensing
= Fields marked with * can not be empty.
» Maintenance * User Id !_synTeIate
b Networking * Common Name  |syrTelaste |
Seac - 5 e
} Security . |syrTelate
= ; —————
User Management * Confirm Password |esesssssssss |
User Admin Avaya Role | None v
= Add User : |
Business Category | |
= Change User Password
.« List All Users Car License [ ]
= Modify Default Users CM Home |:|

= Search Users Css Home [ ]

» Utilities e [F‘;'es_v|
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6. Configure synTelate Designer

This section provides the procedures for configusyigTelate DesignerThe procedures
include the following areas:

1 Administer Moagent32.ini

1 LaunchDesigner

1 Administercampaigns

1 Administer scripts and screens
9 Administer CTI

6.1. Administer Moagent32.ini

From the PC running Designeravigate to th€:\WINDOWS \system32directory to locate the
Moagent32.inifile shown below.
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