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Abstract

These Application Notes describe a solution for integrating the wireless communication
features of a Vocera Communications System with Avaya IP Telephony, including Avaya
Communication Manager, Avaya IP Office, Avaya Wireless Mobility Gateway and Avaya
Wireless Access Points. An Extreme Networks Alpine 3804 Ethernet Switch interconnected
all the network devices.

Emphasis of the testing was placed on verifying connectivity between the Vocera Badges with
the Avaya Wireless Gateway and Access Points, as well as reliable integration between the
Vocera Telephony Server, Avaya Communication Manager, and Avaya IP Office, using T1
Robbed-Bit, T1 ISDN-PRI, and Analog ports.

Information in these Application Notes has been obtained through compliance testing and
additional technical discussions. Testing was conducted via the DeveloperConnection Program
at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe a solution for integrating the wireless communication features
of a Vocera Communications System with Avaya IP Telephony, including Avaya
Communication Manager, Avaya IP Office, Avaya Wireless Mobility Gateway and Avaya
Wireless Access Points. An Extreme Networks Alpine 3804 Ethernet Switch interconnected all
the network devices.

The Vocera solution is comprised of three main components: the Vocera Server, the Vocera
Badges, and the optional VVocera Telephony Server. The two server applications can reside in the
same physical server platform.

The Vocera Badges are wireless 802.11b devices that serve as communicators in a wireless
environment. A user places a call from a Badge by pressing a button and interfacing with the
Vocera Server via speech. A user can answer a call via speech or automatically.

The Vocera Server acts as the communication server to place calls between the badges. It stores
the user and Badge information, and has the speech access interface that allows users to place
and receive calls.

The Vocera Telephony Server is an optional interface that provides connectivity to a PBX
system. The interfaces to the PBX can be ISDN-PRI, T1 Robbed Bit (Channel Associated
Signaling), or Analog. The Vocera Telephony Server allows the Vocera Server to connect
Badges to PBX users, as well as route calls to the public network through the PBX.

Figure 1 illustrates the network configuration used to verify the Vocera Communications
solution. Although all three PBX interface types (T1, ISDN-PRI, and Analog) were verified, it
was done one interface at a time, since the mix of interfaces is not a typical solution.

The configuration details provided in these Application Notes focus on the PBX interfaces
between Avaya Communication Manager, Avaya IP Office, and the VVocera Telephony Server as
well as the wireless configuration between the VVocera Badges and the Avaya Wireless Mobility
Gateway and Avaya Wireless Access Points.
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Figure 1: Avaya and Vocera Configuration
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2. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment Software
Avaya S8500 Media Server with Avaya G650 Media | Communication Manager 2.1
Gateway (R012x.01.0.411.7)
Avaya W310 Media Gateway 4.3.47
Avaya W110 Light Access Point 1.1.16
Avaya AP4/5/6 Access Point 2.4.5
Avaya IP Office 403 2.1.17
Avaya Voice Priority Processor 33/02
Avaya 4602SW IP Telephone 1.800
Avaya 4610SW IP Telephone 2.130
Avaya 3616/3626 IP Wireless Telephones 96.024
Avaya Phone Manager Pro 2.1.7
Extreme Networks Alpine 3804 Ethernet Switch 7.2.0 Build 25
Vocera Server and Telephony Server 3.0 build 913
Vocera Badges 3.0 build 913

3. Configuring Avaya Communication Manager

Connectivity between Avaya Communication Manager and the Vocera Telephony Server was
done with T1 Robbed-Bit trunks, T1 ISDN-PRI trunks, and Analog ports. The following sections
show the relevant configuration screens for the three interfaces. When all configurations are
completed it is recommended to “save translations” so that the changes are saved.

When the integration is with trunks, it is important to allow trunk-to-trunk transfer for the
Badges to be able to transfer/conference calls, as well as place outbound calls. Trunk to trunk
transfer is a global parameter that is enabled in the “system-parameters features” form. Set the
“Trunk-to-Trunk Transfer” field to “all”.

display system-parameters features Page 1 of 14
FEATURE-RELATED SYSTEM PARAMETERS
Self Station Display Enabled? n
Trunk-to-Trunk Transfer: all
Automatic Callback - No Answer Timeout Interval (rings): 3
Call Park Timeout Interval (minutes): 10
Off-Premises Tone Detect Timeout Interval (seconds): 20
AAR/ARS Dial Tone Required? y
Music/Tone on Hold: none
Music (or Silence) on Transferred Trunk Calls? no
DID/Tie/ISDN/SIP Intercept Treatment: attd
Internal Auto-Answer of Attd-Extended/Transferred Calls: transferred
Automatic Circuit Assurance (ACA) Enabled? n

Abbreviated Dial Programming by Assigned Lists? n

Auto Abbreviated/Delayed Transition Interval (rings): 2
Protocol for Caller ID Analog Terminals: Bellcore

Display Calling Number for Room to Room Caller ID Calls? n
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It is important that stations that have access to the VVocera Server are not outward restricted. All
stations have a COR assigned to them in the station form. Set the “Calling Party Restriction” and
“Called Party Restriction” fields to “none” in the COR form for the appropriate COR that is
assigned to the stations, in this case the COR number is 1.

display cor 1 Page 1of 4
CLASS OF RESTRICTION
COR Number: 1
COR Description:
FRL: O APLT? y
Can Be Service Observed? y Calling Party Restriction: none
Can Be A Service Observer? y [Called Party Restriction: none
Partitioned Group Number: 1 Forced Entry of Account Codes? n
Priority Queuing? n Direct Agent Calling? n
Restriction Override: none Facility Access Trunk Test? n
Restricted Call List? n Can Change Coverage? n
Access to MCT? y Fully Restricted Service? n
Group 1l Category For MFC: 7
Send ANl for MFE? n
MF ANI Prefix: Automatic Charge Display? n
Hear System Music on Hold? y PASTE (Display PBX Data on Phone)? n
Can Be Picked Up By Directed Call Pickup? n
Can Use Directed Call Pickup? n
Group Controlled Restriction: inactive

3.1. Configuring T1 ISDN-PRI Trunks

The configuration verified for T1 trunks used the 4xxxx extension range for the VVocera Server
and Badges. A uniform dial plan was used to allow 5-digit dialing to reach the VVocera Badges.
When no digits are sent to the VVocera Server, the user is greeted by the voice interface, and
prompted for a badge user to contact. If digits are sent over the trunk to the VVocera Server, then
Vocera looks up the digits in a table to see if they match a Badge user, and sets up the connection
to that user. If the digits are not in the user table, then the caller hears an audio message
indicating there is no such user and is prompted for a user to contact. The configuration shown
here does not send digits to the VVocera server, so the caller always receives the initial greeting.

The DS1 form for the ISDN-PRI board is shown here. Avaya Communication Manager acted as
the network, and the VVocera Server was the user. The “Country Protocol” was set to “1” and the
“Protocol Version” was set to “a”. Vocera, shown in later screens, was set to simulate a
connection to a 5ESS Central Office switch.

JPA; Reviewed: Solution & Interoperability Test Lab Application Notes 50f34
SPOC 3/3/2005 ©2005 Avaya Inc. All Rights Reserved. VoceraAN.doc




display dsl a06 Page 1 of 2
DS1 CIRCUIT PACK

Location: 01A06 Name: Vocera
Bit Rate: 1.544 Line Coding: b8zs
Line Compensation: 1 Framing Mode: esf
[Signaling Mode: isdn-pri|
Connect: pbx| [Interface: network
TN-C7 Long Timers? n Country Protocol: 1
Interworking Message: PROGress Protocol Version: &
Interface Companding: mulaw CRC? n

Idle Code: 11111111
DCP/Analog Bearer Capability: 3.1kHz
Slip Detection? n Near-end CSU Type: other

The trunk group screens are shown here. The important trunk related parameters that were
different from their default values are highlighted here.

display trunk-group 60 Page 1 of 22
TRUNK GROUP

Group Number: 60 Group Type: isdn| CDR Reports: y

Group Name: Vocera PRI COR: 1 TN: 1 TAC: 160
Direction: two-way Outgoing Display? n Carrier Medium: PRI/BRI

Dial Access? y Busy Threshold: 255 Night Service:

Queue Length: O

[Service Type: tig€ Auth Code? n TestCall ITC: rest

Far End Test Line No:
TestCall BCC: 4
TRUNK PARAMETERS

Codeset to Send Display: 6 Codeset to Send National IEs: 6
Max Message Size to Send: 260 Charge Advice: none
Supplementary Service Protocol: a Digit Handling (in/out): enbloc/enbloc

Trunk Hunt: cyclical
Digital Loss Group: 13
Incoming Calling Number - Delete: Insert: Format:
Bit Rate: 1200 Synchronization: async Duplex: full
Disconnect Supervision - In? y Out? y
Answer Supervision Timeout: O
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display trunk-group 60

Page
TRUNK GROUP

6 of 22

Administered Members (min/max): 1/23
GROUP MEMBER ASSIGNMENTS Total Administered Members: 23
Port Code Stx Name Night Sig Grp
1: 01A0601 TN464 F 60
2: 01A0602 TN464 F 60
3: 01A0603 TN464 F 60
4: 01A0604 TN464 F 60
5: 01A0605 TN464 F 60
6: 01A0606 TN464 F 60
7: 01A0607 TN464 F 60
8: 01A0608 TN464 F 60
9: 01A0609 TN464 F 60
10: 01A0610 TN464 F 60
11: 01A0611 TN464 F 60
12: 01A0612 TN464 F 60
13: 01A0613 TN464 F 60
14: 01A0614 TN464 F 60
15: 01A0615 TN464 F 60
display trunk-group 60 Page 7 of 22
TRUNK GROUP
Administered Members (min/max): 1/23
GROUP MEMBER ASSIGNMENTS Total Administered Members: 23
Port Code Sftx Name Night Sig Grp
16: 01A0616 TN464 F 60
17: 01A0617 TN464 F 60
18: 01A0618 TN464 F 60
19: 01A0619 TN464 F 60
20: 01A0620 TN464 F 60
21: 01A0621 TN464 F 60
22: 01A0622 TN464 F 60
23: 01A0623 TN464 F 60
24:
25:
26:
27:
28:
29:
30:

The Uniform Dial Plan screen is shown here. The 5-digit 4xxxx extension range was used for
Vocera Server and Badges.

display uniform-dialplan 4 1 of 2

UNIFORM DIAL PLAN TABLE

Page

Percent Full: O
Matching Insert Node Matching Insert Node
Pattern Len Del Digits Net Conv Num Pattern Len Del Digits Net Conv Num

4 5 0 aar] n

n
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Automatic Alternate Routing (AAR) was used to route calls to the appropriate route pattern.

display aar analysis 4 Page 1 of 2
AAR DIGIT ANALYSIS TABLE
Percent Full: 1
Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Reqd
] 5 5 60 aar n|

Route Pattern 60 routed calls to trunk group 60, and deleted all 5 digits dialed, so no digits were
sent to the VVocera Server.

display route-pattern 60 Page 1 of 3
Pattern Number: 60 Pattern Name: Vocera
Secure SIP? n

Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC
No Mrk Lmt List Del Digits QSIG
Dgts Intw
1: 0 O 5 n user
2: n user
3: n user
4: n user
5: n user
6: n user
BCC VALUE TSC CA-TSC ITC BCIE Service/Feature BAND No. Numbering LAR
01234W Request Dgts Format
Subaddress
1: yyyyyn n rest none
2: yyyyyn n rest none
3: yyyyyn n rest none
4: yyyyynn rest none
5: yyyyyn n rest none
6: yyyyyn n rest

3.2. Configuring T1 Robbed Bit Trunks

The configuration verified for T1 trunks used the 4xxxx extension range for the VVocera Server
and Badges. A uniform dial plan was used to allow 5-digit dialing to reach Vocera Badges.
When no digits are sent to the VVocera Server, the user is greeted by the voice interface, and
prompted for a badge user to contact. If digits are sent over the trunk to the Vocera Server, then
Vocera looks up the digits in a table to see if they match a Badge user, and sets up the connection
to that user. If the digits are not in the user table, then the caller hears an audio message
indicating there is no such user and is prompted for a user to contact. The configuration shown
here does not send digits to the VVocera Server, so the caller always receives the initial greeting.

The DS1 form for the Robbed Bit T1 board is shown here.
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display dsl a07 Page 1 of 2
DS1 CIRCUIT PACK

Location: 01A07 Name: Vocera
Bit Rate: 1.544 Line Coding: b8zs
Line Compensation: 1 Framing Mode: esf

[Signaling Mode: robbed-bit|

Interface Companding: mulaw
Idle Code: 11111111
Slip Detection? n Near-end CSU Type: other

The trunk group screens are shown here. The important trunk related parameters that were
different from their default values are highlighted here.

display trunk-group 70 Page 1 of 20
TRUNK GROUP
Group Number: 70 Group Type: tie€ CDR Reports: y
Group Name: Vocera RBS COR: 1 TN: 1 TAC: 107
Direction: two-way Outgoing Display? n Trunk Signaling Type:
Dial Access? y Busy Threshold: 255 Night Service:
Queue Length: O Incoming Destination:
[Comm Type: voice] Auth Code? n

Trunk Flash? n

TRUNK PARAMETERS

Trunk Type (in/out): wink/immed| Incoming Rotary Timeout(sec): 5
Outgoing Dial Type: tone Incoming Dial Type: tone
Disconnect Timing(msec): 500
Digit Treatment: Digits:
Sig Bit Inversion: none
Analog Loss Group: 9 Digital Loss Group: 13

Incoming Dial Tone? y

Disconnect Supervision - In? y Out? y
Answer Supervision Timeout: O Receilve Answer Supervision? y

display trunk-group 70 Page 4 of 20
TRUNK GROUP
Administered Members (min/max): 1/24
GROUP MEMBER ASSIGNMENTS Total Administered Members: 24

Port Code Sfx Name Night Mode Type Ans Delay
01A0701 TN464
01A0702 TN464
01A0703 TN464
01A0704 TN464
01A0705 TN464
01A0706 TN464
01A0707 TN464
01A0708 TN464
01A0709 TN464
10: 01A0710 TN464
11: 01A0711 TN464
12: 01A0712 TN464
13: 01A0713 TN464
14: 01A0714 TN464
15: 01A0715 TN464

OCO~NOOAWNPE

TTMTTMTMTMTMTTTTTTTT
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display trunk-group 70 Page 5 of 20
TRUNK GROUP
Administered Members (min/max): 1/24
GROUP MEMBER ASSIGNMENTS Total Administered Members: 24

Port Code Sfx Name Night Mode Type Ans Delay
16: 01A0716 TN464
17: 01A0717 TN464
18: 01A0718 TN464
19: 01A0719 TN464
20: 01A0720 TN464
21: 01A0721 TN464
22: 01A0722 TN464
23: 01A0723 TN464
24: 01A0724 TN464

MMM T

The Uniform Dial Plan screen is shown here. The 5-digit 4xxxx extension range was used for
Vocera Server and Badges.

display uniform-dialplan 4 Page 1 of 2
UNIFORM DIAL PLAN TABLE
Percent Full: O

Matching Insert Node Matching Insert Node
Pattern Len Del Digits Net Conv Num Pattern Len Del Digits Net Conv Num
] 5 0 aar] n n

Automatic Alternate Routing (AAR) was used to route calls to the appropriate route pattern.

display aar analysis 4 Page 1 of 2
AAR DIGIT ANALYSIS TABLE
Percent Full: 1
Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Reqd
] 5 5 70 aar n|

Route Pattern 70 routed calls to trunk group 70, and deleted all 5 digits dialed, so no digits were
sent to the VVocera Server.
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display route-pattern 70 Page 1 of 3
Pattern Number: 60 Pattern Name: Vocera
Secure SIP? n

Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC
No Mrk Lmt List Del Digits QSIG
Dgts Intw
1: 70 O 5] n user
2: n user
3: n user
4: n user
5: n user
6: n user
BCC VALUE TSC CA-TSC ITC BCIE Service/Feature BAND No. Numbering LAR
01234W Request Dgts Format
Subaddress
1 yyyyyn n rest none
2: y yyyyn n rest none
3: yyyyyn n rest none
4: yyyyyn n rest none
5:yyyyyn n rest none
6 yyyyyn n rest

3.3. Configuring Analog Ports

Integration with analog ports requires administering the appropriate number of analog stations in
Avaya Communication Manager, and assigning them to a hunt group. Users dialed the Hunt
Group extension, 55555, to reach the VVocera Server. In this configuration, four stations were
used. A sample station form is shown here.

display station 50011 Page 1 of 3
STATION
Extension: 50011 Lock Messages? n BCC: O
Security Code: TN: 1
Port: 01A1201 Coverage Path 1: COR: 1
Name: Vocera Port 1 Coverage Path 2: COoSs: 1
Hunt-to Station: Tests? y

STATION OPTIONS
Loss Group: 1 Message Waiting Indicator: none
Off Premises Station? n

The stations were assigned to Hunt Group 2, and Hunt Group 2 was assigned extension 55555.
The hunt group forms are shown here.
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display hunt-group 2 Page 1 of 60

HUNT GROUP
Group Number: 2 ACD? n
Group Name: Vocera Queue? n
Group Extension: 55555 Vector? n
Group Type: ucd-mia Coverage Path:
TNz 1 Night Service Destination:
COR: 1 MM Early Answer? n
Security Code:
ISDN Caller Display
display hunt-group 2 Page 2 of 60
HUNT GROUP

Message Center: none

LWC Reception: none

AUDIX Name:
display hunt-group 2 Page 3 of 60
HUNT GROUP
Group Number: 2 Group Extension: 55555 Group Type: ucd-mia
Member Range Allowed: 1 - 1500 Administered Members (min/max): 1 /4
Total Administered Members: 4
GROUP MEMBER ASSIGNMENTS
Ext Name (24 characters) Ext Name (24 characters)

1: 50011 Vocera Port 1 14:
2: 50012 Vocera Port 2 15:
3: 50013 Vocera Port 3 16:
4: 50014 Vocera Port 4 17:
5: 18:
6: 19:
7: 20:
8: 21:
9: 22:
10: 23:
11: 24:
12: 25:
13: 26:

At End of Member List

4. Configuring the Avaya IP Office

Connectivity between Avaya IP Office and the Vocera Telephony Server was done with T1
E&M trunks, T1 ISDN-PRI trunks, and Analog ports. The following sections show the relevant
configuration screens for the three interfaces. IP Office configurations are done using the IP
Office Manager. After each configuration is completed it is recommended to save the
configuration and initiate an immediate reboot, if appropriate, so that the configuration is applied
to the Avaya IP Office switch.
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4.1. Configuring T1 ISDN-PRI Trunks

The configuration verified for T1 trunks used the 4xxxx extension range for the VVocera Server
and Badges. Short codes were used to allow 5-digit dialing to reach VVocera Badges. When no
digits are sent to the VVocera Server, the user is greeted by the voice interface, and prompted for a
badge user to contact. If digits are sent over the trunk to the VVocera Server, then VVocera looks up
the digits in a table to see if they match a Badge user, and sets up the connection to that user. If
the digits are not in the user table, then the caller hears an audio message indicating there is no
such user and is prompted for a user to contact. The configuration shown here does not send
digits to the VVocera server, so the caller always receives the initial greeting.

In the Configuration Tree, expand the Line section. Line group number 5 was configured to
connect to the Vocera Server. Double click on Line Number 5 and the configuration window
appears.

Iﬂ Manager [10.1.2.15] {C:"Program Files",...\Manager'} 0DEOD700477D.cfg
File Edit Yiew Tools Window Help

=l

v Configuration Tree
---------- BOOTRI1) Line Mumber | Ihcaming Group D | Outgoing Group |d | Mumber of Channelz | Outgoing Chann.... | Yoice Channels | D ata Channe
B Operator (3] X% 2 2 20 20 20 20
g o5 5,5.5.. 5.5.5.. 23 23 0 0
-alx
- 2iptrunk to 58300 Addvanced
- S22 Control Uit (4]
H Entension (46) Line Nurmber |u5 Line SubType FRI -
- |zer (48]
$83 Hurt Group 1] . Iﬁ . =
%) Shortcads [51) Channel Allocation 2331 Provider ILocaI Teleo ﬁ
............ Service (0]
[ % RAS (1] Switch Type |5ESS 'I
........... | ing Call Foute (52
[? __________ = \:.CADJSEH [E] oute (52) Char | Giroups | Directio.n : | Bearer | Service | Adrmin : | o
____________ Directony (0] 1 5 5 Both D!rect!ons Ay Mone In Ser\-'!c:e
Time Profie (0 2 5 Both Directions Ay MHone In Service
"""""" Ime Frofie _[ ) 3 5 5 Bath Directions Any Mone In Service
1B Firewall Prafile (1] 4 5 5 EBath Directions Any Mone In Service
[T I Route [2) 5 5 5 Both Directions Any Nane In Servics —
------------ Least Cogt Route (0] B 5 B Both Directions Ay Mane In Service
e[ License [2) 7 5 8 Both Directions Ay More In Service
Q Aceount Code [0) g 5 5 EBioth Directions Ay Mone In Service
- 9 5 5 EBioth Directions Ay Mone In Service
@ Ese.l F!leigﬁ:tlgn [D] 10 5 Both Directions Ay MHone In Service
ogica o 11 5 Both Directions Ay MHone In Service
m Tunnel [0 17 E E Bt Piiearkamne F [P I Cardiea LI
... .'.-'
g EF1T Spstern(T] Prefix l—
] I LCancel | Help |

Avaya IP Office only supports the user side of the ISDN-PRI protocol, so the Vocera Telephony
Server was set for the network side. The “Line Sub Type” was set to “PRI”. The “Provider” was
set to “Local Telco”. The “Switch Type” was set for “5ESS”, and 23 channels were allocated.
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[1 PRI 24 Line =10] x|

Line I Advanced

Line Mumber ||:|5 Line SubTupe IPF|| j
Channel Allacation |23 1 j Pravvider ILocaI Telco j
Switch Type f5ESS =l
Chan | Groups | Direction | Bearer | Service | Admin | -
1 F A Both Directions Any Haone Ih Service
2 5 5 Both Directions Ary Mane In Service
3 5 B Both Directions Ay Maone In Service
4 F A Both Directions Any Haone Ih Service
] 5 B Both Directions Ary Maone In Service ]
g 5 A Both Directions Ary Hone I Service
7 5 & Both Directions Any MHaone I Service
a 5 B Both Directions Ay Maone In Service
| F A Both Directions Any Haone Ih Service
10 5 5 Both Directions Ary Mane In Service
11 5 A Both Directions Ay MHone In Service LI
17 E E et Diraebinne A bl s lin Carsics

Prefix I

0k I LCancel | Help |

In the Advanced Tab, it is important to set the “Clock Quality” to “Unsuitable” to prevent Avaya
IP Office from attempting to synchronize its clock from the Vocera Server. The Vocera Server
will synchronize its clock from Avaya IP Office.

[ PRI 24 Line =10l x|
Lire Advanced I
Teszt Humber I
Framing IESF ﬂ
Ze10 Suppression IEBZS j
Clack Quality IUnsuitahIe j
CSU Operation H
Line Compenzation -
Line Signalling IEF'E ﬂ
Ihcoming Routing Cigits |5
CRLC Checking v
Ok, I LCancel Help
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Shortcodes are configured from the “Shortcode” entry in the Configuration Tree. Click on
“Shortcode”, and then on the screen to the right, click with the right mouse button and select
New. This will open a new Shortcode window. The screen below shows the one used to route
4xxxx. Leave the “Telephone Number” field blank. This indicates that no digits will be sent to
the Vocera Server. The “Line Group ID” was set to “5”, which is the T1 line that connects to the
Vocera Server.

{fiManager [10.1.2.15] {C:\Program Files...,Manager',) 00E00700477D.cfg -0l
Eile Edit Mew Tools Window Help

=

i Configuration Tree =10l x|
ey BOOTP (1) Code | Telephane Number Feature | Line giov |
Operatar (3] €23 shortcode 4xxux x|
B Systern DOEOD7004770
Short Code |4HH””
W 2ip trunk to 58300 Telephone Number |

Tl CDntmI_let 4 Line Group ID |5
|:| Eutenzion [46]
G Lser [48) Feature IDia| j
|:| Hunt Group [1] I—
- #) Shortcode (B1] Locale

e 2E) 00 Force Account Code [

#)

o ) ¥02 ] 4 I Cancel Help

e ) *04 FHI[ANN; 1N Dial3k.1 1

— 29N N Dial3K1 0

E’ “08 gj [ et mininine M [al3k1 ]

gj 07N N _|:| FE) Dial 5 =
1| [ e 1| | H .z

|Received BCOOTP requesk For 000000000000 172,16,252.19 , unable to process i

4.2. Configuring T1 E & M Trunks

The configuration for using T1 E & M trunks is similar to T1 ISDN-PRI, with the only
difference being the T1 Line configuration. The following screen shows what was used.

The “Line Sub Type” was set to “T1” and 24 channels were allocated. To configure the
individual channels, you click on the first one, scroll down to the last one, hold the “Ctrl” key
down and double click on the last one. This brings up the configuration screen. The “Type” was
set to “E & M — Tie”. The “Incoming Trunk Type” was set to “Wink-Start”. The “Outgoing
Trunk Type” was set to “Automatic”.
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1 PRI 24 Line =10l %]

Line I Advanced

Line Mumber IEIE Line SubType T1 j
Channel Allocation |24 1 j
Chan | Groups | Direction | Bearer | Type | Incoming Trunk Type | Outgoing Trunk Type | -
1 5 & Both Directions Woice E&M-Tie Wink-Start Automatic
2 LT Both Directions Woice E&M-Tie fink-Start Automatic
3 5 & Both Directions Woice E&M-Tie Wink-Start Automatic
4 5 A Both Directions Woice E&M-Tie Wink-Start Automatic
5 5 & Bath Directions Woice E &M -Tie Wink-Start Avtomatic =
g 5 A Both Directions Woice E&M-Tie Wink-Start Automatic
7 A Boath Directions Woice E&M-Tie Wink-Start Avtomatic
a 5 A Both Directions Woice E&M-Tie Wink-Start Automatic
| A Boath Directions Woice E &M -Tie Wink-Start Avtomatic
10 A Both Directions Woice E&M-Tie Wink-Start Automatic
11 A Boath Directions Woice E &M -Tie Wink-Start Avtomatic LI
12 E & O, Thirae b Wi Cohd.Tiz A fimle Dk ek b 2hie
Prefis I

0k I LCancel | Help |

In the Advanced Tab, it is important to set the “Clock Quality” to “Unsuitable” to prevent Avaya
IP Office from attempting to synchronize its clock from the Vocera Server. The VVocera Server
will synchronize its clock from Avaya IP Office.

1 PRI 24 Line N [=]E|
Line Advanced I
Framing IESF j
Zero Suppression IBSZS j
Clack Quality IUnsuitabIe j
CSU Operation [l
Line Compensation ~
Chanrel Unit IFDreign Exchange j
Line Signalling |cPE =]
Incoming Routing Cigits |5
CRC Checking v
0K I LCancel Help
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4.3. Configuring Analog Ports

Integration with analog ports requires administering the appropriate number of Users and
Extensions in Avaya IP Office, and assigning them to a hunt group. Users dialed the Hunt Group
extension, 22222, to reach the VVocera Server. In this configuration, four stations were used. The
user form is configured by selecting “Users” in the “Configuration Tree”, and double clicking on
the appropriate user Name. This form allows you to associate a user Name to an Extension.

IE’J Manager [10.1.2.15] {C:" Program Files'..."\ Manager",) 0D0E00 7004 7 7D.cfg
File Edit Wew Tools ‘Window Help

R o oS
_____________ 1312 ;gg:; ﬁkE:-:trﬂEImE 20016 Waoicek ail Call/aiting
- ?% User [48] ﬁE:-:trﬂElEﬂ? 20017 Y oicebdail Call aiting
____________ Rematetanager ﬁ Extrn20013 20018 Y oicebd ail Call aiting
Mol ser ﬁ Extn20013 200119 Woicebd ail Callw aiting
------------- curcos e T
............. <% Extn20001 '8 ExinZ00;
ﬁk ExtnZ20002 ﬁ%ExtnEDDI User |Voicemail| DD I Shu:urtEcu:IesI SDurceNumbersI Telephon}ll Faonaa
J% Exn20003 € Extn200;
------------- % Exn20004 SEEunzop,  Mame |E 20016
------------- g Extn20005 9% Exin200;
SEExnz00,  Password fi
58 Extniz00;
SEEXNZ00  Confim Password I
58 Extn200;
T8 Extn200;
Full M ame I
............. i& Extr20011 |
E xtn200:
............. gzg Emtri2007 2 %E:E:EDD'
g Extn20013 ikEmnznn: Exterision fzome
g8 Extri20014 | | j
............. % Extn20015 S8 Extn 200 Lose™s I—
............. ﬁ Exbr20016 ﬁEHszDE
9% Exn20017 JREwn200
% Extn20018 SEExn200  Friority [5
............. ﬁ Exbr20019 ﬁE:-:tnIZEIEIZ
............. ﬁ Extn20020 ﬁ%ExtnEDDZ
58 Extn200:
ﬁEHtrﬂDD- Restrictions I ﬂ
5% Extniz00.
58 Extnz00.
[ IR,
| K1
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The extension configuration forms are under “Extension” in the “Configuration Tree”. It is
important to set the “Equipment Classification” to “IVR Port” for proper disconnect handling on
the Vocera analog ports.

+i Configuration Tree
B BOOTF (1] a4, | Extension | Caller Display | Paging |
B Operator (3] 163 20016 On
System O0OEDO7O04770 164 20017 On
Line(2) 155 20018 fin
Control Urit (4] ‘IBB 20019 n
Estension (48] : :
I8 Extension 20016 o ] 4|
[B 7920006 Exn |
83 20007
a7 20008 Extengion 1D I'I [X]
51 20003
35 2000 Extension |2UU1 B
W 53002 20001
W 3003 20002 .
Caller Display T -
W o004 20003 ST DS EY ThpE |of [ |
- G005 20004
i 8006 20005 L —Equipment Claszification —Flazh Hook Pulze Width
74 20011 ™ Cuiet Headset ¥ Use System Defaults
78 20012
B7 20013 " Paging Speaker e irairnarn S47idth 2 j Wit - 10mms
7120014 ) ) o
75 20015 " Standard Telephone il EimrLim A/ idth a0 ZII Wit - 10
163 20018
164 20017 & VR Port Meszage Waiting Lamp Indication Type
165 20078 Disconnect Pulze Wwidth INDHE j
1BE 20019 Urits - 10ms ISD j
167 20020 [~ ResetVolume After Calls
::gg 233212 —Hook Persistency
170 20053 Uits - Tma 100 =i
171 20024
172 20025
173 20026 ok | Cancel Help
F 174 20027 =l
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The appropriate extensions need to be added to a hunt group. The hunt group forms are under
“Hunt Group” in the “Configuration Tree”. On the right screen click the right mouse button and
select “New” for a new hunt group. Provide an extension for the hunt group and select the “Hunt
Type”; “Circular” was used in this configuration. In the “Extension List” screen, click the right
mouse button and select “Add”. This allows you to scroll through the available User/Extensions.
Click “OK?” to finish.

Iﬂ Configuration Tree
BOOTR (1) | Extension | Mode | Time Prafile | Fallback Groug

Dperator (2] Pz 22022 RingCircular
@ Cystem D0EO07004770

Line [2] ik Hunt Group =101 x|
S Control Unit (4) HuntGroup |Vnicemail| Fallbackl Gueuingl YoiceFecording
- Extenzion [46)
- Uzer [48) Mame || Hunt Type———
st¢ Hunt Group [1] " Group
o flgy 22222 . .
[Eq— Shortcode [B1] Estension |22222 " Linear
Service (0] & Circular
Fias [-_I] Allocated Anzwer Inkerval [zecs) |5 = Most |dle
5 Incoming Call Route [52)
) AN Port (0] »
Directary [0] Overflow Time [secs] I [™ Call\Waiting O
------------ Time Profile (0]

[ B® Firewall Profile (1]

/ IP Route [2]
Least Cozt Route [0

[ License [2) Extension List Overflow Group List
-[#] Account Code [0) E wtenzion | Jser I Mame I
UIzer Restriction (0] 20016 Ewtn 20015
- Logical LAN 0] 20017 Extn20017
............ Ay Turnel () 20018 Extnz0013
2% EF11 Spsteml1) 20013 Extn20013

QK I Cancel Help

5. Configuring Avaya Wireless Access Points

Two types of Avaya wireless Access point were used: Avaya Wireless W110 Access Point and
Avaya Wireless AP 4 Access Point.

5.1. Configuring Avaya W310/W110

Configuration for the Avaya W110 Light Access Point is done through the Avaya W310
Mobility Gateway. The web interface was used to do the configuration. The configuration
screens included here show how to configure the Operational Mode, SSID, and WEP encryption.
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Use a web browser to access the Management IP address of the W310 and log in. Select the
“Wireless Manager” tab. Click on “Configure” and select “SSID Table”, the following screen
will appear. To create a new SSID, select “Insert”, and a new row will be created. To configure
the columns in the row, either click or double click on the field to be changed. In some of the
fields you enter text, in others you are required to choose from a pre-defined menu. Click on the
“Name” column and type the SSID name “vocera”. Click on the “VVLAN” column and enter the
appropriate VLAN number, in this case “1”. Click on the “Accessible VLAN” column to check
mark it. Click on the “Security Mode” column and select “WEP” from the menu. Click on the
“Broadcast” column and select “Enable”. Click on the “Closed System” column and select
“Disable”. Click on the “WEP Key 1” column and enter 13 characters to be used for the WEP
128 encryption key. Click on the “Effective WEP Key” column and select “Key 1”. Click on
“Apply” for the configuration to be applied. Note that the same WEP encryption key needs to be
used by all wireless devices to be able to communicate with the Access Points.

/3 10.1.2.152 - Avaya W310 - Avaya Device Management - Microsoft Internet Explorer o ]
r Device Manager r Wireless Manager | AVAyA
File View Configure Actions Help
P BB E TR N
= W30 | o R

‘:(&J: LARA + 551D Table »

_[(J% LA  Hame  [wLAH ||accessible VLAH Security Mode Broadcast Closed System |WEP Key 1 WEP Key 2| WEP Key 3 WEP Key 4 |Effective W

_ib LAP3 default by user group table (] none Disable |Disable [ s amea e Key 1

_[iB] LAP 4 vocera 1 [ WEP Enable  Digable s mem ama amw Key 1

|t LAP 5 el

1 Lap s

' Lap 7

L Lap g

1 Lap g

I Lap 10

B Lap 11

FE Lap 12

1 Lap 13

L Lap1a

I Lap s

LY) Lap 15

i Ir
Refresh | Delete || Insert || Import
. A

- @ "o =

Note: Can be modified for more strict security policies.
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To configure the W110 Light Access Points, follow the next steps for each LAP port. Click on
“View” and select “Configuration”. Click on the “LAP” port to be configured. The following
screen should appear. In the “General” tab set the “Operational Mode” to “dotl1b only”. The
Vocera Badges currently only support 802.11b. Click “Apply” to apply the configuration.

/3 10.1.2.152 - Avaya W310 - Avaya Device Management - Microsoft Internet Explorer i ] B
r Device Manager r Wireless Manager | AVAyA
File Wiew Configure Actions Help
. (4H o g
B W E B TR
= W30 : - R
e s
b LAR1 : [+ configuration - LAP +
T Lap 2 :
1 G General | Advanced |
=T Lap 3 :
<) Lap 4 Hame |pnrt—l]2 |
LY Lap s Location | |
FE Lap s Description W10 Light Access Point
[te] :
'k Lap7 Up Time 2496170
e
.5 LAPS Physical Port 2
e
HE Lap s
6 Operational Mode dot11b onhy -
F'E Lar 10
en Hardware Version 144
FE Lap 14 :
|t LAP 12 Software Image Version 1.1.16
1 Lap 13 original Boot Loader Wersion 144
e LAP 14 Upgrade Boot Loader Version 1.0.0
(o] i
FE Lap 15 : AP Group Hame defautt [«]
L“L! Lap 15 :
Refresh
I v
T P =
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Click the “Advanced” Tab, and then the “802.11g Configuration” tab. When the operational
mode is 802.11b, the 802.11g tab is used to configure the W110 Light Access Point. In this
screen you can choose the desired “Channel Frequency”. In this example, Automatic Channel
Selection was enabled. The other parameters were left at their default values. Click “Apply” to
apply the configuration. Each time a W110 Light Access Point is rebooted the W310 Media
Gateway sends it the appropriate configuration.

/3 10.1.2.152 - Avaya W310 - Avaya Device Management - Microsoft Internet Explorer =101 x|

r Device Manager r Wireless Manager | AVAyA

File View Configure Actions Help

[PE %) Bh B O, B & Ao

= W30 | o R
e s
o LARA [° Configuration - LAP «
- LAP 2 4
[% G General | Advanced |
FE Lap 3 :
| e Lapa 802.11a Configuration r 802.11g Configuration {present) |
0 Lap s . r v
| tega LAP & Regulatory Domain FCC
L Lap 7 r Tx Parameters
B Lap 8 Multicast Tx Rate [2Mbps -]
- Laps : Unicast Tx Rate [ Auto Faiback -]
[0 Ll 1
B Lokl Beacon Period |1I]l] |
L]
— LAP 11
P DTIM Period [ |
— LAP 12
LS L ap 13 : - Channel Frequency
L | ap1a : Automatic Channel Selecti [Enable |
L0 Lap 15 Channel Frequency 7-2.442 GHz
LYE! Lap 15 4 Automatic Channel Selestion Allowed Band | Lower, Middle ~
RTS Threshold [disable [«]
r Load
Load Balancing | Disable |
Load Balancing Tx Time Threshold |1I]l]l]lll]l] |
Load Balancing Adj AP Threshold |1I]l] |
r Tx Power Level
Tx Power Level 1 10000
Tx Power Level 2 5000
Tx Power Level 3 2500
Tx Power Level 4 1250
Tx Effective Power Level [4 -
r Rogue AP
Rogue AP Detection Mode [ Disabie |
Rogue AP Detection Interval [mil 1 |15 |
Refresh
. A
dae . Ees =]
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5.2. Configuring Avaya AP 4

The Avaya AP 4 is a standalone Access Point. The web interface was used to do the
configuration. The configuration screens included here show how to configure the Operational
Mode, SSID, and WEP encryption. Use a web browser to access the Management IP address of
the Avaya AP 4 Access Point. Select the “Configure” button, and then the “Interfaces” tab.
Under the “Operational Mode” tab, set the “Operational Mode” to “802.11b only”.

/3 Wireless Interface - Operational Mode - Microsoft Internet Explorer Ol x|
J File Edit Wiew Favorites Tools Help
J GBack - = - (D (8] 2} | @l search [GeFavorites £ #History | E-Sw
Address I@ http:ff10.1.2, 151 fcfgfif-wir-oprade, htrml j @Go |J Links **
AVAYA =
Alarms \ Bridge \ Security \ RADIUS \ SLAR \
System Metwork Interfaces \ Management \ Filtering \
Status ey
Cperational Mode \ Wireless \ Ethernet \
Configure The operational mode of the wireless interface determines the mode of communication
between wireless clients and the access point
hionitor Mote: Changes to these parametors require access poitt reboot in order to take affoct,
Hote: Select the desired operational mode prior to configuring other wireless interface
cornrmands parameters.
Helg Wireless - A
Cperational Maode 202 11b only ;|
Ezit
Enahle T# Power Contral r
Wireless - A: Transmit Power Level | 1004 =1
[8]24 Cancel
& ’_’_|ﬂ Internet 4
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Select the “Wireless” Tab. Enter the SSID name “vocera” in the “Network Name (SSID) field”.
Select the desired “Frequency Channel” to be used. In this example, Frequency Channel 11 was
used.

a Wireless Interface - Slot A Configuration - Microsoft Internet Explorer AEIEI

J File Edit Yew Favorites Tools Help i

J SBack - = - @ (2 A | @hsearch [GeFavorites  £ZHistory ||%v =N |

Address I@ http:ff10,1.2. 151 fcffif-wird-11ag, html j a0 |J Links **

A\/AyA -
© Mams \ Bridge \ Security \ RADIUS \ YLAN \
System . Metwiork Interfaces \ Management \ Filtering \

Status ) -
Operational Mode Wireless \ Ethernet \
Configure Wireless interface properties determine the characteristics of the wireless medium as
well as how wireless clients will communicate with the access point.
fonitar J Verify configuration of the desired operational mode prior to configuring the wireless
interface properties below.
MJ Note: Changes to these paranieters require access point redoot in order to take effect,
Help § ;
Fhysical Interface Type 802 1{h (0555 2.4 GHI)
A Address 0020 A6:50.E4 62
Ezxit J Fegulatary Domain LEA (FCC)
Metwark Marme (S50 wocera
Enahle Auto Channel Select -

Frequency Channel |11 - 2.462 GHz vI
Transmit Rate IAuto Fallback YI

DTIM Period {1-285) 1
RTSMCTE Medium Resercation (2347=of) 2347
Enahle Closed Systerm -

oK & Cancel B

Wireless Distribution System {(WDS)

WDS can be used to establish point-to-point (i.e. wireless backhaul) connections with other
access points. This table is used to configure WDS partner access points.

Edit
Port Index Partner MAC Address Status
1 00:00:00:00:00:00 Disahle
2 00:00:00:00:00:00 Dizahle
3 00:00:00:00:00:00 Disahle j
[&] ’_’_|° Inkernet Y
JPA; Reviewed: Solution & Interoperability Test Lab Application Notes 24 of 34

SPOC 3/3/2005 ©2005 Avaya Inc. All Rights Reserved. VoceraAN.doc



Select the “Security” Tab, and then the “Encryption” tab. Click the box next to the field “Enable
Encryption (WEP) for Wireless Interface” to turn on WEP encryption. Enter 13 characters, to be
used as the WEP 128 encryption key, in the “Encryption Key 1” field. Set the “Encrypt Data
Transmissions Using” field to “Key 1”. Click “OK” to accept the configuration. Note that the
same WEP encryption key needs to be used by all wireless devices to be able to communicate
with the Access Points.

/3 Encryption Configuration - Microsoft Internet Explorer : Ol x|

J File Edit Wiew Favorites Tools Help

J GBack - = - (D (8] 2} | @l search [GeFavorites £ #History ||%v =¥ |

Address I@ http:ff10.1.2.151 fefgfsec-encryption-alpha, bl j @Go |J Links **
y System \ Metwark \ Interfaces \ Management \ Filtering \

Alarms Bridge Security \ RADIUS \ WLAN \
Status
MAC Access Encription \ Authentication \ RAD \
Configure This tab is used to configure encryption (WEP) in the access point. This is used to provide
data security for wireless communication between the access point and wireless clients.
Encryption settings can be configured for both wireless interfaces.
tWonitor

Note: The access point supports 64, 128 ard T52 bit keys depending on the wireless PCcard
in the device. 152 bit keys are supported for B02 11z and B0 T1g cards ruRRing iy HoH-

Commands B2 Ix mode only, The following table provides information or how to configure encryption
keys usfng HEX or ASCH values,

Help Configuration in Hex  Configuration in ASCH

B4 hit encryption kew 10 characters (0-F) A alphanumeric characters

Exit 128 hit encryption key 26 characters (0-F) 13 alphanumeric characters
162 hit encryption key 32 characters (0-F) 16 alphanumeric characters

Warning: Connectivity requives that epcryption keys on the access point and the wireless
clients be identical.

Note: Chanrges to these paramoters reguire gccess point reboot in order to take effect.

Enahle Encryption (WEP for Wireless Interface W

Wireless Interface

Encryption key 1 l—
Encryption Key 2 l—
Encryption Key 3 l—
Encryption key 4 l—
Encrypt Data Transmissions Using IKey-1 ,I
O Cancel
3] ’_’_|ﬂ Internet 4

For the new configuration to take effect, the Avaya AP 4 Access Point must now be rebooted.
Click the “Commands” button, and then select “Reboot” to reboot the Access Point.
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6. Configuring the Vocera Communications System

The Vocera Communications System is configured using a web based console interface.

The following screen shows the telephony configuration used when the Vocera Telephony
Server places outbound calls through the PBX. The “Local Area Code” should match the local
PBX area code. The “Default Local Access Code” should match the Automatic Route Selection
(ARS) code in Avaya Communication Manager, or the appropriate dialout shortcode in Avaya IP
Office. The “Default Long-Distance Access Code” is typically the same followed by a “1”.

/3 Yocera Administrator | Telephony - Microsoft Internet Explorer =101

File Edit Wew Favorites Tools Help |i
GBack + = - (3 7t | Qhsearch [GEFavorites SfMedia £4 | BN S -

Address I@ hittp: flocalhost: 30807 console/ SiteController j a0 | Links **
vocera
COMMUNICATIONS ADMINISTRATOR hgm !

Telephony

Toll Info m

Badge Status Monitor

. ! Access Codes
Sites 2

Users

Select Site | Glokal hd I

Groups Local Area Code®

Departments 732 [V Omit Area Code when Dialing Locally

System Default Local Access Code Default Long-Distance Access Code

Defaults 9 91

Loeatione Company Yoicemail Access Code

Email
 Telephony Access Code Exceptions

Repopts By default, numbers in the local area code use the Default Local Access Code and all

Maintenance others use the Default Long-Distance Access Code. Enter exceptions in the table helow:

Address Book Area Code Range of Numbers Access Code

Docum entation m

Edit

. Wocera Server 3.0 [Build 913] Consale [Build 913] 7
Save Changes Reset

4 |_’|_|
4

@ Done l_ l_ l_ (2E Local intranet
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6.1. Configuring the Vocera Badges

A script is typically used to easily download configuration information to the VVocera Badges.
The following screen shows the applicable fields that were changed for the VVocera Badges to
communicate with the Avaya Wireless Access Points.

AuthenticationType Open
EncryptionType WEP128
SSID vocera
Server1PAddr 10.1.2.230
ShortPreamble FALSE
Updater 1 PAddr 10.1.2.230
WEPKey1 31323334353637383930313233
WEPKeySlot 1
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6.2. Configuring the Vocera Telephony Server for T1 ISDN-PRI

The following screen shows the configuration used when Vocera was connected to Avaya
Communication Manager. The “Integration Type” was set to “Digital”. The Vocera Telephony
Server T1 was set to emulate the user side of the ISDN protocol, by setting the “ISDN Protocol”
to “5ESS”.

% Yocera Administrator | Telephony - Microsoft Internet Explorer

- = - @2 a8 E: & BB S - =

a hittp: fflocalhost: 8080 consale/adminController #FormAction=telephonyoptions

vocerar
COMMUNICATIONS ADMINISTRATOR -
Badge Status Menitor
Sites Basic Info Access Codes m
selectsite [Goa 5]
S Enable Telephony Integration
Departments
Wocera Hunt Group Mumber | 2776 ]
Systom
ines®
Defaults Mumher of Lines |23 |
Locations Integration Type
Email
0 Analog

-.'||. pnony
o s, @& Digital
Reports
Maintenance Signaling Pratacol ISDN PRI hd
Sl ISDN Protacal 5ESS |
Docum entation

Framing I

Line Code BBIS hd

_ - Vocera Server 2.0 [Build 913] Consale [Build 213]
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The following screen shows the configuration used when Vocera was connected to Avaya IP
Office. The “Integration Type” was set to “Digital”. The Vocera Telephony Server T1 was set to
emulate the network side of the ISDN protocol, by setting the “ISDN Protocol” to “NT1”.

X vocera Administrator | Telephony - Microsoft Internet Explorer =|o]x]

. s NERaR E G 2B

ahttp:,l',l’localhost:SDBDIconsole,l’AdminCDntroller?FormAction=te|eph0nyoptions r e
B
vocCcera
COMMUNICATIONS ADMINISTRATOR -

Badge Status Menitor

: Basic Infc Access Codes Toll Info m
Sites

Usors SelectSite [Goa 5]

Groups

Enable Telephony Integration
Departments

Wocera Hunt Group Mumber |2??6|

Systom

ines#
Defaults Mumber of Lines |23

Locations

Integration Type
Email

0 Analog

&+  Digital
Reports

Ma intenance Signaling Protocal ISDMN PRI

Siefrfizer ] ISDN Pratacal NT1

Docum entation .
Framing

Line Code

Vocers Server 2.0 [Build 913] Conzale [Build 213]
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6.3. Configuring the Vocera Telephony Server for T1 Robbed Bit or E
& M trunks

The following screen shows the configuration used when Vocera was connected to Avaya
Communication Manager and Avaya IP Office using T1 trunks, without ISDN-PRI. The
“Integration Type” was set to “Digital”. The “Signaling Protocol” was set to “Wink Start”. Note
that the “ISDN Protocol” field is grayed-out and not applicable in this configuration.

a Yocera Administrator | Telephony - Microsoft Internet Explorer o |EI|1|
File Edit ‘“iew Favorites Tools Help |i
HBack + = - @ ﬁ| @Search [Ge] Favarites @Media @ | %v =3
Address @ hittp: fflocalhost: 8080 consale/adminController #FormAction=telephonyoptions j 6>G0 | Links **
vocera’ .

o UNICATIONS ADMINISTRATOR ‘Log Out.
Telephony
Badge Status Monitor
T am .
t=ars Select Site  [Giobal -]
Srones [¥ Enable Telephony Integration
Departments
Wocera Hunt Group Mumber 2776
System
L Murmber of Lines® 24|
Lotauiond Integration Type
Email
————‘ © Analog
slaphony | & Digital
‘Reports
Ma intenance Signaling Protocal |wink Start Yl
e el Ok ISDN Protacal [sEss |
Docum entation
Framing ESF h
Line Code IBBZS Yl
- Vocera Server 2.0 [Build 913] Consale [Build 213]
[Reset] -
4 | o
@ javascript:resekFormiforml); l_ l_’_ :I-.ZI;IR" Local inkranet Z
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6.4. Configuring the Vocera Telephony Server for Analog Ports

The following screen shows the configuration used when Vocera was connected to Avaya
Communication Manager and Avaya IP Office using four analog Ports. The “Integration Type”
was set to “Analog”. Note that the “Digital” settings are grayed-out and are not applicable when
the “Integration Type” is set to “Analog”.

T Yocera Administrator | Telephony - Microsoft Internet Explorer

+ = - @ 2] | 8 E3 & BB S - =

ahttp:,l’,l’localhost:SDSD,I'CDnsole,l’AdminControIIer?FormAction=teIephonyoptions |— o

vocerars

COMMUNICATIONS

ADMINISTRATOR Log Out

Eadge Status Moenitor

f— Easic Info 5 Toll Info m

Users

selectsite [Goa 5]

Groups

Enable Telephony Integration
Departments

Yocera Hunt Group Mumber |2?76 |

Systom
i B

Defaults Mumber of Lines |4 |
Locations Integration Wpe
Email

®  Analog

0 Digital
Reports
Maintenance Signaling Protocol wink Start 2
Address Book |S0M Protocol |7
Docum entation

B

Wocera Server 3.0 [Build 913] Console [Build 213]

Line Code BBIS

JPA; Reviewed: Solution & Interoperability Test Lab Application Notes 310f 34
SPOC 3/3/2005 ©2005 Avaya Inc. All Rights Reserved. VoceraAN.doc



7. Interoperability Compliance Testing

Interoperability compliance testing covered connectivity, error recovery, and feature
functionality.  Feature functionality testing verified the ability of the Vocera Server to
communicate with Avaya Communication Manager, and Avaya IP Office to make and receive
calls, transfer calls, and conference calls. Connectivity functionality testing verified that the
Vocera Server was able to connect to Avaya Communication Manager and Avaya IP Office over
T1, ISDN-PRI, and Analog ports. It also verified that the Vocera Badges were able to connect to
Avaya Wireless Mobility Gateways and Avaya Wireless Access Points, and roam between
access points. Error recovery testing verified that the Vocera Server was able to recover
connectivity to Avaya under different link failure scenarios.

7.1. General Test Approach
All test cases were performed manually. The following features and functionality were verified:

= T1 connectivity, including ISDN-PRI
= Analog Port connectivity

= WEP128 encryption

= Layer 2 Roaming

= Transfers and Conference calls

7.2. Test Results

All test cases passed. The Vocera Communications System provided connectivity to Vocera
Badge users over an Avaya Wireless Infrastructure, and connected to Avaya Communication
Manager and Avaya IP Office over T1, ISDN-PRI, and Analog ports.

8. Verification Steps
To verify that the solution was properly configured in the field, the following steps can be taken.

Place calls between Vocera Badges to verify proper connectivity through the wireless
infrastructure. If the Vocera Badge is not able to reach the VVocera Server, verify that the proper
WEP encryption key and SSID was configured for the badge and Avaya Access Point.

To verify calls between Vocera Badges and Avaya Communication Manager or Avaya IP Office,
place calls in both directions between Vocera and Avaya. If the calls are not successful, verify
the proper configuration for the trunk or analog ports between the Avaya equipment and the
Vocera Telephony Server.

9. Support

For technical support on the Vocera Communication System, call Vocera Support at (800) 473-
3971 or send email to Support@Vocera.com.
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10. Conclusion

These Application Notes describe the configuration steps required for integrating the Vocera
Communication System with Avaya IP Telephony infrastructure. The systems interoperated
successfully, providing a suitable solution for wireless access and connectivity between Vocera
Badge users, Avaya Communication Manager users, and Avaya IP Office users.

11. References

This section references the Avaya and Vocera Communications documentation that are relevant
to these Application Notes.

The following Avaya product documentation can be found at http://support.avaya.com.

[1] Administration for Network Connectivity for Avaya Communication Manager, Issue 8, June
2004, Document Number 555-233-504.

[2] Administrator’s Guide for Avaya Communication Manager, Issue 8, June 2004, Document
Number 555-233-506.

[3] Avaya Voice Priority Processor, Issue 4, May 2004, Document Number 555-301-102.

[4] IP Office 2.1 Manager, Issue 15¢, May 2004.

[5] Phone Manager 2.1 Installation & Maintenance, Issue 1, April 2004.

The following Vocera Communications product documentation is provided by Vocera
Communications. For additional product and company information, visit
http://www.vocera.com.

[6] Vocera Administration Guide, Version 3.0.
[7] Vocera Installation Guide, Version 3.0.
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provided in these Application Notes are believed to be accurate and dependable, but are
presented without express or implied warranty. Users are responsible for their application of any
products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DeveloperConnection Program at devconnect@avaya.com.
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