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 Avaya Solution & Interoperability Test Lab  
 

Application Notes for Configuring Avaya Communication 

Server 1000E with Nu TechnologiesÊ orbi -tel
xps

 using an IP 

Buffer  - Issue 1.0 
 

Abstract 

 
 

  

These Application Notes describe the configuration steps required for Avaya Communication 

Server 1000E 7.5 to interoperate with Nu Technologies orbi-tel
xps

 4.0.600 using an IP Buffer. 

 

Information in these Application Notes has been obtained through DevConnect compliance 

testing and additional technical discussions. Testing was conducted via the DevConnect 

Program at the Avaya Solution and Interoperability Test Lab. 
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1. Introduction 
Nu Technologies orbi-tel

XPS
 call accounting software runs as a Windows Service and all of its 

functions, configuration, and call reports are accessible through a standard web browser. Nu 

Technologies orbi-tel
XPS

 collects Call Detail Records from the Avaya Communication Server 

1000E via an IP Buffer. The IP Buffer is configured via a web interface to receive and buffer 

Call Detail Records from the Avaya Communication Server 1000E which then pushes these 

reports to the orbi-tel
xps

 at scheduled intervals where they are converted into a common internal 

format. The IP Buffer is connected to the Avaya Communication Server 1000E using a serial 

connection. The web interface of the orbi-tel
XPS

 also allows the system to be updated for 

additional Avaya Communication Server 1000Eôs and for general maintenance. Users can use 

this web interface for reporting purposes including a full range of self customisable call list 

reports and full summarised reports for individuals, departments and a whole organisation. 

2. General Test Approach and Test Results  
The general test approach was to configure the orbi-tel

XPS
 to communicate with the Avaya 

Communication Server 1000E (CS100E) as implemented on a customerôs premises. Testing 

focused on verifying that Call Detail Records (CDR) are collected by the IP buffer and received 

in the format as generated by the CS1000E. The orbi-tel
XPS

 application is able to collect the CDR 

data using File transfer Protocol from the IP buffer. Various call scenarios were preformed to 

simulate real call types as would be observed on a customer premises. See Figure 1 for a 

network diagram. The interoperability compliance test included both feature functionality and 

serviceability tests. 

 

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The 

jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent 

to the interoperability of the tested products and their functionalities. DevConnect Compliance 

Testing is not intended to substitute full product performance or feature testing performed by 

DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or 

completeness of a DevConnect memberôs solution. 

2.1. Interoperability Compliance Testing 

The testing included:  

 Verification of connectivity between orbi-tel
XPS

/IP buffer and CS1000E using a serial 

connection. 

 Verification that CDR data was collected as output by the CS1000E. 

 Link Failure\Recovery was also tested to ensure successful reconnection after link failure. 

 CDR data collected included: 

Local internal call handling 

Handling of Incoming Network calls over PRI and SIP trunks 

Handling of External Calls 

Call Forwarding on busy or No Answer 

Transfers ï Blind and Supervised 

Call Park and Call Pick Up 
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Ring again  

Account Codes 

Authorization codes 

Conference Calls 

 Daylight Savings 

 Handling of calls to and from Avaya IP UniStim, SIP, Digital, and Analog Deskphones 

 Handling of calls over SIP and QSIG trunks 

 Defence Tests to ensure recovery following LAN interruptions 

2.2. Test Results 

Tests were performed to insure full interoperability between orbi-tel
XPS

/IP buffer and CS1000E. 

The tests were all functional in nature and performance testing was not included. All the test 

cases passed successfully. 

2.3. Support 

Technical support from Nu Technologies can be obtained through the following: 

Phone:  +44 1582 814700 

E-mail:  support@nut.eu.com. 

Web:   http://www.nut.eu.com 

mailto:support@nut.eu.com
http://www.nut.eu.com/
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3. Reference Configuration 
Figure 1 illustrates the network topology used during compliance testing. The Avaya solution 

consists of a CS1000E which is configured to output CDR data to orbi-tel
xps

 via an IP buffer. The 

CS1000E connects to the IP buffer using a serial connection. The CDR data is sent to and stored 

on the IP Buffer which is retrieved by the orbi-tel
xps

 application at defined periods. During 

compliance testing to test the Multi-Site feature of the orbi-tel
xps 

multiple sites were configured 

on the orbi-tel
xps

 server. To ensure that records were collected by the second site the IP address 

of the IP buffer was changed. The orbi-tel
xps

 then collected these records as to simulate a second 

site. Analog, Digital, UniStim, SIP and Soft phones were configured on the CS1000E to generate 

intra-switch calls (calls between phones on the same system), and outbound/inbound calls 

to/from the PSTN. QSIG and SIP trunks were configured to connect to the PSTN. The System 

Manager was used to configure the SIP Trunks on the Session Manager. The FALC and DLC 

were used to connect the Analog and Digital Deskphones to the CS1000E. 

 
 

Figure 1: Avaya CS1000E and Nu Technologies orbi -tel
XPS

 Reference Configuration  
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4. Equipment and Software Validated 
The following equipment and software were used for the sample configuration provided: 

 

Avaya Equipment Software / Firmware Version 

Call Processor Pentium Mobile (CPPM) Avaya 

Media Gateway NTDW60 

Avaya Communication Server 1000E R7.5 

FPGA AA18 

Avaya S8800 Server running Avaya Aura® System 

Manager 

Avaya Aura® System Manager R6.1 Build 

6.1.0023 

Avaya S8800 Server running Avaya Aura® Session 

Manager 

Avaya Aura® Session Manager R6.1 Build 

6.1.0012 

Avaya Flexible Analog Line Card NT5K02QC 

Avaya Digital Line Card NT8D02 

Avaya 1100 series IP Telephones 

 1140e 

0625C8A (UniStim 5.0) 

 SIP FW 04.00.04.00.bin 

Avaya 3904 Digital set F/W 2.4 

Avaya Analog set NT2N73AA 

Nu Technologies Equipment Software / Firmware Version 

Dell Latitude running Windows XP Professional 

SP3  
orbi-tel

xps
 Version 4.0.600 

Scannex IP Buffer Release IPBCF2.75.199 2012-02-09 / i5.0.10 

5. Configure Avaya Communication Server 1000E 
The configuration operations illustrated in this section were performed using terminal access to 

the CS1000E over a telnet session. It is implied a working system is already in place. For all 

other provisioning information such as Installation and Configuration, please refer to the product 

documentation in Section 10. Appendix A has a list of all CS1000E patches, deplist and service 

packs loaded on the system. The configuration operations described in this section can be 

summarized as follows: 

 Configure a TTY port for collecting CDR data 

 Configure CDR Data in the Configuration Data Block 

 Configure CDR Data in the Customer Data Block 

 Configure Route Data Block 

 Configure Telephones for CDR options 

 Configure CDR in the Authorization Data Block 
 

Note: In the telnet screenshots below only the unique prompt inputs are shown in BOLD . To 

accept default values carriage return at all other prompts. 

The configuration of the SIP Trunk is outside the scope of this application Note. 
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5.1. Configure a TTY port for collecting CDR data 

The communication between the Communication Server 1000E and the orbi-tel
xps uses a RS232 

serial port. A TTY port needs to be configured on the Communication Server 1000E to support 

CDR. The IP Buffer monitors the output on this TTY. USER needs to be set to CTY  (Call Detail 

Recording on Teletype Terminal). In order to configure a new TTY port LD 17 is used. Subsets 

of these commands are illustrated below. 

 

LD 17 

Prompt   Response   Description  

>   LD 17    Enter Overlay 17  

REQ   CHG   Change Data  

TYPE    ADAN   Action Device and Number  

ADAN    NEW TTY 12  New I/O devi ce and number  

CTYP    MGC   Card type  

IPMG    4 0    loop and Card  

PORT    2   Port number  

DNUM    13    Device number for I/O ports  

DES    ORBITEL  Designator  

BPS     9600    Bits per Second  

BITL    8   Data Bit Length  

STOP    1   Number of Stop bits  

PARY    NONE   Parity type  

FLOW    NO   Flow Control  

USER    CTY   Output message type  

5.2. Configure CDR Data in the Configuration Data Block 

The Format for Call Detail Recording (FCDR) needs to be changed in the CDR Data Block to 

NEW. This is the format that orbi-tel
xps uses when collecting CDR data. Calling Line 

Identification (CLID ) also needs to be changed to YES. In order to change the CDR data LD 17 

is used. Subsets of these commands are illustrated below. 

 

LD 17 
Prompt   Response   Description  

>   LD 16    Ente r Overlay 16  

REQ   CHG   Change Data  

TYPE   PARM   System Parameters  

CUST    0   Customer Number  

FCDR    NEW   Format Type  

CLID    YES   Calling Line Identification  
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5.3. Configure CDR Data in the Customer Data Block 

CDR needs to be enabled and assigned to the TTY port that was configured in Section 5.1. 

During compliance testing port 12 was used. The Aux Identification (AXID ) and Output in CDR 

record (CDR) needs to be set to YES. In order to change the CDR data LD 15 is used. Subsets of 

these commands are illustrated below. 

 

LD 15 
Prompt   Response   Description  

>   LD 15    Enter Overlay 15  

REQ   CHG    Change Data  

TYPE   CDR   Call Detailed Reporting  

CUST   0   Customer Number  

CDR   YES   Call Detailed Reporting  

AXID   YES   Aux Identification  

PORT   12    Port Num ber assigned to CDR  

5.4. Configure Route Data Block 

CDR has to be activated on the trunk route to the PSTN and any other routes to other PBXôs. 

During compliance testing route 42 was configured to route calls to and from the PSTN using 

QSIG In order to change the Route data LD 16 is used. Subsets of these commands are 

illustrated below. 

 

LD 16 
Prompt   Response   Description  

>LD    16    Enter Overlay 16  

REQ   CHG   Change Data  

TYPE   RDB   Route Data Block  

CUST   0   Customer Number  

ROUT   42    Route Number  

CDR   YES   Call Detail Recording  

INC   YES   CDR records for incoming calls  

LAST   YES   CDR records for redirected calls  

TTA   YES   Time To Answer output in CDR  

ABAN   YES   Abandoned call records for this route  

CDRB   YES   Abandoned call on busy tone record s  

QREC   NO   CDR ACD Q initial connection  

OAL   YES   CDR on outgoing calls  

AIA    YES   Answered call Identification Allowed  

OAN   YES   CDR On Answer of outgoing calls  

OPD   YES   Outpulsed Digits in CDR  
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5.5. Configure Telephones for additional CDR options 

Abandoned Call-Time to Answer and Internal CDR record options can be activated on a per set 

basis by modifying the Class of Service (CLS). Abandoned call record and Time to Answer 

(ABD) and Internal Call Detail Recording (ICD ) needs to be set to Allowed. If Charge codes are 

to be used Key 25 must be used if the phone type is IP. During compliance testing a number of 

telephone types were used, in the example below an Avaya 1140 IP Deskphone was used using 

TN 96-0-0-1. In order to add CDR options for the phone type 1140 LD 11 is used. Subsets of 

these commands are illustrated below. 

 

LD 11 

Prompt   Response   Description  

>   LD 11    Enter Overlay 11  

REQ   CHG   Change Data  

TYPE   1140    Phone Type  

TN   96 0 0 1   Terminal Number  

CUST   0   Customer Number  

CLS   ABDA ICDA  Class of Service  

KEY   25 CHG  Charge Account key  

5.6. Configure CDR in the Authorization Data Block  

During compliance testing Authorization Codes were used. The Activate CDR for Authcodes 

(ACDR) option must be set to yes. In order to configure the authorization Data Block LD 88 is 

used. Subsets of these commands are illustrated below. 

 

Note: It is implied that the Secure Data Password are already configured 

 

LD 88 

Prompt   Response   Description  

>   LD 88    Enter Overlay 88  

REQ   CHG   Change Data  

TYPE   AUB   Authcode Data Block  

CUST   0   Customer Number  

SPWD   ****    Secure Data Password  

ALEN   4   Authcode Length  

ACDR   YES   Activate CDR for Authcode  

AUTO   NO   Automatically generate Authcodes  
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6. Configuration of Scannex IP buffer 
This section provides the procedures to configure the Scannex IP buffer. It is implied that the 

Scannex IP buffer is already in place and configured with an IP address on the same subnet as 

the CS1000E. For all other provisioning information such as initial installation and 

configuration, please refer to the product documentation in Section 9. The configuration 

operations described in this section can be summarized as follows: 

 Logging into the Scannex IP Buffer 

 Configure Channel 1 
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6.1. Logging into the Scannex IP Buffer 

To access the web-based interface of the Scannex IP Buffer use the URL http://x.x.x.x, where x. 

x. x. x is the selected IP address of the IP Buffer. In the windows login box that appears, enter 

the default username and password and click on the OK  button. 

 

 

6.2. Setup Scannex IP Buffer 

After logging in the Management Main page is displayed. Select SETUP followed by Channel 1 

(Not shown). 

 

 

http://x.x.x.x/
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Once the Channel 1 page is opened select COM1 Serial from the Source dropdown box, then select 

show. 

 

 
 

Once the next page opens select 9600 from the Baud dropdown box. The Baud should match BPS 

as configured on the CS1000E in Section 5.1. From the Protocol drop down box enter Nortel 

Meridian & Norstar . Use the scroll bar on the right side of the page and scroll to Destination. 
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From the Destination dropdown box select TCP server (passive) and then select show. 

 

 
 
Once the TCP server (passive) window opens enter 5001 in the Port field. Click on the Save button 

to save changes. 
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7. Configure orbi-tel
xps

 Server 
This section describes the steps preformed to configure the orbi-tel

xps
 Server. It is implied that 

the orbi-tel
xps

 Server software is already installed. For all other provisioning information such as 

initial installation and configuration, please refer to the product documentation in Section 10. 

These configurations can be summarised as follows: 

 Login to orbi-tel
xps

 Server 

 Add a new switch to manage 

 Configure Call Accounting 

 Restart orbi-tel
xps

 

7.1. Login to orbi-telxps Server 

To access the web-based interface of the orbi-tel
xps

 server, use the URL http://x.x.x.x, where 

x.x.x.x is the selected IP address of the orbi-tel
xps

 server. Enter the appropriate Login and 

Password credentials and then click on the Log In  button. 

 

 
 

http://x.x.x.x/
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7.2. Add a new switch to manage 

Once the orbi-tel
xps

 is opened select System. 

 

 


