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Abstract

These Application Notes describe the procedures for configuring Hua Pu SmartCom to
interoperate with Avaya Aura™ Communication Manager and Avaya Aura™ Application
Enablement Services. Hua Pu SmartCom is a unified communication solution which integrates
Communication Manager and Application Enablement Services with Tencent Real Time
Exchange (RTX), an instant messaging platform launched by Tencent for enterprises.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required for Hua Pu SmartCom to
interoperate with Communication Manager and Application Enablement Services. Hua Pu
SmartCom is a unified communication solution which integrates Communication Manager and
Application Enablement Services with Tencent Real Time Exchange (RTX), an instant
messaging platform launched by Tencent for enterprises. Hua Pu SmartCom communicates with
Application Enablement Services using the Telephony Services Application Programming
Interface (TSAPI) to provide features such as Click-to-Call, call control and monitoring the
phone statuses of other users.

1.1. Interoperability Compliance Testing
The interoperability compliance test included feature and serviceability testing.

The feature testing focused on verifying Hua Pu SmartCom for the following:

e Click-to-Call feature, such as calling the extension or mobile phone of other users using
the RTX Client.

Answering and diverting of incoming calls and making outgoing calls.

Holding, resuming and hanging up calls.

Blind and consult transfer of calls.

Call conference.

Verifying the phone statuses (idle or busy) of other users.

The serviceability testing focused on verifying the ability of Hua Pu SmartCom to recover from
adverse conditions, such as disconnecting the Ethernet cables on the Hua Pu SmartCom server
and Application Enablement Services server, and rebooting Communication Manager and Hua
Pu SmartCom Server.

1.2. Support

Technical support on Hua Pu SmartCom can be obtained through the following:

e Phone: 4007-06-0023 (within China)
e FEmail: hotline_tech@huapu.com
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2. Reference Configuration

Figure 1 illustrates a test configuration consisting of Communication Manager running on
Avaya S8300 Server, an Avaya G350 Media Gateway, an Application Enablement Services
server and Avaya 9630 IP Telephones. Hua Pu SmartCom and Tencent RTX are installed on a
Microsoft Windows 2003 Server. Hua Pu SmartCom communicates with the TSAPI Service on
the Application Enablement Services server using TSAPI. The desktop PCs are running the RTX
Client with the Hua Pu SmartCom Plug-in installed. The Avaya C364T-PWR Converged
Stackable Switch provides Ethernet connectivity to the servers and IP telephones.

Avava SEI00/GIS0 running
Avava Aura™ Communication Manager
1P: 10.1. 20,10

ISDN-BRI
Deskiop PCs running
Teneent RTX Client and
Hua Pu SmartCom Plugins

Avaya 9630 ﬁ
IP Telephones

Avayva CI4T-PWR
Converged Stackable Switch / Hua Pu SmartCom /

Layer 3 Router Tencent RTX Server

=i (. R

Avaya Aura™
Application Enablement Services
IP: 10.1.10.71

Figure 1: Test Configuration

JC; Reviewed: Solution & Interoperability Test Lab Application Notes 3 0f 23
SPOC 9/25/2009 ©2009 Avaya Inc. All Rights Reserved. SmartCom-AES



3. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment/Software Version
Avaya S8300 Server Communication Manager
52
Service Pack 2.01 (02.0.947.3-17534)
Avaya G350 Media Gateway 29.24.2
o MM722AP BRI Media Module HWO01, FW008
Application Enablement Services 4.2.1 (r4-2-1-20-5-0)
Patch 3
Avaya C364T-PWR Converged Stackable Switch 4.5.18
Avaya 9630 IP Telephones 3.0 (H.323)
Hua Pu SmartCom 2.0
Hua Pu SmartCom RTX Plug-in (AvayaPlugin) 2.8.2.6
Tencent Real Time Exchange (RTX) 2008

Table 1: Equipment/Software Validated

4. Configure Communication Manager

This section provides the procedures for configuring Computer Telephony Integration (CTI)
links on Communication Manager. All the configuration changes in Communication Manager
are performed through the System Access Terminal (SAT) interface. The highlights in the
following screens indicate the values used during the compliance test. Enter the save translation
command to save the changes to the system after completing this section.

4.1. Configure AES and CTI Links

Application Enablement Services server forwards CTI requests, responses, and events between
Hua Pu SmartCom and Communication Manager. Application Enablement Services server
communicates with Communication Manager over an AES link. Within the AES link, CTI links
are configured to provide CTI services to CTI applications such as Hua Pu SmartCom. The
following steps demonstrate the configuration of the Communication Manager side of the AES
and CTI links. See Section 5 for the details of configuring the Application Enablement Services
side of the AES and CTI links.

Step | Description

1. | Enter the display system-parameters customer-options command. On Page 3, verify
that Computer Telephony Adjunct Links is set to y. If not, contact an authorized Avaya
account representative to obtain the license.
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Step | Description
display system-parameters customer-options Page 3 of 11
OPTIONAL FEATURES
Abbreviated Dialing Enhanced List? y Audible Message Waiting? n
Access Security Gateway (ASG)? n Authorization Codes? y
Analog Trunk Incoming Call ID? n CAS Branch? n
A/D Grp/Sys List Dialing Start at 012 n CAS Main? n
Answer Supervision by Call Classifier? n Change COR by FAC? n
ARS? y Computer Telephony Adjunct Links? !
ARS/AAR Partitioning? vy Cvg Of Calls Redirected Off-net? n
ARS/AAR Dialing without FAC? y DCS (Basic)? n
ASAI Link Core Capabilities? n DCS Call Coverage? n
ASAI Link Plus Capabilities? n DCS with Rerouting? n
Async. Transfer Mode (ATM) PNC? n
Async. Transfer Mode (ATM) Trunking? n Digital Loss Plan Modification? n
ATM WAN Spare Processor? n DS1 MSP? n
ATMS? n DS1 Echo Cancellation? n
Attendant Vectoring? n

2. | Enter the add cti-link n command, where n is a number between 1 and 64, inclusive.
Enter a valid Extension under the provisioned dial plan in Communication Manager, set
the Type field to ADJ-IP, and assign a descriptive Name to the CTI link.
add cti-link 1 Page 1 of 3

CTI LINK
CTI Link: 1
Extension: (29901
Type: ADJ-IP
COR: 1
Name : HSAPI Service#

3. | Enter the change node-names ip command. In the compliance-tested configuration, the
processor interface with the node-name procr was utilized for connectivity to Application
Enablement Services server.
change node-names ip Page 1 of 2

IP NODE NAMES
Name IP Address
default 0.0.0.0
msgserver 10.1.20.12
procr 10.1.20.10|

4. | Enter the change ip-services command. On Page 1, configure the Service Type field to
AESVCS and the Enabled field to y. The Local Node field should be set to the processor
interface procr as shown in Step 3. During the compliance test, the default port was
utilized for the Local Port field.
change ip-services Page 1 of 4

IP SERVICES
Service Enabled Local Local Remote Remote
Type Node Port Node Port
AESVCS y procr 8765|
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Step | Description

On Page 4, enter the hostname of the Application Enablement Services server for the AE
Services Server field. The hostname may be obtained by logging in to the Application
Enablement Services server using Secure Shell (SSH), and running the uname -a
command. Enter an alphanumeric password for the Password field and set the Enabled
field to y. The same password will be configured on the Application Enablement Services
server in Section 5.3 Step 2.

change ip-services Page 4 of 4
AE Services Administration

Server 1ID AE Services Password Enabled Status
Server
1 \aesl XXXXXXXXXXXXXKXXX ﬂ

4.2. Configure Auto Route Select (ARS) Access Code

The ARS Access Code is configured to allow calls to be routed to external parties through the
trunk groups configured in Communication Manager. This is usually configured when the
Communication Manager is provisioned. The following describes the steps to determine the ARS
Access Code configured.

Step | Description

1. | Enter the display feature-access-codes command. On Page 1, note down the feature
access code assigned for Auto Route Selection (ARS) - Access Code 1, which will be
used to configure Hua Pu SmartCom in Section 6.2 Step 1.

display feature-access-codes Page 1 of 8
FEATURE ACCESS CODE (FAC)

Abbreviated Dialing Listl Access Code: *00
Abbreviated Dialing List2 Access Code: *01
Abbreviated Dialing List3 Access Code: *02
Abbreviated Dial - Prgm Group List Access Code: *03
Announcement Access Code: *04
Answer Back Access Code: *05

Auto Alternate Routing (AAR) Access Code: 8

Auto Route Selection (ARS) - Access Code 1: @ Access Code 2:
Automatic Callback Activation: *06 Deactivation: #06
Call Forwarding Activation Busy/DA: *07 All: *08 Deactivation: #08
Call Forwarding Enhanced Status: *09 Act: *10 Deactivation: #10

Call Park Access Code: *11
Call Pickup Access Code: *12
CAS Remote Hold/Answer Hold-Unhold Access Code: *13
CDR Account Code Access Code: *14
Change COR Access Code:
Change Coverage Access Code:

Conditional Call Extend Activation: Deactivation:
Contact Closure Open Code: *17 Close Code: #17
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5. Configure Avaya Application Enablement Services

This section provides the procedures for configuring Application Enablement Services. The
procedures fall into the following areas:

e Administer CTI User
Verify Application Enablement Services License

e Administer Switch Connection
e Administer TSAPI link
e Administer CTI user permission
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5.1. Administer CTIl User

Step

Description

1.

Launch a web browser and enter https://<IP address of Application Enablement
Services server>/MVAP/ to access the OAM web based interface. Log in using an
administrative login and password (not shown), and the Welcome To OAM screen will be
displayed.

<A https://10.1.10.71/MYAP/forms/common/home. jsp - Microsoft Internet Explorer |Z|[§Hz|

@Back > \ﬂ @ _;\J /._\: sSearch ‘?_:":?Favﬂr\tas {‘T

Address |@j https:ff10.1.10.71/MVAP Farmsfcomman/hame. jsp

Application Enablement Services

Operations Administration and Maintenance
Home @ Help @Logout

Home You are here: = Home
CTI 0AM Administration

Welcome to OAM
User Management
Security Administration

The 4E Services Cperations, administration, and Management (CamM) veb provides you with toals
for managing the &€ Server. 0AM spans the following administrative domains:

e CTI OAM Admin - Use CTI OAM admin to manage all AE Services that you are licensed to use
on the AE Server.

e User Management - Use User Management to manage 4E Services users and AE Services
user-related resources,

{ s Security Administration - Use Security Administration to manage Linuxk user accounts and

configure Linux-PAM [(Pluggable suthentication Modules for Linux),

Depending on your business requirements, these adminstrative domains can be served by one
administrator for both domains, or a separate administrator for each domain.

&] 5 % Local intranet
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Step | Description

2. | Click User Management, then User Management > Add User in the left pane. Specify a
value for User Id, Common Name, Surname, User Password and Confirm Password.
Set CT User to Yes. Use the values for User Id and User Password to configure Hua Pu
SmartCom in Section 6.2 to access the TSAPI Service on the Application Enablement
Services server. Scroll down to the bottom of the page and click Apply (not shown).

/= Add User - Windows Internet Explarer =EE
@.\. e [l 10.1.10.71 ¢ v |5 cerstesterrror | [ ¢4/ x| [$ oo - [[2]-
ip Favorites : f:‘i} - B (e m - Page v GSafety - Tools - @v i3
B
AVAVA Application Enablement Services
y Operations Administration and Maintenance
$ oam Home @ Help (@ ogout
! (T A Ol You are here: > User Management > Add User
- Use.r Management Add User
List All Users
Fields marked with * can not be empty.
Search Users
Maodify Default User * User Id 7
smartcam

Change User Password

|
{ = * Comman Name —|
| v Service Management SmartCom

» Help % Sumame
* User Passwurd
! o B
| * Confirm Passwcrd
Admin Note I -
Avaya Role | Nans T|

Business Category |

; Car License ! !
{ CM Home | |
Css Home i
@ miernet v ®i0w% -
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5.2. Verify Application Enablement Services License

Step | Description

1. | Select OAM Home, then click on CTI OAM Administration from the left menu (not
shown). From the Welcome to CTI OAM Screens page, verify that the Application
Enablement Services license has proper permissions for the features illustrated in these
Application Notes by ensuring the TSAPI Service is licensed. If the TSAPI Service is not
licensed, then contact the Avaya sales team or business partner for a proper license file.

/> Welcome to CT] OAM Screens - Windows Internet Explorer

| [l certficate sror | |47/ % | |4

— — » B
/AVAyA Application Enablement Services

Operations Administration and Maintenance

#0AM Home @ Help @Logout

You are here: > CT1 OAM Home

Welcome to CTI OAM Screens

CTI OAM Home
Administration
Status and Control
Maintenance

Alarms [craft] Last login: Wed Sep 9 17:49:18 2009 from 10.40.7.162

Logs

Utilities
IMPORTANT: AE Services must be restarted for administrative changes to fully take effect.

Help Changes to the Security Database do not require a restart,
Service Status State Licenses Purchased
ASAIT Link Manager Running N/A N/A
DMCC Service Running ONLINE Yes
CVLAN Service Running ONLINE Yes
DLG Service Running OFFLINE Yes
';;arr‘:isggrt Layer Running N/A N/A
TSAPI Service Running ONLINE Yes
SMS NfA N/A Yes

For status on actual services, please use Status and Control.

@ ntermet fa v W0 -
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5.3. Administer Switch Connection

Step

Description

1.

From the CTI OAM Home menu, select Administration > Switch Connections. Enter a
descriptive name for the switch connection and click Add Connection. In this
configuration, SITEB is used.

2 hitps://10.1.10.71/MVAP/forms/ctifswitchConns.jsp - Windows Internet Explorer FER

e — =
@\.‘_.»v el 10.1,10.71 | certficate Error. || 49| X | | cooo ezt

Ve Favarites | fj + ) | dmn v Page- Safety - Took- @ £ B
— - B
/AVA A Application Enablement Services
y Operations Administration and Maintenance

#0aM Home @ Help @Logout

|| CILOAM Home You are here: > Administration > Switch Connections
| |+ Administration
» Metwork Configuration
» CTI Link Admin
+ DMCC Configuration
TSAPI Configuration [ Edit Connection ] [ Edit CLAM IPs ] [ Edit H 323 Gatekesper I [ Delete Connaction
» Security Database
v Certificate Management
+ Dial Plan
Enterprise Directory
» Host AA
SMS Configuration
WeblM Configuration

Bridged Alert Config
Status and Control
Maintenance

Switch Connections

|IS[I'E_B | |[ Add Connection ]

Alarms
Logs
Utilities

v

@ Internet sy | Hwon -

The Set Password — SITEB screen is displayed. For the Switch Password and Confirm
Switch Password fields, enter the password that was administered in Communication
Manager using the IP Services form in Section 4.1 Step 4. The SSL field needs to be
checked. Click on Apply.

/= https://10.1.10.71/MYAP/action/cti/switchConns.do - Windows Internet Explorer

@\.. yv [B] 10.1.10.71

i Favorites f:}T - B = m - Page v Safety + Tools - @v B3

v |8 Certificate Error ||+ || X \i'__

4 Application Enablement Services
AVAYA B

Operations Administration and Maintenance
# 0AM Home @ Help @Logout

] You are here: > Administration > Switch Connections

CTI OAM Home

.« Administrati
-t Set Password - SITEB
Metwork Configuration

Switch Connections
CTI Link Admin
DMCC Configuration

o

Please note the following:
* Changing the password affects only new connections, not open connections.

v -

Mm Switch Password ;o..c.o.oooooooo |

» Security Database -

» Certificate Management | Confirm Switch Password |sesessesssesrses |

+ Dial Plan sSL
Enterprise Directory Aol c |

e

LT T e B
-Dona e Internet fq - ®1w0%m -~
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Step | Description

3. | The Switch Connections screen is displayed. Select the newly added switch connection
name and click Edit CLAN IPs.

/2 https://10.1.10.71/MVAP/action/cti/switchConns.do - Windews Internet Explorer

1

Sip Favorites

- e 10.1.10.71 t | b certificate Error | [ +#|| X | | s |2

f:j\ - B = m ~ Page ~ Safety - Tools » @v [ o . §

> B

AVAYA Application Enablement Services

Operations Administration and Maintenance

# 0AM Home ®Help @Logout

CTI OAM Home You are here: > Administration > Switch Connections
~+ Administration
MNetwork Configuration
Switch Connections . § g

e | | [ Add Connaction

DMCC Configuration Connection Name Number of Active Connections
; TSAPI Configuration SITEBR i}

Security Database
Certificate Management [
Dial Plan
Enterprise Directory
Host A& ~

Switch Connections

o

-

-

-

Edit Connection I l Edit CLAN IPs ”[ Edit H.323 Gatekeeper I l Delete Connection

=

v

-

@ Internet fa v 0% -

4. | In the Edit CLAN IPs — SITEB screen, enter the host name or IP address of the processor
interface as shown on the Communication Manager in Section 4.1 Step 3, which is
10.1.20.10. Click Add Name or IP.

= https://10.1.10.7 1/MVAP/action/cti/switchConns.do - Windows Internet Explorer
@ S

Sip Favorites

- e 10.1.10.71 v |63 certficste Errar || || X | | es [[2]-

{"}f - B = m -~ Page v Safety ~ Tools v @-v Ql 3

B

Application Enablement Services
AVAYA PP

Operations Administration and Maintenance
$#0aM Home @ Help (@Logout

You are here: > Administration > Switch Connections

Edit CLAN IPs - SITEB

CTI OAM Home
~ Administration
Network Configuration

Switch Connections —
CTI Link Admin ||10 12010 | ‘I[ Add Mame or IP ]

DMCC Configuration Delete IP

TSAPI Configuration
Security Database
Certificate Management

-

-

-

> v

+ Dial Plan
Enterprise Directory
» Host AA v
Done & Internet - B v
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5.4. Administer TSAPI Link

Step | Description

1. | To administer a TSAPI link, select Administration > CTI Link Admin > TSAPI L
from the CTI OAM Home menu. Click Add Link.

/= https://10.1.10.71/MVAP/forms/cti/tsapiLinks.jsp - Windows Internet Explorer

inks

@.\. yv el 10.1.10.71 v | certificate Eror | [+ || X | |2

|ETE

T Favorites

: i'(}f - B = m T Page >~ Safety ~ Tools = g' ;1 ﬂ

Y

CTI OAM Home You are here: > Administration > CTI Link Admin > TSAPIT Links

Application Enablement Services
Operations Administration and Maintenance

$#0aM Home ®Help (@Logout

|\~ Administration

TSAPI Links

» Network Configuration
{ Switch Connections
. - CTI Link Admin
g |[ Add Link || Edit Link | [ Delste Link
CVLAN Links
DLG Links
» DMCC Configuration
TSAPI Configuration
» Security Database
v Certificate Management

Link Switch Connection Switch CTI Link =  ASAI Link Version Security

@ miermet fa v % 100%

2. | In the Add / Edit TSAPI Links screen, select the following values:

Link: Select an available Link number from 1 to 16.

ASAI Link Version: Set to 5.

TSAPI Links can be used.

Note that the actual values may vary. Click Apply Changes.

e https:/{10.1.10.71/MYAP/action/cti/tsapiLinks.do - Windows Internet Explorer
@\ - g 10.1.10.71 v | certificate Errar || 2 || X \il

if Favorites © f-(‘i} - B [ o= - Page~ Safety~ Tools + @-v B3

Switch Connection: Administered switch connection in Section 5.3 Step 1.
Switch CTI Link Number: Corresponding CTI link number in Section 4.1 Step 2.

Security: Set to Both so that both encrypted and unencrypted

e

You are here: > Administration >

Add / Edit TSAPI Links

|| CTIOAM Home
| |+ Administration
v Network Configuration

Switch Connections T
= | Bt
-~ CTI Link Admin B

CTI Link Admin > TSAPI Links

AVAYA Application Enablement Services

Operations Administration and Maintenance
$ oM Home ®Help @Logout

s B

TSAPI Links Switch Connection: SITEB ||
{ CVLAN Links Switch CTI Link Number: 1 VI
| DLG Links =
| ASAI Link Version L V|
| » DMCC Configuration —
{ TSAPI Configuration Security Both o
| » Security Database || Apply Changes ”[ Cancel Changes ]
|| » Certificate Management | | —— v
@ mternet 5 7| B0 -
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Step

Description

Click Apply to confirm the changes.

& https://10.1.10.71/MVAP/action/cti/addTsapilinks.do - Windows Internet Explorer
@ =

Sur Favorites

B

v | I3 Certficate Error | | ¥4 || X }-‘.

- e 10.1.10.71

: f-(}T T .r_J =1 m T Page ~ Safety ~ Tools - @-v Qi 3

AVAYA

CTI OAM Home
~ Administration
» Network Configuration
Switch Connections
= CTI Link Admin

-

Application Enablement Services

Operations Administration and Maintenance
$ oM Home ®Help @Logout

You are here: > Administration > CTI Link Admin > TSAPI Links

Apply Changes to Link

Warning! Are you sure you want to apply the changes?
These changes can only take effect when the TSAPI server restarts.

TSAPI Links Please use the Maintenance - Service Controller page to restart the TSAPI server.
{ CVLAN Links
| DLG Links

+ DMCC Configuration
TSAPI Configuration

» Security Database

v Certificate Management v

Dane @ mtzrmet 47| B0 -

To restart the TSAPI Service, select Maintenance > Service Controller from the CTI
OAM Home menu. Check TSAPI Service and click Restart Service.

(= Service Controller - Windows Internet Explorer E®
@ Jv el 10.1.10,71 v [ cersfeate Erar || 41 [ X | [ oo I
i Favorites f-?} - B = m - Page v Safety + Tools - @- B3
> Bl
AVAVA Application Enablement Services
f y Operations Administration and Maintenance
$ 0aAM Home ®Help @Logout
CTI OAM Home You are here: > Maintenance > Service Controller
+ Administration -
Service Controller
» Status and Control
~ Maint
M Service Controller Status
Service Controller O = =
T T ASAI Link Manager unning
{ Restore Database [ pmcc service Running o
| Import SD8 [ CVLAN Service Running
» Alarms [ DLG Service Running
ConE [] Transport Layer Service Running
» Utilities -
7 ;
» Hel TSAPI Service unning
For status on actual services, please use Status and Control.
Start | | St Restart Servi Restart AE 5 Restart L RestartWeb S
m[ esta erver ] [ estart Linux I I estart Web Server g
Dane @ Internet fa - ®aoow -
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Step | Description

5. | Click Restart to confirm the restart.

= https:/10.1.10.71/MVAP/action/cti/ServiceController_Action.do - Windows Internet Explorer

G

i Favorites

- |8 10.1.10.71 |6 certificate Errar | [ ¢ | X| | M cooal © |[2]-

S B | dmn v Page- Safety - Tods - @@+ B B

s B

Application Enablement Services
Operations Administration and Maintenance

# 0AM Home ®Help @Logout

CTI OAM Home You are here: > Maintenance > Service Controller
| » Administration
| » Status and Control

|~ Maintenance

Restart Service

Warning! Are you sure you want to restart?
Restarting will cause all existing connections to be dropped and associations lost.

Backup Database [m [m

Restore Database
Import SDB

Service Controller

& Internet fa - Bi0% -

6. | Navigate to the Tlinks screen by selecting Administration > Security Database > Tlinks
from the CTI OAM Home menu. Note the value of the Tlink Name, as this will be
needed to configure Hua Pu SmartCom Server in Section 6.2. In this configuration, the
unencrypted Tlink Name AVAYA#SITEB#CSTA#AESI is used.

/2 https://10.1.10.71/MVAP/forms/cti/tlinks. jsp - Windows Internet Explorer

Sip Favorites

- g 10.1,10,71 i3 certificate Error ||+ /[ % | [4] : e
© v B L0 sy v Page~ Safety - Took- @@ @ 3

» B

AVAyA Application Enablement Services

Operations Administration and Maintenance

# 0Am Home ®Help @Logout

CTI OAM Home You are here; > Administration :> Security Database > Tlinks

- Administration

Tlinks
» Network Configuration
Switch Connections :
» CTI Link Admin ik ieme
e [® avava=srres=csTa=ags: |
TSAPI Configuration © AVAYAZSITEB#CSTA-S=AESL
||~ Security Database [ Edit Tlink_|] [ Delete Tiink_|
SDB Control
» LTI Users
Worktops
Devices M
@ Internet fa | Hi0% -
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5.5. Administer CTIl User Permission

Step | Description

1. | Select Administration > Security Database > CTI Users > List All Users from the CTI

/2 https://10.1.10.71/MYAP/forms/cti/listCtiUsers.jsp - Windows Internet Explorer

10.1.10.71

v | bl certficate Error || 42| X | |

i Favorites

- B

(2] mmh v Page - Safety~ Tools - @-v i 3

OAM Home menu. Select the User ID created in Section 5.1 Step 2 and click Edit.

B

CTI OAM Home
| |~ Administration

» CTI Link Admin

~ Security Database
SDB Control
~ CTI Users

List All Users

Saarch llcars

+ Network Configuration
Switch Connections

» DMCC Configuration
TSAPI Configuration

You are here:

> Administration >

Application Enablement Services

Operations Administration and Maintenance

Security Database >

CTI Users

# 0AM Home ®Help @1 ogout
> List All Users

CTI Users

User ID

Common Name Worktop Name Device ID

smartcom

SmartCom NONE NONE

@ Internet

fa v W% -

2. | Assign access rights and call/device privileges according to customer requirements. For

Enable.

(e https:/{10.1.10.71/MVYAP/action/cti/ctiUsers.do - Windows Internet Explorer

& -

10.1.10.71,

v | certficste Error | [+ || X | |2

4 Favorites

i fa - B

[ dmn - Page~ Safety~ Tools ~ @v B3

simplicity in configuration, Unrestricted Access privilege was enabled during
compliance testing. If Unrestricted Access is not desired, then consult [1] for guidance
on configuring the call/device privileges as well as devices and device groups. Click

B

s B

| CTI OAM Home
| |+ Administration

Switch Connections
v CTI Link Admin
» DMCC Configuration
TSAPI Configuration
- Security Database

» Network Configuration

You are here:

> Administration >

Application Enablement Services

Operations Administration and Maintenance

Secunty Database >

CTI Users

# 0aM Home @ Help @1 ogout
= List All Users

User 1D
Common Name
Worktop Name

Edit CTI User

Unrestricted Access

smartcom
SmartCom
NONE
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SDB Control
S st Call Origination and Terminat\onﬁ\iﬁq
List Al USOQPS |} o
Search Users y .
Warktops Device / Device Eune :|
Devices Call / Device i_{_]_oﬂg_v_|
Device Groups call / call O
Tlinks
: Tlink Groups Allow Routing on Listed Device |Mone + |
| v Certificate Management :
| » Dial Plan I Apply Changes I [ Cancel ] 3
Dane @ mternet 3 ~| Hiow -
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Step | Description

3. | Click Apply to apply the changes. This completes the configuration for Application
Enablement Services.

/2 hittps://10.1.10.71/MVAP/action/cti/editCtilser.do - Windows Internet Explorer

@,\. i= Bl 10.1.10.71

7l Favorites ﬁ‘i - B . | m - Page~ Safety~ Tooks - @v Q-3

v | I5d Certificate Error NhedlBss \il77

7 Application Enablement Services
AVAYA e

Operations Administration and Maintenance

# 0am Home ®Help @1 ogout
CTI OAM Home You are here: > Administration > Secunty Database > CTIUsers > List All Users

|« Administration

Apply Changes to CTI User Properties

-

Network Configuration

Switch Connections
E e e Warning! Are you sure you want to apply the changes?

CTI Link Admin I_i

DMCC Configuration Sty
TSAPI Configuration
Security Database

> v

1

Done @ Internet ¥a - "-‘\ 100% -

4. | Select Administration > Security Database > SDB Control from the CTI OAM Home
menu. Uncheck Enable SDB TSAPI Service, JTAPI and Telephony Service and click
Apply Changes. For simplicity in configuration, The SDB was not enabled for TSAPI
Service during compliance testing. If this is not desired, then consult [1] for guidance on
configuring the devices and device groups.

/2 https://10.1.10.71/MVAP/forms/cti/sdbControl. jsp - Windows Internet Explorer EE®
@-\- y |elhies 0071 |8 cersheatemor |[#9[ x| [ coos |[2]-
fp Favorites | fij - ) - [ o8 - Page~ Safety~ Tods- @- i 3

Y

f s e >
f & Application Enablement Services
7 AVAYA =

Operations Administration and Maintenance

$0AM Home ®Help (@Logout
|

CTI OAM Home You are here: > Administration > Security Database > SDB Control

- Administration. SDB Control for DMCC and TSAPI

v Network Configuration

Switch Connections
v CTI Link Admin
» DMCC Configuration @Enab\e SDB TSAPI Service, JTAPI and Telephony Service
TSAPI Configuration
- Security Database
SDB Control
» CTI Users

Enable SDB for DMCC Service

@ ternet - R0 -

6. Configure Hua Pu SmartCom

Hua Pu installs, configures and customizes Hua Pu SmartCom for their end customers. This
section describes only the interface configuration for Hua Pu SmartCom to communicate with
Application Enablement Services and Communication Manager. Refer to [3] and [4] for the
detail configuration of Hua Pu SmartCom.
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6.1. Install Application Enablement Services TSAPI Client Software

Hua Pu SmartCom uses the Application Enablement Services TSAPI Client software to
communication with the TSAPI Service on the Application Enablement Services server. The
TSAPI Client software will be provided by Hua Pu, or it can also be downloaded from Avaya
Support website (http://support.avaya.com).

The installation runs through the following steps:
a. A welcome window will be displayed. Click Next to continue.
b. Accept the Destination Folder and click Next.
c. Inthe Host Name or IP Address field, enter the IP address of the Application
Enablement Services server and click Add to List. In this configuration, enter 10.1.10.71.
Click Next.

d. At the end of installation process click Finish.

6.2. Configure Hua Pu SmartCom Server

Step | Description

1. | On the Hua Pu SmartCom Server, edit the file TeleServer.ini located in the folder
C:\HuaPu\RTX-AES\TeleServer using Notepad. Configure the following fields below
required for the integration to the Application Enablement Services TSAPI Service.

e ServerName: Tlink Name as shown in Section 5.4 Step 6, in this case is
AVAYA#SITEB#CSTA#AESI.

e UserName: CTI User created in Section 5.1 Step 2, in this case is smartcom.

e Password: CTI User password created in Section 5.1 Step 2.
(Note: Password field is configured as clear text. When the SmartCom Server
application is run for the first time, it will convert the value to cipher text.)

e DialPre: Enter the ARS Access Code from Section 4.2.

2. | Deploy the Hua Pu SmartCom Plug-in avayaplugin.rpi located in the folder
C:\HuaPu\RTX-AES\ to all the RTX Clients. This is accomplished by using the Auto
Upgrade tool in Tencent RTX Manager so that the RTX Clients will be prompted to
install the plug-in the next time they logged in. Refer to [5] for more details.
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http://support.avaya.com/

Step | Description

3. | Using Tencent RTX Manager, configure phone extensions and mobile number for all

RTX Users in the Tel and Mobile fields respectively and click Apply.

Diepartment Structure | All Contacts :ConFigure hierarchy

€ e Paul Deng Development Departm evelopment Depa,..  Default Hierarchy Local © tion

iﬂ ¥ing 1015 Market Departments- =Market Development Department Default Hierarchy Local Certification 0
| €% David David 1016 Development Departments- =Basic Development Departm...  Defaul Hierarchy Local Certification 0
€ mike ke 1017 Default Hierarchy Local Certification 0
ﬁ <am sam 1018 Testing Department Default Hierarchy Local Certification 0

I | Add Contact |8 Delete Contact &g) Hide info | & & H Cs Find Contact Tatal Contacts: 7, Contacts in the current page: 7 Page 11

| m Mame: ‘ RT: Nurnber Owning departrment Cwuning hierarchy Contact certific... | Level |
!Q Hunter Peter Li 1012 Dewelopment Departments- =Basic Development Departm...  Default Hierarchy Local Certification 0

ﬁ Dong Simon Wang 1013 Development Departments- =Advanced Development Dep...  Default Hierarchy Local Certification 0

.[ Basic Information | Change Password || Contact Role

User

1D: |DZH Mame; |PaulDeng PUSitiDH| Level; D :l'
Gender: |Ma\e LJ MOb‘le:llSSDDDDDDDZ Tel: ||Zﬂﬂﬂﬁ | Email: |dzh@tencant.cnm
fore

7. General Test Approach and Test Results

The feature test cases were performed manually. Using Tencent RTX clients with the Hua Pu

Plug-in installed, incoming and outgoing calls were placed on Communication Manager.

Features provided by Hua Pu SmartCom such as Click-to-Call, call control, call transfers and
conference were tested. The phone statuses of other users (e.g. idle or busy) were also verified

during testing.

The serviceability test cases were performed manually by disconnecting the Ethernet cables on
the Hua Pu SmartCom server and Application Enablement Services server, rebooting of the

Communication Manager and Hua Pu SmartCom server.

All feature and serviceability test cases were executed and passed.
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8. Verification Steps

This section provides the tests that can be performed to verify proper configuration of
Communication Manager, Application Enablement Services and Hua Pu SmartCom.

8.1. Verify Communication Manager

Verify the status of the administered TSAPI CTI link by using the status aesves cti-link

command. The Service State field should display established.

status aesvecs cti-link

AE SERVICES CTI LINK STATUS

Msgs
Rcvd

CTI Version Mnt AE Services Service Msgs
Link Busy Server State Sent
[ 5 no aesl established 67 85|

8.2. Verify Application Enablement Services

From the CTI OAM Admin web pages, verify the status of the TSAPI Service by selecting
Status and Control > Services Summary from the left pane. The State field for the TSAPI

Service should display ONLINE.

23 https://10.1.10.71/MVAPfaction/cti/servicesSumm. do - Microsoft Internet Explorer

Eile  Edit Wiew Favorites Tools  Help

@Back > lﬂ lEL‘ _;‘] j.-:Search

Address ] https:f10,1.10,71/MyAPjaction/ctifservicesSumm.do

S i 3] ~
Ao Favarites fv =

CTI OAM Home
» Administration

Application Enablement Services
Operations Administration and Maintenance
®04M Home @ Help @Logout

You are here: > Status and Control =

Services Summary

| ~|8tatus and Control
i Switch C =
| e Service State Since Cause
= Q C¥LAN Service QNLINE 2008-12-19 13:49:47 MNORMAL
» Maintenance
¥ ATagitis O DLG Service OFFLINE*  2008-12-18 13:48:50 MO_LICENSE_ACQUIRED_(1)
» Logs ® |TSAPI Service QOMNLINE 2008-12-30 15:28:36 NORMAL'
» Utilities O DMCC Service ONLINE 2008-12-19 13:49:51 MORMAL
» Help

* Note: This service's status will be running, and this service's state will remain "OFFLIME", until the first
appropriate link is added and the proper license is installed,

S & Local intranet
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8.3. Verify Hua Pu SmartCom

Using the Tencent RTX client, place a Click-to-Call to another user using the Contact List. For
the user receiving the call, click the Answer button to answer the call. Verify that the call is set
up successfully and the RTX Client window shows the correct phone statuses for the users as

shown below.

) rx AR

File Contact Actions Help
@ TDFITI Onlinet
&b [Ty [T
|Er|ter account, name; speling et. .. ﬁ. = H
Conkack
Company Structure
[ Test @
ﬁ |3 Test Group
= 2 Tam &
& 3m @
| o Mary =
® Suimzo007 S [C]0)K]
Jimn SHENATH N Test
a Group
& 20007
IBiESP ...
{RFF =
BHiERE || o #HSE
* Wou can do.., 3 |
;@Lucal :

9. Conclusion

These Application Notes describe the configuration steps required for Hua Pu SmartCom to
interoperate with Communication Manager and Application Enablement Services using the
Telephony Services Application Programming Interface (TSAPI). All feature and serviceability

test cases were completed successfully.
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10. Additional References
This section references the documentations that are relevant to these Application Notes.

The following Avaya product documentations can be found at http://support.avaya.com.

[1] Avaya MultiVantage® Application Enablement Services Administration and Maintenance
Guide, Release 4.2, Document ID 02-300357, Issue 10, May 2008.

[2] Avaya Aura™ Communication Manager Feature Description and Implementation, Issue 7,
Release 5.2, May 2009, Document Number 555-245-205.

The following product documentations are available from Hua Pu.
[3] Hua Pu SmartCom Inc R2.0 User Guide.
[4] Hua Pu SmartCom Server R2.0 Installation Guide.

The following product documentations are available from Tencent Technology.
[5] RTX Administrator’s Manual, Version 2008, October 2007.
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and
™ are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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