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Abstract

These Application Notes describe the steps to configursid®esnitiation Protocol (SIP|
Trunking betweerBright House NetworkS$IP Trunkng and an Avay&IiP-enabled enterpris
solution The Avaya solution consists of Avayaira® Session ManagdR6.2, AvayaAura®
Communication ManagdR6.2, Avaya Session Border Controlléor EnterpriseR4.0.5-Q19
and various Avayandpoints.

Bright House Networkss a member of the Avaya D@wennectService Provider progran
Information n these Application Notes has been obtained througrCBmwvectcompliance
testing and additional technical discussions. Testing was conducted via th®rDect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the steps to configure Session Initiation Protocol (SIP)
Trunking betweemright House NetworkSIP Trunkingand an Avaya SHenabled enterpse
solution. Bright House NetworkSIP Trunkingis a business trunking product supported by the
BroadWorksplatform The Avaya solution consists of Avaya Aura® Session Manafe,

Avaya Aura® Commuication ManageR6.2, Avaya SessiorBorder Controllefor Enterprise
(Avaya SBCERA4.0.5-Q19and various Avaya endpoints

Avaya Aura® Session Manager is a core SIP routing and integration engine that connects
disparate SIP devices and applications within an enterprise. Avaya Aura® Communication
Manager is @elephony application server and is the point of connection between the enterprise
endpoints and Avaya Aura® Session Manager. The Avaya Session Border Controller for
Enterprise is the point of connection between Avaya Aura® Session Manager Bigjtihe

House Network$SIPtrunkingservice and is used to not only secure the SIP trunk, but also to
make adjustments to SIP signaling for interoperability.

Customers using this AvaygiP-enabled enterprissolution withBright House NetworkSIP
Trunkingare ale to place and receive PSTN calls via a broadbdAdN connectiorandthe SIP
protocol. This converged network solution is an alternative to traditR®aN trunks such as
analog and/or ISDNPRI.

2. General Test Approach and Test Results

A simulated enterjse site usingCommunication Managegession Managamndthe Avaya
SBCEwas connected to th&right House Networkgest network via an open Internet
connection The enterprise site was configurecctmnect tadright House NetworkSIP
trunkingservice tirough this Internetonnection

DevConnect Compliance Testing is conducted jointly by Avaya and DevComeenbers. The

test plan focuses on exercising APls and/or standsaded interfaces pertinent to the
interoperability of the tested products aneitliunctionalities. DevConnect Compliance Testing

is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completenessofaDeeCh nect member 6s sol uti on.

2.1. Interoperability Compliance Testing

To verify SIP trunking interoperabilifyhe following features and functionality were covered
during the interoperability compliance test:
e Response to SIP OPTIONS queries
e Incoming PSTN callsat various phone types
e Phone types included H.323, SIP, digital, and analog telephones at the enterprise. All
inbound PSTN calls were routed to the enterprise across the SIP trunk from the service
provider.
e Outgoing PSTN calls from various phone types
Phone types included H.323, SIP, digital, and analog telephones at the enterprise. All
outbound PSTN calls were routed from the enterprise across the SIP trunk to the service
provider.
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¢ Inbound and outbound PSTN calls to/frdtmaya oneX® Communicator (softlient).

e AvayaoneX® Communicatosupports two mode&pad Warrior and dlecommuter).
Each supported modeastested. Avaya oneX® Communicator also supports two
Voice Over IP (VoIP) protocols: H.323 and SI@nly the H.323rotocolversionwas
tested

e Various call types including: local, long distancg#ernationaloutbound toHfree,
operatorlocal directory assistance (4}, Jand 911 emergency

e G.729A andG.711MUcode6.

Voicemail navigation for inbound and outbound calls ugd/F transmissiomperRFC

2833

Caller ID presentation and Caller ID restriction

Response to incomplete call attempts and trunk errors

User features such as hold and resunternal call forwardingtransfer, and conference

Off-net call forwading, transfer, conferen@dmobility (extension to cellular)

Inbound and outbound T.38 faxing.

Items not supported or not tested included the following:
e Operator Assistedcalings onl y available by dialing fA00
press choice for Operator Assisted itigd 0+10 digit dialing is not supported.

2.2. Test Results
Interoperability testing oBright House NetworkSIP Trunkingwas completed with successful
results for all test cases with the exception of the observations/limitatoedbelow.

e Operator Assistidialing isnot directly supported. A user can place Operator Assisted

calls by firstdialingthe Operator and then choosing the corresponding button press entry
for Operator Assisted calling.

e Directory Assistance is only available by dialing 411. 14liot supported.

2.3. Support

For technical support dBright House NetworkSIP Trunking contactBright House Networks
at http://www.brighthouse.com

3. Reference Configuration

Figure 1illustrates a sample Avaya SH#habled enterprise solution connecte8tight House
NetworksSIP Trunking servicgusing alab testcircuit) through @ openpublic Internet
connection.

For security purposes, any actual public IP addresses and PSTN routable phone numbers used in
the canpliance test are masked in these Application Notes.
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The Avaya components used to create the simulated customer site included:
Avaya S8800 Server running Communication Manager

Avaya G480 Media Gateway

Avaya S8800 Server running Session Manager

Avaya S880@Berver running System Manager

Avaya SBCE

Avaya 9600Series IP Telephones (H.323 and SIP)

Avaya 96x1Series IP Telephone (H.323)

Avaya oneX® Communicator soft phones (H.323 and SIP)

Avaya digital and analog telephones

Located at the edge of the enterpiiis theAvaya SBC for Enterpriselt has a publiinterface
that connects to the external network and a privagefacethat connects to the enterprise
network. All SIP and RTP traffic enterirg leaving the enterprise flovisroughthis enterprise
SBC. In this way, th&sBCcan protect the enterprisgainst any SHpased attack3.he
transport protocol between thaterpriseSBC andBright House Networkacross the public IP
network isUDP; the transport protocol between #rgerpriseSBC and Sessnh Manager across
the enterprise IP network is TCP.

PSTN Phone @ PSTN @ FAX

Bright House Networks
SIP Trunk
Service Network
(SBC 72.1.1.35)

=] | gy

Avaya Aura® Communication Manager SIP ]
(205.3.3.200)
(TCP) |
Avaya Aura® Session Manager |
(205.3.3.209) |
| 205.1.1.21 L 4
] v RN | Outside Interface B1
| IE =
. Avaya Session Border
Avaya A";;;::?;s;?’ aager L e ————r— Controller for Enterprise
SIP | .....
(TCP)
| 205.3.3.250 A 10.64.90.250
Inside Interface A1 ‘ Management
| sIP Interface M1
(TC P}’
Avaya G430 Media ot e ™ et g g D i b Enterprise LAN

Gateway
{205.3.3.194)

\

Avaya one-X

FAX Analog Phone Avaya Digital Phone Avaya 9640 Avaya 9641G Avaya 9630 Con;;;l;l;icator
5001 x5001 *5002 IP Telephone SIP [P Telephone H.323 IP Telephone H.323 DNS/HTTPIDHCP Server
X5055 X5525 X5526 205.3.3.105 205.3.3.9

(H.323)

Figure 1. Avaya SIP Enterprise Solutionwith Bright House Networks SIP Trunking
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A dedicated5IP trunkwas created between Communication Manager and Session Manager to
carry the service provider tradf This was done so that any trunk or codec setting required by
the service provider could be appliedyoto this trunk and would natffectother enterprise SIP
traffic. This trunk carried botmbound and outbound traffic.

Forinboundcalls,the cals flow from the service provider the Avaya SBCEandthen to
Session Manager. Session Manager uses the configured dial p@iteatilar expressions)
and routing policies to determirtige recipientjn this cas€Communication Manageandto
whichtrunk to send the callOnce thecall arrives at Communication Managérther incoming
call treatmensuch as incoming digit translations and class of service restricti@ysbe
performed.

Outboundcalls to the PSTN arferst processedy Communicatio Manager and maye subject

to outbound featurereatmensuch as automatic route selection, digit manipulationctass$ of
service restrictions. On€@ommunication Manager selects the prdpit trunkgroup thecall

is routed tdSession ManagerSeson Manageionce again uses the configured dial patterns (or
regular expressions) to determine the route tAtregya SBE. From theAvaya SBCE, the call

is sent taBright House NetworkSIP Trunkingservicethrough the public Internetonnection

The alministration of ModulaMessagingandCommunicatiorManager extensions aséandard
for the enterprise Sincethe configurdion taskdor ModularMessagingand enterprise endpoints
are not directf related to the interoperabilityith the Bright House Nevorks SIP Trunking
service they arenot included irthese Application Notes.

ALW; Reviewed: Solution & Interoperability Test Lab Application Note 70f76
SPOC4/15/2013 ©2013 Avaya Inc. All Rights Reserved. BHN-CM-SM-ASBCE



4. Equipment and Software Validated

Equipment/Software

Release/Version

Avaya Aura® Communication Manager 6.2
running on Avaya S8800 Server (R016x.020.823.320001)
Avaya G4® Media Gateway 31.220

— ANA MM711AP HW33 FW091

— DCPMM712AP HWO7 FWOO
Avaya Aura® Session Manager 6.23.0.623006
running on Avaya S8800 Server
Avaya Aura® System Manager 6.2

running on Avaya S8800 Server

Build 6.2.0.0.15669 Patech.2.12408
Software Updat®evisionNo: 6.2.161.1993

Avaya 9&O0 Series IP Telephone (H.323)

Avaya oneX® Deskphone Edition 3.1.1

Avaya 960 Series IP Telephone (SIP)

Avaya oneX® Deskphone SIP Edition 2.6.6

Avaya 96X Series IP Telepine (H.323

Avaya oneX® DeskphoneReleases6.2119

Avaya oneX Communicator (H.323 & SIP)

6.15.07-SP537495

Avaya 8410D Digital Telephone n/a

Avaya 6210 Analog Telephone n/a

Fax device Ventafax Home Version 6.2.803
Avaya Session Border Controllfar Enterprise 4.0.5Q19

AvayaModular Messaging

Equipment/Software

V5.2 (9.2.350.5019)

Release/Version

Acme PackeSBC

SC6.2.0 MR6

NSN HiQ-8000 Soft Switch

Release 14

The specifichardware and softwatested in the tabl@bovewereused for theompliance
testing. Note that thisolution will be compatible with other Avaya Server and Media Gateway
platformsrunning similar versions of Communication Manager &adsion Manager

ALW:; Reviewed:
SPOC4/15/2013
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5. Configure Avaya Aura® Communication Manager

This section describes tipeocedures for configuring Communication Managfar Bright House
NetworksSIP Trunking A SIP trunkis established between Communication Manager and
Session Managédor use by signaling traffic tand fromBright House Networkslt is assumed
the general installation @ommunication Managethe Avaya G80 Media Gateway and
Session Manager has been previously completed and is not discussed here.

The Communication Manager configuration was performed ugiagSystem AccesBerminal

(SAT). Some screens in this section have been abridged and highlighted for brevity and clarity
in presentationNote that theublic IP addressesndPSTN routablgphone numbershown
throughouthese Application Notelsave ber edited so that the actyaublic IP addresses of the
network elementand public PSTN numbeese not revealed

5.1. Licensing and Capacity

Use thedisplay systemparameters customeroptions command to verifghat theMaximum
Administered SIP Trunksvalue onPage 2is sufficient to support the desired number of
simultaneous SIP calls across all SIP trunks at the enterprise including any trunks to the service
provider.The example shows tha4000licenses are available add are in use. The license file
instdled on the system controls the maximum values for these attributes. If a required feature is
not enabled or there is insufficient capacity, contact an authorized Avaya sales representative to
add additional capacity.

display system - parameters cu  stomer - options Page 2 of 11
OPTIONAL FEATURES
IP PORT CAPACITIES USED
Maxi mum Administered H.323 Trunks: 12 0000
Maximum Con curr ently Registered IP Stations: 180 003
Maximum Admi nistered Remote Office Trunks: 12 000 0
Maximum Concurrently Registered Remote Office Statio ns: 180 000
Maximum Conc urrently Registered IP eCons: 414 0
Max Concur Registere d Unauthenticated H.323 Stations: 100 0
Maximum Video Capable Stations: 410 00 O
Maximum Video Capable IP Softphon es: 180 00 O
Maximum Administered SIP Trunks: 24000 42
Maximum Administere  d Ad - hoc Video Conferencing Ports: 24 0000
Maximum Number of DS1 B  oards with Echo Cancellation: 522 0
Maximum TN2501 VAL Bo ards: 128 0
Maximum Media Gateway VAL Sources: 250 1
Maximum TN2602 Boards with 80 VolP Channels: 128 0
Maximum TN2602 Boards with 320 VolP Channels: 128 0
Maximum Number of Expanded Meet - me Conference Ports: 300 0
(NOTE: You must logoff & login to effect the permission changes.)
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5.2. System Features

Usethechangesystemparametersfeature command to set thErunk -to-Trunk Transfer
field to all to allow incoming calls from the PSTN to be transferred to another PSTN endpoint.
If for security reasons, incoming calls should not be allowedhtwster back to the PSTN then

leave the field set tnone

change sy stem - parameters features Page 1
FEATURE RELATED SYSTEM PARAMETERS
Self Station Display Enabled? y

Trunk - to - Trunk Transfer: all
Automatic Callback with Called Party Queuing? n
Automatic Callback - No Answer Timeout Interval (rings): 3
Call Park Timeout Interval (minutes): 10
Off - Premises Tone Detect Timeout Interval (seconds): 20

AAR/ARS Dial Tone Required? y

of 19

On Page 9verify that a text string has been defined to replace the Calling Party Number (CPN)
for restricted or unavailable calls. This text string is entereckitvib fields highlighted below.
The compliance test usélte values oRestrictedfor restricted calls andnavailablefor

unavailable calls

change system - parameters features
FEATURE RELATED SYSTEM PARAMETERS

CPN/ANV/ICLID PARAMETERS
CPN/ANI/ICLID Repla  cement for Restricted Calls: Restricted
CPN/ANV/ICLID Replac  ement for Unavailable Calls: Unavailable

DISPLAY TEXT
Identity When Bridging: principal
User Guidance Display? n
Exte nsion only label for Team button on 96xx H.323 terminals? n

INTERNATIONAL CALL ROUTING PARAMETERS
Local Country Code:
International Access Code:

ENBLOC DIALING PARAMETERS
Enable Enbloc Dialing without ARS FAC? n

CALLER ID O N CALL WAITING PARAMETERS
Caller ID on Call Waiting Delay Timer (msec): 200

Page 9 of 19
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5.3. IP Node Names

Use thechangenode-namesip command to verify that node nantems/ebeen previously

defined fortheIP addresses of thevaya S800 Serves running Communication Manager
(procr) andSession Managdasm). These node names will be needed for defining the service
provider signaling group iBection 56. Note that even thah it is not strictly necessary for the
compliance test configuration, the IP Node Name for the Avaya SBGBCE) has been
populated as well.

change node - names ip Page 1 of 2
IP NODE NAMES
Name IP Address
ASBCE 205.3.3.250
Acme 205.3.3.3
MM 205.3.3.56
asm 205.3.3.209
default 0.0.0.0
procr 205.3.3.200
procr6 :
5.4. Codecs

Use thechange ipcodecsetcommand to defina list of codecs to uder calls between the
enterprise and the service provideor thecompliance tesip-codecset2 was used for this
purpose Bright House Networksfficially supportsG.729A and5.711MU. Thusthesecodes
were included in theet EnterG.729Afirst and the G.711MU in the Audio Codeccolumn of
the table.By listing the G.729A codec first, this tells tBeght House Networksetwork that
G.729A is preferredDefault values can be used for all other fields.

change ip - codec - set 2 Page 1 of 2
IP Codec Set

Codec Set: 2
Audio Silence  Frames Packet
Codec Suppression Per Pkt Size(ms)

1: G.729A n 2 20

2: G.711MU n 2 20

3:

OnPage 2 set theFax Modeto t.38-standard This setting was used test both inbound and
outbound T.38 faxing

change ip - codec - set 2 Page 2 of 2
IP Codec Set
Allow Direct - IP Multimedia? n
Mode Redundancy
FAX t.38 - standard 0
Modem off 0
TDD/TTY usS 3
Clear -channel n 0
ALW; Reviewed: Solution & Interoperability Test Lab Application Note 110f 76
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For the enterprisép-codecsetl was used and was configured with the exact same settings as
above except that the codec settaineds.711MUas the first codec ar@d.729Aas the second
so that G.711MU was the preferred codec for calls made within the enterprise

5.5. IP Network Region

Create a separate IP network regionthe service provider trunkThis allows for separate
codec or quality of service settings to be used (if necessary) for calls between the enterprise and
the service provider veus calls within the enterprise or elsewhere. For the kkance test)P-
network-region 2was chosen for the service providemk Use thechange ipnetwork-region
3 command to configure regionvdth the following parameters:
e Set heAuthoritative Domain field to match théP address of th8right House
NetworksSIP trunking SBC In this @nfiguration, the IP address was sef#11.35
ThislPaddresappears in the AFromo header of SIP
region namely the PSTN
e Enter adescriptive namen the Namefield.
e EnablelP-IP Direct Audio (shuffling)to allow audio to be sent directly between IP
endpointsvithout using media resources in the Avaya Media Gate\8@aybothIntra -
region andlinter -region IP-IP Direct Audio toyes This is the default setting.
Shuffling can be further restricted at the trunk level on the Signaling Group form.
o Set heCodecSetfield to the IP codec setefined inSection5.4.
e Default valuesan beused for all other fields.

change ip - network - region 2 Page 1 of 20

IP NETWORK REGION
Region: 2
Location: Authoritative Domain: 72. 1.1.35
Name: Brighthouse - SIPT
MEDIA PARAMETERS Intra -region IP - IP Direct Audio: yes
Codec Set: 2 Inter - region IP - IP Direct Audio: ye (S
UDP Port Min: 2048 IP Audio Hairpinning? n

UDP Port Max: 3329
DIFFSERV/TOS PARAMETERS
Call Control PHB Value: 46
Audio PHB Value: 46
Video PHB Value: 26
802.1P/Q PARAMETERS
Call Control 802.1p Priority: 6
Audio 802.1p Priority: 6
Video 802.1p Priority: 5  AUDIO RESOURCE RESERVATION PARAMETERS
H.323 IP ENDPOINTS RSVP Enabled? n
H.323 Link Bounce Recovery? y
Idle Traffic Interval (sec): 20
Keep- Alive Interval (sec): 5
Keep- Alive Count: 5
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OnPage4, define the IP codec set to bged for traffic between regidhand region 1. Enter the
desired IP codec set ihecodec setolumn of the row with destination regioasf rgn) 1.

Default values may be used for all other fields. The example below shows the settings used for
the compliance test. It indicates that codeé@seill be used for calls between regi@r(the

service provider region) and region 1 (the rest of the enterp@Ad®), it is necessary to set the
direct WAN field toy in orderto connect Region 1 to Region 2

change ip - network - region 2 Page 4 of 20

Source Region: 2 Inter Network Region Connection Management | M
GA t

dstcodec  direct WANBW limits Video Intervening Dyn A G c

rgn set WAN Units Total Norm Prio Shr Regions CACRL e

1 2 y NoLimit n t

2 2 all

3

5.6. Signaling Group

Use theadd signalinggroup commando create a signaling group between Communication
Manager andsession Managdor use by the service provider trunk. This signaling group is
used for inbound and outbound calls between the service provider and the enterprise. For the
compliance test, ghaling groupt was used for this purpose and was configured using the
parameters highlighted below.

e Set theGroup Type field to sip.

e Set thed MS Enabled field ton. This specifies the Communication Maea will serve
as an Evolution Server for the SessiManager.

e Set theTransport Method to thevalue oftcp. For ease of troubleshootimiyring
testing the compliance test was conducted withThensport Method set totcp. The
transport method sgified here is used betweGommunicatbn Manager and Ssisn
Manager. For security purposes, the default Transport Method valls&as
recommended for production environments.

e SettheNear-end Listen PortandFar-end Listen Portto a validunusedport This is
necessaryor Session Manager to distinguighs trunk from the trunk used for other
enterprise SIP trafficThe defaul well-known port valudor SIP overTCPis 506Q The
compliance test was conducted with Near-end Listen PortandFar-end Listen Port
set to5060.

e Set thePeer Detection Enabld field toy. ThePeerServerfield will initially be set to
Others andcannotbe change via administration. Later, tHeeerServerfield will
automatically change t8M once CommunicatioManager detects its peer as a Session
Manager.

e Set heNear-end Node Nameto procr. This node name maps to the IP address of the
Avaya S800Server running Communication Managerdefined irBection5.3.

e Set heFar-end Node Namdo asm This node nhame maps to the IP addreskeof
S8800 Server runningession Managy as definedn Section5.3.

e Set heFar-end Network Regionto the IP network region defined for teervice
providerin Section5.5.

e |LeavetheFar-end Domainfield blank
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e SetDirect IP-IP Audio Connectionstoy. This field will enable media shuffling ahe
SIP trunkallowing Communication Manager to redirect media traffic directly between
the SIP trunk and the enterprise endpoint. If this value is setlhe Avaya Media
Gateway will remain in the media path of all calls between the SIP trunthend
endpoint. Depending on the number of media resources available in the Avaya Media
Gateway, these resources may be deplteithg high call volumepreventing additional
calls from completing.

e SettheDTMF over IP field tortp-payload This value enableSommunication
Manager to send DTMF transmissions using RFC 2833.

e Default values may be used for all other fields.

Note that thdnitial IP -IP Direct Media setting must be consistent with the setting in the
signaling group used for general internal 8H#¥fic; otherwise unintended side effects could
occur. Thealefaultsetting is not to enable this feature.

add signaling -group 4
SIGNALING GROUP

Group Number: 4 Group Type: sip
IMS Enabled? n Transport Method: t cp
Q SIP?n
IP Video? n Enforce SIPS URI for SRTP? y

Peer Detection Enabled? y Peer Server: SM

Near - end Node Name: procr Far - end Node Name: asm
Near - end Listen Port : 5060 Far - end Listen Port: 5060
Far - end Network Region: 2
Far - end Domain:
Bypass If IP Threshold Exceeded? n

Incoming Dialog Loo pbacks: eliminate RFC 3389 Comfort Noise? n
DTMF over IP: rtp - payload Direct IP - IP Audio Connections? y
Session Establishment Timer(min): 3 IP Audio Hairpinning? n
Enable Layer 3 Test? y Initial IP - IP Direct Media? n
H.323 Station Outgoing Direct Media? n Alternate Route Timer(sec): 6
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5.7. Trunk Group

Use theadd trunk -group command to create a trunk group for the signaling group created in
Section5.6. Fa the compliance test, trunk grodpvas configured using the parameters
highlighted below.

e Set theGroup Type field to sip.

e Enter a descriptive name for t@oup Name.

e Enter an available trunk access colAC) that is consistent with the existing didup
in theTAC field.
Set theService Typefield to public-ntwrk.
SetMember Assignment Methodto auto.
Set he Signaling Group to the signaling groupreated irSection 5.6
Set heNumber of Membersfield to the number of trunk members in the SIP trunk
group. This value determines how many simultaneous SIP calls can be suppdinied by
trunk.
e Default values were used for all other fields.

add trunk - group 4 Page 1of 21

TRUNK GROUP

Group Nu mber: 4
Group Name : SIPT - asm

Group Type: sip
COR: 1

CDR Reports: y

TN: 1 TAC: 1 04

Direction: two - way Outgoing Display? n
Dial Access? n Night S ervice:
Queue Length: 0
Service Type: public - ntwrk Auth Code? n

Member Assignment Method: auto
Signaling Group: 4
Number of Members: 14

OnPage 2 leavethe Redirect On OPTIM Failure timer set tothedefault value o65000. Note
that theRedirect On OPTIM Failure timer is defined in millisecondsVerify that the

Preferred Minimum SessionRefresh Interval is set to a vale acceptable to the service
provider. This value dmes the interval that fENVITES must be sent tkeep the active session
alive. Forthe compliance testvalue 0f900 semndswas used.

add trunk - group 4 Page 2 of 21

Group Type: sip
TRUNK PARAMETERS

Unicode Name: auto
Redirect On OPTIM Failure: 5000
SCCAN?n Digital Loss Group: 18
Preferred Minimum Session Refresh Interval(sec): 9 00
Disconnect Supervision - In?y Out?y
XOIP Treatment: auto Delay Call Setup When Accessed Via IGAR? n

OnPage 3 set theNumbering Format field to public. This field specifies the format of the
calling party number (CPN) sent to the-&ard. Beginning with Communication Manager 6.0,
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public numbers are automatically preceded with a + @&gh64 numbering formatyhen passed
in the SIP From, Contact andA&serted Identity headerBhe compliance test used 10 digit
numbering format.

Setthe Replace Restricted NumberandReplace Unavailable Numberdields toy. This will
allow the CPN displayed aenterpriseendpoints to be replaced with the value s&euation5.2,

if the inbound call enabled CPN block. For outbound calls, thesesstmgs request that CPN
block be activated on the fand destination ifraenterpriseaiser requests CPN block on a
particular call routed out this trunk. Default values were used for all other fields.

add trunk - group 4 Page 3 of 21
TRUNK FEATURES

ACA Assignment? n Measured: none
Maintenance Tests? y
Numbering Format: public

UUI Treatment: service - provider

Replace Restricted Numbers? y
Replace Unavailable Numbers? y

Modify Tandem Calling Number: no
Show ANSWERED BY on Display? y

DSN Term? n
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OnPage 4 setSendDiversion Headerto y andSupport Request Historyto n. Default values
were used for the remaining fieldSetting theNetwork Call Redirection flag toy enableghe

use of the SIREFER message for call redirection such as call transfers back oatR& TN
However, at the time these Application Notes were being written, Bright House Networks did
not support SIP REFER and therefore this setting was disabled.

Set theSend Diversion Headeffield toy. This field provides additional information to the
network if the call has been-térected. This is needed to support call forwarding of inbound
calls back to the PSTN and some Extension to Cellular (EC500) call scenarios.

Set theSupport Request Historyfield ton. This parameter determines whethes SIP
History-Info header will be includikin the calredirectionfrom the enterprise. Caledirection
of aninbound call fronthe PSTN back tahe PSTN failed in the compliance teshean the call
re-directioncontains the Historynfo header.

Leave heTelephone Event Payload Typdield blank.
Set theAlways Use reINVITE for Display Updates field toy.

add trunk - group 4 Page 4 of 21
PROTOCOL VARRTIONS

Mark Users as Phone? n
Prepend '+' to Calling Number? n
Send Transferring Party Information? n
Network Call Redirection? n
Send Diversion Header? y
Support Request History? n
Telephone Event Payload Type:

Convert 180 to 183 for Early Media? n
Always Use re - INVITE for Display Updates? y
Identity for Calling Party Display: P - Asserted - Identity
Block Sending Calling Party Location in INVITE? n
Enable Q - SIP?n
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5.8. Calling Party Information

The calling party number is sent i n tubie SI
numbering was selected to define the format of this nun8eatipon 57), use thechange
public-unknown-numbering command to create an entry for each extension which has a DID
assigned. The DID numbers are provided by the SIP service providgr.DEanumber is
assigned to aanterprise internal extension or Vector Directory Numbers (VDNs)alsmsused

to authenticate the caller.

The screen below showise DID numbers assigned for testibg Bright House Networks
These DIDs were mapped to exseons5001, 5002 5055, 5057, 5525, and 5526 hese same
10-digit numbers were usddr the outbound calling party identifitan on the service provider
trunk when calls were originated from thésextensios.

change public - unknown - numbering O Page 1 of 2
NUMBERING- PUBLIC/UNKNOWN FORMAT
Total
Ext Ext Trk CPN CPN
Len Code Grp(s) Prefix Len
Total Administered: 7
45 4 4 Maximum Entries: 9999
4 50 01 4 3525559911 10
4 5002 4 352 5559912 10 Note: If an entry applies to
4 5055 4 3525559913 10 a SIP connection to Avaya
4 50 57 4 3525559910 10 Aura(R) Session Manager,
4 55 25 4 3525559914 10 the resulting number must
4 5 526 4 3525559915 10 be a complete E.164 number.

In the exarple above, the top entry is necessary for Modular Messaging to receive the local
extension number and properly identify the called pextgnsion With this entry, all stations
with a 4digit extension beginning withwill sendthe caling party numbeacross trunk 4o
Modular Messaging, abe extension number
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5.9. Incoming Call Handling Treatment

Use thechange incomingcall-handling-trmt trunk group x command, wherg is the SIP
trunk configured for the service provider, t@pinbound DIDs to extensie.

change inc - call

Feature Len

public - ntwrk
public - ntwrk

- handling

Service/ Number Number

Digits

-trmttrunk - group 4 Page 1 of 30

INCOMING CALL HANDLING TREATMENT
Del Insert

public - ntwrk 10 3524999910 10 5057

public - ntwrk 10 3524999911 10 5001
public - ntwrk 10 3524999912 10 5002
public - ntwr k 10 3524999913 10 505 5

10 3524999914 10 5525
10 3524999915 10 5526

5.10. Outbound Routing

In these Application Notes, the Automatic Route Selection (ARS) feature is used to route

outbound calls via the SIP trunk to the service provider. In the sample configuration, the single

digit 9is used a the ARS access code. Enterprise callers will diald®

reach an

This common configuration is illustrated below with little elaboratitdsethe changedialplan
analysiscommand to define a dialed string beginning \@ithf length1 asa feature access code

(fac).
change dialplan analysis P age 1 of 12
DIAL PLAN ANALYSIS TABLE
Location: all Percent Full: 1
Dialed Total Call Dialed Total Call Dialed Total Call
String Length Type String Length Type String Length Type
1 3 dac
5 4 ext
7 4 ext
8 1 fac
9 1 fac
* 3 fac
# 3 fac
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Use thechange featureaccesscodescommand to configure asthe Auto Route Selection

(ARS) T Access Codd.

change feature - access - codes
FEATURE ACCESS CODE (FAC)
Abbreviated Dialing Listl Access Code: 137
Abbreviated Dialing List2 Access Code:
Abbreviated Dialing List3 Access Code: 160
Abbreviated Dial - Prgm Group List Access Code:
Announcement Access Code: 115
Answer Back Access Code: 116
Attendant Access Code:
Auto Alternate Routing (AAR) Access Code: *88

Page 1 of 10

Auto Route Selection (ARS) - Access Code 1: 9 Access Code 2:

Automatic Callback Activation: 120 Deactivation: 121
Call Forwarding Activation Busy/DA: 122 All: 123 Deactivation: 124
Call Forwarding Enhanced Status: Act: Deactivati
Call Park Access Code: 125
Call Pickup Access Code: 126
CAS Remote Hold/Answer Hold - Unhold Access Code:
CDR Account Code Access Code:
Change COR Access Code:
Change Coverage Access Code:
Conditional Call Extend Activation: Deactivation:
Contact Closure Open Code: Close Code:

on:
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Use thechange ars analysisommand to configure thewbtng of dialed digits following the

first digit 9. The example below shows a subset of the dialed strings tested as part of the
compliance testSeeSection2.1 for the complete list of call types testédl dialed strings are
mapped to route pattedwhich contains the SIP trunk to the servicevider (as defined next

change ars analysis P age 1
ARS DIGIT ANALYSIS REPORT
Location: all
Dialed Total Route Call Node
String Min Max Pattern Type Number
0 1 1 4 op
0 8 8 4 op
0 11 11 4 op
00 2 2 4 op
01 9 17 deny iop
011 10 18 4 intl
130 11 11 4 fnpa
1300 11 11 deny fnpa
131 11 11 4 fnpa
132 11 11 4 fnpa
1700 11 11 deny fnpa
171 11 11 4 fnpa
172 11 11 4 fnpa
173 11 11 4 fnpa
174 11 11 4 fnpa
175 11 11 4 fnpa
180 11 11 4 fnpa
1800 11 11 4 fnpa
1800555 11 11 deny fnpa
181 11 11 4 fnpa
182 11 11 4 fnpa
183 11 11 4 fnpa
184 1 1 11 4 fnpa
185 11 11 4 fnpa
186 11 11 4 fnpa
187 11 11 4 fnpa
188 11 11 4 fnpa
189 11 11 4 fnpa
190 11 11 4 fnpa
1xxx555 11 11 deny fnpa
1xxx976 11 11 deny fnpa
2 10 10 4 hnpa
3 10 10 4 hnpa
4 10 10 4 hnpa
411 3 3 4 svcl
5 10 10 4 hnpa
555 7 7 deny hnpa
6 10 10 4 hnpa
611 3 3 4 svcl
7 10 10 4 hnpa
8 10 10 4 hnpa
811 3 3 4 svcl
9 10 10 4 h npa
911 3 3 4 svcl
976 7 7 deny hnpa
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The route pattern defines which trunk group will be used for the call and performs any necessary
digit manipulation. Use thehange routepattern command to configure the parameters for the
service providetrunk route pattern in the following manner. The exarbplew shows the
values usedbr route patter duringthe compliance test.
e Pattern Name Enter a descriptive name.
e Grp No: Enter the outbounttunk group forthe SIP service provideFor the compliance
test, trunk groug wasused
e FRL: Set the Facility Restriction LeveFRL) field to a level that allows access to this
trunk for all users that require it. The valueda$ the least restriste level.
e LAR:next

change route - pattern 4 Page 1 of 3
Pattern Number: 4 Pattern Name: asm - sipt
SCCAN? n  Secure SIP? n
Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC
No Mrk Lmt List Del Digits QSIG
Dgts Intw
1. 4 0 n user
2: n user
3: n user
4: n user
5: n user
6: n user
BCC VALUE TSC CA - TSC ITC BCIE Service/Feature PARM No. Numbering LAR
012M4W Request Dgts Format
Subaddress
1.yy yyynn rest next
2:yyyyynn rest none
3:yyyyynn rest none
4:yyyyynn rest none
5'yyyyynn rest none
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6. Configure Avaya Aura® Session Manager

This section provides the procedures for configuBegsion ManagefThe procedures include
the following items
e SpecifySIP domain
e Add Logical/physical Locationtat can be occupied by SIP Entities
¢ Add Adaptation module tperform dial plan manipulation
e Add SIP Entities corresponding to Communication Manageaya SBCEand Session
Manager
e Add Entity Links, which define the SIP trunk parameters used by Sessiorgktanben
routing calls to/from SIP Entities
¢ Add Routing Policies, whicllefine route destinations andntrol call routing between the
SIP Entities
e Add Dial Patternsand Regular Expressionshichspecify dialed digits angovern to which
SIP Entity a calls routed
¢ Add/View Session Manager, corresponding to the Session Manager to be managed by
System Manager.

It may not be necessary to create all the items above edmdiguring forconnection to the
service provider sinceome of these itemwould havedready been defined as part of the initial
Session Manager installatiohhis includes items such as certain SIP domains, locations, SIP
entities, and Session Manager itséffowever, each item should be reviewed to verify the
configuration.

6.1. System Manager Login and Navigation

Session Manager configuration is accomplished by accessing the blmagserGUI of System
Manager, using the UR#L h s/i<ip-addresss8MGRo,wh er ea di&ki @¢ss>0 i s t he
of System Manager. At thgystemManager Log Onsaeen, providehe appropriate

credentials andlick onLogin (not shown) The initial screen shown below is then displayed.

s=ward | Log efFadmin

AVAyA Avaya Aura®System Manager 6.2

Home

Coe ]
Administrators B5800 Branch Gateway Backup and Restore
Manage Administrative Users Manage BS800 Branch Gateway 6.2 Backup and restore System Manager

Diractory Synchronization elements databaze
Synchronize users with the enterprise Communication Manager Bulk Import and Export
directory Manage Communication Mznager 5.2 and Manage Bulk Impert and Export of Users,
Groups & Roles higher elements User Global Settings, Reoles, Elements
Manage groups, roles and assign roles to Conferencing and othars
users Manage Conferencing Multimedia Server Configurations

User Management objects Manage system wide cenfiguratiens

Manage users, shared user resources and Inventory Events
provision users Manage, discover, and navigate to Manage alarms,view and harvest logs

elements, update element software Licenses

Meeting Exchange Wiew and configure licenses
Manage Mesting Exchange and Avaya

Aura Confersncing 6.0 elements Replication

i Track data replication nodes, repair
Messaging replication nodes

Manage Awvaya Aura Messaging, Schedular

C: ation Schedule, track, cancel, update and
delete jobs

tio
Modular Messaging

Presence

z Security
resence Mznage Security Certificates
Routing
) ) Templates
Neewark Routing Policy Manage Templates for Communication
Session Manager Manager, Messaging System and ES200
Session Manager Element Manager Branch Gateway elements
SIP AS 8.1

SIP AS 8.1

Most of the configuration items are performed in the Routing Element. CliBouoting in the
Elementscolumn to bring up théntroduction to Network Routing Policy screen.
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The navigation tree displayed in the left pane will be referenced in subsequent sections to
navigate to items requiring configuration.

Last Logged on at August 6, 2012 1:05 PM

AVAyA Avaya Aura® System Ma nager 6.2 Help | About | Change Password | Log off

admin
Routing *| Home
Routing ‘
Domains Help 7 »
Locations Introduction to Network Routing Policy

Adaptations . . . . N . . . .
& MNetwork Routing Policy consists of several routing applications like "Domains", "Locations", "SIP Entities",

SIP Entities etc.

Entity Links The recommended order to use the routing applications (that means the overall routing workflow) to
configure your network configuration is as follows:
Time Ranges

Step 1: Create "Domains" of type SIP (other routing applications are referring domains of type SIP).
Routing Policies

. Step 2: Create "Locations"
Dial Patterns

R Step 3: Create "Adaptations"
Defaults Step 4: Create "SIP Entities"
- SIP Entities that are used as "Outbound Proxies" e.g. a certain "Gateway" or "SIP Trunk"
- Create all "other SIP Entities" {Session Manager, CM, SIP/PSTN Gateways, SIP Trunks)
- Assign the appropriate "Locations", "Adaptations" and "Outbound Proxies"
Step 5: Create the "Entity Links"

- Between Session Managers

- Between Session Managers and "other SIP Entities"
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6.2. Specify SIP Domain

Create a SIP domain feach domainhatSession Mnager will need to be aware in order to
route calls. For the compliance test, thidudes the enterprise domaimaydab2.com
Navigate toRouting A Domainsin the lefthand navigation parend click theNew buttonin
the rightpane(not shown) In the new right pane that appears (shown belaWnfthe
following:

e Name: Enter the domain name
e Type:  Selectsip from the pulddown menu.
e Notes  Add a brief descriptiorfoptional)

Click Commit. The screen below shows the entry for the enterprise idoma

Last Logged on at August 6, 2012 2:20 PM
=] .
AVAVA Avaya Aura® System Manager 6.2 Help | About | Change Password | Log off
admin
Routing *| Home
Routing [fiHome /[ Elements / Routing / Domains
Domains Help ?
Locations Domain Management
Adaptations
SIP Entities
Entity Links 1 Item Refresh Filter: Enable
. Name Type Default Motes
Time Ranges
*|avayalab2.com sip W F
Routing Policies
Dial Patterns
Regular Expressions * Input Required
Defaults

6.3. Add Location

Locations can be used to identify logical and/or physical locations where SIP Entities reside for
purposes of bandwidth management and call admission control. Td_addtéon, navigate to
Routing A Locationsin the lefthand navigatn pane and click thidew button in the right pane
(not shown).

In the General section enter the following values:
e Name: Enter adescriptive namé&or theLocation
e Notes  Add a brief descriptiorfoptional)

In theLocation Pattern section(seescreen biew), click Add and enter the following values:
o IP Address Pattern  An IP address pattern used to identify tlueation
¢ Notes: Add a brief descriptiorfoptional)

Displayed below is thecreen fotheaddition of theEnterprise Location, which includeall
equipment on thenterprise networkcluding Communication ManagandSession Manager
itself. Click Commit to save.
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AVAYA

Routing
Domains
Locations
Adaptations
SIP Entities
Entity Links
Time Ranges
Routing Policies
Dial Patterns
Regular Expressions

Defaults

Avaya Aura®System Manager 6.2

Ll Home / Elements / Routing / Locations

Location Details

General
* Name:

Notes:

Overall Managed Bandwidth

Managed Bandwidth Units:
Total Bandwidth:
Multimedia Bandwidth:

Audio Calls Can Take Multimedia
Bandwidth:

Per-Call Bandwidth Parameters

Maxi ult idth
(Intra-Location):

Maximum Multimedia Bandwidth
(Inter-Location):

Multi

* Default Audio Bandwidth:

Alarm Threshold

Overall Alarm Threshold:
Multimedia Alarm Threshold:

* Latency before Overall Alarm
Trigger:

* Latency before Multimedia Alarm
Trigger:

Location Pattern

1 Item Refresh
| IP Address Pattern

Ll =|205.3.3.0

Select : All, None

* Input Required

Last Logged on

Enterprise

Enterprise site for SP Testing

Kbit/sec v

1000 Kbit/Sec
1000/ Kbit/Sec
64 Kbit/Sec
80 Kbit/sec ¥
80 v | %
s0 v o%w

5| Minutes

5| Minutes

Notes

Help | About | Change Password | Log

at August 6, 2012 2:20

admy

x

Routing Homj

Help

(Commit) (Caned

Filter: Enabl

(Comme) (Cancs

Note that call bandwidth management parameters showetlper customer requirement.

6.4. Add Adaptation Module
Session Manager cédoe configured withAdaptation modules that can modify SIP messages

before or after routing decisions have been made. A gehdaptation module

DigitConversionAdapter supports digit conversion of telephone numbers in specific headers of
SIP messages. tRer Adaptation modules are built on this geneniedule and can modify other
headers to permit interoperability with third party SIP products.

For interoperabilitywith Bright House NetworkSIP Trunkingno Adapttions werenecessary
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6.5. Add SIP Entities

A SIP Entity must be added for Session Manager and for each SIP telephony system connected
to it, which includes Communication Manager dhd Avaya SB&E. Navigate tdRouting A

SIP Entities in the left navigation pane and click on thew button in tke right pane (not

shown).

In theGeneral section enter the following values. Use default values for all remaining fields:

e Name: Enter adescriptive name.

e FQDN or IP Address. Enter the FQDN or IP address of the SIPitgnt

e Type: SelectSession Managefor SessiorManagerCM for
Communication Manager ar@ther for Avaya SBCE

e Adaptation: This field is only present ifype is not set td&session Manager

If applicable, select thAdaptation namecreated irSection 64
that will be appliedd this entity.

e Location: Select one of the locations defined previously.

e Time Zone Select the time zone for the location above.

The following screen shows the additiortioé Session Manager SIP Entity. The IP address of
the Session Manag&iP signding interface is entered f&fQDN or IP Address.

Last Logged on at August 6, 2012 2:20 PM

@ .
AVAVA Avaya Aura® System Manager 6.2 Help | About | Change Password | Log off
admin
Routing *| Home
Routing il Home / Elements / Routing / SIP Entities
Domains Help ?
Locations SIP Entity Details
Adaptations General
SIP Entities * Name: |asm
Entity Links
* FQDN or IP Address: 205.2.2.209
Time Ranges
Type:
Routing Policies
Notes:
Dial Patterns
Regular Expressions .
Location: hd
Defaults
QOutbound Proxy: v
Time Zone: America/Denver he

Credential name:

SIP Link Monitoring

SIP Link Monitoring: | Link Monitoring Enabled v
* Proactive Monitoring I:;E;::glsgjngoo
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To define the ports used by Session Manager, scroll down Rotihaection of theSIP Entity
Details screen. This section is only present for $ession ManageSIP Entity.

In thePort section click Add and enter the following values. Use default values for all
remaining fields:

¢ Port: Port number on whicBeston Manager listemfor SIPrequests.
¢ Protocol: Transport protocol to be used to semdl receiveSIP requests.
e Default Domain: The doman used for the enterprise.

Defaults can be used for the remaining fields. Glcknmit to save.

Although the default port values for SIP over UDP and TLS were configured, they were not used
in thiscompliance testOnePort entrywas used for thre8IP Entities

— 5060with TCP for connecting ttAvaya SB&E

— 5080 with TCP for connecting to Communication Manager

— 5060with TCP for connecting to Modular Messaging

In addition, port 5060 with TCP watsa usedetween Session Manager and Communication
Manageifor Avaya SIP telephonendSIP soft clients. This SIP Link was part of the standard

configuration on Session Manager and was not directly relevant to the@ebility with
Bright House NetworkSIP Trunking

Port
TCP Failover port:
TLS Failover port:

3 Items Refresh

Filter: Enable
] Port Protocol Default Domain Motes
[0 |so60 TCP [ avayalab2.com [+
F 5060 UDP |» avayalab2.com w
F 5061 TLS (» avayalabZ.com »
Select : All, None
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The following screen shows the additiofthe Communication Manager SIP Entity.

Home / Elements / Routing / SIP Entities
Help ?
SIP Entity Details
General
* Name: cm62
* FQDN or IP Address: 205.3.3.200
Type:
Notes:
Adaptation: | +
Location: Enterprise %
Time Zone: America/Denver A
Override Port & Transport with DNSD
SRV:
* SIP Timer B/F (in seconds): 4
Credential name:
Call Detail Recording: |none %
SIP Link Monitoring
SIP Link Monitoring: | Link Monitoring Enabled b
* Proactive Monitoring Interval (in 900
seconds):
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The following screen showhke addition of theSIP Entty for the Avaya SBCE.

Home / Elements / Routing / SIP Entities

Help 7
SIP Entity Details
General
* Name: ASBCE |
* FQDN or TP Address: |205.3.3.250 |
Type: |523 Trunk
Notes: | |
Adaptation:
Location:
Time Zone: | America/Denver b
Override Port & Transport with DN
SRV:
* SIP Timer B/F (in seconds):
Credential name: |
Call Detail Recording:
SIP Link Monitoring
SIP Link Monitoring: |Lir'|k Monitoring Enabled b
Proactive Monitoring I[;}tgor:ggm
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6.6. Add Entity Links

A SIP trunk between Session Manager and a telephatgmyis described by an Entitynk.
For the compliane test, hireeEntity Links were created; one @ommurncation Managerone to
theAvaya SBE and one to Avaya Modular Messaginfio add an Entity Linkpavigate to
Routing A Entity Links in the lefthand navigation parend click on théNew buttonin the
right pane (not shown)Fill in the following fields in the new row that is displayed:

e Name: Enter adescriptive name.

e SIP Entity 1:  Select the Session ManagdP Entity

e Protocol: Select the transport protocol used for this link.

¢ Port: Port numbeonwhich Session Manager witeceiveSIP requestiom

the farend For Communication Manager, this must match the
Far-end Listen Port defined forthe Communication Manager signaling
groupin Section5.6.

SIP Entity 2:  Select the name of theha&r system.For Communication Manager,
select the Communication Manager SIP Entity definegeaction6.5.

Port: Port number on whicthe other system receives SHjuestgrom
Session Manager-or Communication Manager, this must match the
Near-end Listen Portdefined forthe Communication Manager signaling
group inSection5.6.

Trusted: SelectTrusted from the drop down menuNote:If trusted is not
selectedcallsfromthe associated SIP Entity specifiedSeaction6.5 will
bechallenged /denied.

Click Commit to save.

The following screens illustrate the Entity LinksCommunication Manager arlde Avaya
SBCE. It should be noted that in a customer environment the Entity Link to Communication
Managemwould normally use TLS. Fohé compliance test, TCP was used to aid in
troubleshooting since the signaling traffic would not be encrypted. The protocol and ports
defined hee must match the values usedtfee Communication Manager signaling group form
in Section5.6.

ALW; Reviewed: Solution & Interoperability Test Lab Application Note 310f 76
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Entity Link to Communication Manager:

Last Logged on at August 6, 2012 4:51 PM
AVAyA Avaya Aura®System Manager 6.2 Help | About | Change Password | Log off

admin

Routing *| Home

Routing [ Home [/ Elements / Routing / Entity Links

Domains Help 2

Locations Entity Links

Adaptations

SIP Entities
Entity Links 1 Item Refresh Filter: Enable
Time Ranges — if::ﬂvl ‘ Protocol ‘ Port ‘ e (E ‘ Port corl;:.;':vion ‘ Notes
Routing Policies *lasm_cm62_5060_TC  *[asm »| [TCP »| *[s060 | *[cmsz »| *[s060 | |[Trusted ~| |

< | >
Dial Patterns

Regular Expressions

Defaults * Input Reguired

Entity Link to AvayaSBCE:

Last Logged on at August 6, 2012 4:51 PM
AVAyA Avaya Aura®System Manager 6.2 Help | About | Change Password | Log off

admin

Routing *| Home

Routing i Home / Elements / Routing / Entity Links

Domains Help 2

Locations Entity Links

Adaptations

SIP Entities
Entity Links 1 Item Refresh Filter: Enable
Time Ranges LEIE gll:itvl ‘ Protocol ‘ Port ‘ gIP Entity ‘ Port Cﬂmiun ‘ Notes
Routing Policies *lasm_ASBCE_5060_T *|asm v| [TcP »|  *[soe0 | *|asBCE w| *[sos0 | |[Trusted v| |

5d | >
Dial Patterns

Regular Expressions

Defaults * Input Required
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6.7. Add Routing Policies

RoutingPolicies describe the conditions under which calls will be routed to the SIP Entities
specified inSection6.5. Two RoutingPolicies must be addednefor Communi@ation Manager
and one fotheAvaya SBE. To add a routing policynavigate tdRouting A Routing Policies
in the lefthand navigation parend click on théNew buttonin the rightpane (not shown)The
following screen is displayed. Fill in the follovgn

In the General section enter the following values. Use default values for all remaining fields:
e Name: Enter adescriptive name.
e Notes: Add a brief description (optional).

In theSIP Entity as Destinationsection, clickSelect The SIP Entity List page openéot
shown). Selectthe appropriate SIEntity to which this routing policy applieend clickSelect
The selected SIP Entity displays on the Routing Policy Details ggghown belowUse
default values for remaining field€lick Commit to save

The following screens show the Routing Policies for Communication Managénefydaya
SBCE respectively

Routing Policy for Communication Manager:

Last Logged on at August 6, 2012 4:51 PM

AVAyA Avaya Aura® System Manager 6.2 Help | About | Change Password | Log of
Routing *| Home
Routing ‘
Domains Help ?
Locations Routing Policy Details
Adaptations
SIP Entities General
Entity Links * Name: To_CM&2
Time Ranges Disabled: [
Routing Policies * Retries: |0
Dial Patterns Notes:
Regular Expressions
Defaults SIP Entity as Destination
Name FQDN or IP Address Type Notes
cme2 205.3.3.200 cM
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Routing Policy forAvaya SBE:

Last Logged on at August 6, 2012 4:51 PM

AVAYA Avaya Aura® System Ma nager 6.2 Help | About | Change Password | Log off

admin

Routing *| Home

Routing 'l Home / Elements / Routing / Routing Policies

Domains Help 2
Locations Routing Policy Details
Adaptations
SIP Entities General
Entity Links * Name: [To_ASBCE
Time Ranges Disabled: []
Routing Policies * Retries: D
Dial Patterns Notes: |
Regular Expressions
Defaults SIP Entity as Destination
Name FQDN or IP Address Type Notes
ASBCE 205.3.3.250 SIP Trunk
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6.8. Add Dial Patterns

Dial Patterns are needed to route ctilleugh Session Manager. For the compliance Daat,
Patterns were needed to route calls from Communication ManaBeigtd House Networks
and vice versa. Dial Patterns define whirtduting Policy will be selected for a particular call
based on theidled digits, destinatioDomain and originating.ocation. To add aDial Pattern
navigate tdRouting A Dial Patternsin the lefthand navigation pane and click on tiew
button in the right pane (not showr¥ill in the following, as shown in the screebelow:

In theGeneral section enter the following values. Use default values for all remaining fields:

o Pattern: Enter a dial string that will be matched against the Reduiesbf the
call.

e Min: Enter a minimum length used in the match criteria

o Max: Enter a madknum length used in the match criteria

e SIP Domain:  Enter thedestinationSIP Domain used in the match criteria.

e Notes: Add a brief description (optional).

In theOriginating Locations and Routing Policiessection click Add. From theOriginating
Locations and Routing Poliy List that appears (not showrsglect the appropriat#iginating
Locationfor use in the match criteridNote that for the compliance test, the Originating
Location ofi ALL - was used.Lastly, select th®outingPolicy from the list that will be used to
route all calls that match the specified criteria. Ceitect

Default values can be used for the remaining fields. @mkmit to save

Home / Elements / Routing / Dial Pattems
Help 2
Dial Pattern Details [Cancel
General
+ Pattern: 252555991
* Hin: [10
* Max 10
Emergency Call: []
Ermergeney Pricrity
Erergency Type:
SIP Darmain: | sl !
Nartess
Originating Locations and Routing Policies
1 llem Relest Filies: Enatle
[ Originating Lacation Nare 1| originating Location Nate Rauting Palicy Nare Rank 2 Rauting Paliey Routing Palicy Distination Routing Palicy Nate
O - Ay Lacatians Ta_CHE2 s cme2
Szkect : Al Nane
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Examples oDial Patterns used for theompliance test are shown bel. The first example

showsthe Dial Patterns for outbound calls that belong to the Routing PicaSBCE as

defined inSection 6.7 TheseDial Patterns cover Operator and Operator Assisidd
Internationalkcalls, andany 1x11 and x11 services, pestively. There is the option to define a

Dial Pattern ok here to cover any and all possible Dial Patterns for outbound calls; however, for
the compliance test a Regular Expression was used for this purpose which will be covered in the
Regular Expresen section that follows. THelP domainwas set teALL - since this Session
Manager was not being shared in this environment, but could have been set specifically to
avayalab2.conif necessary.

Dial Patterns

4 Items Refresh Filter: Enable
|:| Pattern Min Max Emergency Call SIP Domain Originating Location Notes
0 o 1 11 -ALL- -ALL-
|:| 011 15 36 -ALL- -ALL-
O 1x11 4 4 -ALL- -ALL-
O =1 3 3 -ALL- -ALL-

Select : All, None

Note that theabove Dial Patternonfigurationdid notrestrict outbound calls tepecificUS area
codes. In real deploymentgppropriateestrictioncan be exercise@.g., use Pattert908,
1303 etc.with 11 digits) per customer business policies.

Also note that ALL - was selected faDriginating Location. This selectionwas to
accommodate certain efiiet call forward scenarios where the inbound call warezted
outbound back to the PSTN. For straight outbound d#te 411 local directorythe enterprise
LocationEnterprisecould have been selected
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The screen below shows the Dial Patterns for inbound calls that belong to the Routing Policy
To_CM62 as defined irBection 6.7 These Dial Patterns cover any e.164 numbering that carries
the preceding sign, the 4 digit extension range of 5xxx, anel BHDs assigned to the enterprise

by Bright House Networksvhich all begin with352555991 TheSIP domainwas set teALL -

since this Session Manager was not being shared in this environment, but could have been set
specifically toavayalab2.conif necesary. Originating location was also set teALL - but

could have been set to a more specific location, had one been definedBoghtéiouse
Networksnetwork.

Dial Patterns

3 Items Refresh

Filter: Enable
D Pattern Min Max Emergency Call SIP Domain Originating Location Notes
| 11 12 -aLL- -ALL-
0 s 4 4

-ALL- -ALL-

[ 352555991 10 10 -ALL- -ALL-

Select : all, None

Below showsan example of thBial Pattern Details for the DIDs that were assigned Byight
House Networks Inbound10-digit numbers that start witB52555991 will use Routing Policy

To_CM62as defined irBection 67. This Dial Pattern matchethe DID numbers assigned to the
enterprise bBright House Networks
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