AVAYA

Avaya Solution & Interoperability Test Lab

Application Notes for Avaya Aura® Communication Manager
7.0, Avaya Session Manager.0, and Avaya Session Border
Controller for Enterprise 7.0, with AT&T IP Flexible Reach -
Enhanced FeaturesServicel Issuel.l

Abstract

These Application Notes describe the steps for configuxiraya Aura® Communication
Manager7.0, Avaya Aura® Session Manager 7ahd AvayaAura® Session Border
Controller for Enterpris@.0, with the AT&T IP Flexible Reach Enhancedreatureservice
usingA T & TAVEN or MIS/PNT transport connections.

Avaya Aura® Communication Manageér0is a telephony application server and is the poi
of connection between the enterprise endpoints and Avaya Aura® Session Manager. A
Aura® Session Manager.0is a core SIP routing and integration engine that connects
disparate SIP devices and applications within an enterprise. The Auag® Session Border
Controller for Enterpris€.0is the point otconnection between Avaya Aurg&ssion
Manager and the AT&T IP Flexible ReackEnhanced Features serviead is used to not
only secure the SIP trunk, but also to make adjustments to the SIP signaling for
interoperability.

The AT&T Flexible Reach is one of the many Si&sed Voice over IP/oIP) services
offered to enterprises for their voice communication needs. The AT&T IP Flexible-Reac
Enhanced Features service is a SIP based service which includes additional network b{
features which are not part of IP Flexible Reach service.

Readershould pay attention tBection 2 in particular the scope of testing as outlined in
Section 2.1as well as the observations note®ection 2.2 to ensure that their own use cas
are adequately covered by this scope and results.

AT&T is a member of th Avaya DevConnect Service Provider programormation in these
Application Notes has been obtained through compliance testing and additional te
discussions. Testing was conducted via the DevConnect Program
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1. Introduction

These Application Notes describe the steps for configuring Avaya Aura® Communication Manager
7.0 (Communication Maager) Avaya Aura® Session Managel0 (SessiorManager) Avaya

Aura® System Managet.0 (SystemManager) and the Avaya Session Border Controller for
Enterprise’.0 (Avaya SBCE), with the AT&T IP Flexible Reaelienhanced Featursgrvice

(IPFR-EF) usingAVPN or MIS/PNT transport connections.

Avaya Aura® Communication Manageéris a telephony application server and is the point of
connection between the enterprise endpoints and Avaya Aura® Session Manager. Avaya Aura®
Session Manageét.Ois a core SIPauting and integration engine that connects disparate SIP
devices and applications within an enterprieaya Aura® System Manag@rOis the
provisioning/management application for Avaya Aura® Session ManélgerAvayaAura®

Session Border Controllerf@&nterpriser.0is the point of connection between Avaya Aura®
Session Manager and the AT&T IP Flexible ReaBlmhanced Features service and is used to not
only secure the SIP trunk, but also to make adjustments to the SIP signaling for interoperability

The AT&T Flexible Reaclserviceis one of the many SiPased Voice over IP/oIP) services
offered to enterprises for their voice communication needs. The AT&T IP Flexible-Reach
Enhanced Features service is a SIP based service which includes add#ioak based features
which are not part of IP Flexible Reach servitlee AT&T IP Flexible Reach Enhanced Features
service utilizesA T & TAVEN' or MIS/PNT transport services

2. General Test Approach and Test Results

DevConnect Compliance Testing isxclucted jointly by Avaya and DevConnect membé&le
jointly-defined test plan focuses on exercising APIs and/or stantdas#sl interfaces pertinent to

the interoperability of the tested products and their functionaliliegConnect Compliance

Testing isnot intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
compl eteness of a DevConnect memberds solutio

The interoperability compdince testing focused on verifying inbound and outbound call flows
between IPFFEF and the Customer Premidaguipment (CPE) containing Communication
Manager, Session Manager, and the Avaya SBEESection 3.2for call flow examples). The test
environmentonsisted of:
1 A simulated enterprise with, Communication Mana§e&ssion Manager, System Manager
(for Session Manager provisioning), Avaya SB@Eaya phonesandfax machines
(Ventafax application)Avaya Aura® Messaging used to provide voicemail calpilities
for the CPE
1 An IPFREF service production circuit, to which the simulated enterprise was connected via
AVPN transport.

! AVPN supportscompessed RTP (cRTP).
2MIS/PNT does not support cRTP.
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2.1. Interoperability Compliance Testing

NoteT Documents used to provision the test environment are listédation10. In the following
sections, éferences to these documents are indicated by the ndtdtiovherex is the document
reference number.

The compliance testing was based on a test plan provided by AT&T, for the functionality required
for certification as a solution supported on the IFEFRnetwork. Calls were madbetweerthe
PSTN viathe IPFREF networkandthe CPE.

The following SIP trunking VoIP features were tested with the HEFRservice:

1 Incoming and outgoing voice calls betwmeSTN, the IPFHEF service, the Avaya SBCE,
Session ManageandCommunication ManageAvaya SIP telephones (desk and
softphone)andH.323 telephones (deskjere used
Inbound/Outbound fax calls using3B.

Various outbound PSTN destinations were testelliding long distance, international, and

toll-free.

1 Requests for privacy (i.e., caller anonymity) @vmmunication Managerutbound calls to
the PSTN, as well as privacy requests for inbound calls from the PSTdihimunication

= =

Managerusers.

1 SIP OPTONS messages used to monitor the health of the SIPgrekveen the CPand
AT&T.

1 Incoming and outgoing calls using the G.729(A & B) and G.711 ULAW codecs.

9 Call redirection with Diversion Header.

1 Operator assistan@nd 911 calls.

1 Long duration calls.

1 DTMF transmission (RFC 2833) for successful PSTmmunication Manageand
Avaya Messagingnenu navigation.

1 Telephony features such as hold, transfer, and conference.

T Basic Communication Masager EC500 fAmobilit

1 An Avaya Remote Worker endpoint (Awvaya 9621 SIP telephone) was used in the

reference configuration. The Remote Worker endpoint resides on the public side of the
Avaya SBCE (via a TLS connection), and registers/communicates with S&sgon
Manager via Avaya SBCEs though it was an epdint residing in the private CPE space.
Notei The configuration of the Remote Worker environment is beyond the scope af this
document.

1 AT&T IPFR-EF service features such as:
o Simultaneous Ring
0 Sequential Ring
o Call Forwardi Always
o Call Forwardi Busy
o]
o]

Call Forwardi Ring No Answer
ABlindodo and Attended transfers utilizin
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2.2. Test Results
The test objectives stated$ection 2.1 with limitations as noted below, were verified

1)

2)

3)

4)

5)

Communication Manager MeetMe conferencecan isolate PSTN patrties if the conference
takes place via an NCRenabled SIP trunk
a) This issue may occur if a three party Mé&t conference is established via an NCR
enabled trunk, with two parties thePSTN and ongarty onCommunication Manager
station. Should the Communication Manager station kneeconferene, Communication
Manager will issue a Refer, resulting in the two PSTN parties being directly connected by
the IPFREF service, and Communication Manager ending the Mstonference.
b) The workaround for this issuetis
) Creat e -Me AGIereft e rteink with BlICRIlisaBled used exclusively for
customergplacingMeetMe conference calls (s&ection6.7.3.
i) Create a figener al a emldedforal othérmboundand k, wi t h
outbound calls (seBection6.7.]). This supports the use of ReferforIRERF A Bl i nd
Transferso (call redirection) and station

IPFR-EF Simultaneous Ring and Sequential Ring Loss of calling display information on
Communication Manage stations. If the Communication Manager station associated with
these IPFREF fisecondar yo number maynosdisglayad thachllmg c al |
information.By default, Communication Manager expects a display update from the neimvork
the PA header However, the subsequent network signaling does not canta#i header, and
the From header must be used instead.
a) The recommendedorkaround is described Bection6.7.1 where Communication
Manager will retrieve th display information using tlerom header.

IPFR-EF Simultaneous Ring and Sequential Ring Secondary number uses Telephone

Event payload type 101 and ptime of 20m&Vhen theCPE endpoint associated with the

IPFREF fAsecondaryo n utmblRFREFasericevwelrsend & rimate fara | |
this call dialog to change the Telephone Event Type from the preferred value of 100 to 101, and
the ptime value from 30ms to 20ms. These values differ slightly from the BFFR

specification, and are noted haimply as an observation. Communication Manager was able

to successfully negotiate to these new values, and ngasszivable problems were observed

from this behavior.

IPFR-EF Call Forward Always (CFA/CFU) i No ringing heard for Ring Splash reminder.

When Call Forward is activated with the Ring Splash feature (ring reminder on call forward)
throughthe IPFEEF service, and a call is placed to
call appearance wiflashbriefly to indicate that the call has beem¥arded however,the

IPFR-EF servicesenta SIP CANCEL messag®efore the endpoint had a chance to provide an

audible ring tone

T.38/G.729 fax is limited to 9600bps when using the G4xx Media GatewaysG430 Media
Gateway is used in the reference comfegion. As aesultT.38/G.729 fax was limited to 9600
bps Also note thathe sender and receiver ol 88fax call may use either Group 3 or Super
Group 3 fax machines, but the T.38 fax protocol carries all fax transmissions as Group 3
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6) IPFR-EF Sequerial Ring i Loss of connection if Secondary party is busylhe following
IPFR_EF servicémitation was observed during testinga PSTN Sequential Ring call is

directed tosetohdkirgyddesgnabedoin, and that dest.i

PSTN does not hear a busy tone or any other call progress indications (ringing, etojder,
After approximately 30 seconds the call is dropped.

7) Removal of unnecessary SIP headerk an effort to reduce packet si@ blocka header
containing privée addressingfession Manages provisioned to remove SIP headers not
requiredby the AT&T IPFREF service (seBection5.3.2. These headers are:

a) AV-CorrelationlD, AV-GlobatlSessioAD, Alert-Info, EndpointView, P-AV-MessgelD,
P-Location, RemotdartyID.

8) Emergency 911/E911 Services Limitations and RestrictiorisAlthough AT&T provides
911/E911 calling capabilities, AT&T does not warrant or represent that the equipment and
software (e.g., IP PBXgocumentedh these Appication Noteswill properly operate with

AT&T I P Flexible Reach to complete 911/ E911

responsibility to ensure proper operation with the equipment/software vendor. While AT&T IP
Flexible Reach services support E911/@4alling capabilities under certain Calling Plans, there
are circumstances when the E911/911 service may not be available, as stated in the Service
Guide for AT&T IP Flexible Reach found http://new.servieguide.att.comSuch

circumstances include, but are not || i-mited
native or virtual telephone number, failure in the broadband connection, loss of electrical
power, and delays that may occur in updatingthest omer 6 s | ocati on i n

information database. Please review the AT&T IP Flexible Reach Service Guide in detail to
understand the limitations and restrictions.

2.3. Support

For more information on th&T&T IP Flexible Reach serviceisit:
http://www.business.att.com/enterprise/Service/vservices/null/sigrunking/

AT&T customers may obtain support for the AT&T IP Flexible Reach servicalbgg (877) 288
8362.

Avaya customers may obtain documentation and support for Avaya products by visiting
http://support.avaya.conn the United States, (866) GAVAYA (866-462-8292) provides access
to overallsales and service support menus.

3. Reference Configuration

The reference configuration used in these Application Notes is shdvigure 1 below and
consists of the following components:
1 Communication Managét.0, System Managef.0, Session Managér.0, and the Avaya
SBCE7.0are used in the reference configuratibote that all of these Avaya components
ran on a VMvare (ESXi 5.5) platform.

DDT:Reviewed Solution & Interoperability Test Lab Application Notes 8 of 105
SPOC 128/2016 ©2016 Avaya Inc. All Rights Reserved. CM70SM70SBC70FR

t

t


http://new.serviceguide.att.com/
http://www.business.att.com/enterprise/Service/voice-services/null/sip-trunking/
http://support.avaya.com/

1 Inthe eference configuratioBystem Manager provides a common administration interface
for centralized management of Session ManagdrCommunication Manager

1 In the reference configuration, an Avaya G430 Media Gateway is used. This solution is
extensible to dter Avaya Media Gateways.

1 Avaya desk telephones used are Avaya 96x1 Series IP Telephones (H.323 and SIP), Avaya
oneX® Communicator soft phone (SIP), as well as 6424 Digital Telephdwveya SIP
endpoints register to Session Manager while Avaya H.323oamdpegister to
Communication Manager.

1 The Avaya SBCE provides SIP Session Border Controller (SBC) functionality, including
address translation ai@lP header manipulation between the IFERservice and the
enterprise internal network.

1 The IPFREF senice Border Element (BE) uses SIP over UDP to communicate with
enterprise edge SIP devices, (e.g., the Avaya SBCE in this sample configu&gssipn
Manager may use SIP over UDP, TCP, or TLS to communicate with SIP network elements
In the reference cdiguration, Session Manager uses SIP over TCP to communicate with
the Avaya SBCE, and SIP over TCP and TLS to communicate with Communication
Manager.

1 Avaya Aura® Messaging was used in the reference configuration to providenaibex
capabilities. Thisolution is extensible to other Avaya Messaging platforms. The
provisioning of Avaya Aura® Messaging is beyond the scope of this document.

1 Testing was performed using an IRER service production circuit.
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for Enterprise 7.0
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:- 192.168.67.45 System Manager 7.0
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Figure 1. Reference configuration
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3.1. lllustrative Configuration Information

The specific valuesdted inTable 1below and in subsequent sections are used irefeeence
configurationdescribed in these Application Notes, and are for illustrative purposes only
Customers must obtain and use the sjpecalues for their own configurations.

Notei ThelPFR-EF service Border Element IP address &b/DNIS digitsareshown in this
documentisexamples. AT&T Customer Care will provide the actual IP addressd3IBMDNIS
digits as part of théPFR-EF provisioning process.

Component lllustrative Value in these

Application Notes

Avaya Aura® Session Manager

IP Address | 192.168.67.47

Avaya Aura® Communication Manager

IP Address | 192.168.67.202

Avaya Aura® System Manager

IP Address | 192.16867.45

Avaya Aura® Messaging

IP Address | 192.168.67.147

Avaya Session Border Controller for Enterprise (SBCE)

IP Address of Outside (Public) Interface 10.10.10.0 (see note below)

IP Address of Inside (Private) Interface 192.16867.120

Table 1. Network ValuesUsed in these Application Notes

NOTE i The Avaya SBCE Outde interface communicates wifT&T Border Elemens (BES)
located in the AT&T IP Flexible Reach netwoRor security reasons, the IP addesss the
AT&T BEsarenot included in this documertiowever aplaceholdesin thefollowing
configuration sectionghe IP address df0.10.10.0 (Avaya SBCE public interfaceand
10.10.10.1 (AT&T BE IP addresss, are specified
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3.2. AT&T IP Flexible Reach - Enhanced Features Service Call Flows

To understad howlPFR-EF service calls are handled by the Avaya CPE environrtieegbasic
call flows are described in this sectibtiowever, for brevity, not all possible call flows are
described.

3.2.1. Inbound

The first call scenario illustrated is an inboUR&R-EF service call that arrives at the Avaya SBCE,
to Session Manager, and is subsequently rout€btomunication Managewhich in turn routes
the callto a phone or farndpoint

A PSTN phone originates a call to BR-EF service number.

The PSTN routes the call to tHeFR-EF service network.

ThelPFR-EF service routes the call to the Avaya SBCE.

The Avaya SBCE perform® address translatioasd any necessary SIP header

modifications, and routes the call to Session Manager

Session Manager applies any necessary SIP header adaptations and digit conversions, and
based on configured Routing Policies, determines to where the call should be sxtitéd n

this case, Session Manager routes the c&laimmunication Manager

6. Depending on the called numb&ymmunication Manageoutes the call to a phone or fax

PwnPE

o

endpoint
ATET
! 2 IP Flexible
PSTN ™ Reach-
PSTH Enhanced
Phone A Features
Avaya SBCE
4
Avaya Aurad 5 Avaya Aurad
Communication |-+ Session
Manager Manager
la
Phone
Figure 2: Inbound IPFR-EF Call
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3.2.2. Outbound

The second call scenario illustrated is an outbound call initiat€&bommunication Managerouted
to Session Manageaind is subsequently sent to #weaya SBCE for delivery tothe IPFR-EF
service.

1.

2.

A Communication Managerhone or faxendpointoriginates a call to aliPFR-EF service
number for delivery tthe PSTN.

Communication Manageoutes the call to Session Manager.

Session Manager applies any necessary SIP headeatamiagpand digit conversions, and
based on configured Routing Policies, determines to where the call should be routéd next
this case, Session Manager routes the call to the Avaya SBCE.

The Avaya SBCE perform® address translatioasd any necessaryfSheader

modifications, and routes the call to if#-R-EF service.

ThelPFR-EF service delivers the call the PSTN.

ATET
IP Flexible
Reach-
Enhanced
Features

T4
Avaya SBCE

Ts

Avaya Auras Awvaya Aurak
Communicatian * Sassion
Manager 2 Managear

ﬁ
Phone

Figure 3: Outbound IPFR-EF Call
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3.2.3. Call Forward Re-direction

The third call scenario illustrated is an inboUR&R-EF service call tht arrives at the Avaya

SBCE, to Session Manager, and subsequétiymunication Manage€ommunication Manager
routes the call to a destination station, however the station has set Call Forward to an alternate
destination. Without answering the c&ipmnunication Manageredirects the call back to the
IPFR-EF service for routing to the alternate destination.

Notei In cases where calls are forwarded to an alternate destination suc8xasnambersthe
IPFR-EF service requires the use of SIP Diversibender for the redirected call to complete (see
Section 67).

Same as the first call scenarioSection3.2.1.

Because th€ommunication Managgrhone has set Call Forward to anotlfR-EF
service numbeiCommunication Managenitiates a new calldck out to Session Manager,
the Avaya SBCE, and to theFR-EF service network

3. ThelPFR-EF service places a call to the alternate destinatiod upon answering
Communication Manageonnects the calling party to the target party.

1.
2.

_j'“’v V™ _/'-'\/ \\/’\_
") ATET g
| 1 1P Flexible )3 Al 3
PSTN N Reach- ol oe,:::::.. Bl \
- L i Enhanced

PSTN ) E
2 3 Y\ f 3 \ie.nllles/) G

A — N\~

T

Phone with
Call Forward

m Avaya SBCE
e

Avaya Aurah Lo Avays Aursr
Communication Sasslon
Manager 5™ Manager

<

Figure 4: Station Re-directed (e.g, Call Forward) IPFR-EF Call
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3.3. AT&T IP Flexible Reach - Enhanced Features i Network Based

Blind Transfer Using Refer (Communication Manager Vector) Call
Flow

This sectiordescribeghe call flow forlPFR-EF usingSIP Referto performNetwak Based Blind
Transfer The Refer is generated by an inbound call to a Communication Manager.Véataall
scenario illustrated in figure below is an inbouR&R-EF call that arrives on Session Manager and
is subsequently routed to Communication Maaghich in turn routes the call to a vector. The
vector answers the call angsing Refefwithout the replaces paramejeredirects the call back to
the IP EIPFR service for routing to an alternate destination.

PwpnPR

o

A PSTN phone originates a call to B#R-EF number.

The PSTN routes the call to tHeFR-EF network.

IPFR-EF routes the call to the Avaya SBCE.

The Avaya SBCE performs SIP Network Address Translation (NAT) and any necessary SIP
header modifications, and routes the call to Session Manager

Sesion Manager applies any necessary SIP header adaptations and digit conversions, and based
on configured Network Routing Policies, determines where the call should be routdd next
this case, Session Manager routes the call to Communication Manager.

Communication Manager routes the call t&YBN/V ector, which answers the call and plays an
announcement, and attempts to redirect theusatiga SIPRefermessageThe SIPRefer
message specifies the alternate destination, and is routed back through i8essigeron to

the Avaya SBCEThe Avaya SBCE sends the REFER thelPFR-EF service

IPFR-EF places a call to the alternate destinaspecified in th&Refer and upon answer,
connects the calling party to théernateparty.

IPFR-EF clears the call orhe redirecting/referring party (Communication Manager).

~

W N
h ~

Wy
AT&ET =,

i

| |
T PETH
PETH \]
Phone -. s
'\\_/\ o

!

1P

-:i_z -_r; Flesible Reach =\ T
\

N

v

Enhanced
\'ll Festures

W,
A
e
L ] L
| hwava SBCE |

Awgs Aarak
Cosmunicalion
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Ay BLUFSE
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-
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Figure 5: Network BasedBlind Transfer Using Refer (Communication Manager Vectoy
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3.4. AT&T IP Flexible Reach - Enhanced Features 1
Attended/Unattended Transfer (Using Refer) Call Flow

This section decribes the call flow for IPFHEF using SIP Refer to perform an Attended or

Unattended Transfer. The call scenario illustrated in figure below is an inbouneEIPE&I that

arrives on Session Manager and is subsequently routed to Communication Mahagem wrn

routes the call to a station. The station answers the call and, transfers it back out to a second PSTN
destination. Communication Manager generates using Retérthe replaces paramefetback to

the IP EIPFR service for routing to the nedestination.

1. A PSTN phone originates a call to an IRER number.

2. The PSTN routes the call to the IPHHR network.

3. IPFR-EF routes the call to the Avaya SBCE.

4. The Avaya SBCE performs SIP Network Address Translation (NAT) and any necessary SIP
header moditations, and routes the call to Session Manager

5. Session Manager applies any necessary SIP header adaptations and digit conversions, and based
on configured Network Routing Policies, determines where the call should be routdd next
this case, Sessidvlanager routes the call to Communication ManagGemmunication
Manager routes the call to a station.

6. The statioranswers the call artien transferg to a new PSTN destination. Communication
Manageredirecs the call using a SIP Refer message. TheR&fer message specifies the
alternate destination, and is routed back through Session Manager on to the Avaya SBCE. The
Avaya SBCE sends the REFER to the IPERservice.

7. IPFR-EF places a call to the alternate destination specified in the Refer, andnspaar,a
connects the calling party to the alternate party.

8. IPFR-EF clears thexistingcall to Communication Manager

,."'ﬁ\‘-'{f \""_\._ J,f“-\‘l.- ™ ”’_“x‘_
( N
@ (e @
AL R A WA o Phone2
— 3\\_“”_;

-5 |
—Ei-

T

i
1

| Avava SBCE

4

6
1

4]

By drak
Cosmunitalion
arages

£}

Basslon

Managesr

Ay AUrsE

Figure 5: Attended/Unattended Transfer Using Refer (Communication Manager Vector)
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4. Equipment and Software Validated

The following equiprent and software was used for tieéerence configuratiodescribed in these
Application Notes

Equipment/Software ReleaseYersion
HP Proliant DL360 G7 server 1 VMware ESXi 5.5
1 Avaya Aura® Session Manager 1 7.0.0.0.700007
1 Avaya Aura® System Manager 1 7.0.0.0.16266
1 Avaya Aura® Communication Manager  RO017x.00.0.441.0 and
1 Avaya Session Border Controller for SP1 (22477)
Enterprise 1 7.0.021-6602

Dell R610

1 System Platform

1 Avaya Aura® Messaging
Avaya (A30 Media Gateway

6.3.7.0.01005
6.3-03.0.141.6348
g430 sw37 190

=2 =2 |=a=a-a=a=

Avaya 96X IP Telephone H.323=6.6029
SIP=7.0.0.38
AvayaCommunicatofor Windows(SIP) 2.1.2.75
Ventafax Home VersionWindows baseéax 7.0.202.494
device
Table 2: Equipment and Software Versions
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5. Configure Avaya Aura® Session Manager

Notei These Application Notegssume that basiystem Manager and Session Manager
administratiorhasalready beeperformed Consult[1 - 4] for further details

This section provides the procedures for configuring Session Manggerckss inbound and
outbound call®etweenCommunication Managemd theAvayaSBCE In the eference
configuration, d Session Manager provisioning is performed via System Manager.
1 DefineaSIP Domain
1 DefinealLocation forCustomer Premises Equipment (CPE)
1 Configure the Adaptation Modules that will be associated with the SIP Entities for
Communication Manag, the AvayaSBCE and Avaya Messaging
1 Define SIP Entities corresponding$ession Manage€Gommunication Managethe
AvayaSBCE and Avaya Messaging
1 Define Entity Links describing the SIP trisitietweerSession ManageGommunication
Managerand Ava/a Messagingas well as th&IPtrunks betweerthe Session Manager
and theAvayaSBCE
1 Define Routing Policies associated witle CommunicatiorManager Avaya Messaging,
andthe AvayaSBCE
1 Define Dial Patterns, which govern whiBouting Policywill be selected foinbound and
outboundcall routing.

SessiorManager onfiguration is accomplished by accessing the browased GUI of System
Manager, using the URhttp://<ip -address>/SMGR where<ip-address>is the IP address of
System Managein theLog On screen (not shown), enter appropridser ID andPasswordand
press the.og On button. Once logged ithe Home screen is displayedérom theHome screen,
under theElementsheading in the center, seldtbuting.
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5.1. SIP Domain

Step 1- SelectDomainsfrom the left navigation menin thereference configuratigmomain
customeracomwas defined.

Step 2- Click New (not shown)Enter the following values and use default values for remaining
fields.
1 Name Enter the enterprise SIP Domain Narmethe samle screen below,
customeracomis shown.
1 Type: Verify sipis selected.
1 Notes Add a brief description.
Step 3- Click Commit to save.

Homme Routing

« Mome / El / Routing / Domai

Help ?
Domain Management

G e
ftems O Filtar: Enable

[ name Type Notes

O customera.com =p

Select ; All, vane

5.2. Locations

Locations are used to identify logical and/or physical locations where SIP Entities reside. In the
reference configuratioronelLocationis specified:
1 Main i The customer site containing System Manager, Session Manager, Communication
Managerthe Avaya SBCEthe G430 Media Gateway, and telephones.

5.2.1. Main Location

Step 1- SelectLocations from the left navigtional menuClick New (not shown). In thé&eneral
section, enter the following values and use default values for remaining fields.
1 Name: Enter a descriptive name for thecation(e.g.,Main).
1 Notes: Add a brief description.
Step 2- In theLocation Pattern section, clickAdd andenter the following values.
1 IP Address Patternt Leave blank.
1 Notes Add a brief description.
Step 3- Click Commit to save.
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* Rouling + Meme / Elwments / Routisg / Lecations
Dowdies
L ocaien Location Details Eon’m(l
otalcas
Midptations Generol
SIP Eatities p
. * Mame:  Man
Entity Unks
A Motes:

Time Ronges

Routing Policies

Dial Patterns

Emabled: [
Reguldr Expressions
Detaults Listed Directory Number:
Associated CM S1P Entity:
Overall Managed Bandwidih
Managed Bandwidth Units:  Kb&isec v
Total Bandwidth:
Multimedin Bandwidth:
AuSio Calis Can Take Multimedia Bandwidth: B
Per Call Bandwidth Parsmeters
Maximum Mullimedia dwoidth (Inlra-L jom): 1000 KBit/Sec
Maximum Multimedia Bandwidth (Inter-Location): 1000 Kmit/Sec
* Minimum Multimedia Bandwidth: 4 KbitfSec
* Defaclt Audio Bandwidth: 80; WDLssc v
Alarm Threshold
Overall Alsem Theeshold, 80 ¥ %
itimedia Alsrm Threshold: 80 L)
* Latescy before Overall Alarm Trigger: 5 Ninutes
* Lalency before Mallimedia Alarm Trigger: 5 Minutes
Location Pattem
‘-\ddl :‘kmorg
| O 7 Addres Pattern - Motex
Select ;ML None —
‘Comme||Cancdl

Disd Plan Transparency in Survivabis Mods
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5.3. Configure Adaptations

Session Manager can be configured to use Adaptation Meutenvert SIFheaders sertb/from
AT&T, andfor converting SIP headers sdrg@tween Communication Manager afwhya
MessagingIn the reference configuration the followiAglaptationsvereused:
1 Calls from AT&T (Section5.3.]) - Modification of SIP messages sent@ommunication
Managerextensions.
1 ThelP address of Session Manage®9Z.168.6747) is replaced with the Avaya CPE SIP
domain ¢ustomera.com) for destination domain
1 TheAT&T DNIS number digit string in thRequest URis replacel with the associated
Communication Manager extensioviBN.
1 Calls to AT&T (Section5.3.2 - Modification of SIP messagesent by Communication
Managerextensions.
1 Thedomainof Session Managecystomera.com) is replaced with thAT&T BE IP
addresg10.10.10.1) in thedestination headers
1 The HistoryInfo header is removed automatically by thiET Adapter .
1 Avaya SIP headsrmot required by AT&T are removed (seection 2.2, Iltem .
1 MeetMe Conference calls to Communication Mana@sdtion 5.3.3
1 The dedicated Med¥le conference DNIS number is converted to the Méet
conference VDN extensigjgeeSection 2.2, Iltem L
i Cals to Avaya Messagindgsgection5.3.4).

5.3.1. Adaptation for Avaya Aura® Communication Manager Extensions

The Adaptation admistered in this sectiois used formodification ofSIP messages
Communication Managextensiongrom AT&T.
Stepl - In the left pane unddRouting, click onAdaptations. In the Adaptations page, click on
New (not shown)
Step2 - In theAdaptation Details page, enter:
1. A descriptiveName (e.g.,ACM _public).
2. SelectDigitConversionAdapter from theModule Namedrop down menu (if no
module name is present, selectick to add module>and enter
DigitConversionAdapter).

« Home [ Elements / Routing / Adaptations

Adaptation Detalls

Adaptations
General
m * Adaptation Name: ACM_public
Entity Links

5 o Module Parameter Type: [=]
Routing Policies
Dial Patterns Egress URI Parameters:
Regular Expressions Notes:

* Module Name: | DigitConversionAdapter E|
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Step 3- Scroll down to théigit Conversion for Outgoing Calls from SMsection(theinbound
digits fromAT&T that need to beeplaced withtheir associate@ommunication Manager
extensiondeforebeing sent to Communication Manager
1. Example1li destination extension5553161is a DNIS string sent in the Request URI

by the IPFREF servicethat isassociated with Commmication Manager extension
19001

1 Enter5553161in theMatching Pattern column.

1 Enter7in theMin/Max columns.

1 Enter7 in theDelete Digitscolumn.

1 Enter19001in thelnsert Digits column.

1 Specify that this should be applied to the 8&3tination headers in the

Address to modify column.

1 Enter any desired notes.

Step4 - RepeatStep 3for all additional AT&TDNIS numbergCommunication manager
extensions

Step 5- Click onCommit.

Notei No Digit Conversion for Incoming Calls to SMwere requiredn the reference
configuration

Notei In the reference configuration, the AT&T IPHHE service delivered 7 digit DNIS
numbersThe numbers defined here are those sent by AT&harRequesURI, notthe number
that was dialed.

Add Remove
Filter; Enable

" Jelete = Ad t
Matching Pattern Min Max hone Delets Insert Digits jdress to Adaptation Data Notes
Context Digits modify

Sequental Primary

Sequential Secondary

Simul PFnmary

.
o
g
&
CARCRRCR R RN

Commst || Cancel
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5.3.2. Adaptation for the AT&T IP Flexible Reach i Enhanced Features
Service

The Adaptation administered in this section is used for modification of SIP me&smges
Communication Manageo AT&T. Repeat theteps inSection 5.3.2with the following changes.
Step1 - In the Adaptation Details page, enter:

1. A descriptiveName (e.g.,ATT).

2. SelectAtt Adapter from theModule Namedrop down menu (if no module name is
present, selectclick to add module>and enteAttAdapter). The AttAdapter will
automatically remove Historinfo headers, (which theFR-EF service does not
support), sent by Communication Mana(ggeSection 67.1).

Step 2- In theModule Parameter Type field seleciName-Value Parameterfrom the mau.
Step 3- In theName-Value Parametertable, enter the following:

1. Namei EntereRHdrs

2. Valuei Enterthe following Avaya headers to be removed by Sedgianager. Note
that each head@ameis separated by a comma.

1 AV-Correlation-ID,AV -Global-SessionlD, Alert -Info,Endpoint-View,P-AV -
MessagelD,P-Location,Reason,RemoteParty-1D

Notei As shown in the screen below, lmroming or Outgoindigit Conversiorwas required in
the reference configuration.

* Adaptation Name: ATT
* Module Name: | AttAdapter -]
Module Parameter Type: Name-Value Parameler «
Add Remove

Name Valoe

eRFdry

Sedect : All, None
Egress URI Parameters:

Noltes:

Add Remove

Oltems Filter: Enable
Matching Pattarn Min  Max Phone Context Delete Digits Insert Digits Address to modity Adaptation Data Notes

O Is 1 SM

Add Remove

0tems o Filter; Enable
Matching Pattern Min  Max Phone Context Dulete Digits Insert Digits Address 1o modity Adaptation Data Notes
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5.3.3. Adaptation for Meet-Me Conference Calls

The dedicatedleetMe conference DNIS number is converted to the Méetconference VDN
extension(seeSection2.2, Iltem 1). Repeat the steps Bection5.3.1with the following changes.
Step1 - In the Adaptation Detailspage, enter:

1. A descriptiveName (e.g.,Main_Meet-Me).

2. SelectDigitConversionAdapter from theModule Namedrop down menu (if no
module name is present, selgctick to add module>and enter
DigitConversionAdapter).

Step2 - Scroll down to thdigit Conversion for Outgoing Calls from SM section.
3. 5553180 is the DNIS stringesignatedor MeetMe conferencaessionslt is associated
with Communication Manager VDN extensi8000.
Enter5553180in theMatching Pattern column.
Enter7 in theMin/ Max columns.
Enter7 in theDelete Digitscolumn.
Enter19000in thelnsert Digits column.
Specify that this should be applied to the 8#&Btination headers in the
Address to modifycolumn.
1 Enter any desired notes.

= =4 =4 -8 -9

Notei As shown in the screen below, lmroming Digit Conversiomvas required in the
reference configuration.

* Adaptation Name: Man Meat-Mae
* Module Name:  DigitConversionAdapter 7-'
Module Parameter Type: v
Egress URI Parameters:
Notes:
g Calls to SM
Add Rer -
Qltems O Fiter: Enabis
HMatching Pattern Min Max Phone Comext Delete Digits Insert Digits Address to modity Adaptation Data Notes
eget Conve n for Out
Acd Remove
Filtar b
Matching Pattarm Man Max Phe D¢l Insert Oigals A4 : Adugptation Dat '
Comtext Digit modity
4 1 - Meet-M »
Select : AN None
Commit || Cancel
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5.3.4. Adaptation for calls to Avaya Aura® Messaging

This adaptation is for call to Avaya Messaging (e.g., message retrieval). Repeat theStefisrin
5.3.1with the following changes
Step1 - In the Adaptation Details page, enter:

4. A descriptiveName, (e.g.,AAM_Digits).

5. SelectDigitConversionAdapter from theModule Namedrop down menu (if no
module name is present, selgctick to add module>and enter
DigitConversionAdapter).

Step2 - Scroll down to thdigit Conversion for Outgoing Calls from SM section.

6. 5553170s the DNIS string foAvaya messaging access

i Enter5553170in theMatching Pattern column.

1 Enter7 in theMin/Max columns.

1 Enter7 in theDelete Digitscolumn.

1 Enter36000in thelnsert Digits column(36000 is the Avaya Messaging
access number used in the reference configuration)

1 Specify that this should be applied to the 8#&Btination headers in the
Address to modifycolumn.

1 Enter any desired notes.

Step3 - Click on Commit.

Notei As shown in the screen below, no Incoming Digit Convergias required in the
reference configuration.

Adsptation Detuily Comme | Cancel

¢ Adaptation Mame: AaM Digts
Module Name:  DiptCorversonadaote

Module Parsmeter Type:

Farwss URT Parssmtors:

Notes:

0 Xeoo Fitec: Enab

Matching Pattnrn Min  Max  Phone Costmet Dwlots Dugits Tnsert Dugits Address ta mudidy Adaptation Dats Mates

Add | Remove
3 Rem FkerzEnat
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5.4. SIP Entities

In this section, SIP Entities are administered for the following SIP network elements:

1 Session Managd6ection5.4.1).

1 Communican Manager foAT&T trunkaccesgSection5.4.2 1 This entity, and its associated
Entity Link (usingTCP with port 508), is for callsto/from AT&T andCommunication Manager
via theAvayaSBCE Note that this connection will be associated with the NGBRbledtrunk
on Communication Manager (s8ection2.2 Item 1).

1 Communicéion Manager for locarunk access$ection5.4.3 i This entity, and t a8ssciated
Entity Link (usingTCP with port 50®), is primarily for traffic betweenAvaya SiPtelephons
and Communication Managexs well as calls to Avaya Messaging

1 Communication Manager for Me&te conference trunk accessecton 5.4.4 i If support for
MeetMe conferences is requdgthen this Entity, ands associated Entity Linknust be added.
Note that this connection will be associated with the NiZabledtrunk onCommunication
Manager (se&ection2.2, Item 1).

1 AvayaSBCE(Section5.4.5 1 This entity, and its associatémtity Link (usingTCP andoort
5060), is for callso/from thelPFR-EF service via thévayaSBCE

1 Avaya MessagingSection5.4.6 i This entity, and t a8ssciated Entity Link (using TCP and
port 5060), is for calls to/from Avaya Messaging.

Notei In the reference configuration, TCP is used as the transport protocol between Session
Manager and Communication Managgorts 50605062 and 508}, andto the Avaya SBCHEport
5060. This was done to facilitate protocol trace analydswever,Avaya best practices call for
TLS to be used as the transport protocol whenever possitdeconnetion between the Avaya
SBCE and the AT&T IPFHEF service uses UDP/5060 per AT&T requirements.

5.4.1. Avaya Aura® Session Manager SIP Entity

Step % In the left paneinderRouting, click onSIP Entities. In the SIP Entities pageclick on
New (not shown)

Step2 - In theGeneral section of theSIP Entity Details page, provision the following:

1 Namei Enter a descriptive nanfe.g.,asm).

1 FQDN or IP Addressi Enter the IP address 8kssion Managesignaling
interface, Qotthe management interface), provisionedig installation(e.g.,
192.168.647).

Type 1 Verify Session Managers selected

Location 1 SelectlocationMain (Section5.2.7).

Outbound Proxy 1 (Optional) Leave blank or select another SIP EnEty calls to
SIP domans for whichSession Manages not authoritativeSession Manager
routes those calls to thidutbound Proxy or to another SIP proxy discovered
through DNS ifOutbound Proxy is not specified.

i Time Zonei Selectthe time zone in whicBession Manageesides.

Step 3- In the SIP Monitoring section of theSIP Entity Details pageconfigure as follows

1 SelectUse Session Manager Configuratiofor SIP Link Monitoring field.

1 Use the default values for the remaining parameters.

= =4 =
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« Home / Elements / Routing / SIP Entitias
SIP Entity Details Commit || Cancel
General
SIP Entities * Name: asm
Entity Links * FQDN or IP Address: 192.168.67.47
Tima Ranges Type:  Session Manager
Routing Policies Notes:
Dial Patterns
Regular Expressions Location: Main |+
Odm . Outbound Proxy: I~]
Time Zone:  Amenca/New_York ]
Credential name:
SIP Link Momitoring
SIP Link Monitoring: Use Session Manager Configuratian ?]

Step 4- Scrolling down tahe Port section of theSIP Entity Details page, click orAdd and
provisionentriesas follow:
1 Porti Enter5060.
1 Protocoli SelectTCP.
1 Default Domaini Select a SIP domain administeredSiection5.1 (e.g.,
customera.com).
Step 5- RepeatStep 4to provision enies for:
1 5062for Port andTCP for Protocol.
1 5080for Port andTCP for Protocol.
1 5061 for Port andTLS for Protocol. While TLS is not used in the reference
configuration, it is included here for completeness
Step 6- Ente any notes as desired and leave all other fields on the page blank/default.
Step 7- Click onCommit.

Notei TheEntity Links section of the fornfnot shown)will be automatically populated when the
Entity Links are defined iection5.5. The SIP Responses to an OPTIONS Requesgction of
the form is not used in the reference configuration.

Porn
TCP Fallover port
TLS Failover poet:
[Add] (Ramove]
4o O Filter:; Enatile
Ol ren
soa1

322

£ £ 1

] |ssag
Salact L A8, Nane

SIF Responses to an OPTIONS Regoest
[2dd} [Ramove

0 tems O Fdter Lroatiio
Mark
Response Code & Roason Phrase Lty Notes
Up/ Domn
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5.4.2. Avaya Aura® Communication Manager SIP Entity i Public Trunk

Step 1- In theSIP Entities page, click orNew (not shown)
Step 2- In the General section of theSIP Entity Details page, provision the following:

1
1

= =4 =4 -8 -2

Namei Enter a descriptive nanfe.g, ACM _public).
FQDN or IP Addressi Enter the IP address Gommunication Managd?rocessor
Ethernet(procr)describedn Section 6.4 (e.g, 192.168.67202).
Type T SelectCM.
Adaptation T Select the AdaptatioACM_public administered irSection5.3.1
Location 1 Select a LocatioMain administered irBection5.2.1
Time Zonei Select tle time zone in whickommunication Manageesides.
In theSIP Link Monitoring section of theSIP Entity Details page select:

0 SelectUse Session Manager Configuratiofior SIP Link Monitoring

field, and e the default values for the remaining parameters.

Step 3- Click onCommit.

SIP Entity Details | Commit || Cancel |
General
* Mame: ACM_public
* FQDN or IP Address: |192.168.67.202
Type: |CM
MNotes:
Adaptation: | ACM_public E|
Location: |Main  [+]
Time Zone: | America/New_York |E|

* SIP Timer B/F (in seconds):

Credential name:

Loop Detection

4

Securable:
Call Detail Recording: |none [+]
Loop Detection Mode: | Off [=]

SIP Link Monitoring

SIP Link Monitoring:

Supports Call Admission Control:
Shared Bandwidth Manager:
Primary Session Manager Bandwidth Association:

Backup Session Manager Bandwidth Association:

Use Session Manager Configuration E|
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5.4.3. Avaya Aura® Communication Manager SIP Entity T Local Trunk
To configure the Communication Manager Local trunk Sifity, repeat the steps Bection5.4.2with
the following changes:

1 Namei Entera descriptive name (e,ACM_local).

1 Adaptationsi Leave this field blank.

5.4.4. Avaya Aura® Communication Manager SIP Entity T Meet-Me Trunk

Repeat the steps Bection5.4.2with the following changes:
1 Namei Enter a descriptivaame (e.g.ACM_Meet-Me).
1 Adaptationsi Select AdaptatioMain _MeetMe (Section5.3.3.

5.4.5. Avaya Session Border Controller for Enterprise SIP Entity

Repeat the steps Bection5.4.2with the following changes
1 Namei Enter a descriptive name (e.§BCE).
1 FQDN or IP Addressi Enter the IP address of the Al (private) interface of the
Avaya SBCE (e.g192.16867.120Q, seeSection7.4.]).
1 Typei SelectSIP Trunk.
1 Adaptationsi Select AdaptatiodTT (Section5.3.2.

5.4.6. Avaya Aura® Messaging SIP Entity

Repeat the steps Bection5.4.2with the following changes:
1 Namei Enter a descriptive name (e.§A-M).
1 FQDN or IP Addressi Enter the IP address Avaya Messaginge.g.,
192.168.67.14,7/seeSection3.1).
1 Typei SelectOther (or Modular Messaging.
1 Adaptationsi Select AdaptatiodAM_Digits (Section5.3.4.

5.5. Entity Links

In this section, Entity Links are administeffed the following connections

1 Session Manager ©ommunication Managd?ublictrunk (Sectian 5.5.1).
Session Manager ©@ommunication Managdrocal trunk (Section5.5.2.
Session Manager to Communication Manager Méetrunk Section5.5.3).
Session ManageoAvayaSBCE(Section5.5.4).

1
1
1
1 Session Manager to Avaya MessagiBg¢tion5.5.5.

NoteT Once the Entity Links have been committed, the link information will also appear on th
associated SIP Enyipagesonfigured inSection5.4.

D

Notei See the information iBection5.4regarding the transport protocols and ports used in the
reference configuration.
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5.5.1. Entity Link to Avaya Aura® Communication Manager i Public Trunk
Step 1- In the left pane unddRouting, click onEntity Link s, thenclick onNew (not shown)
Step 2- Continuing in theentity Links page, provision the following:
1 Namei Enter a descriptive nanfer this link to Communication Manag€e.g.,
sm_ACM _public_5062.
1 SIP Entity 17 Select the SIP Entity administeredSection5.4.1for Session Manger
(e.g.,asm).
9 Protocoli SelectTCP (seeSection6.7.7).
9 SIP Entity 1Port i Enter5062
1 SIP Entity 21 Select the SIP Entity administeredSection5.4.2 for the
Communication Manageaublic entity(e.g.,ACM _public).
1 SIP Entity 2Port T Enter5062 (seeSection6.7.7).
1 Connection Policyi Selecttrusted.
1 Leave other fields as default.
Step 3- Click onCommit.

L Ty T - (3

Entity Links Canvek | Corowt

(= e i

Sebect

5.5.2. Entity Link to Avaya Aura® Communication Manager i Local Trunk

To configure thi€ntity Link, repeat thatepsn Section5.5.1, with the following changes:
1 Namei Enter a descriptive name for thisk to Communication Manager (e.g.,

sm_ACM_local).

SIP Entity 1Port i Enter506Q

SIP Entity 27 Select the SIP Entity administeredSection5.4.3for the

Communication Managéocal entity (e.g. ACM_local).

1 SIP Entity 2Port T Enter5060(seeSection6.7.2.

T
T

5.5.3. Entity Link to Avaya Aura® Communication Manager i Meet-Me Trunk

To configure this Entity Link, repeat the stepsSiection5.5.1, with the following changes:

1 Namei Enter a descriptive name for this link to Communication Manager (e.qg.,
sm_ACM_Meet-Me).
SIP Entity 1 Port i Enter5080.
SIP Entity 21 Select the SIP Entity administeredSection5.4.4for the
Communication Managdvieet-Me trunkentity (e.g. ACM_ Meet-Me).
1 SIP Entity 2 Port i Enter5080 (seeSection6.7.3.

1
1
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5.5.4. Entity Link for the AT&T IP Flexible Reach i Enhanced Features Service
viathe Avaya SBCE

To configure thi€ntity Link, repeat the sps inSection5.5.1, with the following changes:
1 Namei Enter a descriptive name for this litkkthe Avaya SBCHKe.g.,sm SBCE).
1 SIP Entity 1 Porti Enter506Q
1 SIP Entity 21 Select the SIP Entity administergdSection5.4.5for the Avaya SBCE
entity (e.g.SBCE).
1 SIP Entity 2 Port i Enter506Q

5.5.5. Entity Link to Avaya Aura® Messaging

To configure this Entity Link, repeat the stepsSection5.5.1, with the following changes:
1 Namei Enter a descriptive name for this link to Avaya Messaging @&g.AAM).
1 SIP Entity 1 Porti Enter506Q
1 SIP Entity 21 Select the SIP Entity administeredSection5.4.6for the Avaya
Messaging entity (e.gAA-M).
i SIP Entity 2 Port i Enter5060(seeSection6.7.2.

5.6. Time Ranges i (Optional)

Step 1- In the left pane unddRouting, click onTime Ranges In theTime Rangespageclick on
New (not shown)

Step 2- Continuing in theTime Rangespage, enter a descriptilame, check the checkb¢s) for
the desired day(s) of the week, and enter tisge@Start Time andEnd Time.

Step 3- Click on Commit. Repeathese stept provision additional time ranges required

« Mhonn [/ Dlomests [/ Routing / Tiee Ranges
Time Ranges

w |More Actinns <

L em 2 FRar Ena

Sebect t AR, Noow
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5.7. Routing Policies

In this sectionthe followingRouting Policies are administered

1 Inbound alls toCommunication ManagextensiongSection5.7.7).

1 Inbound calls to Communication Manager Mt Conference3ection5.7.2.
1 Inbound calls to Avaya Messagin§€ction5.7.3.

1 Outbound alls to AT&T/PSTN(Section5.7.4).

5.7.1. Routing Policy for AT&T Routing to Avaya Aura® Communication
Manager

This Routing Policyis used for inbound calls from AT&T

Step 1- In the left pane unddRouting, click onRouting Policies In theRouting Policiespage
click onNew (not shown).

Step 2- In theGeneral section of th&Routing Policy Detailspage enter a descriptivilamefor
routing AT&T calls to Communication Managez.¢.,ACM _Public), and ensure that the
Disabledcheckbox is unchecked to activate this Routing Policy.

Step 3- In theSIP Entity as Destinationsection of thdRouting Policy Detailspage, click on
Selectand theSIP Entities list page will open

« Doame [ Plaments [ Routing / Rauting Policies |

Routing Policy Details Comme | | Cancel

* Mame: ACM_Pubic
Disabled:
* Retries: 0

Notes: from ATAET

Step 4- In the SIP Entities list page select the SIP Entity administeredSection 5.4.2for the
Communication Manageublic SIP Entitf ACM _Pubilic), and click orSelect

SIP Entities Select | Cancel

Name FQDM ne 1P Addrass Type Notes

AAM 192.168.67.147 Modular Messaging

ACN_local 192.168.67.202 oM

ACM_Meet-Me 192.168,67,202 ™ Neet-Me Conferance withowt NCR

152,168.67.202 o™

aem 192.168,67.47 Sesson Mansge:
sacr 192.168.67.120 SIF Trunk

Select : None
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Step 5- Returning to théRkouting Policy Detailspage in th&ime of Day section, click orAdd.
Step 6- In theTime Range Listpage(not shown) check tie checkbox(s) corresponding to one or

more Time Ranges administeredSaction5.6, and click orSelect

Step 7- Returning to théRouting Policy Detailspage in théime of Day section, enter Ranking

of 2.

Step8 - No Regular Expressionswere used in the reference configuration.
Step9 - Click onCommit.

Notei Once theDial Patterns are defined$ection5.8) they will appear in th®ial Pattern
section of this form.

o teeen [ Dmvents [ Matdivn [ Basting Patsive

Rasting Policy Deleits Canwnd] [Carvind

Désabeort
Retries: O

otes: *

i Bamy Piint: )

fabact | 24 horm

::::::

5.7.2. Routing Policy for Inbound Routing to Avaya Aura® Communication

Manager Meet-Me Conference

As described irbection2.2 Item 1, an issue was found with Mekte conference calls when
Network Call Redirection (NCR) is enabled on Communication Manages.requires MeeMe
conference calls to use a separate SIP trunk with NCR disabled. As a result separate routing is
required to deliver MedWe conference calls to this trunk. Repeat the stef&ation5.7.1with

the following differences:

T
1
T

Entera descriptivdName (e.g, ACM_Meet-Me), and ensure that thigisabledcheckbox is
unchecked to activate this Routing Policy.

In the SIP Entities list page, select the SIP Entity administere®attion5.4.4for
Commuication Manager MeeMe conferencée.g, ACM_Meet-Me).

In theTime of Day section, change the ranking numbef.to
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5.7.3. Routing Policy for Inbound Routing to Avaya Aura® Messaging
This routing policy is for inbound calls to Avaya Messaging fossage retrievaRepeat the steps
in Section5.7.1with the following differences:
1 Entera descriptivlName (e.g, To_AAM), and ensure that ti@isabledcheckbox is
unchecked to activate this Routing Policy.
1 IntheSIP Entities list page, select the SIP Entity administere@@ttion5.4.6for Avaya
Messaging (e.gAA-M).

5.7.4. Routing Policy for Outbound Calls to AT&T
This Routing Policy is used for Outbound calls to AT&T. Repeat the stepecion5.7.1with the
following differences:

1 Enter a descriptivélamefor routing calls to the AT&T IPFHEF service via the Avaya
SBCE (e.g.SBCE), and ensure that thgisabled checkbox is unchecked to activate this
Routing Policy.

1 IntheSIP Entities list page, select the SIP Entity administere@@ttion5.4.5for the
Avaya SBCE SIP Entity (e.gSBCE).

5.8. Dial Patterns

In this section, Dial Patterns are administered matching the follavailhg)

1 Inbound PSTN calls vithe IPFR-EF serviceto Communication Managé®ection 5.8.1
1 Outbound calls to AT&T(Section 5.8.2

1 Inbound cakto Communiction Manager MeeMe conferenc€Section 5.8.3.

1 Inbound calls to Avaya Messagin§€ction 5.8.4.

5.8.1. Matching Inbound PSTN Calls to Avaya Aura® Communication

Manager
In the reference configurationbound calls fronthe IPFR-EF servicesent7 DNIS digitsin the SIP
Request UR(for security purposes, these digits are represented in this docuna&ikasx). The
DNIS patternmust bematched ér further call processingddepending on customer deployments,
the IPFREF service may send different DNdi®jit lengths.

Notei Be sure to match on tH2NIS digits specified in théAT&T Request RI, not theDID
dialed digits They may be different.

Step 1- In the left pane unddRouting, click onDial Patterns. In theDial Patterns page click on
New (not srown).
Step 2- In theGeneral section of théial Pattern Details page, provision the following:
1 Patterni Enter555 Notei The Adaptationdefined for Communication Manager in
Section5.3.1will convert the variou®55xxxxnumbers into their corresponding
Communication Managextensions.

 Min andMax 1 Enter7.
9 SIP Domaini Select-ALL -, to select all otheadministered SIP Domains
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« Home / tismants / Routing / Dl §otterm

Dial Pattern Details

{Comma} Cancel|

' Patterm: 555
* Min: 7

Dial Patterns

Linmrgemcy Call: ]
7!,. Expressinns
Dufe=ty

Emergency Priority:

Emergency Type:

SIP Demain: AL

Step 3- Scrolling down tahe Originating Location and Routing Policiessection of theDial
Pattern Details page(not shown)click on Add.

Step 4- In theOriginating Location section of theriginating Locationsand Routing Policies
page, check the checkbox correspondingltd@riginating Locationg.

Step 5- In theRouting Policiessection, check the checkbox corresponding to the Routing Policy

administered for routing calls the Communication Manageublic trunkin Section5.7.1
(e.g.,ACM_Public), and tick on Select

Ongmating Location
|' Apply The Selacted Routing Policies to Al Ongnatng Locatons Sefect | Canrcel
Filter: Loabile
Name Notes
A n
Salect © Al
Houting |}
Fiker: Enabis
Namn Dtanhbad Dwstination Nate
ACM_Lscal ACH_|ocel
ACN_Mest Me ACHN _Mest \Ne
w ACN_Pulc ACN_putiv
58CE S8Ce
TD-A’.A‘DN AA-M
Select 1 A, None=

Step6 - Returning to the Dial Pattern Details page clickGmmmit.
Step 7- RepeatSteps 16 for any additional inbound dial patterns from AT&T.

| Notei No Denied Original Locationsarespecified in the reference configuration
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Dial Pattern Details Commit | Cancel

* Pattern: 555
* Mim: 7
* Max: 7
Cmergency Call
Emergency Priority:
Emergency Type:
SIP Domaim:  -ALL -

Notes:

Add Remaove
Filer: §

Desginating Location Routing Policy 2 Routing Fokcy Routing Policy Routieg Polcy

Orsginating Locatmn Namwe
Notes Nume Dinabled Duostinatiun Noles

Select : A, None

0 Items Filter: Enatile

Originating Location Notes

5.8.2. Matching Outbound Calls to AT&T

In this section, Dial Patterns are administered for all outbound calls to AT&T. In the reference
configuration 1xxxyyyxxx, x11,and011 international calls were verified. In additidAFR-EF
Call Forward featuraccess code§ and*9 (e.g., *71yyyzzzxxxx& * 91yyyzzzxxxy are
specified
Step 1- Repeathe steps shown iBection5.8.1, with the followingchanges

1 IntheGeneralsection of théial Pattern Details page, enter a dial pattern for routing
calls to AT&T/PSTN(e.g, 1732.
Enter aMin andMax pattern ofL1
In theRouting Policiessection of theériginating Location s and Routing Polidespage,
check the checkbox corresponding to the Routing Policy administered for routing calls to
AT&T in Section5.7.4(e.g.,SBCE).

1
1

| Notei No Denied Original Locationsare specified in the reference configuration. \
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Ml Comme | Cancel

* Pattern: 2
* Min: 11
Max: 11

Emergency Call:
Emergency Priority:

Emergency Type:

SIP Domain: | -ALL- ™|
Notes:
nating Locations and Routing Polides
Add Remove
iLitem Fiker: Enabie
Originating Location Name :":""::.'\""""“ e :';‘I"::"‘ FOSEN fank ““"‘"I':':h":'l:"" :‘IF"::::::':;":"" :‘m‘:::"“ Policy
ALL SBCE 0 SBCE

Salect i M, None

od Origmating Locations

Add Remove

0 tems Fiker: Enable

Originating Location

Step 2- RepeatStep 1to add patterns for IPFEF Call Forwarcaccessodeswith patterns7 and
*9, andMin/Max=1 3.
Step 3- RepeatStep 1to addpatterns for international calls with pattérhlwith Min=11 and

Max=16.
Step 4- RepeatStep 1to add any additional outind patternas required

Dial Patterns
New More Achans ~
Fiter; Lrabie
Pattern Moan Maz Cmmrgency Call rmwrguncy Typw Fmmrgescy Prigesty SIP Domain Botee
111 a
1732 a
1860 0 AL
O AL EIFFR Cab Farmary Busy
- . O ALL E1PPR Call Pormard BNA
Seimn Y |
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5.8.3. Matching Inbound Calls to Avaya Aura® Communication Manager Meet-
Me Conference

As described irfsection2.2, Item 1, an issue was found with Mekte conference calls when
Network Call Redirection (NCR) is enabled on Communication Manager. This requiredVeet
conference calls to use a separate SIP trunk with NCR disabled. As a result a specitdd-IPFR
access numbgs) must be selected farser to generatebound MeetMe conferege calls. This
unique Dial Pattern is required to deliver M&& conference calls toghdedicated trunk.

In the reference configuratiothe designated Medfle conferencéPFR-EF access number
generates RequesURI with the digits 5553180rhe call & then directed to the Communication
Manager VDN extension 19000, used for the MdetconferencgseeSections5.3.3and6.14.2.

Step 1- Repeat the steps Bection5.8.1with the followingchanges
1 IntheGeneral section of thdial Pattern Details page, enter a dial pattemmatching the
IPFR-EF access number selected for inbound Méetconference calls (e.gp553180.
1 IntheOriginating Location section of theri ginating Locations and Routing Policies
pagecheck the checkbox correspondingib Locations
1 In theRouting Policiessection, check the checkbox corresponding to the Routing Policy
ACM_Meet-Me (Section5.7.2.

Fmergency Call;

Emargoncy Priority:

Emergency Type:
SIP Doswalin:  -4LL

Motes: Meet-Me cont

1 Item FlRter: Enace

D ams Fiter: L nadie

Origmmating Localinn Netes
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5.8.4. Matching Inbound PSTN Calls to Avaya Aura® Messaging
In order for PSTN to check and retrieve messages, the following Dial Pattern is defined. In the
reference configuration, Communication Manager exter®90 is used for Avaya Messaging
access (seBedion 5.3.9.
Step 1- Repeat the steps Bection5.8.1with the following differences:
1 IntheGeneralsection of théial Pattern Details page, enter a dial pattern matching the
IPFR-EF access nunelo selected focalls to Avaya Messagin@.g.,5553170.
1 In theOriginating Location section of theériginating Locations and Routing Policies
page, check the checkbox correspondingltd_ocatiors.
1 In theRouting Policiessection, check the checkboxrsesponding to the Routing Policy
To _AAM (Section5.7.3.

Dial Pattern Detoils Commit | Cancel

* Patterm: 55535170
* Mim:
* Mox: 7
Emergency Call:
Emergency Priority:
Emergency Type:
STP Domaie:  -ALL -

Notes: To AAM

Ada Remove

1 ey FiRer] Erabie

Ongmating Locatinon Rowting Polcy Apwting Policy  Bnetmg Policy fneting Policy
destimatinn ates

Select | AL, I

Add Remove

Olverma Fiter: Enabie

Notes

Orsginating Location
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6. Configure Avaya Aura® Communication Manager

This section describes the administration step€&onmunication Managen support othe
reference configuratiodescribed in these Application NotéEhese Application Notes assume that
basicCommunication Managexdministratiorhavealready been performe@onsult[5 - 7] for

more information

Notei Unless therwise noted, the following procedures are performed using System Manbger.

CommunicatiorManager configuration is accomplished by accessing the brdoased GUI of
System Manager, using the URLtp://<ip -address>/SMGR where<ip-address>is the IP
address of System Managén theLog On screen (not shown), enter appropridser 1D and
Passwordand press theog On button. Once logged in, théome screen is displayedrom the
Home screen, under thelementsheading in the center, selé@mmunication Manager.

NoteT In the following sectios, only thespecifiedparametersre applicable to thegepplication
Notes. Other parameter values may or may not match based on local configurations.

6.1. Verify Communication Manager System Settings

Notei This sectiordescribes steps to veri§ommunication Managdeature settingthat are
required for theeference configuratiodescribed in these Applitan Notes.Depending on access
privileges and licensing, some or all of the following settingghtronly be viewed, and not
modified. If anyof therequiredfeaturesare not set, and cannot be configyrezhtact an
authorized Avaya account representativ obtain th@ecessarjicensegaccess
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6.1.1. System-Parameters Customer-Options

Notei Parameters on this form may only be viewed. Licensing or privileged access is
required to change values.

Step 1- From theCommunication Manager menu, seledParametersA System Parameters
Customer-Options.

Step 2- At the top of the page, select the appropriate Communication Manager .system

Step 3- In theSystem Parameter§s Customer Options Listsection, seledhe parameter line to
activate theview button. Click orthe View button

MHome ) ) B J
 Communication 4 Nume [ Elements [ CommmniCation /9 /S ’ {] (
Man - Helo ¥
' Coll Cester by
' Coverage System Parameters - Customer Options
Llement Cut- Through
' Enidpeists I Select device(s) from Communication Manager List «
LR ~ e
oy 2Rems o Shew Ab | Filtar- Enable
* Network 5 A
.- Elemsent Mame  FOUN/ TP Address Last Symc Thme Last Transiation Tine Sync Type | Sync Staties  Location  Software Version  CF Motifscation
* Paramuine 2
- 2 e Jeplmmbes 13 jpopesuMSeR ) . =R
Syst v 152,184.67 202 ;21:::‘.“5;'. 2 2015 inoremencsl WV ROLTe 0008410 trye
Parmmwetiers - COR Select : A, Hone
Options
System Show Lt

Paraawlers

System Parameters - Customer Options List

Customer Options

1ltem o Show All fw] Flter; Enabis

Platformy Abbreviated Dialing Enhanced List | ARS  AKS/AAN Partitinning  ARS /AAK Dialog without FAC | Aulible Mevsage Waiting | Hospitality (Bas

[(]= = o T8 s GA -

Sasbeck . Noow

Step 4- Thesystemparameterscustomer-options form is displayedClick theNext Pagebutton
and onPage 2of the form, verify that thélaximum Administered SIP Trunks number is
sufficient for the number of expect&dP trunks

......
Adisplay systam-parameters customar-options
Lnter [rlrg;qunh‘,l |_C"‘C”l‘ Cloar finld | el ] | edit | |[Braveage || [Next Page || | More Actions
Info:
display syst “par %« i Page 2 of 12
OPTIONAL FEATURES
IP PORT CAPACITIES USED
Maximum Administered H.323 Trunks; 12000 O
Maximum Concurrently Registerad 1P Stations: 18000 2
Maximum Administered Remote Office Trunks: 12000 O
Maximum Concurrently Registaered Remote Office Stations 18000 O
Maximum Concurtently Registared 1P eCons: a14 (4]
Max Concur Registerad Unauthenticated H.323 Stations: 100 0
Maximum Video Capable Stations: 41000 O
Maximum Video Capable 1P Softphonas: 18000 3
Maximum Administered SIP Trunks: 24000 30
Maximum Administerad Ad-hoc Vidaeo Confarencing Ports: 24000 O
Maximum Number of D91 Boards with Echo Cancellation: 522 o
(NOTE: You must logoff login to effect the permission changes.)
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Step5 - On Page4 of the form, verify that th&RS featureis enabled.

display system-p. s cust options Page 4 of 1]
OPTIONAL FEATURES

Abbreviated Dialng Enhanced List? y Audble Message Waking? Y
Access Secunty Gateway (ASG)? n Authonzation Codes? y

Analog Trunk Incoming Call 107 y CAS 8rarch? n

A/D Gm/Sys Lst Dahng Start at 017 y CAS Man? n
Answer Suparvision by Call Classfier? v Change COR by FAC? n

ARS? y | Computer Yelephony Adjunct Links? v

ARS/A0R Partitioning? y Cvg Of Cals Redireded Of-net? y
ARS/MMR Diakng without FAC? n DCS (Basi)? v
ASAI Lnk Core Capab#éties? y DCS Call Coverage? vy
ASAl Link Plus Capabilities? y DCS weh Rerouting? vy
Async, Transfer Made (ATM) PNC? n
Async. Transfer Mode (ATM) Truning? n Digital Loss Plan Modification? y
ATM WAN Spare Processor? n D51 M5P7 v
ATMS? y D51 Echa Cancellabion? 13

Attendant vectonng? y

(NOTE: You mwst logoff login to effect the permission changes.)

Step6 - On Page5 of the form verify that theEnhanced EC5007?IP Stations?, IP Trunks?, and
ISDN/SIP Network Call Redirection? fields are set tg.

display system - par s cust i Page 5 of 12
OPTIONAL FEATURES

Emargency Access to Attendart? Y | P Statons? ¥

Enable ‘dadmin’ Login? Y

Enhanced Conlerenong? v 150K Feature Pls?  n

Erhanced €c3007 v | [ 1sowstP Network cail Redroction? y

Entesprise Survivable Server? n ISON-BRI Trurks? ¢

Ertsepnse Wada Licensng? n 1SON-PRI7 v

ESS Admirystration? ¥ Local Survivable Processor? n

Extended Cvgfwd Admen? vy Makoous Call Trace? [

External Device Alarm Admen? Y Modia Encypton Over IP? n

Five Port Networks Max Per MCC?  n Mode Code for Centralized Viosce Mai? n
Flacbie Eifing? n

Forced Entry of Accourt Codes? ¥ Muttfreguency Signaing? y

Global Call Classificanion? ¥ Mutimada Cal Handng (Basx)? y

Hospitalty (Bazc)? ¥ Mutimecia Cal Handing (Enhanced)? y

Hospitakty (GIVI Enhancements)? Y Mutimedsa 1P SIP Trunking? y

1P Attendant Consoles? ¥
{NOTE: You must logoff login to effect the permission changes.)
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Step7 - On Page6 of the form, verify that th€rivate Networking andProcessor Ethernetfields
are set tg.

display system p s cust i Page 6 of 12
OPTIONAL FEATURES

Mulinational Locatons? n Seaton and Trunk MSP?
Mubipla Level Precedence Preempbon? n Stavon as Vitual Extenson? Y
Mubipls Locabons? n

System Management Dats Transfer? n

Parsonal Station Access (PSA)? ¥ Tenant Parttionng? y
PNC Duphcanon? n Terminal Trans, Ine. (TT1)? ¥

Port Netwock Suppart? Y Time of Day Routng? Y

Posted Messages? vy TN2501 VAL Maomum Capacty? v

Uniform Dialng Plan? y

I Private Networking? ¥ I Usage Allocation Enharcements? Y

Procassor and System MSP?

| Processor Ethemet? vy | Widsband Switching? v

Wirgless? n
Remote Office?
Restret Call Forward OFf Net? Y

Secondary Data Modue? v

(NOTE: You must logoff login to effect the permission changes.)

Step8 - When the settings review is completéick on theCancelbutton (see the screenshot in
Step 4. Note that attempting to leave the form without clicking Cancel will result in a
system request to fiLeave Pagedo or AStay on

6.2. System-Parameters Features

Step 1- Following the procedures fBection6.1, selectParametersA SystemParameters
Features and selecView. Note that changes can be made to the values on this form
(depending on access privileges), by clicking=atit .

o« Mame [ Clemewsts / Cammunscation J I - Fontures [
3 = Wl 7
Call Contor Y
. Caverage System Parameters - Features
Elesment Cut-Through

» Emdpoints Select device(s) from G ication M ger List »
* Growps
* Network Sham Lut
' Parameters

e System Parameters - Features List

TSI  tom

Options 11tem -  Show LIS E . : - ) : Fiker: Enatie

Syvtem Termmnal Transtatosn Indtiabcation (T11) Enalided | EMU Inactivity Interval for Deactevatmnihioues ) Setch Rame Sysiom

Paramutors ® e o

Castomer Options Select : None
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Step 2- On page 1, erify that Trunk -to-Trunk Transfer is set toall.

display system-parameters festures Page 1 of 19
FEATURE-RELATED SYSTEM PARAMETERS
Solf Station Display Enabled? ¥
Trunk-to-Trunk Transfer all
Automatic Callback with Called Party Quewng? n
Automaty: Caliback - No Answer Timeout Interval (nngs): 3
Call Park Temeout Interval (minutes): 10
Off -Pramises Tone Detect Timeowt Interval (seconds): 20

AAR/ARS Dial Tone Required? Y

Music (or Silence) on Transferred Trunk Calls? na
DID/Te/ISON/SIP Intercept Treatment: attendant
Internal Auto-Answer of Attd-Extended/Transferred Calls: transferred
Automatxe Ciroust Assurance (ACA) Enabled? n

Step 3- Onpage 19 verify thatSIP Endpoint Managed Transferis set ton.

change system-parameters features Page 19 of 19
FEATURE-RELATED SYSTEM PARAMETERS
1P PARAMETERS
Direct P-1P Audiw Connections? y 1P Audw Haspinning? n
Synchronization aver 1P?
SIP Endpont Managed Transfer? n
Expand ISON Numbers to Intermnational for IXCES? n
CALL PICKUP
Maxamum Number of Dgits for Dwected Group Call Pickup: 2
Call Pickup on Intercom Calle? v Cal Pickup Alerting? n
Temparary Bndged Appearance on Call Pidamp? y Directed Call $ickup? n
Extended Group Call Pickup; none
Enhanced Call Pickup Alerting? n
Dizplay Information With Bndged Call? n
Keep Bndged Information on Multine Displays Dunng Calls? n
PIN Checking for Private Calls? n
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6.3. Dial Plan

The dial plan defines how digit strings will be used by Communication Manager.
Step 1- From the Communication Managmenu, sele@ystemA Dialplan Analysis.
Step 2- SelectNew.

v Teniem 7 Dhammeis 7 1 Tenn Faneaer | Syehem 7 Gualifes Analyes

S
Dialplan Analysis

Sedoct device(s) from Commamication Manager Lint

Dialplarn Analysis List

D Lhew

adpton Aralvom

Step 3- Select the appropriate Communication Manager system, and Adtgt).

Select device from Communication Manager List

] e

Fdter: Enanis

Sulnct u OM frum the following st

Clmssent Reme FOUN/ I Adidress Last Sywme Thne Ny Pvpe Hyme Status Ut ntion Soliwars Versson

aem 103.168.47.262 Temmeber 14,3002 el —— KA T, 08.6.443,0

Salect : (e

Enter Location

Step4 - Provision the dial plams follows:

il

1

3-digit facilities access codes (indicated witiCall Type of fac) beginning with* and#
for Feature Access Code (FAC) access

5-digit extensionsvith aCall Type of ext beginning with:

o The digitl for Communication Managextensions.

o The digit3 for the Avaya Messaging access extension.

3-digit dial acess code (indicated withGall Type of dac), e.g., access codixx for SIP
Trunk Access Codes (TACyee the trunk forms iBection6.7.

1-digit facilities access code (indicated witiCall Type of fac), e.g.,access cod@ for
Automatic Alternate Routindialing, seeSection6.12 code9 for outboundAutomatic
Route Selectiodialing, seeSection6.11

Step 5- Click onEnter.
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ICm

change dialplan analyss

‘E‘f","‘, |Gancet | Clearfield | |Help| Edt  |PrevPage |NextPage| More Action:

Info:

change dialplan anatysis Page 1 of 12
DIAL PLAN ANALYSIS TABLE
Location all Percent Full 2
Dialed  Total Call Dialed Total Call Dialed Total Call
String  Length Type String  Length Type String  Length Type

ext
ext
dac
dac

dac

LIRE R R R

fac

W Wi = Wi

fac

6.4. IP Node Names

Node names define IP deksses to various Avaya components inetfiierpriseNote that a
Processor Ethernet (procr) based Communication Manager platform is used in the reference
configurationfor Communication ManageNote that the Communication Manager procr name
and IP addrss are entered during installation. Tgrecr IP address was used to define
Communication Manage31P Entities inSection5.4.

Step 1- From the Communication Manager menu, sditivork A Node Names

Step 2- SelectNew.

o Merew | tiearents [ Constninn snnt Psages | Retweed | Mok Rarnes 5|

>
Node Names

Sedect devioeds) trom Commmmscation Manager List »

Meae: e

Tywe Nt 1P S o Sewiem

DDT:Reviewed Solution & Interoperability Test Lab Application Notes 46 of 105
SPOC 128/2016 ©2016 Avaya Inc. All Rights Reserved. CM70SM70SBC70FR



Step 3- Select the appropriate Communication Manager systatarip in theEnter Qualifier
field, andselectAdd(+).

Select device from Communication Manager List

i

Seect 4 CM from the folomng St

2 e Fikar) Frnsbis
et Hanme PO/ AP Adderse Linst Sy Thowe Sy Type Seme States Lonn atrene Sottmare Yersion
32, 16 67,30 Segtemiter 14, 1045 TN N 40175 00 .
SORLL | Tene
|' Enter Qualifier w
AOD e Canos
* Anguired

Step 4- Provision the Nod&lames as follows:
1 Avaya SBCE privatéAl) network interfaced.g.,.SBCEand192.16867.120).
1 Session Manager SIP signaling interface (6S¢),and192.168.67.4).
1 Avaya Messaging (e.0AAM and192.168.67.14)(

Step 5- Click onEnter.

Note that other entries in the list are defined during Communication Manager installation

change node-names

Enter Refresh Cancel Clear Eweld Help je Frev Fage Next Page
info
change sode nomes ip Page 1 of 2
IP NODE NAMNES
Namo P Addross
AAM 192.168.67,147
S8CE 192,198.67,120
sM 192.166.67 47
default 0.0.00
Jatewsy 192.198.07.1
proc 192.168.67.202

proot

[ 12 o 12 admsnistorad node-names weare displayed )
Use “list node-names’ command o see ol the sdministered node-nomes
Use ‘change node-sames ip xxx' to change a node-name o or add a node-name
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6.5. IP Network Regions

Network Regions are used to group various Communication Mareggircesuch as codecs,
UDP port ranges, and inteegion communication. In the reference configurattaio network
regiors are usedone forthe Main site (region 1gndone for AT&T SIP trunkaccesgregion 2)
Step 1- From the Communication Manager menu, sdiegtivork A IP Network Regions
Step 2- SelectNew.

Stgw Lat

1P Metwork Reguos Liss

Detats  Hrpss L R Conntraliod by tis CM Sevens T

6.5.1. IP Network Region 17 Local CPE Region

Step 3- Select the appropriate Communication Manager system, Eimténe Enter Qualifier
field, and selecAdd(+).

Selecx 3 O™ from the following list
Fitar: £nadk
tlemunt Name DN/ 1P Addeess Last Sync Toms Sync Typw Sync Slatus Locabon Soltware Versee |
& aom 19215667 202 S nes  Incrementyl Cemgiates ROATX00.0,441.0

S Nooe

| * tater Qualifies 1

Add{+)| Cancal

* Reauired
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Step4 - Region 1will be used to represent thacal CPE Populate the form with the following

values:

1 Enter a descriptive name.{.,Main).

1 Enterthe enterprise domain (e.gystomeracom) in the Authoritative Domain field
(seeSection5.1).

1 Enterl for theCodec Sejparameter.

1 Intra -region IP-IP Audio Connectionsi Set toyes indicating that the RTP paths
should be optimized to reduce the usenetiaresources when posshwithin the same
region.

1 Inter-region IP-IP Audio Connectionsi Set toyes indicating that the RTP paths
should be optimized to reduce the useneliaresources when possible between
regions.

1 UDP Port Min: i Set tol6384(AT&T requirement ).

1 UDP Port Max: i Set t032767(AT&T requirement ).

change ip-netwark-réguon 1
Erter Refresty Cancel Chear Bield Help Brev #age Next Page
info
change ip-network-region 1 Page 1 of 20
IP NETWORK REGCION
Regon 1
Location 1 Adthootative Domain custamera.co
MEDIA PARAML TERS ntra-region 1P-1P Dwedt Audo a5
Codec Set 1 Inter-region 1P-1P Owect Audo yaIE
UDP Port Min 16383 IF Audio Harpinning? n
UDP Port MxC 32767
DIFFSERV(TOS PARAMETERS
Cal Control PHE Value 40
Audio PHE Yalue a5
Ml'lPlQ. PARAMETERS =
Cal Control 802.1p Pnoriy s
Audo 802.1p Pronty
Video BO2.ip Prionty (3 AUDIO RESOURCE RESERVATION PARAMETERS
H.323 1P ENDPOINTS SV Enabled? 5
H.A23 Lnk Bounce Recovery? y
Ide Tralfic Interval (sec) 20
Keep-adve Interval (sec
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Step5 - Onpage 2of the form:
1 Verify that RTCPReportingEnableds set toy.

change ip-network region 1 Page 20l 20
IP NETWORK REGION

RICP Reporting to Momtor Server Enabled?

RTCP MONITOR SERVER PARAMETERS

Use Default Server Parametars? Y

Step6 - Onpage 4of the form:
1 Verify that next to regiod in thedst rgn column, thecodec sets 1.
1 Next to regior? in thedst rgn column, ente® for thecodec sef{this meansegionl is
permitted to talk to regiof andit will use codec set 2 to do so). Tteect WAN and
Units columns willself-populatewith y andNo Limit respectively
1 Let all oher values defaulClick onEnter (not shown).

change lp-network-reglon 1 Page 4 of 20

Source Regwon: 1 Inter Network Region Connection Management 1 ™

dst codec direct WAN-BW-limits Intervening Dyn Wwieo A Ge

rgn  set WAN Units Total Regions CAC Nomm Pno Shr R L e
! 1 all

2 2 Y NoLimit n t

6.5.2. IP Network Region 27 AT&T Trunk Region

Note that Region 2 is used for general inbound/outbound calls with AT&T, as well as for calls to
the MeetMe conference, and Avaya Messaging access. Repeat the sBsusiom6.5.1with the
following changes:
Step 6- Select the appropriate Communication Manager system, Z2imténhe Enter Qualifier

field, and selecAdd(+).

Sodect

| * Enter Qualifior

‘Hegdrnd

Step7 - OnPage lof the form(not shown)
o Enter a descriptive name.g.,ATT).
o Enter2for theCodec Separameter.
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Step8 - On Page 4of the form:

0 Setcodecset2 for dst rgn 1.
0 Note thatdst rgn 2 is prepopulated witlcodec se® (from page 1

provisioning)

change ip-network-region 2 Page 4 of 20

Source Region: 2 Inter Network Region Connection Management 1 M
G A t

dst codec direct WAN-BW-limits Intervening Dyn Video A Gc

Total Regions CAC

rgn set WAN Units
1 2 ¥ NoLimit
2 2

Norm  Prio Shr R L e

n t

all

Step 9- Click onEnter (not shown). The completed fors shown below.

6.6. IP Codec Parameters

6.6.1. Codecs for IP Network Region 1 (calls within the CPE)

Step 1- From the Communication Manager menu, seistivork A IP Codec Sets
Step 2- SelectCodec Setl, and click on thé&dit button.

[ ]
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